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1. DNS TAPIR – Threat and Privacy Internet Research is a tool that analyses DNS resolver traffic to identify threat traffic. The presentation pack is pretty cryptic, but the web site (dnstapir.se) is more informative!

DNS TAPIR is built on a large scale collaboration between operators of recursive nameservers and the DNS TAPIR analysis service. The DNS TAPIR project aims at building an open source infrastructure for collecting query data, while preserving the user’s right to privacy. By publishing data openly, cybersecurity analysis organisations and researchers can include this data in their threat analysis and provide better intel to users.
DNS TAPIR platform is in an early phase of enrollment.

2. J-Root ghost traffic

In 2003 the IP address for J-Root was change as part of the preparation to migrate J-Root to an anycast platform. In 2015 (two years later) 
