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Domai n Requi rement s

Status of this Meno
This menmo is a policy statenent on the requirenents of establishing a
new domain in the ARPA-Internet and the DARPA research comunity.
This is an official policy statenent of the | AB and t he DARPA.
Distribution of this menmo is unlimnmted.

I nt roduction

This menmp restates and refines the requirenents on establishing a

Domain first described in RFGC-881 [1]. It adds considerabl e det ai
to that discussion, and introduces the limted set of top |eve
donai ns.

The Purpose of Donains

Domai ns are administrative entities. The purpose and expected use of
domains is to divide the name managenent required of a centra

adnm nistration and assign it to sub-adm nistrations. There are no
geogr aphi cal , topol ogi cal, or technol ogi cal constraints on a domain
The hosts in a domai n need not have conmon hardware or software, nor
even conmon protocols. Mst of the requirenents and linmitations on
domai ns are designed to ensure responsi ble adm nistration

The domain systemis a tree-structured gl obal nane space that has a
few top |l evel domains. The top |evel donmins are subdivided into
second | evel dommins. The second |evel domains nay be subdivi ded
into third | evel dommins, and so on.

The adm nistration of a domain requires controlling the assignnment of
nanes within that domain and providing access to the names and nane
rel ated i nformati on (such as addresses) to users both inside and
out si de the domai n.
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General Purpose Donmains

While the initial domain name "ARPA" arises fromthe history of the
devel opnent of this systemand environnent, in the future nost of the
top level nanmes will be very general categories |ike "governnent",
"education", or "comercial". The notivation is to provide an

organi zation nane that is free of undesirable semantics.

After a short period of initial experinmentation, all current
ARPA- I nternet hosts will select some domain other than ARPA for their
future use. The use of ARPA as a top |level domain will eventually
cease.

Initial Set of Top Level Domains

The initial top level domain nanes are

Tenpor ary
ARPA = The current ARPA-Internet hosts.
Cat egori es
GOv = Covernnment, any governnent rel ated domai ns neeting the
second | evel requirenents.
EDU = Education, any education related domai ns neeting the
second | evel requirenents.
COM = Commercial, any comercial related donmains neeting the
second | evel requirenents.
ML = Mlitary, any mlitary related domai ns neeting the
second | evel requirenents.
ORG = Oganization, any other domains neeting the second
| evel requirenents.
Countries

The English two letter code (al pha-2) identifying a country
according the the 1SO Standard for "Codes for the
Representati on of Names of Countries" [5].
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Mul ti organi zati ons

A multiorgani zation may be a top level domain if it is |arge,
and is conposed of other organizations; particularly if the
mul tiorgani zati on can not be easily classified into one of the
categories and is international in scope.

Possi bl e Exanpl es of Domai ns

The foll owi ng exanples are fictions of the authors’ creation, any
simlarity to the real world is coincidental.

The UC Donmi n

It mght be that a large state wide university with, say, nine
canpuses and several |aboratories may want to forma domain. Each
canpus or nmmjor off-canpus |aboratory m ght then be a subdonain
and wi thin each subdomai n, each departnent could be further

di stingui shed. This university mght be a second | evel domain in
the education category.

One m ght see domain style nanes for hosts in this domain |ike
t hese:

LOCUS. CS. LA. UC. EDU
CCN. OAC. LA. UC. EDU
ERNI E. CS. CAL. UC. EDU
A. S1. LLNL. UC. EDU
A. LAND. LANL. UC. EDU
NWM LBL. CAL. UC. EDU

The M T Donmi n

Post el

Anot her | arge university nmay have nany hosts using a variety of
machi ne types, some even using several famlies of protocols.
However, the adm nistrators at this university nay see no need for
the outside world to be aware of these internal differences. This
uni versity mght be a second | evel domain in the education

cat egory.

One m ght see domain style nanmes for hosts in this domain |ike
t hese:

APl ARY-1. M T. EDU
BABY- BLUE. M T. EDU
CEZANNE. M T. EDU
DASH. M T. EDU
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MULTICS. M T. EDU
TAC.M T. EDU
XX. M T. EDU

The CSNET Domai n

There may be a consortium of universities and industry research

| aboratories called, say, "CSNET". This CSNET is not a network
per se, but rather a conputer mail exchange using a variety of
protocol s and network systens. Therefore, CSNET is not a network
in the sense of the ARPANET, or an Ethernet, or even the
ARPA- I nternet, but rather a community. Yet it does, in fact, have
the key property needed to forma domain; it has a responsible
adm nistration. This consortium m ght be | arge enough and m ght
have nenbership that cuts across the categories in such a way that
it qualifies under the "multiorganization rule" to be a top | eve
donmai n.

One m ght see domain style names for hosts in this domain |like
t hese:

Cl C. CSNET
EMORY. CSNET
GATECH. CSNET
HP- LABS. CSNET
SJ. | BM CSNET
UDEL. CSNET
UW SC. CSNET

General Requirenents on a Domain

There are several requirenents that nmust be met to establish a
domain. In general, it nust be responsibly nmanaged. There nust be a
responsi bl e person to serve as an authoritative coordi nator for
domai n rel ated questions. There nust be a robust domain nanme | ookup
service, it nust be of at least a m ninumsize, and the domain mnust
be registered with the central domain admnistrator (the Network
Information Center (N C) Domain Registrar).

Responsi bl e Person:

An individual must be identified who has authority for the

admi ni stration of the names within the domain, and who seriously
takes on the responsibility for the behavior of the hosts in the
domain, plus their interactions with hosts outside the domain
Thi s person nmust have sone technical expertise and the authority
within the domain to see that problens are fixed
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If a host in a given domai n somehow m sbehaves in its interactions
wi th hosts outside the domain (e.g., consistently violates
protocol s), the responsible person for the domain nust be
conpetent and available to receive reports of problens, take
action on the reported problens, and follow through to elimnate
the probl ens.

Donmi n Servers:

A robust and reliable donain server nmust be provided. One way of
neeting this requirement is to provide at |east two independent
domai n servers for the domain. The database can, of course, be
the sane. The database can be prepared and copied to each domain
server. But, the servers should be in separate nachi nes on

i ndependent power supplies, et cetera; basically as physically

i ndependent as can be. They should have no common point of
failure.

Sone donmains may find that providing a robust domain service can
nost easily be done by cooperating with another domai n where each
domai n provides an additional server for the other

In other situations, it nay be desirable for a domain to arrange
for domain service to be provided by a third party, perhaps on
hosts | ocated outside the domain.

One of the difficult problenms in operating a dommin server is the
acqui sition and nai ntenance of the data. |In this case, the data
are the host nanes and addresses. In some environnments this

i nformati on changes fairly rapidly and keepi ng up-to-date data may
be difficult. This is one nmotivation for sub-domains. One nay

wi sh to create sub-domains until the rate of change of the data in
a sub-donmmi n domain server database is easily nanaged

In the technical |anguage of the domain server inplenentation the
data is divided into zones. Donmains and zones are not necessarily
one-to-one. It may be reasonable for two or nore domains to
conbine their data in a single zone.

The responsi bl e person or an identified technical assistant nust
understand in detail the procedures for operating a donain server,
i ncl udi ng the nmanagenent of naster files and zones.

The operation of a domain server should not be taken on lightly.
There are some difficult problens in providing an adequate
service, primarily the problenms in keeping the database up to
date, and keeping the service operating.
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The concepts and inpl enentation details of the domain server are
given in RFC-882 [2] and RFC-883 [3].

M ni mum Si ze:
The domain must be of at |east a mininumsize. There is no

requi rement to forma domain because sone set of hosts is above
the m ni mum si ze.

Top | evel dommins nust be specially authorized. |n general, they
will only be authorized for domains expected to have over 500
host s.

The general guideline for a second |evel domain is that it have

over 50 hosts. This is a very soft "requirenent". It nmkes sense
that any mmjor organization, such as a university or corporation,
be all owed as a second | evel domain -- even if it has just a few
host s.

Regi stration:

Top | evel domains nust be specially authorized and registered with
the NIC domain registrar.

The adm nistrator of a |level N domain nust register with the

regi strar (or responsible person) of the level N-1 domain. This
upper level authority nust be satisfied that the requirenents are
net before authorization for the donmamin is granted.

The registration procedure involves answering specific questions
about the prospective domain. A prototype of what the NI C Domain
Regi strar may ask for the registration of a second |evel domain is
shown bel ow. These questions may change fromtine to tinme. It is
the responsibility of donain admi nistrators to keep this

i nformati on current.

The adm nistrator of a domain is required to make sure that host
and sub-domain nanes within that jurisdiction conformto the
standard nane conventions and are unique within that domain

| f sub-dommins are set up, the administrator may wish to pass
al ong some of his authority and responsibility to a sub-domain
adm nistrator. Even if sub-domains are established, the
responsi bl e person for the top-level domain is ultimtely
responsi ble for the whole tree of sub-dommi ns and hosts.

This does not nean that a domain adm nistrator has to know t he
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details of all the sub-domains and hosts to the Nth degree, but
simply that if a problemoccurs he can get it fixed by calling on
the adm nistrator of the sub-domain containing the problem

Top Level Domain Requirenents

There are very few top | evel domains, each of these may have nany
second | evel domai ns.

An initial set of top |l evel names has been identified. Each of these
has an admi nistrator and an agent.

The top | evel donmains:
ARPA = The ARPA-Internet *** TEMPORARY ***

Adm ni strator: DARPA

Agent : The Network | nformation Center
Mai | box: HOSTMASTER@SRI - NI C. ARPA

Vv = CGovernnment
Admi nistrator: DARPA
Agent : The Network | nformation Center
Mai | box: HOSTMASTER@SRI - NI C. ARPA

EDU = Education
Admi nistrator: DARPA
Agent : The Network | nformation Center
Mai | box: HOSTMASTER@SRI - NI C. ARPA

COM = Commercia
Admi nistrator: DARPA
Agent : The Network | nformation Center
Mai | box: HOSTMASTER@SRI - NI C. ARPA

ML = Mlitary
Admi ni strator: DDN PMO
Agent : The Network | nformation Center
Mai | box: HOSTMASTER@SRI - NI C. ARPA
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ORG = Oganization
Adm nistrator: DARPA
Agent : The Network | nformation Center
Mai | box: HOSTMASTER@BRI - NI C. ARPA
Countries

The English two letter code (al pha-2) identifying a country
according the the 1SO Standard for "Codes for the
Representati on of Nanes of Countries" [5].

As yet no country domai ns have been established. As they are
establ i shed informati on about the adm nistrators and agents
will be nade public, and will be listed in subsequent editions
of this meno.

Mul ti or gani zati ons

A multiorgani zation may be a top level domain if it is |arge,
and is conposed of other organizations; particularly if the
nmul tiorgani zati on can not be easily classified into one of the
categories and is international in scope.

As yet no multiorganizati on domai ns have been established. As
they are established information about the adm nistrators and
agents will be nade public, and will be listed in subsequent
editions of this meno.

Note: The NICis listed as the agent and registrar for all the
currently allowed top |l evel domains. |If there are other entities
that woul d be nore appropriate agents and registrars for some or
all of these donmains then it would be desirable to reassign the
responsibility.

Second Level Donmain Requirenents
Each top | evel domain may have many second | evel domains. Every
second | evel dommin must neet the general requirenments on a domain

speci fi ed above, and be registered with a top | evel domain
admi ni strator.
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Third through Nth Level Domai n Requirenents

Each second | evel domain may have nany third | evel dommins, etc.
Every third level domain (through Nth |evel domain) nust neet the
requi rements set by the administrator of the i mediately higher |eve
domain. Note that these may be nore or less strict than the genera
requi rements. One would expect the m nimum size requirements to
decrease at each | evel.

The ARPA Donmi n

At the time the inplenentation of the domain concept was begun it was
thought that the set of hosts under the adm nistrative authority of
DARPA woul d make up a domain. Thus the initial domain selected was
called ARPA. Now it is seen that there is no strong notivation for
there to be a top |l evel ARPA domain. The plan is for the current
ARPA domain to go out of business as soon as possible. Hosts that
are currently nmenbers of the ARPA domain shoul d nmake arrangenments to
join another domain. It is likely that for experimental purposes
there will be a second |l evel domain called ARPA in the ORG domain
(i.e., there will probably be an ARPA. ORG donain).

The DDN Host s

DDN hosts that do not desire to participate in this domain nam ng
systemw || continue to use the HOSTS. TXT data file maintained by the
NI C for nane to address translations. This file will be kept up to
date for the DDN hosts. However, all DDN hosts will change their
nanes from "host. ARPA" to (for exanple) "host.DDN.ML" sone tine in
the future. The schedule for changes required in DDN hosts will be
est abl i shed by the DDN- PMO

| npact on Hosts
What is a host administrator to do about all this?

For existing hosts already operating in the ARPA-Internet, the
best advice is to sit tight for now Take a few nonths to
consi der the options, then select a domain to join. Plan
carefully for the inmpact that changi ng your host nane will have on
both your |ocal users and on their renmote correspondents.
For a new host, careful thought should be given (as discussed
bel ow). Some gui dance can be obtai ned by conparing notes on what
other hosts with simlar admnistrative properties have done.

The owner of a host may deci de which donmain to join, and the
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adm ni strator of a domain may deci de which hosts to accept into his
domain. Thus the owner of a host and a domai n adm ni strator nust
cone to an understandi ng about the host being in the domain. This is
the foundation of responsible adninistration

For exanple, a host "XYZ" at MT m ght possible be considered as a
candi date for becom ng any of XYZ. ARPA. ORG, XYZ. CSNET, or

XYZ. M T. EDU
The owner of host XYZ nmay choose which domain to join,
dependi ng on which domain administrators are willing to have
hi m

The domain is part of the host name. Thus if USC-ISIA. ARPA changes
its domain affiliation to DDN.ML to become USC-I1SIA. DDN.ML, it has
changed its nane. This means that any previous references to
USC- | SI A. ARPA are now out of date. Such old references may include
private host nane to address tables, and any recorded infornmation
about mail boxes such as mailing lists, the headers of old nmessages,
printed directories, and peoples’ nenories.

The experience of the DARPA conmunity suggests that changing the nane
of a host is sonewhat painful. It is recommended that carefu

t hought be given to choosing a new nane for a host - which includes
selecting its place in the domain hierarchy.

The Roles of the Network Information Center

The NIC plays two types of roles in the adm nistration of domains.
First, the NICis the registrar of all top | evel domains. Second
the NNC is the administrator of several top |level domains (and the
regi strar for second | evel dommins in these).

Top Level Domain Registrar

As the registrar for top level domains, the NNCis the contact
point for investigating the possibility of establishing a new top
| evel domain.

Top Level Domain Adm nistrator

For the top |l evel domains designated so far, the NICis the
adm ni strator of each of these domains. This neans the NICis
responsi bl e for the managenent of these domains and the
registration of the second |l evel domains or hosts (if at the
second | evel) in these donmains.
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It may be reasonable for the adm nistration of some of these
domains to be taken on by other authorities in the future. It is
certainly not desired that the NIC be the adnm nistrator of all top
| evel donmins forever.

Prot ot ypi cal Questions

To establish a domain, the followi ng information nmust be provided to
the NI C Domai n Regi strar (HOSTMASTER@BRI - NI C. ARPA) :

Note: The key peopl e nmust have conputer nail mail boxes and

NI C-ldents. |If they do not at present, please renedy the
situation at once. A NICldent may be established by contacting
NI C@5RI - NI C. ARPA

1) The nane of the top |l evel donmain to join.
For exanple: EDU

2) The name, title, mailing address, phone nunber, and organi zation
of the admi nistrative head of the organization. This is the contact
point for admnistrative and policy questions about the domain. In
the case of a research project, this should be the Principa

I nvestigator. The online mailbox and NICldent of this person should
al so be incl uded.

For exanpl e:
Adm ni strator

Organi zation USC/ I nformati on Sciences Institute
Nane Keit h Uncapher
Title Executive Director
Mai | Address USC/ I SI
4676 Admiralty Way, Suite 1001
Marina del Rey, CA 90292-6695
Phone Number 213-822-1511
Net Mai | box Uncapher @QJSC- | SI B. ARPA
NI C | dent KU

3) The nane, title, mailing address, phone nunber, and organi zation
of the domain technical contact. The online mailbox and NI C-Ident of
the donmain technical contact should also be included. This is the
contact point for problenms with the domain and for updating

i nformati on about the domain. Also, the domain technical contact may
be responsible for hosts in this domain.
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For exanpl e:
Techni cal Cont act

Organi zation USC/ I nformati on Sciences Institute
Nane Craig M1 o Rogers
Title Resear cher
Mai | Address USC/ I SI
4676 Admralty Way, Suite 1001
Mari na del Rey, CA. 90292-6695
Phone Number 213-822-1511
Net Mai | box Roger s@JSC- | SI B. ARPA
NI C- | dent CVR

4) The nane, title, mailing address, phone nunber, and organi zation
of the zone technical contact. The online nmilbox and NI CI|dent of
the zone technical contact should also be included. This is the

contact point for problems with the zone and for updating information

about the zone. In nmany cases the zone technical contact and the
domai n technical contact will be the same person.

For exanpl e:
Techni cal Cont act

Organi zation USC/ I nformati on Sciences Institute
Nane Craig M1l o Rogers
Title Resear cher
Mai | Address USC/ I SI
4676 Admiralty Way, Suite 1001
Mari na del Rey, CA. 90292-6695
Phone Number 213-822-1511
Net Mai | box Roger s@QJSC- | SI B. ARPA
NI C | dent CWVR

5) The name of the domain (up to 12 characters). This is the name
that will be used in tables and |ists associating the domain and the
domai n server addresses. [While technically domain nanes can be
quite long (programrers beware), shorter nanes are easier for people
to cope with.]

For exanple: ALPHA- BETA
6) A description of the servers that provides the domain service for

translating name to address for hosts in this domain, and the date
they will be operational.
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A good way to answer this question is to say "Qur server is
supplied by person or conpany X and does whatever their standard
i ssue server does".
For exanple: Qur server is a copy of the server operated by
the NIC, and will be installed and nmade operational on
1- Novenber - 84.
7) A description of the server machines, including:

(a) hardware and software (using keywords fromthe Assigned
Nunber s)

(b) addresses (what host on what net for each connected net)
For exanpl e:
(a) hardware and software
VAX-11/ 750 and UNI X, or
| BM PC and Ms-DOS, or
DEC- 1090 and TOPS-20
(b) address
10. 9. 0. 193 on ARPANET
8) An estimate of the nunber of hosts that will be in the domain.
(a) initially,
(b) within one year,
(c) two years, and

(d) five years.

For exanpl e:

(a) initially = 50
(b) one year = 100
(c) two years = 200
(d) five years = 500

Postel & Reynol ds [ Page 13]



RFC 920 Cct ober 1984
Domai n Requi renent s

Acknow edgmrent

We would like to thank the many people who contributed to this neno,
i ncluding the participants in the Nanedroppers G oup, the ICCB, the
PCCB, and especially the staff of the Network Information Center,
particularly J. Feinler and K Harrenstien

Ref er ences

[1] Postel, J., "The Domai n Nanes Plan and Schedul e", RFC-881, USC
I nformati on Sciences Institute, Novenber 1983.

[2] Mockapetris, P., "Domain Names - Concepts and Facilities",
RFC- 882, USC Information Sciences Institute, Novenmber 1983.

[3] Mockapetris, P., "Domain Nanmes - |nplenentation and
Speci fication", RFC-883, USC Information Sciences Institute,
Noverber 1983.

[4] Postel, J., "Domain Name System | npl enentati on Schedul e,
RFC-897, USC Infornation Sciences Institute, February 1984.

[5] 1SO "Codes for the Representation of Names of Countries",
| SO- 3166, International Standards O ganization, My 1981

[6] Postel, J., "Domain Name System | npl enentati on Schedul e -
Revi sed", RFC-921, USC Informati on Sci ences Institute, October
1984.

[7] Mockapetris, P., "The Domain Nane Systeni, Proceedi ngs of the
| FIP 6.5 Working Conference on Computer Message Services,
Notti ngham Engl and, May 1984. Al so as | SI/RS-84-133,

June 1984.

[8] Mockapetris, P., J. Postel, and P. Kirton, "Name Server Design
for Distributed Systens", Proceedings of the Seventh
I nt ernati onal Conference on Computer Comuni cation, Cctober 30
to Novenber 3 1984, Sidney, Australia. Also as |ISI/RS-84-132,
June 1984.

Postel & Reynol ds [ Page 14]






