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Abst ract

The MEF Forum (MEF) has defined a rooted-mnultipoint Ethernet service
known as Ethernet-Tree (E-Tree). A solution framework for supporting
this service in MPLS networks is described in RFC 7387, "A Framewor k
for Ethernet-Tree (E-Tree) Service over a Miltiprotocol Label
Switching (MPLS) Network". This docurment discusses how those
functional requirenments can be met with a solution based on RFC 7432,
"BGP MPLS Based Ethernet VPN (EVPN)", with some extensions and a
description of how such a solution can offer a nore efficient

i npl enentati on of these functions than that of RFC 7796,

"Et hernet-Tree (E-Tree) Support in Virtual Private LAN Service
(VPLS)". This docunent makes use of the nost significant bit of the
Tunnel Type field (in the P-Miulticast Service Interface (PMsSlI) Tunnel
attribute) governed by the I ANA registry created by RFC 7385; hence,
it updates RFC 7385 accordingly.

Status of This Menp
This is an Internet Standards Track document.

Thi s docunent is a product of the Internet Engineering Task Force
(ITETF). It represents the consensus of the IETF community. It has
recei ved public review and has been approved for publication by the
I nternet Engineering Steering Goup (IESG. Further information on
Internet Standards is available in Section 2 of RFC 7841.

I nformati on about the current status of this document, any errata,

and how to provide feedback on it nmay be obtained at
https://ww.rfc-editor.org/info/rfc8317.
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1

| ntroducti on

The MEF Forum (MEF) has defined a rooted-multipoint Ethernet service
known as Ethernet-Tree (E-Tree) [MEF6.1]. |In an E-Tree service, a
customer site that is typically represented by an Attachnent Circuit
(AC) (e.g., an 802.1Q VLAN tag [|EEE. 802.1Q), is labeled as either a
Root or a Leaf site. A custonmer site may al so be represented by a
Medi a Access Control (MAC) address along with a VLAN tag. Root sites
can comunicate with all other custoner sites (both Root and Leaf
sites). However, Leaf sites can conmunicate with Root sites but not
with other Leaf sites. 1In this docunment, unless explicitly nentioned
otherwise, a site is always represented by an AC.

[ RFC7387] describes a solution framework for supporting E-Tree
service in MPLS networks. This docunment identifies the functiona
conponents of an overall solution to enulate E-Tree services in MPLS
net wor ks and suppl ements the multipoint-to-multipoint Ethernet LAN
(E-LAN) services specified in [ RFC7432] and [ RFC7623].

[ RFC7432] defines EVPN, a solution for multipoint Layer 2 Virtua
Private Network (L2VPN) services with advanced mnul ti hom ng
capabilities that uses BGP for distributing custoner/client MAC
address reachability information over the MPLS/IP network. [RFC7623]
conbines the functionality of EVPN with [|EEE. 802. 1ah] Provi der
Backbone Bridging (PBB) for MAC address scalability.

Thi s docunent di scusses how the functional requirenments for E-Tree
service can be met with a solution based on EVPN [ RFC7432] and

PBB- EVPN [ RFC7623] with sone extensions to their procedures and BGP
attributes. Such a solution based on PBB-EVPN or EVPN can offer a
nore efficient inplenentation of these functions than that of

[ RFC7796], "Ethernet-Tree (E-Tree) Support in Virtual Private LAN
Service (VPLS)". This efficiency is achieved by perforning filtering
of unicast traffic at the ingress Provider Edge (PE) nodes as opposed
to egress filtering where the traffic is sent through the network and
gets filtered and di scarded at the egress PE nodes. The details of
this ingress filtering are described in Section 4.1. Since this
document specifies a solution based on [ RFC7432], the know edge of
that document is a prerequisite. This docunment makes use of the nost
significant bit of the Tunnel Type field (in the PMSI Tunne
attribute) governed by the I ANA registry created by [ RFC7385]; hence,
it updates [RFC7385] accordingly. Section 3 discusses E-Tree
scenarios, Sections 4 and 5 describe E-Tree solutions for EVPN and
PBB- EVPN (respectively), and Section 6 covers BGP encoding for E-Tree
sol uti ons.
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2. Term nol ogy
2.1. Specification of Requirenments

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOWMENDED', "NOT RECOMMVENDED', "MAY", and
"OPTIONAL" in this docunent are to be interpreted as described in
BCP 14 [RFC2119] [RFC8174] when, and only when, they appear in al
capitals, as shown here.

2.2. Ternms and Abbreviations

Broadcast Domain: |In a bridged network, the broadcast donain
corresponds to a Virtual LAN (VLAN), where a VLANis typically
represented by a single VLAN ID (VID) but can be represented by
several VIDs where Shared VLAN Learning (SVL) is used per
[ I EEE. 802. 1ah] .

Bridge Table: An instantiation of a broadcast domain on a MAC VRF.

CE: A Custoner Edge device, e.g., a host, router, or swtch.

EVI: An EVPN | nstance spanning the Provider Edge (PE) devices
participating in that EVPN

MAC-VRF: A Virtual Routing and Forwarding table for Media Access
Control (MAC) addresses on a PE

ES: Wen a custoner site (device or network) is connected to one or
nore PEs via a set of Ethernet links, then that set of links is
referred to as an "Ethernet Segnent".

ESI: An Ethernet Segment ldentifier is a unique non-zero identifier
that identifies an ES.

Et hernet Tag: An Ethernet Tag identifies a particular broadcast
donmain, e.g., a VLAN. An EVPN instance consists of one or nore
br oadcast donmai ns.

P2MP:  Point-to-Miltipoint.

PE: Provider Edge device.
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3.

3.

1.

E- Tree Scenari os

Thi s docunent categorizes E-Tree scenarios into the follow ng three
cat egories, depending on the nature of the Root/Leaf site
associ ati on:

Scenario 1. either Leaf or Root site(s) per PE

Scenario 2: either Leaf or Root site(s) per Attachnent G rcuit (AQ;
or,

Scenario 3: either Leaf or Root site(s) per MAC address.
Scenario 1: Leaf or Root Site(s) per PE

In this scenario, a PE may receive traffic fromeither Root ACs or
Leaf ACs for a given MAC VRF/ bridge table, but not both. 1In other
words, a given EVPN Instance (EVI) on a Provider Edge (PE) device is
ei ther associated with Root(s) or Leaf(s). The PE nay have both Root
and Leaf ACs, albeit for different EVIs.

S + S +
| PE1 | | PE2 |
+---+ | +---+ | +o-- oo - + +---+ | +---+
| CE1+---ACl----+-+ | | | MPLS| | | +--+----AC2----- +CE2|
+---+ (Root) | |MAQ | | JIP| | |[MAQ | (Leaf)  +---+
| IVRF | | || |VRF |
I Y N I O N t---
T | ] 1 -+ --AC3-- - 4CE3|
| +---+ | S R, + +---+ | (Leaf) +-- -+
- + - +

Figure 1. Scenario 1

In this scenario, tailored BGP Route Target (RT) inport/export

pol i cies anbng the PEs belonging to the sanme EVI can be used to
prevent communi cati on anong Leaf PEs. To prevent conmmuni cation anobng
Leaf ACs connected to the sane PE and belonging to the same EVI,
split-horizon filtering is used to block traffic fromone Leaf ACto
anot her Leaf AC on a MAC-VRF for a given E-Tree EVI. The purpose of
this topol ogy constraint is to avoid having PEs with only Leaf sites
i mporting and processing BGP MAC routes fromeach other. To support
such a topol ogy constraint in EVPN, two BGP RTs are used for every
EVI: one RT is associated with the Root sites (Root ACs) and the
other is associated with the Leaf sites (Leaf ACs). On a per-EVI
basi s, every PE exports the single RT associated with its type of
site(s). Furthernore, a PE with a Root site(s) inmports both Root and
Leaf RTs, whereas a PE with a Leaf site(s) only inports the Root RT.
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For this scenario, if it is desired to use only a single RT per EVI
(just like E-LAN services in [RFC7432]), then approach B in Scenario
2 (described bel ow) needs to be used.

3.2. Scenario 2: Leaf or Root Site(s) per AC
In this scenario, a PE can receive traffic fromboth Root ACs and

Leaf ACs for a given EVI. In other words, a given EVI on a PE can be
associ ated with both Root(s) and Leaf(s).

+-- -+ | +-- -+
| CEL+----- ACl----+--+ |

-+ | +-- -+
+- - +-- - AC2- - +CE2|

| |
o
+--- 4 (Leaf) | [MACQ | | MPLS| | |MAC] | (Leaf) +---+
| [VRF | | /1P| | |VRF] |
N . oo
I | - - AGS- - +CES|
| +---+ | H------ + | +--+ | (Root) +---+
Foemaoo - + Foemaoo - +

Figure 2: Scenario 2

In this scenario, (as in Scenario 1 Section 3.1), two RTs (one for
Root and another for Leaf) can be used. However, the difference is
that on a PE with both Root and Leaf ACs, all rempte MAC routes are

i mported; thus, in order to apply the proper ingress filtering, there
needs to be a way to differentiate rembte MAC routes associated with
Leaf ACs versus the ones associated with Root ACs.

In order to recognize the association of a destination MAC address to
a Leaf or Root AC and, thus, support ingress filtering on the ingress
PE with both Leaf and Root ACs, MAC addresses need to be colored with
a Root or Leaf-Indication before advertising to other PEs. There are
two approaches for such col oring:

(A) to always use two RTs (one to designate Leaf RT and another for
Root RT), or

(B) to allowfor a single RT to be used per EVI, just like

[ RFC7432], and, thus, color MAC addresses via a "color"” flag in
a new extended community as detailed in Section 6. 1.
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Approach A woul d require the sane data-pl ane enhancenents as approach
B if MAC-VRF and bridge tables used per VLAN are to renain consistent
with Section 6 of [RFC7432]. |In order to avoid data-pl ane
enhancenents for approach A, multiple bridge tables per VLAN may be
consi dered; however, this has major drawbacks (as described in
Appendi x A); thus, it is not recommended.

G ven that both approaches A and B woul d require the sane data-pl ane
enhancenents, approach B is chosen here in order to allow for RT
usage consistent with baseline EVPN [ RFC7432] and for better
generality. It should be noted that if one wants to use RT
constraints in order to avoid MAC adverti senents associated with a
Leaf ACto PEs with only Leaf ACs, then two RTs (one for Root and

another for Leaf) can still be used with approach B; however, in such
applications, Leaf/Root RTs will be used to constrain MAC
advertisenents and are not used to color the MAC routes for ingress
filtering (i.e., in approach B, the coloring is always done via the

new ext ended comunity).

If, for a given EVI, a significant nunber of PEs have both Leaf and
Root sites attached (even though they may start as Root-only or Leaf-
only PEs), then a single RT per EVI should be used. The reason for
such a recomendation is to alleviate the configuration overhead
associated with using two RTs per EVI at the expense of having sone
unwant ed MAC addresses on the Leaf-only PEs.

3.3. Scenario 3: Leaf or Root Site(s) per MAC Address

In this scenario, a customer Root or Leaf site is represented by a
MAC address on an AC and a PE may receive traffic fromboth Root and

Leaf sites on that AC for an EVI. This scenario is not covered in
ei ther [ RFC7387] or [MEF6.1]; however, it is covered in this docunment
for the sake of completeness. |In this scenario, since an AC carries

traffic fromboth Root and Leaf sites, the granularity at which Root
or Leaf sites are identified is on a per-MAC address basis. This
scenario is considered in this docunent for EVPN service with only
known uni cast traffic because the Designated Forwarder (DF) filtering
per [ RFC7432] would not be conpatible with the required egress
filtering;, that is, Broadcast, Unknown Unicast, and Milticast (BUM
traffic is not supported in this scenario; it is dropped by the

i ngress PE.

For this scenario, the approach B in Scenario 2 is used in order to
all ow for single RT usage by service providers.
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- + - +
| PE1 | | PE2
+---+ | +--+ | +o--m - - + +--+ | +---+
| CE1+----- ACl----+--+ | | | | | +o- - AC2- - - - +CE2
+---+ (Root) | | E | | | MPLS | | | E | | (Leaf/Root)+---+
T vEL L PV
B B oo
o |11 #-----AC3----+CE3|
| +--+ | S R, + +--+ | (Leaf) +---+
S + S +

Figure 3: Scenario 3

In conclusion, the approach B in scenario 2 is the recomended
approach across all the above three scenarios, and the correspondi ng
solution is detailed in the foll ow ng sections.

4. QOperation for EVPN

[ RFC7432] defines the notion of the Ethernet Segnment I|dentifier (ESI)
MPLS | abel used for split-horizon filtering of BUMtraffic at the
egress PE. Such egress filtering capabilities can be | everaged in
provision of E-Tree services, as it will be seen shortly for BUM
traffic. For known unicast traffic, additional extensions to

[ RFC7432] are needed (i.e., a new BGP extended community for Leaf-

I ndication described in Section 6.1) in order to enable ingress
filtering as described in detail in the follow ng sections.

4.1. Known Unicast Traffic

In EVPN, MAC learning is performed in the control plane via
advertisenent of BGP routes. Because of this, the filtering needed
by an E-Tree service for known unicast traffic can be perforned at
the ingress PE, thus providing very efficient filtering and avoi di ng
sendi ng known unicast traffic over the MPLS/IP core to be filtered at
the egress PE, as is done in traditional E-Tree solutions (i.e.
E-Tree for VPLS [RFC7796]).

To provide such ingress filtering for known unicast traffic, a PE
MJST indicate to other PEs what kind of sites (Root or Leaf) its MAC
addresses are associated with. This is done by advertising a Leaf-
Indication flag (via an extended community) along with each of its
MAC/ | P Advertisenent routes learned froma Leaf site. The |ack of
such a flag indicates that the MAC address is associated with a Root
site. This schene applies to all scenarios described in Section 3.
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Taggi ng MAC addresses with a Leaf-Indication enables rempte PEs to
performingress filtering for known unicast traffic; that is, on the
i ngress PE, the MAC destination address | ookup yields (in addition to
the forwardi ng adj acency) a flag that indicates whether or not the
target MAC is associated with a Leaf site. The ingress PE cross-
checks this flag with the status of the originating AC, and if both
are Leafs, then the packet is not forwarded.

In a situation where MAC noves are all owed anong Leaf and Root sites
(e.g., non-static MAC), PEs can receive multiple MAC/ | P Adverti senent
routes for the same MAC address with different Root or Leaf-

I ndications (and possibly different ESIs for nultihom ng scenarios).

In such situations, MAC nobility procedures (see Section 15 of

[ RFC7432]) take precedence to first identify the |ocation of the MAC
bef ore associating that MAC with a Root or a Leaf site.

To support the above ingress filtering functionality, a new E-Tree
ext ended comunity with a Leaf-Indication flag is introduced (see
Section 6.1). This new extended community MJST be advertised with
MAC/ | P Advertisenent routes learned froma Leaf site. Besides MAC/IP
Advertisement routes, no other EVPN routes are required to carry this
new ext ended community for the purpose of known unicast traffic.

4.2. BUM Traffic

Thi s specification does not provide support for filtering Broadcast,
Unknown Uni cast, and Multicast (BUM traffic on the ingress PE, due
to the multidestination nature of BUMtraffic, it is not possible to
performfiltering of the same on the ingress PE. As such, the
solution relies on egress filtering. 1In order to apply the proper
egress filtering, which varies based on whether a packet is sent from
a Leaf AC or a Root AC, the MPLS-encapsul ated frames MJST be tagged
with an indication of when they originated froma Leaf AC (i.e., to
be tagged with a Leaf |abel as specified in Section 6.1). This Leaf
| abel allows for disposition PE (e.g., egress PE) to performthe
necessary egress filtering function in a data plane simlar to the
ESI label in [RFC7432]. The allocation of the Leaf |abel is on a
per-PE basis (e.g., independent of ESI and EVI) as described in the
foll owi ng sections.

The Leaf |abel can be upstream assigned for Point-to-Miltipoint
(P2MP) Label Switched Path (LSP) or downstream assigned for |ngress
Replication tunnels. The nain difference between a downstream and
upstream assi gned Leaf |abel is that, in the case of downstream
assigned Leaf |abels, not all egress PE devices need to receive the
| abel in MPLS-encapsul ated BUM packets, just like the ESI |abel for
I ngress Replication procedures defined in [ RFC7432].
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On the ingress PE, the PE needs to place all its Leaf ACs for a given
bridge domain in a single split-horizon group in order to prevent
intra-PE forwarding anong its Leaf ACs. This intra-PE split-horizon
filtering applies to BUMtraffic as well as known unicast traffic.

There are four scenarios to consider as follows. 1In all these
scenarios, the ingress PE inposes the right MPLS | abel associ ated
with the originated Ethernet Segnent (ES) dependi ng on whether the
Et hernet frane originated froma Root or a Leaf site on that Ethernet
Segnment (ESI |abel or Leaf label). The mechani sm by which the PE
identifies whether a given frame originated froma Root or a Leaf
site on the segnent is based on the ACidentifier for that segnment
(e.g., Ethernet Tag of the frane for 802.1Q frames [| EEE. 802.1Q).

Q her mechanisnms for identifying Root or Leaf sites, such as the use
of the source MAC address of the receiving frane, are optional. The
scenari os bel ow are described in context of a Root/Leaf AC, however,
they can be extended to the Root/Leaf MAC address if needed.

4.2.1. BUM Traffic Oiginated froma Single-Homed Site on a Leaf AC

In this scenario, the ingress PE adds a Leaf |abel advertised using
the E-Tree extended community (see Section 6.1), which indicates a
Leaf site. This Leaf |abel, used for single-hom ng scenarios, is not
on a per-ES basis but rather on a per PE basis (i.e., a single Leaf
MPLS | abel is used for all single-honed ESs on that PE). This Leaf

| abel is advertised to other PE devices using the E-Tree extended
conmunity (see Section 6.1) along with an Ethernet Auto-Di scovery per
ES (EAD-ES) route with an ESI of zero and a set of RTs corresponding
to all EVlIs on the PE where each EVI has at |east one Leaf site.
Multiple EAD-ES routes will need to be advertised if the nunber of
RTs that need to be carried exceed the |imt on a single route per

[ RFC7432]. The ESI for the EAD-ES route is set to zero to indicate
si ngl e-honed sites.

VWhen a PE receives this special Leaf label in the data path, it
bl ocks the packet if the destination ACis of type Leaf; otherw se,
it forwards the packet.

4.2.2. BUM Traffic Originated froma Single-Homed Site on a Root AC

In this scenario, the ingress PE does not add any ESI or Leaf |abels
and it operates per the procedures in [ RFC7432].
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4.2.3. BUM Traffic Oiginated froma Miltihoned Site on a Leaf AC

In this scenario, it is assuned that while different ACs (VLANs) on
the sane ES could have a different Root/Leaf designation (some being
Roots and some being Leafs), the same VLAN does have the sanme Root/
Leaf designation on all PEs on the same ES. Furthernore, it is
assuned that there is no forwardi ng anong subnets (i.e., the service
is EVPN L2 and not EVPN Integrated Routing and Bridging (!RB)

[ EVPN- | NTEGRATED] ). | RB use cases described in [ EVPN-I NTEGRATED] are
out side the scope of this docunent.

In this scenario, if a multicast or broadcast packet is originated
froma Leaf AC, then it only needs to carry a Leaf |abel as described
in Section 4.2.1. This label is sufficient in providing the
necessary egress filtering of BUMtraffic fromgetting sent to Leaf
ACs, including the Leaf AC on the sanme ES.

4.2.4. BUM Traffic Oiginated froma Miltihonmed Site on a Root AC
In this scenario, both the ingress and egress PE devices follow the
procedure defined in [ RFC7432] for adding and/or processing an ESI|
MPLS | abel ; that is, existing procedures for BUMtraffic in [ RFC7432]
are sufficient and there is no need to add a Leaf |abel.

4.3. E-Tree Traffic Flows for EVPN

Per [RFC7387], a generic E-Tree service supports all of the follow ng
traffic fl ows:

- known unicast traffic fromRoot to Roots & Leafs

- known unicast traffic fromLeaf to Roots

- BUMtraffic fromRoot to Roots & Leafs

- BUuMtraffic fromLeaf to Roots

A particular E-Tree service may need to support all of the above
types of flows or only a select subset, depending on the target
application. In the case where only multicast and broadcast flows
need to be supported, the L2VPN PEs can avoid perform ng any MAC

| earning function.

The foll owi ng subsections will describe the operation of EVPN to
support E-Tree service with and wi thout MAC | earning.
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4.3.1. E-Tree with MAC Learning

The PEs inplenmenting an E-Tree service nmust perform MAC | ear ni ng when
uni cast traffic flows rmust be supported anong Root and Leaf sites.

In this case, the PE(s) with Root sites performs MAC | earning in the
data path over the ESs and advertises reachability in EVPN MAC/ I P
Advertisenment routes. These routes will be inported by all PEs for
that EVI (i.e., PEs that have Leaf sites as well as PEs that have
Root sites). Simlarly, the PEs with Leaf sites perform MAC | earni ng
in the data path over their ESs and advertise reachability in EVPN
MAC/ | P Advertisement routes. For scenarios where two different RTs
are used per EVI (one to designate a Root site and another to
designate a Leaf site), the MAC/ | P Advertisenment routes are inported
only by PEs with at | east one Root site in the EVI (i.e., a PEwth
only Leaf sites will not inport these routes). PEs with Root and/or
Leaf sites may use the Ethernet Auto-Di scovery per EVI (EAD EVI)
routes for aliasing (in the case of nultihomed segnments) and EAD-ES
routes for mass MAC withdrawal per [RFC7432].

To support nulticast/broadcast from Root to Leaf sites, either a P2MP
tree rooted at the PE(s) with the Root site(s) (e.g., Root PEs) or

I ngress Replication can be used (see Section 16 of [RFC7432]). The
mul ticast tunnels are set up through the exchange of the EVPN
Inclusive Miulticast route, as defined in [ RFC7432].

To support nulticast/broadcast from Leaf to Root sites, either

I ngress Replication tunnels fromeach Leaf PE or a P2MP tree rooted
at each Leaf PE can be used. The follow ng two paragraphs describe
when each of these tunneling schemes can be used and how to signa

t hem

When there are only a few Root PEs with snmall anount of multicast/
broadcast traffic fromLeaf PEs toward Root PEs, then Ingress
Replication tunnels fromLeaf PEs toward Root PEs shoul d be
sufficient. Therefore, if a Root PE needs to support a P2MP tunne
in the transmt direction fromitself to Leaf PEs, and, at the same
time, it wants to support Ingress Replication tunnels in the receive
direction, the Root PE can signal it efficiently by using a new
conposite tunnel type defined in Section 6.2. This new conposite
tunnel type is advertised by the Root PE to simultaneously indicate a
P2MP tunnel in the transmt direction and an Ingress Replication
tunnel in the receive direction for the BUMtraffic.

If the nunmber of Root PEs is |arge, P2MP tunnels (e.g., Miltipoint
LDP (nlDP) or RSVP-TE) originated at the Leaf PEs may be used; thus,
there will be no need to use the nodified PMSI Tunnel attribute and
the conposite tunnel type values defined in Section 6. 2.
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4.3.2. E-Tree w thout MAC Learning

The PEs inplenenting an E-Tree service need not perform MAC | earning
when the traffic fl ows between Root and Leaf sites are mainly

mul ticast or broadcast. |In this case, the PEs do not exchange EVPN
MAC/ | P Advertisenent routes. Instead, the Inclusive Milticast
Et hernet Tag route is used to support BUMtraffic. 1In such

scenarios, the small anpunt of unicast traffic (if any) is sent as
part of BUMtraffic.

The fields of this route are popul ated per the procedures defined in
[ RFC7432], and the nulticast tunnel setup criteria are as described
in the previous section

Just as in the previous section, if the nunber of Root PEs are only a
few and, thus, Ingress Replication is desired from Leaf PEs to these
Root PEs, then the nodified PMSI attribute and the conposite tunne
type val ues defined in Section 6.2 should be used.

5. Operation for PBB-EVPN

In PBB-EVPN, the PE advertises a Root or Leaf-Indication along with
each Backbone MAC (B- MAC) Advertisenent route to indicate whether the
associ at ed B- MAC address corresponds to a Root or a Leaf site. Just
like the EVPN case, the new E-Tree extended community defined in
Section 6.1 is advertised with each EVPN MAC/ | P Adverti senment route

In the case where a multihomed ES has both Root and Leaf sites
attached, two B- MAC addresses are advertised: one B-MAC address is
per ES (as specified in [RFC7623]) and inplicitly denotes Root, and
the other B-MAC address is per PE and explicitly denotes Leaf. The
former B-MAC address is not advertised with the E-Tree extended
conmunity, but the latter B-MAC denoting Leaf is advertised with the
new E- Tree extended comunity where a "Leaf-indication" flag is set.
In nmultihom ng scenarios where an ES has both Root and Leaf ACs, it
is assuned that while different ACs (VLANs) on the sane ES coul d have
a different Root/Leaf designation (some being Roots and sone being
Leafs), the same VLAN does have the same Root/Leaf designation on al
PEs on the same ES. Furthernore, it is assuned that there is no
forwardi ng anong subnets (i.e., the service is L2 and not IRB). An
| RB use case is outside the scope of this docunent.

The ingress PE uses the right B-MAC source address dependi ng on

whet her the Ethernet frane originated fromthe Root or Leaf AC on
that ES. The mechani sm by which the PE identifies whether a given
frane originated froma Root or Leaf site on the segment is based on
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the Ethernet Tag associated with the frame. Oher nechani snms of
identification, beyond the Ethernet Tag, are outside the scope of
this document.

Furthernore, a PE advertises two special gl obal B-MAC addresses, one
for Root and another for Leaf, and tags the Leaf one as such in the
MAC Advertisement route. These B-MAC addresses are used as source
addresses for traffic originating from single-homed segnents. The

B- MAC address used for indicating Leaf sites can be the same for both
si ngl e-honed and nul ti honed segnents.

5.1. Known Unicast Traffic

For known unicast traffic, the PEs performingress filtering: on the
i ngress PE, the Custoner/dient MAC (C MAC) [ RFC7623] desti nation
address | ookup yields, in addition to the target B-MAC address and
forwardi ng adj acency, a flag that indicates whether the target B-MAC
is associated with a Root or a Leaf site. The ingress PE al so checks
the status of the originating site; if both are Leafs, then the
packet is not forwarded.

5.2. BUM Traffic

For BUMtraffic, the PEs must performegress filtering. Wen a PE
receives an EVPN MAC/ I P Advertiserment route (which will be used as a
source B-MAC for BUMtraffic), it updates its egress filtering (based
on the source B-MAC address) as foll ows:

- If the EVPN MAC/ I P Advertisenent route indicates that the
advertised B-MAC is a Leaf, and the local ESis a Leaf as well,
then the source B-MAC address is added to its B-MAC |ist used for
egress filtering (i.e., to block traffic fromthat B-MAC address).
QO herwise, the B-MAC filtering list is not updated.

- |If the EVPN MAC/I P Advertisenent route indicates that the
adverti sed B-MAC has changed its designation froma Leaf to a
Root, and the local ES is a Leaf, then the source B-MAC address is
renoved fromthe B-MAC |ist corresponding to the local ES used for
egress filtering (i.e., to unblock traffic fromthat B-MAC
addr ess) .

When the egress PE receives the packet, it exam nes the B-MAC source
address to check whether it should filter or forward the frame. Note
that this uses the sane filtering logic as the split-horizon
filtering described in Section 6.2.1.3 of [RFC7623] and does not
require any additional flags in the data pl ane.
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Just as in Section 4.2, the PE places all Leaf ESs of a given bridge
domain in a single split-horizon group in order to prevent intra-PE
forwardi ng anong Leaf segnents. This split-horizon function applies
to BUMtraffic as well as known unicast traffic.

5.3. E-Tree wi thout MAC Learning

In scenarios where the traffic of interest is only nmulticast and/or
broadcast, the PEs inplenmenting an E-Tree service do not need to do
any MAC learning. |In such scenarios, the filtering must be performed
on egress PEs. For PBB-EVPN, the handling of such traffic is per
Section 5.2 without the need for CGMAC |l earning (in the data pl ane)
in the |-conmponent (C-bridge table) of PBB-EVPN PEs (at both ingress
and egress PEs).

6. BGP Encoding
Thi s docunent defines a new BGP extended conmmunity for EVPN
6.1. E-Tree Extended Community

Thi s extended community is a new transitive extended community

[ RFC4360] having a Type field value of 0x06 (EVPN) and the Sub-Type
0x05. It is used for Leaf-Indication of known unicast and BUM
traffic. It indicates that the frame is originated froma Leaf site.

The E-Tree extended conmunity is encoded as an 8-octet value as
fol |l ows:

0 1 2 3
01234567890123456789012345678901
s S S i I S R R e h T Tk e S S S o T S

| Type=0x06 | Sub- Type=0x05 | Flags(l Cctet)| Reserved=0

B i aT T ST S O S it T ol STEE S U SR U S e O S S N S S
| Reserved=0 | Leaf Label

B T s i I S e i S i i S S e S

Figure 4: E-Tree Extended Community
The Flags field has the follow ng format:
01234567
Ho et e e e -t

| MBZ | L] (MBZ = MUST Be Zero)
i e R
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Thi s docunent defines the follow ng fl ags:
+ Leaf-Indication (L)

A value of one indicates a Leaf AC/site. The rest of the flag bits
are reserved and shoul d be set to zero.

When this extended conmunity is advertised along with the MAC/IP
Advertisement route (for known unicast traffic) per Section 4.1, the
Leaf -1 ndication flag MUST be set to one and the Leaf |abel SHOULD be
set to zero. The receiving PE MJST ignore Leaf |abel and only
process the Leaf-Indication flag. A value of zero for the Leaf-
Indication flag is invalid when sent along with a MAC/ I P
Advertisenment route, and an error should be | ogged.

VWhen this extended community is advertised along with the EAD-ES
route (with an ESI of zero) for BUMtraffic to enabl e egress
filtering on disposition PEs per Sections 4.2.1 and 4.2.3, the Leaf

| abel MJST be set to a valid MPLS | abel (i.e., a non-reserved,
assigned MPLS | abel [RFC3032]) and the Leaf-Indication flag SHOULD be
set to zero. The value of the 20-bit MPLS | abel is encoded in the

hi gh-order 20 bits of the Leaf |abel field. The receiving PE MUST
ignore the Leaf-Indication flag. A non-valid MPLS | abel, when sent
along with the EAD-ES route, should be ignored and | ogged as an
error.

The reserved bits SHOULD be set to zero by the transmitter and MUST
be i gnored by the receiver.

6.2. PMSI Tunnel Attribute

[ RFC6514] defines the PMSI Tunnel attribute, which is an optiona
transitive attribute with the follow ng format:

o e e e e e e e e e e e e e e e e e e e e e e e em o - +
| Flags (1 octet) |
Fo e m e e i eiiiiieiacceiaesscccisaaacaaas +
| Tunnel Type (1 octet) |
T +
| I'ngress Replication MPLS Label (3 octets)

o e e e e e e e e e e e e e e e e e e e e e e e em o - +
| Tunnel Identifier (variable) |
Fo e m e e e eiiiiieiaceciaeascseisaaaaaaas +

Table 1: PMSI Tunnel Attribute
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Thi s docunent defines a new conposite tunnel type by introducing a
new ' conposite tunnel’ bit in the Tunnel Type field and adding an
MPLS | abel to the Tunnel Identifier field of the PMSI Tunne
attribute, as detailed below Al other fields remain as defined in
[ RFC6514]. Conposite tunnel type is advertised by the Root PE to
simul taneously indicate a non-Ingress-Replication tunnel (e.g., P2MP
tunnel) in the transmt direction and an Ingress Replication tunne
in the receive direction for the BUMtraffic.

VWhen receiver Ingress Replication | abels are needed, the high-order
bit of the Tunnel Type field (composite tunnel bit) is set while the
remai ni ng | oworder seven bits indicate the Tunnel Type as before
(for the existing Tunnel Types). Wen this conposite tunnel bit is
set, the "tunnel identifier" field begins with a three-octet | abel
foll owed by the actual tunnel identifier for the transmt tunnel

PEs that don’'t understand the new neani ng of the high-order bit treat
the Tunnel Type as an undefined Tunnel Type and treat the PMSI Tunne
attribute as a malforned attribute [ RFC6514]. That is why the
conposite tunnel bit is allocated in the Tunnel Type field rather
than the Flags field. For the PEs that do understand the new meani ng
of the high-order, if Ingress Replication is desired when sendi ng BUM
traffic, the PEwill use the label in the Tunnel Identifier field
when sending its BUMtraffic.

Using the conposite tunnel bit for Tunnel Types 0x00 'no tunne
information present’ and 0x06 'Ingress Replication’ is invalid. A PE
that receives a PVMSI Tunnel attribute with such information considers
it malformed, and it SHOULD treat this Update as though all the
routes contained in this Update had been wi thdrawn per Section 6 of

[ RFC6514] .

7. Security Considerations

Since this docunent uses the EVPN constructs of [RFC7432] and

[ RFC7623], the same security considerations in these docunents are
al so applicable here. Furthernore, this docunment provides an
addi ti onal security check by allowing sites (or ACs) of an EVPN
instance to be designated as a "Root" or "Leaf" by the network
operator / service provider and thus prevent any traffic exchange
among "Leaf" sites of that VPN through ingress filtering for known
uni cast traffic and egress filtering for BUMtraffic. Since (by
default and for the purpose of backward conpatibility) an AC that
doesn’t have a Leaf designation is considered a Root AC, in order to
avoid any traffic exchange anobng Leaf ACs, the operator SHOULD
configure the ACwith a proper role (Leaf or Root) before activating
the AC
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8. | ANA Consi derations

| ANA has allocated sub-type value 5 in the "EVPN Ext ended Comunity
Sub- Types" registry defined in [RFC7153] as foll ows:

SUB- TYPE VALUE NAME Ref er ence

0x05 E- Tree Extended Conmunity Thi s docunent
Thi s docunent creates a one-octet registry called "E-Tree Fl ags".
New regi strations will be nmade through the "RFC Required" procedure
defined in [RFC8126]. Initial registrations are as follows:

Bi t Nare Ref er ence

0-6 Unassi gned

7 Leaf -1 ndi cation Thi s docunent

8.1. Considerations for PMSI Tunnel Types

The "P-Multicast Service Interface (PMsl) Tunnel Types" registry in
the "Border Gateway Protocol (BGP) Paraneters" registry has been
updated to reflect the use of the npbst significant bit as the
"conposite tunnel" bit (see Section 6.2).

For this purpose, this docunent updates [RFC7385] by changing the
previ ously unassi gned values (i.e., 0x08 - OxFA) as foll ows:

Val ue Meani ng Ref er ence
0x0C- Ox7A Unassi gned

0x7B- OX7E Experi ment al Thi s Docunent
OxX7F Reserved Thi s Docunent
0x80- OxFA Reserved for Conposite Tunnel Thi s Docunent
OxFB- OXFE Experi ment al [ RFC7385]
OxFF Reserved [ RFC7385]

The al l ocation policy for values 0x08-0x7A is per |ETF Revi ew

[ RFC8126]. The range for "Experinmental" has been expanded to include
the previously assigned range of OxFB-OxFE and the new range of
0x7B-0x7E. The values in these ranges are not to be assigned. The
val ue 0x7F, which is the mrror imge of (OxFF), is reserved in this
docunent .
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Appendix A. Miltiple Bridge Tables per E-Tree Service |Instance

Whien two MAC-VRFs (two bridge tables per VLAN) are used for an E-Tree
service (one for Root ACs and another for Leaf ACs) on a given PE,
then the follow ng conplications in a data-plane path can result.

Mai nt ai ning two MAC-VRFs (two bridge tables) per VLAN (when both Leaf
and Root ACs exists for that VLAN) would require either that two

| ookups be performed per MAC address in each direction in case of a
m ss or that the duplication of many MAC addresses between the two
bri dge tables belonging to the sane VLAN (sane E-Tree instance) be
made. Unless two | ookups are made, duplication of MAC addresses
woul d be needed for both locally |learned and renotely | earned MAC
addresses. Locally |earned MAC addresses from Leaf ACs need to be
duplicated onto a Root bridge table, and locally | earned MAC
addresses from Root ACs need to be duplicated onto a Leaf bridge
table. Renptely | earned MAC addresses from Root ACs need to be

copi ed onto both Root and Leaf bridge tables. Because of potential

i nefficiencies associated with data-plane inpl enentation of

addi ti onal MAC | ookup or duplication of MAC entries, this option is
not believed to be inplenmentable wthout data-plane performance
inefficiencies in sone platforms; thus, this docunent introduces the
coloring as described in Section 3.2 and detailed in Section 4.1.
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