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Cat egory: I nfornmational May 2001
Request for Comments Summary
RFC Nunbers 2800- 2899
Status of This Meno

This RFC is a slightly annotated |list of the 100 RFCs from RFC 2800
through RFCs 2899. This is a status report on these RFCs. This neno

provides information for the Internet community. It does not specify
an Internet standard of any kind. Distribution of this meno is
unlimted.

Copyri ght Notice
Copyright (C) The Internet Society (2001). Al Rights Reserved.
Not e

Many RFCs, but not all, are Proposed Standards, Draft Standards, or
Standards. Since the status of these RFCs may change during the

st andards processing, we note here only that they are on the
standards track. Please see the latest edition of "Internet Oficia
Protocol Standards" for the current state and status of these RFCs.
In the followi ng, RFCs on the standards track are nmarked [ STANDARDS-

TRACK] .

RFC Aut hor Dat e Title

2899 G noza May 2001 Request for Comments Summary

Thi's meno.

2898 Kal i ski Sep 2000 PKCS #5: Passwor d- Based
Crypt ography Specification
Version 2.0

Thi s docunent provides reconmendations for the inplenmentation of
passwor d- based cryptography, covering key derivation functions,
encryption schenes, nessage-authentication schenes, and ASN. 1 syntax
identifying the techniques. This nenp provides information for the
I nternet conmunity.
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2897 Cromnel | Aug 2000 Proposal for an M3CP Advanced
Audi o Package

Thi s docunent is a proposal to add a new event/signal package to the
MCP (Medi a Gateway Control Protocol) protocol to control an ARF (Audio
Resource Function) which may reside on a Media Gateway or specialized
Audi o Server. This menpo provides information for the Internet

comuni ty.

2896 Bi er man Aug 2000 Renote Network Minitoring M B
Protocol ldentifier Macros

This menp contains various protocol identifier exanples, which can be
used to produce valid protocol Di r Tabl e | NDEX encodi ngs, as defined by
the Renbte Network Monitoring MB and the RMON Protocol Ildentifier

Ref erence. This menmp provides information for the Internet community.

2895 Bi er man Aug 2000 Renot e Network Monitoring MB
Protocol Identifier Reference

This menmo defines a notation describing protocol layers in a protoco
encapsul ati on, specifically for use in encoding | NDEX val ues for the
protocol DirTable, found in the RMON-2 M B. [ STANDARDS TRACK]

2894 Crawf ord Aug 2000 Rout er Renumbering for |Pv6
Thi s docunent defines a nechanism call ed Router Renunbering ("RR') which
al | ows address prefixes on routers to be configured and reconfigured

al nost as easily as the conbination of Neighbor Di scovery and Address
Aut oconfiguration works for hosts. [STANDARDS TRACK]

2893 Glligan Aug 2000 Transiti on Mechanisns for |Pv6
Hosts and Routers

Thi s docunent specifies IPv4 conpatibility nechani sns that can be
i mpl enented by | Pv6 hosts and routers. [STANDARDS TRACK]
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2892 Tsi ang Aug 2000 The Cisco SRP MAC Layer
Pr ot oco
Thi s docunent specifies the MAC | ayer protocol, "Spatial Reuse Protocol"”

(SRP) for use with ring based nedia. This is a second version of the
protocol (V2). This neno provides information for the Internet
conmuni ty.

2891 Howes Aug 2000 LDAP Control Extension for
Server Side Sorting of Search
Resul ts

Thi s docunment describes two LDAPv3 control extensions for server side
sorting of search results. These controls allows a client to specify
the attribute types and matching rules a server should use when
returning the results to an LDAP search request. [STANDARDS TRACK]

2890 Domret y Sep 2000 Key and Sequence Number
Extensions to GRE

Thi s docunent describes extensions by which two fields, Key and Sequence
Nunber, can be optionally carried in the GRE Header. [ STANDARDS TRACK]

2889 Mandevil | e Aug 2000 Benchmar ki ng Met hodol ogy for
LAN Swi t chi ng Devi ces

Thi s docunent is intended to provide nethodol ogy for the benchmarki ng of
| ocal area network (LAN) switching devices. This nmeno provides
information for the Internet conmunity.

2888 Srisuresh Aug 2000 Secure Renote Access with L2TP
The objective of this docunment is to extend security characteristics of

| Psec to renote access users, as they dial-in through the Internet.
This meno provides information for the Internet conmunity.

2887 Handl ey Aug 2000 The Reliable Milticast Design
Space for Bul k Data Transfer
Thi s docunent provides an overvi ew of the design space and the ways in

whi ch application constraints affect possible solutions. This nenp
provides information for the Internet comunity.
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2886 Tayl or Sep 2000 Megaco Errata

Thi s docunent records the errors found in the Megaco/H. 248 protoco
docunent, along with the changes proposed in the text of that docunent
to resolve them [ STANDARDS TRACK]

2885 Cuervo Sep 2000 Megaco Protocol version 0.8

Thi s docunent is commpn text with Recommendati on H. 248 as redeterm ned
in Geneva, February 2000. It rmust be read in conjunction with the
Megaco Errata, RFC 2886. [ STANDARDS TRACK]

2884 Hadi Salim Jul 2000 Per f ormance Eval uati on of
Explicit Congestion
Notification (ECN) in IP
Net wor ks

This menmo presents a perfornmance study of the Explicit Congestion
Notification (ECN) nechanismin the TCP/IP protocol using our

i mpl enentati on on the Linux Operating System This neno provides
information for the Internet conmunity.

2883 Fl oyd Jul 2000 An Extension to the Selective
Acknowl edgenent (SACK) Option
for TCP

This note defines an extension of the Sel ective Acknow edgenent ( SACK)
Option for TCP. [ STANDARDS TRACK]

2882 M tton Jul 2000 Net wor k Access Servers
Requi renent s: Ext ended RADI US
Practices

Thi s docunent describes current practices inplenmented in NAS products
that go beyond the scope of the RADIUS (Renpte Authentication Dial In
User Service) RFCs 2138, 2139. This meno provides information for the
I nternet conmunity.
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2881 Mtton Jul 2000 Net wor k Access Server
Requi rements Next Generation
(NASREQONG) NAS Mode

Thi s docunent describes the term nol ogy and gi ves a nodel of typica
Net wor k Access Server (NAS). This nmenpo provides information for the
I nternet conmunity.

2880 Ml ntyre Aug 2000 Internet Fax T.30 Feature
Mappi ng

Thi s docunent describes howto map Group 3 fax capability identification
bits, described in ITUT.30, into the Internet fax feature schema
described in "Content feature schema for Internet fax". This neno
provides information for the Internet comunity.

2879 Kl yne Aug 2000 Content Feature Schena for
I nternet Fax (V2)

Thi s docunent defines a content nedia feature schema for |Internet fax.
[ STANDARDS TRACK]

2878 Hi gashi yama Jul 2000 PPP Bri dgi ng Control Protoco
(BCP)

Thi s docunent defines the Network Control Protocol for establishing and
configuring Rempte Bridging for PPP |inks. [STANDARDS TRACK]

2877 Mur phy, Jr. Jul 2000 5250 Tel net Enhancenents

This menmo describes the interface to the 1 BM 5250 Tel net server that
allows client Telnet to request a Telnet termnal or printer session
using a specific device nane. This neno provides information for the
I nternet conmunity.

2876 Pawl i ng Jul 2000 Use of the KEA and SKI PJACK
Al gorithns in CVS

Thi s docunent describes the conventions for using the Key Exchange

Al gorithm (KEA) and SKIPJACK encryption algorithmin conjunction with
the Cryptographi c Message Syntax [CMS] envel oped-data and encrypt ed-
data content types. This meno provides information for the Internet
conmuni ty.
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2875 Praful | chandra Jul 2000 Diffie-Hellman
Pr oof - of - Possessi on Al gorithns

Thi s docunent describes two methods for producing an integrity check
value froma Diffie-Hellnman key pair. [STANDARDS TRACK]

2874 Crawford Jul 2000 DNS Ext ensions to Support |Pv6
Addr ess Aggregation and
Renumber i ng

Thi s docunent defines changes to the Donmain Nane Systemto support
renunber abl e and aggregatabl e | Pv6 addressi ng. [ STANDARDS TRACK]

2873 Xi ao Jun 2000 TCP Processing of the |IPv4
Precedence Field

This nmeno describes a conflict between TCP and DiffServ on the use of
the three leftnmost bits in the TOS octet of an | Pv4 header. [ STANDARDS

TRACK]

2872 Ber net Jun 2000 Application and Sub
Application ldentity Policy
El ement for Use with RSVP

RSVP signal i ng nessages typically include policy data objects, which in
turn contain policy elenments. Policy elenments nmay descri be user and/or
application informati on, which may be used by RSVP aware network

el ements to apply appropriate policy decisions to a traffic flow This
meno details the usage of policy elenents that provide application
information. [ STANDARDS TRACK]

2871 Rosenberg Jun 2000 A Framework for Tel ephony
Routing over |IP

Thi s docunent serves as a framework for Tel ephony Routing over IP
(TRIP), which supports the discovery and exchange of |P tel ephony
gateway routing tables between providers. This nmeno provides
information for the Internet conmunity.
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2870 Bush Jun 2000 Root Nane Server QOperationa
Requi rement s

The primary focus of this docunent is to provide guidelines for
operation of the root name servers. This docunent specifies an Internet
Best Current Practices for the Internet Comrunity, and requests

di scussi on and suggestions for inprovenents.

2869 Ri gney Jun 2000 RADI US Ext ensi ons

Thi s docunent describes additional attributes for carrying

aut hentication, authorization and accounting information between a

Net wor k Access Server (NAS) and a shared Accounting Server using the
Renote Authentication Dial In User Service (RADI US) protocol described
in RFC 2865 and RFC 2866. This menp provides information for the

I nternet conmunity.

2868 Zorn Jun 2000 RADI US Attri butes for Tunne
Pr ot ocol Support

Thi s docunent defines a set of RADIUS (Renpte Authentication Dial In
User Service) attributes designed to support the provision of conpul sory
tunneling in dial-up networks. This nenp provides information for the

I nternet conmunity.

2867 Zorn Jun 2000 RADI US Accounti ng
Modi fi cations for Tunne
Pr ot ocol Support

Thi s docunent defines new RADIUS (Renpte Authentication Dial In User
Service) accounting Attributes and new val ues for the existing Acct-
St atus- Type Attribute designed to support the provision of compul sory
tunneling in dial-up networks. This nenp provides information for the
I nternet conmunity.

2866 Ri gney Jun 2000 RADI US Accounti ng
Thi s docunent describes a protocol for carrying accounting information

bet ween a Network Access Server and a shared Accounting Server. This
meno provides information for the Internet community.
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2865 Ri gney Jun 2000 Renote Authentication Dial In
User Service (RAD US)

Thi s docunent describes a protocol for carrying authentication

aut horization, and configuration information between a Network Access
Server which desires to authenticate its links and a shared

Aut hentication Server. [STANDARDS TRACK]

2864 Mcd oghri e Jun 2000 The I nverted Stack Tabl e
Extension to the Interfaces
Goup MB

This meno defines a portion of the Managenment |nformati on Base (MB) for
use with network managenent protocols in the Internet comunity. In
particular, it describes managed objects which provide an inverted
mappi ng of the interface stack table used for managi ng network
interfaces. [STANDARDS TRACK]

2863 McCl oghri e Jun 2000 The Interfaces G oup MB

This menmo di scusses the ’interfaces’ group of MB-11, especially the
experience gained fromthe definition of nunerous nedi a-specific MB
nodul es for use in conjunction with the "interfaces’ group for managi ng
various sub-layers beneath the internetwork-layer. It specifies
clarifications to, and extensions of, the architectural issues wthin
the MB-I1 nodel of the 'interfaces’ group. [STANDARDS TRACK]

2862 G vanl ar Jun 2000 RTP Payl oad Format for
Real - Ti ne Pointers

Thi s docunent describes an RTP payl oad format for transporting the
coordi nates of a dynam c pointer that may be used during a presentation
[ STANDARDS TRACK]

2861 Handl ey Jun 2000 TCP Congesti on W ndow
Val i dati on

Thi s docunent describes a sinple nodification to TCP's congestion
control algorithns to decay the congestion wi ndow cwnd after the
transition froma sufficiently-long application-limted period, while
using the slowstart threshold ssthresh to save information about the
previ ous val ue of the congestion wi ndow. This neno defines an
Experimental Protocol for the Internet comunity.
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2860 Car pent er Jun 2000 Menor andum of Under st andi ng
Concerning the Technical Wrk
of the Internet Assigned
Nunbers Aut hority

Thi s docunent places on record the text of the Menorandum of
Under st andi ng concerning the technical work of the | ANA that was signed
on March 1, 2000 between the | ETF and | CANN, and ratified by the | CANN
Board on March 10, 2000. This neno provides information for the

I nternet conmunity.

2859 Fang Jun 2000 A Tinme Sliding Wndow Three
This meno defines a Tine

This menmo defines a Tine Sliding Wndow Three Col our Marker (TSWCM,
whi ch can be used as a conponent in a Diff-Serv traffic conditioner
This meno defines an Experinental Protocol for the Internet community.

2858 Bat es Jun 2000 Mul ti protocol Extensions for
BGP- 4

Thi s docunent defines extensions to BGP-4 to enable it to carry routing
information for multiple Network Layer protocols (e.g., |Pv6, |IPX
etc...). [STANDARDS TRACK]

2857 Keromytis Jun 2000 The Use of HMAC- Rl PEMD- 160- 96
within ESP and AH

This meno describes the use of the HVAC al gorithmin conjunction with
the RIPEMD- 160 al gorithm as an authentication mechanismw thin the

revi sed | PSEC Encapsul ati ng Security Payl oad (ESP) and the revised | PSEC
Aut henti cati on Header (AH). [STANDARDS TRACK]

2856 Bi er man Jun 2000 Textual Conventions for
Addi tional Hi gh Capacity Data
Types

This menpo specifies new textual conventions for additional high capacity
data types, intended for SNWP i npl enentations which already support the
Counter64 data type. [STANDARDS TRACK]
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2855 Fuj i sawa Jun 2000 DHCP for | EEE 1394

This menmo descri bes specific usage of sone fields of DHCP (Dynam ¢ Host
Configuration Protocol) messages. |EEE Std 1394-1995 is a standard for
a High Performance Serial Bus. Since 1394 uses a different |ink-Iayer

addr essi ng nmethod than conventional | EEE802/ Et hernet, the usage of sone
fields nmust be clarified to achieve interoperability. [STANDARDS TRACK]

2854 Connol |y Jun 2000 The "text/htm’ Media Type

Thi s docunent summarizes the history of HTM. devel opnent, and defi nes
the "text/htm" MM type by pointing to the rel evant WBC
recomendati ons. This neno provides information for the Internet
comuni ty.

2853 Kabat Jun 2000 Generic Security Service AP
Version 2 : Java Bi ndi ngs

Thi s docunent specifies the Java bindings for GSS-API (Ceneric Security
Service Application ProgramInterface) which is described at a | anguage
i ndependent conceptual |evel in RFC 2743. [ STANDARDS TRACK]

2852 Newran Jun 2000 Del i ver By SMIP Service
Ext ensi on

This menmo defines a mechani sm whereby a SMIP client can request, when
transmtting a message to a SMIP server, that the server deliver the
nessage within a prescribed period of tinme. [STANDARDS TRACK]

2851 Dani el e Jun 2000 Textual Conventions for
I nt ernet Networ k Addresses

This M B nodul e defines textual conventions to represent comonly used
Internet network | ayer addressing information. [STANDARDS TRACK]

2850 | AB May 2000 Charter of the Internet
Architecture Board (I AB)

This meno docunents the conposition, selection, roles, and organization
of the Internet Architecture Board. |t replaces RFC 1601. This
docunent specifies an Internet Best Current Practices for the Internet
Conmuni ty, and requests discussion and suggestions for inprovenents.
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2849 CGood Jun 2000 The LDAP Data | nterchange
Format (LDIF) - Techni cal
Speci fication

Thi s docunent describes a file format suitable for describing directory
information or nodifications made to directory information. [STANDARDS

TRACK]

2848 Pet r ack Jun 2000 The PINT Service Protocol
Extensions to SIP and SDP for
| P Access to Tel ephone Cal
Servi ces

Thi s docunent contains the specification of the PINT Service Protoco
1.0, which defines a protocol for invoking certain tel ephone services
froman I P network. [STANDARDS TRACK]

2847 Ei sl er Jun 2000 LI PKEY - A Low Infrastructure
Publ i c Key Mechani sm Usi ng SPKM

Thi s menmor andum descri bes a met hod whereby one can use GSS-API (Generic
Security Service Application ProgramliInterface) to supply a secure
channel between a client and server, authenticating the client with a
password, and a server with a public key certificate. [STANDARDS TRACK]

2846 Al | occhi o Jun 2000 GSTN Addr ess El enent
Extensions in E-mail Services

This menmo defines a full syntax for a specific application in which
there is a need to represent GSTN (G obal Sw tched Tel ephone Networ k)
addressing and I nternet addressing. [STANDARDS TRACK]

2845 Vi xi e May 2000 Secret Key Transaction
Aut hentication for DNS (TSI G

This protocol allows for transaction |evel authentication using shared
secrets and one way hashing. It can be used to authenticate dynamc
updates as coning froman approved client, or to authenticate responses
as com ng from an approved recursive nanme server. [STANDARDS TRACK]

G noza I nf or mati onal [ Page 11]



RFC 2899 Summary of 2800-2899 May 2001

2844 Przygi enda May 2000 OSPF over ATM and Proxy- PAR

This meno specifies, for OSPF inplementors and users, nechani sns
descri bi ng how t he protocol operates in ATM networ ks over PVC (Permanent
Virtual Connections) and SVC (Switched Virtual Circuit) meshes with the
presence of Proxy-PAR (PNNI Augnented Routing). This nmeno defines an
Experinmental Protocol for the Internet comunity.

2843 Dr oz May 2000 Pr oxy- PAR

The intention of this docunment is to provide general information about
Proxy- PAR (PNNI Augnented Routing). [STANDARDS TRACK]

2842 Chandr a May 2000 Capabilities Advertisenent
with BGP-4

Thi s docunent defines new Optional Paraneter, called Capabilities, that
is expected to facilitate introduction of new capabilities in BGP by
provi di ng graceful capability advertisenent wi thout requiring that BGP
peering be term nated. [STANDARDS TRACK]

2841 Met zger Nov 2000 | P Aut hentication using Keyed
SHAL with Interl eaved Padding
(1 P-MAC)

Thi s docunent describes the use of keyed SHA1 (Secure Hash Al gorithm
with the I P Authentication Header. This neno defines a Historic
Docurent for the Internet comunity.

2840 Al t man May 2000 TELNET KERM T OPTI ON

Thi s docunent describes an extension to the Telnet protocol to allowthe
negoti ati on, coordination, and use of the Kernmt file transfer and
managenment protocol over an existing Tel net protocol connection. This
meno provides information for the Internet community.

2839 da Cruz May 2000 Internet Kermt Service

Thi s docunent describes a new file transfer service for the Internet
based on Tel net Protocol for option negotiation and Kernit Protocol for
file transfer and managenent. This memp provides information for the

I nternet conmunity.
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2838 Zi gnond May 2000 Uni form Resource ldentifiers
for Tel evision Broadcasts

Thi s docunent describes a wi dely-inmplenmented URI schene, as Wrl d- Wde
Web browsers are starting to appear on a variety of consumer electronic
devi ces, such as television sets and tel evision set-top boxes, which are
capabl e of receiving television progranming fromeither terrestria
broadcast, satellite broadcast, or cable. In this context there is a
need to reference tel evision broadcasts using the URI format descri bed
in RFC 2396. This menp provides information for the Internet community.

2837 Teow May 2000 Definitions of Managed Objects
for the Fabric Elenent in
Fi bre Channel Standard

This menmo defines an extension to the Management |nformati on Base (M B)
for use with network nmanagenment protocols in TCP/IP-based internets. In
particular, it defines the objects for nanaging the operations of the
Fabric Elenment portion of the Fibre Channel Standards. [ STANDARDS

TRACK]

2836 Brim May 2000 Per Hop Behavi or
I dentification Codes

Thi s docunent defines a binary encoding to uniquely identify PHBs (Per
Hop Behaviors) and/or sets of PHBs in protocol nessages. [ STANDARDS

TRACK]

2835 Pittet May 2000 | P and ARP over H PPI -6400
(GSN)

Thi s docunent further specifies a method for resolving | P addresses to
Hl PPI - 6400 (Hi gh-Performance Parallel Interface) hardware addresses
(HARP) and for emulating |IP broadcast in a logical |IP subnet (LIS) as a
direct extension of HARP. Furthernore, it is the goal of this nmenmpo to
define a IP and HARP that will allow interoperability for H PPI-800 and
Hl PPI - 6400 equi prent both broadcast and non-broadcast capabl e networks.
[ STANDARDS TRACK]
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2834 Pittet May 2000 ARP and | P Broadcast over
HI PPI - 800

Thi s docunent specifies a method for resolving | P addresses to ANSI

Hi gh- Performance Parallel Interface (H PPl) hardware addresses and for
emul ating I P broadcast in a logical IP subnet (LIS) as a direct

ext ensi on of HARP (hardware addresses). This nenp defines a HARP that
will interoperate between H PPI-800 and H PPl -6400 (al so known as

G gabyte System Network, GSN). This docunent (when conbined with RFC
2067 "I P over H PPl ") obsol etes RFC 1374. [ STANDARDS TRACK]

2833 Schul zri nne May 2000 RTP Payl oad for DTM-F Digits,
Tel ephony Tones and Tel ephony
Si gnhal s

This menmo describes how to carry dual -tone nultifrequency (DTM)
signaling, other tone signals and tel ephony events in RTP packets.
[ STANDARDS TRACK]

2832 Hol | enbeck May 2000 NSI Regi stry Registrar
Protocol (RRP) Version 1.1.0

Thi s docunent describes a protocol for the registration and managenent
of second | evel domain names and associ ated nanme servers in both generic
Top Level Domains (gTLDs) and country code Top Level Domains (ccTLDs).
This menmo provides information for the Internet community.

2831 Leach May 2000 Usi ng Di gest Authentication as
a SASL Mechani sm

Thi s specification defines how HTTP Di gest Authentication can be used as
a SASL nechani sm for any protocol that has a SASL (Sinple Authentication
and Security Layer) profile. [STANDARDS TRACK]

2830 Hodges May 2000 Li ght wei ght Directory Access
Protocol (v3): Extension for
Transport Layer Security

Thi s docunent defines the "Start Transport Layer Security (TLS)
Operation" for LDAP. [ STANDARDS TRACK]

G noza I nf or mati onal [ Page 14]



RFC 2899 Summary of 2800-2899 May 2001

2829 Wahl May 2000 Aut henti cati on Methods for
LDAP

Thi s docunent specifies particular conbinations of security mechani sms
whi ch are required and recommended in LDAP inpl enentations. [STANDARDS

TRACK]

2828 Shi rey May 2000 Internet Security d ossary

This G ossary provides abbreviations, explanations, and recommendati ons
for use of information systemsecurity term nology. This neno provides
i nfornmation for the Internet conmunity.

2827 Fer guson May 2000 Network Ingress Filtering:
Def eati ng Deni al of Service
Attacks which enploy I P Source
Addr ess Spoofing

Thi s paper discusses a sinple, effective, and straightforward nethod for
using ingress traffic filtering to prohibit DoS (Denial of Service)
attacks which use forged I P addresses to be propagated from’ behind an
Internet Service Provider's (ISP) aggregation point. This docunent
specifies an Internet Best Current Practices for the Internet Conmunity,
and requests discussion and suggestions for inprovenents.

2826 | AB May 2000 | AB Techni cal Conment on the
Uni que DNS Root

Thi s docunent di scusses the existence of a globally uni que public nane
space in the Internet called the DNS (Domai n Name System). This name
space is a hierarchical name space derived froma single, globally

unique root. It is a technical constraint inherent in the design of the
DNS. One root nust be supported by a set of coordi nated root servers
adm ni stered by a unique naming authority. It is not technically

feasible for there to be nore than one root in the public DNS. This
meno provides information for the Internet community.
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2825 | AB May 2000 A Tangl ed Web: |ssues of |18N
Domai n Nanmes, and the O her
I nternet protocols

This docunent is a statenent by the Internet Architecture Board. It is
not a protocol specification, but an attenpt to clarify the range of
architectural issues that the internationalization of domain nanes
faces. This neno provides information for the Internet community.

2824 Lennox May 2000 Call Processing Language
Framewor k and Requirenents

Thi s docunent describes an architectural framework we call a processing
| anguage, as a sinple and standardi zed way for inplenenting and

depl oyi ng Internet tel ephony. A |large nunber of the services we wish to
make possible for Internet tel ephony require fairly el aborate

conbi nati ons of signalling operations, often in network devices, to
conplete. It also outlines requirenents for such a | anguage. This neno
provides information for the Internet community.

2823 Carl son May 2000 PPP over Sinmple Data Link
(SDL) wusing SONET/SDH with
ATM | i ke fram ng

Thi s docunent extends nethods found in the Point-to-Point Protocol (PPP)
and RFCs 1662 and 2615 to include a new encapsul ation for PPP called
Sinple Data Link (SDL). SDL provides a standard nethod for transporting
nmul ti-protocol datagrans over point-to-point |inks, and RFCs 1662 and
2615 provide a neans to carry PPP over Synchronous Optical Network
(SONET) and Synchronous Digital Hierarchy (SDH) circuits. SDL provides
a very low overhead alternative to HDLC-1i ke encapsul ati on, and can al so
be used on SONET/ SDH Iinks. This neno defines an Experinmental Protoco
for the Internet conmunity.

2822 Resni ck Apr 2001 I nternet Message For nmat
Thi s docunent specifies a syntax for text messages that are sent between

conputer users, within the franework of "electronic mail" messages.
[ STANDARDS TRACK]
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2821 Kl ensi n Apr 2001 Sinple Mail Transfer Protoco

Thi s docunent is a self-contained specification of the basic protoco
for the Internet electronic mail transport. [STANDARDS TRACK]

2820 St okes May 2000 Access Control Requirenents
for LDAP

Thi s docunent describes the fundanental requirenments of an access
control list (ACL) nodel for the Lightweight Directory Application
Protocol (LDAP) directory service. This neno provides infornmation for
the I nternet comunity.

2819 Wal dbusser May 2000 Renot e Network Mnitoring
Management | nformati on Base

This meno defines a portion of the Managenent |nformati on Base (MB) for
use with network managenent protocols in TCP/|P-based internets. 1In
particular, it defines objects for managi ng renote network nonitoring
devi ces. [ STANDARDS TRACK]

2818 Rescorl a May 2000 HTTP Over TLS

This menmo descri bes how to use Transport Layer Security (TLS) to secure
Hypertext Transfer Protocol (HITP) connections over the Internet. This
meno provides information for the Internet comunity.

2817 Khar e May 2000 Upgrading to TLS Wthin
HTTP/ 1.1

This meno explains how to use the Upgrade mechanismin HTTP/1.1 to
initiate Transport Layer Security (TLS) over an existing TCP connection
[ STANDARDS TRACK]

2816 Ghanwani May 2000 A Framework for Integrated
Servi ces Over Shared and
Swi t ched | EEE 802 LAN
Technol ogi es

This menmo describes a framework for supporting | ETF I ntegrated Services

on shared and switched LAN infrastructure. This neno provides
information for the Internet conmunity.
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2815 Seaman May 2000 I ntegrated Service Mappi ngs on
| EEE 802 Net wor ks

Thi s docunent describes mappi ngs of | ETF Integrated Services over LANs
built from | EEE 802 network segnents which may be interconnected by | EEE
802. 1D MAC Bridges (switches). [STANDARDS TRACK]

2814 Yavat kar May 2000 SBM ( Subnet Bandwi dt h
Manager): A Protocol for
RSVP- based Adni ssion Contro
over | EEE 802-styl e networks

Thi s docunent describes a signaling nmethod and protocol for RSVP-based
admi ssion control over |EEE 802-style LANs. [ STANDARDS TRACK]

2813 Kal t Apr 2000 Internet Relay Chat: Server
Pr ot oco

Thi s docunent defines the protocol used by servers to talk to each
other. This menp provides information for the Internet comunity.

2812 Kal t Apr 2000 Internet Relay Chat: dient
Pr ot oco

Thi s docunment defines the Cient Protocol, and assunmes that the reader
is famliar with the IRC Architecture. This meno provides information
for the Internet conmunity.

2811 Kal t Apr 2000 Internet Relay Chat: Channe
Managenent

Thi s docunent specifies how channels, their characteristics and
properties are managed by | RC servers. This nmenp provides information
for the Internet comunity.

2810 Kal t Apr 2000 Internet Relay Chat:
Architecture

Thi s docunent is an update describing the architecture of the current

| RC protocol and the role of its different conponents. O her documents
describe in detail the protocol used between the various conponents
defined here. This neno provides information for the Internet

conmuni ty.
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2809 Aboba Apr 2000 | mpl ement ation of L2TP
Conpul sory Tunneling via
RADI US

Thi s docunent di scusses inplenmentation issues arising in the
provi si oning of conpulsory tunneling in dial-up networks using the L2TP
(Layer Two Tunneling Protocol) protocol. This nmenp provides information
for the Internet comunity.

2808 Nystrom Apr 2000 The Securl D(r) SASL Mechani sm

Thi s docunent defines a SASL (Sinple Authentication and Security Layer)
aut henti cati on nechani smusing SecurlD (a hardware token card product
(or software enulation thereof) produced by RSA Security Inc., which is
used for end-user authentication), thereby providing a neans for such
tokens to be used in SASL environnments. This mechanismis only is only
for authentication, and has no effect on the protocol encoding and is
not designed to provide integrity or confidentiality services. This
meno provides information for the Internet community.

2807 Reagl e Jul 2000 XM. Signature Requirenents

Thi s docunent |ists the design principles, scope, and requirenents for
the XML Digital Signature specification. It includes requirenents as
they relate to the signature syntax, data nodel, format, cryptographic
processi ng, and external requirements and coordination. This neno
provides information for the Internet comunity.

2806 Vaha- Si pi |l a Apr 2000 URLs for Tel ephone Calls

Thi s docunent specifies URL (Uniform Resource Locator) schenes "tel™
"fax" and "nodeni for specifying the location of a terminal in the phone
network and the connection types (nbdes of operation) that can be used
to connect to that entity. [STANDARDS TRACK]
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2805 Greene Apr 2000 Medi a Gat eway Control Protoco
Architecture and Requirenents

Thi s docunent describes protocol requirenents for the Medi a Gat eway
Control Protocol between a Media Gateway Controller and a Medi a Gat eway.
This meno provides information for the Internet comunity.

2804 | AB May 2000 | ETF Policy on Wretapping

Thi s docunent describes the position that the Internet Engi neering Task
Force (I ETF) has taken regarding the inclusion into | ETF standards-track
docunents of functionality designed to facilitate wiretapping. This
meno expl ains what the | ETF thinks the question neans, why its answer is
"no", and what that answer nmeans. This nmeno provides information for
the I nternet comunity.

2803 Mar uyana Apr 2000 Di gest Val ues for DOM ( DOVHASH)

This meno defines a clear and unanbi guous definition of digest (hash)
val ues of the XML objects regardless of the surface string variation of
XML. This neno provides information for the Internet conmunity.

2802 Davi dson Apr 2000 Digital Signatures for the
v1.0 Internet Open Tradi ng
Prot ocol (IOTP)

Thi s docunent describes the syntax and procedures for the computation
and verification of digital signatures for use within Version 1.0 of the
Internet Qpen Trading Protocol (1OTP). This neno provides information
for the Internet comunity.

2801 Bur det t Apr 2000 I nternet Open Tradi ng Protoco
- IOTP Version 1.0

Thi s docunent di scusses the Internet Open Tradi ng Protocol (I1OTP) and

its provision of an interoperable framework for Internet comerce. This
meno provides information for the Internet comunity.
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2800 Reynol ds May 2001 Internet Oficial Protocol
St andar ds

This menmo contains a snapshot of the state of standardization of
protocols used in the Internet as of April 17, 2001. It lists only

of ficial protocol standards RFCs; it is not a conplete index to the RFC
series. [STANDARDS TRACK]

Security Consi derations

This menmo does not affect the technical security of the Internet, but
may cite inportant security specifications.
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Ful | Copyright Statenent
Copyright (C The Internet Society (2001). Al Rights Reserved.

Thi s docunent and translations of it may be copied and furnished to
ot hers, and derivative works that conment on or otherwi se explain it
or assist inits inplenentation may be prepared, copied, published
and distributed, in whole or in part, without restriction of any

ki nd, provided that the above copyright notice and this paragraph are
i ncluded on all such copies and derivative works. However, this
docunent itself may not be nodified in any way, such as by renoving
the copyright notice or references to the Internet Society or other
I nternet organi zati ons, except as needed for the purpose of
devel opi ng Internet standards in which case the procedures for
copyrights defined in the Internet Standards process nust be
followed, or as required to translate it into |anguages ot her than
Engl i sh.

The Iimted perm ssions granted above are perpetual and will not be
revoked by the Internet Society or its successors or assigns.

Thi s docunent and the information contained herein is provided on an
"AS | S" basis and THE | NTERNET SOCI ETY AND THE | NTERNET ENG NEERI NG
TASK FORCE DI SCLAI M5 ALL WARRANTI ES, EXPRESS OR | MPLI ED, | NCLUDI NG
BUT NOT LI M TED TO ANY WARRANTY THAT THE USE OF THE | NFORVATI ON
HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED WARRANTI ES OF
MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE
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