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Cat egory: I nfornmational Sept ember 2000
Request for Comments Summary
RFC Nunbers 2700-2799
Status of This Meno

This RFC is a slightly annotated |list of the 100 RFCs from RFC 2700
through RFCs 2799. This is a status report on these RFCs. This neno

provides information for the Internet community. It does not specify
an Internet standard of any kind. Distribution of this meno is
unlimted.

Copyri ght Notice
Copyright (C) The Internet Society (YEAR). All Rights Reserved.
Not e

Many RFCs, but not all, are Proposed Standards, Draft Standards, or
Standards. Since the status of these RFCs may change during the

st andards processing, we note here only that they are on the
standards track. Please see the latest edition of "Internet Oficial
Protocol Standards" for the current state and status of these RFCs.
In the followi ng, RFCs on the standards track are nmarked [ STANDARDS-

TRACK] .

RFC Aut hor Dat e Title
2799 G noza Request for Comments Summrary
Thi s meno.
2798 Smth Apr 2000 Definition of the
i net Or gPer son LDAP (bj ect
C ass

We define a new object class called inetOgPerson for use in LDAP and
X. 500 directory services that extends the X 521 standard

organi zati onal Person class to neet these needs. This neno provides

i nformation for the Internet conmunity.
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2797 MWers Apr 2000 Certificate Managenent
Messages over CMS

Thi s docunent defines a Certificate Management protocol using CVM5 (CMO).
[ STANDARDS TRACK]

2796 Bat es Apr 2000 BGP Route Reflection - An
Alternative to Full Mesh | BGP

Thi s docunent describes the use and design of a nethod known as "Route
Refl ection" to alleviate the the need for "full nmesh" IBGP. [ STANDARDS

TRACK]

2795 Christey Mar 2000 The Infinite Monkey Protoco
Suite (I MPS)

This meno describes a protocol suite which supports an infinite nunber
of nonkeys that sit at an infinite nunmber of typewiters in order to
det ermi ne when they have either produced the entire works of WIIliam
Shakespeare or a good television show This meno provides informtion
for the Internet conmunity.

2794 Cal houn Mar 2000 Mobil e | P Network Access
I dentifier Extension for |Pv4

Qur proposal defines a way for the nobile node to identify itself, by
including the NAI along with the Mobile I P Registration Request. This
nmeno al so updates RFC 2290 whi ch specifies the Mbile-I1Pv4 Configuration
option for I PCP, by allowi ng the Mbile Node's Hone Address field of
this option to be zero. [STANDARDS TRACK]

2793 Hel | st rom May 2000 RTP Payl oad for Text
Conversation
This meno describes how to carry text conversation session contents in

RTP packets. Text conversation session contents are specified in ITUT
Recommendati on T.140. [ STANDARDS TRACK]
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2792 Bl aze Mar 2000 DSA and RSA Key and Signature
Encodi ng for the KeyNote Trust
Managenment System

This menmp descri bes RSA and DSA key and signature encodi ng, and binary
key encoding for version 2 of the KeyNote trust-nmanagenent system This
nmeno provides information for the Internet community.

2791 Yu Jul 2000 Scal abl e Routi ng Design
Princi pl es

Thi s docunent identifies nmajor factors affecting routing scalability as
wel | as basic principles of designing scalable routing for |arge
networks. This neno provides information for the Internet community.

2790 Wal dbusser Mar 2000 Host Resources M B

This menmo obsol etes RFC 1514, the "Host Resources MB'. This neno

ext ends that specification by clarifying changes based on inplenmentation
and depl oynent experience and documenting the Host Resources MB in
SMv2 format while remaining semantically identical to the existing

SM v1-based MB. [STANDARDS TRACK]

2789 Freed Mar 2000 Mail Monitoring MB

This menmo defines a portion of the Management |nformation Base (MB) for
use with network managenent protocols in the Internet comunity.
Specifically, this meno extends the basic Network Services Mnitoring

M B defined in RFC 2788 [16] to allow nonitoring of Message Transfer
Agents (MIAs). It may also be used to nonitor MIA conponents within

gat eways. [ STANDARDS TRACK]

2788 Freed Mar 2000 Net wor k Servi ces Monitoring
M B

Thi s docunent defines a MB which contains the el enments commpn to the
nmoni toring of any network service application. [STANDARDS TRACK]
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2787 Jewel | Mar 2000 Definitions of Managed Objects
for the Virtual Router
Redundancy Prot oco

Thi s specification defines an extension to the Managenent |Information
Base (M B) for use with SNWP-based network managenent. |n particular
it defines objects for configuring, nonitoring, and controlling routers
that empl oy the Virtual Router Redundancy Protocol (VRRP). [ STANDARDS

TRACK]

2786 St. Johns Mar 2000 Di ffie-Hel man USM Key
Managenent | nformation
Base and Textual Convention

This menmo defines an experinental portion of the Managenment |nformation
Base (M B) for use with network nmanagenent protocols the Internet
conmunity. In particular, it defines a textual convention for doing

D ffie-Hel man key agreenent key exchanges an set of objects which extend
the usniJserTable to permit the use of DH key exchange in addition to the
key change method. This meno defines an Experinental Protocol for the

I nternet conmunity.

2785 Zuccherato Mar 2000 Met hods for Avoiding the
"Smal | - Subgr oup" Attacks on
the Diffie-Hell man Key
Agreenent Method for S/M ME

Thi s docunent will describe the situations relevant to inplenentations
of SIMME version 3 in which protection is necessary and the nethods
that can be used to prevent these attacks. This nmeno provides
information for the Internet conmunity.

2784 Fari nacci Mar 2000 CGeneri ¢ Routing Encapsul ation
(GRE)

Thi s docunent specifies a protocol for encapsul ation of an arbitrary

network | ayer protocol over another arbitrary network |ayer protocol
[ STANDARDS TRACK]
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2783 Mogul Mar 2000 Pul se- Per - Second APl for
UNI X-1i ke Operating Systerms,
Version 1.0

RFC 1589 did not define an APl for managing the PPS facility, |eaving

i npl enentors without a portable nmeans for using PPS sources. This
docunent specifies such an API. This neno provides information for the
I nternet conmunity.

2782 Gul brandsen Feb 2000 A DNS RR for specifying the
| ocation of services (DNS SRV)

Thi s document describes a DNS RR which specifies the |ocation of the
server(s) for a specific protocol and donmain. [STANDARDS TRACK]

2781 Hof f man Feb 2000 UTF- 16, an encodi ng of 1SO
10646

Thi s docunent describes the UTF-16 encodi ng of Uni code/l SO 10646
addresses the issues of serializing UTF-16 as an octet stream for

transm ssion over the Internet, discusses MM charset nam ng as
described in [CHARSET-REG, and contains the registration for three MM
charset paraneter values: UTF-16BE (big-endian), UTF-16LE (little-

endi an), and UTF-16. This neno provides information for the |nternet
comuni ty.

2780 Br adner Mar 2000 | ANA Al | ocati on Guidelines For
Val ues In the Internet
Prot ocol and Rel ated Headers

This menmo provi des gui dance for the 1ANA to use in assigning parameters
for fields in the IPv4, 1Pv6, 1CVWP, UDP and TCP protocol headers. This
docunent specifies an Internet Best Current Practices for the Internet
Conmuni ty, and requests discussion and suggestions for inprovenents.

2779 Day Feb 2000 I nstant Messaging / Presence
Prot ocol Requirenents

Thi s docunent defines a mnimal set of requirements that | MPP nust neet.
This menmo provides information for the Internet conmunity.
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2778 Day Feb 2000 A Model for Presence and
I nst ant Messagi ng

Thi s docunent defines an abstract nodel for a presence and instant
nessagi ng system It defines the various entities involved, defines
term nol ogy, and outlines the services provided by the system This
meno provides information for the Internet community.

2777 East | ake Feb 2000 Publicly Verifiable Noncom
Random Sel ecti on

Thi s docunent describes a nmethod for making random sel ections in such a
way that the unbiased nature of the choice is publicly verifiable. This
meno provides information for the Internet comunity.

2776 Handl ey Feb 2000 Mul ti cast - Scope Zone
Announcenent Protocol (MAP)

Thi s docunent defines a protocol, the Milticast-Scope Zone Announcenent
Prot ocol (MZAP), for discovering the multicast adm nistrative scope
zones that are relevant at a particular l|ocation. [STANDARDS TRACK]

2775 Car pent er Feb 2000 I nternet Transparency

Thi s docunent describes the current state of the Internet fromthe
architectural viewpoint, concentrating on issues of end-to-end
connectivity and transparency.

2774 Ni el sen Feb 2000 An HTTP Ext ensi on Framewor k

Thi s docunent describes a generic extension nmechanismfor HTTP, which is
designed to address the tension between private agreenment and public
specification and to accomvpdat e extensi on of applications using HTTP
clients, servers, and proxies. This nmeno defines an Experi nental
Protocol for the Internet community.
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2773 Housl ey Feb 2000 Encryption using KEA and
SKI PJACK

Thi s docunent defines a nethod to encrypt a file transfer using the FTP
specification STD 9, RFC 959, "File Transfer Protocol (FTP)", (Cctober
1985) and RFC 2228, "FTP Security Extensions" (Cctober 1997). This neno
defines an Experinental Protocol for the Internet community.

2772 Rockel | Feb 2000 6Bone Backbone Routi ng
Gui del i nes

Thi s docunent provides a set of guidelines for all 6bone routing

equi prent operators to use as a reference for efficient and stable

depl oyment of 6bone routing systens. This neno provides information for
the I nternet comunity.

2771 Fi nl ayson Feb 2000 An Abstract APl for Milticast
Address Al l ocation

Thi s docunent describes the "abstract service interface" for the dynamc
mul ticast address allocation service, as seen by applications. This
meno provides information for the Internet comunity.

2770 Meyer Feb 2000 GLOP Addressing in 233/8

Thi s describes an experinental policy for use of the class D address
space using 233/8 as the experinental statically assigned subset of the
cl ass D address space. This neno defines an Experinental Protocol for
the Internet comunity.

2769 Vill am zar Feb 2000 Routing Policy System
Replication

Thi s docunent addresses the need to distribute data over nmultiple
repositories and del egate authority for data subsets to other
repositories w thout conprom sing the authorization nodel established in
Routing Policy System Security RFC. [ STANDARDS TRACK]
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2768 Ai ken Feb 2000 Net wor k Pol i cy and Servi ces:
A Report of a Wbrkshop on
M ddl ewar e

An ad hoc m ddl eware workshop was held at the International Center for
Advanced Internet Research in Decenmber 1998. The need for a nore

organi zed framework for m ddl eware R&D was recogni zed, and a |ist of
specific topics needing further work was identified. This neno provides
information for the Internet conmunity.

2767 Tsuchi ya Feb 2000 Dual Stack Hosts using the
"Bunp- | n-t he- St ack"” Techni que
(BI'S)

This menmo proposes a mechani sm of dual stack hosts using the technique
called "Bunmp-in-the-Stack” in the IP security area. This meno provides
information for the Internet conmunity.

2766 Tsirtsis Feb 2000 Net wor k Address Translation -
Prot ocol Transl ation (NAT-PT)

Thi s docunent specifies an I Pv4-to-1Pv6 transition nechanism in

addition to those already specified. [STANDARDS TRACK]

2765 Nor dmar k Feb 2000 Stateless IP/ICVMP Transl ation
Al gorithm (SIIT)

Thi s docunent specifies a transition nechanismalgorithmin addition to

the nmechani sns al ready specified. [STANDARDS TRACK]

2764 G eeson Feb 2000 A Franmework for | P Based
Virtual Private Networks

Thi s docunent describes a framework for Virtual Private Networks (VPNs)

runni ng across | P backbones. This neno provides information for the
I nternet conmunity.
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2763 Shen Feb 2000 Dynam ¢ Host nanme Exchange
Mechani smfor 1S-1S

Thi s docunent defines a new TLV which allows the 1S-1S routers to flood
their nane to system I D mapping information across the IS-1S network.
This meno provides information for the Internet comunity.

2762 Rosenberg Feb 2000 Sanpling of the Goup
Menbership in RTP

Thi s docunent di scusses nechanisns for sanpling of this group nenbership
table in order to reduce the nenory requirenments. This nmeno defines an
Experimental Protocol for the Internet comrmunity.

2761 Dunn Feb 2000 Term nol ogy for ATM
Benchnar ki ng

This meno di scusses and defines terns associated with performance
benchmarking tests and the results of these tests in the context of
Asynchronous Transfer Mdde (ATM based sw tching devices. This meno
provides information for the Internet comunity.

2760 Al | man Feb 2000 Ongoi ng TCP Research Rel ated
to Satellites

Thi s docunent outlines possible TCP enhancenents that may allow TCP to
better utilize the avail abl e bandwi dth provi ded by networks containi ng
satellite links. This nmeno provides information for the |nternet
comuni ty.

2759 zZorn Jan 2000 M crosoft PPP CHAP Extensi ons,
Ver sion 2

Thi s docunment describes version two of Mcrosoft’s PPP CHAP di al ect

(MB- CHAP-V2). MS-CHAP-V2 is simlar to, but inconpatible with, M- CHAP
versi on one (Ms-CHAP-V1). This neno provides information for the

I nternet conmunity.
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2758 Wi te Feb 2000 Definitions of Managed Objects
for Service Level Agreenents
Per f or mance Monitoring

This menmo defines a Managenent |nformation Base (M B) for performance
noni toring of Service Level Agreenents (SLAs) defined via policy
definitions. This nmeno defines an Experinental Protocol for the

I nternet conmunity.

2757 Mont enegr o Jan 2000 Long Thi n Networks

Qur goal is to identify a TCP that works for all users, including users
of long thin networks. This nmeno provides information for the Internet
comuni ty.

2756 Vi xi e Jan 2000 Hyper Text Caching Protoco
(HTCP/ 0. 0)

Thi s docunent describes HTCP, a protocol for discovering HITP caches and
cached data, mmnagi ng sets of HITP caches, and monitoring cache
activity. This is an experinental protocol, one anong several proposals
to performthese functions. This neno defines an Experimental Protoco
for the Internet conmunity.

2755 Chiu Jan 2000 Security Negotiation for
VWebNFS

Thi s docunent describes a protocol for a WebNFS client (RFC2054) to
negotiate the desired security nechanismw th a WbNFS server (RFC2055)
before the WDbNFS client falls back to the MOUNT v3 protocol (RFC1813).
Thi s docunent is provided so that people can wite conpatible

i mpl enentations. This neno provides information for the Internet
conmuni ty.
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2754 Al aettinoglu Jan 2000 RPS | ANA | ssues

RPS Security requires certain RPSL objects in the IRR to be

hi erarchically del egated. The set of objects that are at the root of
this hierarchy needs to be created and digitally signed by ANA. This
paper presents these seed objects and lists operations required from

| ANA. This nmenpo provides information for the Internet comunity.

2753 Yavat kar Jan 2000 A Framework for Policy-based
Adm ssi on Contro

Thi s docunent is concerned with specifying a franework for providing
pol i cy-based control over admi ssion control decisions. This meno
provides information for the Internet conmunity.

2752 Yadav Jan 2000 Identity Representation for
RSVP

Thi s docunent describes the representation of identity information in
PCOLI CY_DATA obj ect for supporting policy based adm ssion control in
RSVP. [ STANDARDS TRACK]

2751 Her zog Jan 2000 Signal ed Preenption Priority
Pol i cy El enent
Thi s docunent describes a preenption priority policy elenent for use by

signal ed policy based adm ssion protocols (such as RSVP and COPS)
[ STANDARDS TRACK]

2750 Her zog Jan 2000 RSVP Extensions for Policy
Contro

This menpo presents a set of extensions for supporting generic policy
based adni ssion control in RSVP. [STANDARDS TRACK]
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2749 Her zog Jan 2000 COPS usage for RSVP

Thi s docunent describes usage directives for supporting COPS policy
services in RSVP environments. [ STANDARDS TRACK]

2748 Dur ham Jan 2000 The COPS (Common Open Policy
Service) Protocol

Thi s docunent describes a sinple client/server nodel for supporting
policy control over QoS signaling protocols. [STANDARDS TRACK]

2747 Baker Jan 2000 RSVP Crypt ographic
Aut hent i cati on

Thi s docunent describes the format and use of RSVP's I NTEGRITY object to
provi de hop-by-hop integrity and authentication of RSVP nessages.
[ STANDARDS TRACK]

2746 Terzis Jan 2000 RSVP Operation Over |P Tunnels
Thi s docunent describes an approach for providing RSVP protocol services
over | P tunnels. [STANDARDS TRACK]

2745 Terzis Jan 2000 RSVP Di agnostic Messages

Thi s docunent specifies the RSVP diagnostic facility, which allows a

user to collect informati on about the RSVP state al ong a path.
[ STANDARDS TRACK]

2744 W ay Jan 2000 CGeneric Security Service AP
Version 2 : C bindings

Thi s docunent specifies C |anguage bindings for Version 2, Update 1 of
the CGeneric Security Service Application ProgramInterface (GSS-API),
whi ch is described at a | anguage-i ndependent conceptual |evel in RFC
2743. [ STANDARDS TRACK]
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2743 Li nn Jan 2000 CGeneric Security Service
Application Program | nterface
Version 2, Update 1

This menmo obsol etes [ RFC-2078], nmking specific, incremental changes in
response to inplenmentation experience and |iaison requests. It is

i ntended, therefore, that this nenmo or a successor version thereto will
beconme the basis for subsequent progression of the GSS- APl specification
on the standards track. [STANDARDS TRACK]

2742 Hei nt z Jan 2000 Definitions of Managed Objects
for Extensible SNVMP Agents

This menmo defines a portion of the Managenment |nformati on Base (MB) for

use with network managenent protocols in the Internet comunity. In

particular, it describes objects managi ng SNVP agents that use the Agent
Extensibility (AgentX) Protocol. [STANDARDS TRACK]

2741 Dani el e Jan 2000 Agent Extensibility (AgentX)
Prot ocol Version 1

This meno defines a standardi zed framework for extensible SNVWP agents.
[ STANDARDS TRACK]

2740 Col tun Dec 1999 OSPF for |Pv6

Thi s docunent describes the nodifications to OSPF to support version 6
of the Internet Protocol (I1Pv6). [STANDARDS TRACK]

2739 Smal | Jan 2000 Cal endar Attributes for vCard
and LDAP

This meno defines three nechanisns for obtaining a URI to a user’s
cal endar and free/busy tine. [STANDARDS TRACK]
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2738 Kl yne Dec 1999 Corrections to "A Syntax for
Descri bi ng Medi a Feature Sets"

In RFC 2533, "A Syntax for Describing Media Feature Sets", an expression
format is presented for describing nmedia feature capabilities using
sinple nmedia feature tags. This nmenb contains two corrections to that
specification: one fixes an error in the formal syntax specification
and the other fixes an error in the rules for reducing feature

conpari son predicates. [STANDARDS TRACK]

2737 Mcd oghri e Dec 1999 Entity MB (Version 2)

This meno defines a portion of the Managenent |nfornation Base (M for
use with network managenent protocols in the Internet comuni In
particular, it describes managed objects used for managing multiple

| ogi cal and physical entities managed by a single SNWP agent.

[ STANDARDS TRACK]

2736 Handl ey Dec 1999 GQuidelines for Witers of RTP
Payl oad Format Specifications

Thi s docunent provides general guidelines ainmed at assisting the authors
of RTP Payl oad Format specifications in deciding on good formats. This
docunent specifies an Internet Best Current Practices for the Internet
Conmuni ty, and requests discussion and suggestions for inprovenents.

2735 Fox Dec 1999 NHRP Support for Virtua
Privat e Networks

The NBVA Next Hop Resolution Protocol (NHRP) is used to deternine the
NBMVA subnet wor k addresses of the "NBMA next hop" towards a public

i nternetworking | ayer address. This docunent describes the enhancenents
necessary to enable NHRP to performthe sane function for private

i nternetworking | ayer addresses available within the framework of a
Virtual Private Network (VPN) service on a shared NBMA networKk.

[ STANDARDS TRACK]

2734 Johansson Dec 1999 | Pv4 over | EEE 1394
Thi s docunent specifies howto use | EEE Std 1394-1995, Standard for a
Hi gh Performance Serial Bus (and its supplenments), for the transport of

Internet Protocol Version 4 (1Pv4) datagrans; it defines the necessary
net hods, data structures and codes for that purpose. [STANDARDS TRACK]

G noza I nf or mati onal [ Page 14]



RFC 2799 Sunmary of 2700-2799 Sept ember 2000

2733 Rosenberg Dec 1999 An RTP Payl oad Fornmat for
Generic Forward Error
Correction

Thi s docunent specifies a payload format for generic forward error
correction of nedia encapsulated in RTP. [STANDARDS TRACK]

2732 Hi nden Dec 1999 Format for Literal |Pv6
Addresses in URL's

This docunent defines the format for literal |Pv6 Addresses in URL's for
i mpl enentation in Wrld Wde Web browsers. [STANDARDS TRACK]

2731 Kunze Dec 1999 Encodi ng Dublin Core Metadata
in HTM

The Dublin Core is a snall set of nmetadata el enents for describing

i nformati on resources. This docunent explains how these el enents are
expressed using the META and LINK tags of HTM.. This meno provides
information for the Internet conmunity.

2730 Hanna Dec 1999 Mul ticast Address Dynamc
Client Allocation Protoco
( MADCAP)

Thi s docunent defines a protocol, Milticast Address Dynam c Cient
Al l ocation Protocol (MADCAP), that allows hosts to request multicast
addresses fromnulticast address allocation servers. [STANDARDS TRACK]

2729 Bagnal | Dec 1999 Taxonony of Conmuni cati on
Requi renents for Large-scale
Mul ticast Applications

The intention of this nenp is to define a classification systemfor the

conmuni cati on requirements of any |large-scale nulticast application
(LSMA). This nmeno provides information for the Internet conmunity.
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2728 Panabaker Nov 1999 The Transmi ssion of | P Over
the Vertical Blanking Interval
of a Tel evision Signal

Thi s docunent describes a nmethod for broadcasting IP data in a
uni directional manner using the vertical blanking interval of television
signals. [STANDARDS TRACK]

2727 Gl vin Feb 2000 | AB and | ESG Sel ecti on,
Confirmati on, and Recall
Process: Operation of the
Nom nati ng and Recal |
Commi ttees

The process by which the nenbers of the | AB and | ESG are sel ect ed,
confirmed, and recalled is specified. This docunent is a self-

consi stent, organized conpilation of the process as it was known at the
time of publication. This docunent specifies an Internet Best Current
Practices for the Internet Community, and requests discussion and
suggestions for inprovenents.

2726 Zsako Dec 1999 PGP Aut hentication for Rl PE
Dat abase Updat es

Thi s docunent presents the proposal for a stronger authentication nethod
of the updates of the Rl PE database based on digital signatures.
[ STANDARDS TRACK]

2725 Villam zar Dec 1999 Routing Policy System Security

The i npl enent ati on and depl oyment of a routing policy system nust

mai ntain some degree of integrity to be of any operational use. This
docunent addresses the need to assure integrity of the data by providing
an authentication and authorization nodel. [STANDARDS TRACK]

2724 Handel man Cct 1999 RTFM New Attri butes for
Traffic Fl ow Measur enent

Thi s docunent di scusses RTFM flows and the attributes which they can
have, so as to provide a logical franmework for extending the
architecture by adding new attributes. This nmeno defines an
Experimental Protocol for the Internet community.
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2723 Br ownl ee Cct 1999 SRL: A Language for Describing
Traffic Fl ows and Specifying
Actions for Flow G oups

Thi s docunent describes a | anguage for specifying rulesets, i.e.
configuration files which may be loaded into a traffic flow neter so as
to specify which traffic flows are nmeasured by the neter, and the
information it will store for each flow. This neno provides information
for the Internet comunity.

2722 Br ownl ee Cct 1999 Traffic Fl ow Measurenent:
Architecture

Thi s docunent provides a general framework for describing network
traffic fl ows, presents an architecture for traffic fl ow measurenment and
reporting, discusses howthis relates to an overall network traffic flow
architecture and indicates howit can be used within the Internet. This
nmeno provides information for the Internet community.

2721 Br ownl ee Cct 1999 RTFM Applicability Statenent

Thi s docunent provides an overvi ew covering all aspects of Realtine
Traffic Fl ow Measurenment, including its area of applicability and its
limtations. This meno provides information for the Internet community.

2720 Br ownl ee Cct 1999 Traffic Fl ow Measurenent:
Meter MB

Thi s docunent defines a Managenent |Infornation Base (MB) for use in
controlling an RTFM Traffic Meter, in particular for specifying the
flows to be nmeasured. It also provides an efficient nmechani smfor
retrieving flow data fromthe nmeter using SNVMP. Security issues
concerning the operation of traffic meters are sunmmari sed. [ STANDARDS

TRACK]

2719 Ong Cct 1999 Framewor k Architecture for
Si gnal i ng Transport

Thi s docunent defines an architecture franework and functi onal

requirements for transport of signaling information over IP. This nmeno
provides information for the Internet conmunity.
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2718 Masi nt er Nov 1999 CGui del i nes for new URL Schenes

Thi s docunent provides guidelines for the definition of new URL schenes.
This menmo provides information for the Internet community.

2717 Pet ke Nov 1999 Regi stration Procedures for
URL Scheme Nanes

Thi s docunent defines the process by which new URL scheme nanes are
regi stered. This docunent specifies an Internet Best Current Practices
for the Internet Community, and requests discussion and suggestions for
i mprovenents.

2716 Aboba Cct 1999 PPP EAP TLS Aut henti cation
Pr ot oco

The Point-to-Point Protocol (PPP) provides a standard nethod for
transporting nulti-protocol datagrans over point-to-point |inks.The

Ext ensi bl e Aut hentication Protocol (EAP) is a PPP extension that

provi des support for additional authentication nethods within PPP. This
meno defines an Experinmental Protocol for the Internet comunity.

2715 Thal er Cct 1999 Interoperability Rules for
Mul ticast Routing Protocols

The rul es described in this docunent will allow efficient interoperation
among mul ti ple independent multicast routing domamins. This nmeno
provides information for the Internet comunity.

2714 Ryan Cct 1999 Schema for Representing CORBA
nj ect References in an LDAP
Directory

Thi s docunent defines the schena for representi ng CORBA obj ect
references in an LDAP directory. This neno provides information for the
I nternet conmunity.
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2713 Ryan Cct 1999 Schenma for Representing
Java(tn) Objects in an
LDAP Directory

Thi s docunent defines the schema for representing Java(tn) objects in an
LDAP directory. This menpo provides information for the Internet
conmuni ty.

2712 Medvi nsky Cct 1999 Addi ti on of Kerberos Ci pher
Suites to Transport Layer
Security (TLS)

Thi s docunent proposes the addition of new ci pher suites to the TLS
protocol to support Kerberos-based authentication. [STANDARDS TRACK]

2711 Partridge Cct 1999 | Pv6 Router Alert Option

This meno describes a new | Pv6 Hop-by-Hop Option type that alerts
transit routers to nore closely exanine the contents of an | P datagram
[ STANDARDS TRACK]

2710 Deeri ng Cct 1999 Mul ticast Listener Discovery
(M.D) for IPv6

Thi s docunent specifies the protocol used by an I Pv6 router to discover
the presence of nulticast listeners (that is, nodes wi shing to receive
nmul ticast packets) on its directly attached |links, and to di scover
specifically which nulticast addresses are of interest to those

nei ghbori ng nodes. [ STANDARDS TRACK]

2709 Srisuresh Cct 1999 Security Mddel with
Tunnel - mode | Psec for NAT
Domai ns

Thi s docunent describes a security nodel by which tunnel -node | Psec
security can be architected on NAT devices. This meno provides
information for the Internet conmunity.
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2708 Ber grman Nov 1999 Job Submi ssion Protoco
Mappi ng Recommendat i ons
for the Job Mnitoring MB

Thi s docunent defines the recommended mappi ng for many currently popul ar
Job subm ssion protocols to objects and attributes in the Job Mnitoring
M B. This nmeno provides information for the Internet comunity.

2707 Ber grman Nov 1999 Job Monitoring MB - V1.0

Thi s docunent provides a printer industry standard SNVP M B for (1)
nonitoring the status and progress of print jobs (2) obtaining resource
requi renents before a job is processed, (3) nonitoring resource
consunption while a job is being processed and (4) collecting resource
accounting data after the conpletion of a job. This meno provides
information for the Internet conmunity.

2706 East | ake Cct 1999 ECM. v1: Field Nanes for
E- Commer ce

A standard set of information fields is defined as the first version of
an El ectronic Commerce Mddeling Language (ECM.) so that this task can be
nore easily automated, for exanple by wallet software that could fill in
fields. This meno provides information for the Internet comunity.

2705 Ar ango Cct 1999 Medi a Gat eway Control Protoco
(M3CP) Version 1.0

Thi s docunent describes an application progranm ng interface and a
correspondi ng protocol (M3CP) for controlling Voice over IP (VolP)

Gat eways fromexternal call control elements. M3CP assunes a cal
control architecture where the call control "intelligence" is outside
the gateways and handl ed by external call control elenents. This neno
provides information for the Internet conmmunity.

2704 Bl aze Sep 1999 The KeyNot e Trust - Managenent
System Version 2

This meno descri bes version 2 of the KeyNote trust-nanagenment systemlt
specifies the syntax and senantics of KeyNote ‘assertions’, describes
‘action attribute’ processing, and outlines the application architecture
into which a KeyNote inplenentation can be fit. This meno provides
information for the Internet conmunity.
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2703 Kl yne Sep 1999 Pr ot ocol -i ndependent Cont ent
Negoti ati on Franework

This menmp sets out term nol ogy, an abstract framework and goals for

pr ot ocol -i ndependent content negotiation, and identifies sone technica
i ssues which nay need to be addressed. This nmenp provides infornmation
for the Internet conmunity.

2702 Awduche Sep 1999 Requirenents for Traffic
Engi neeri ng Over MPLS

Thi s docunent presents a set of requirenments for Traffic Engi neering
over Multiprotocol Label Switching (MPLS). It identifies the functiona
capabilities required to inplenent policies that facilitate efficient
and reliable network operations in an MPLS domain. This neno provides
information for the Internet conmunity.

2701 Mal ki n Sep 1999 Nortel Networks Multi-Ilink
Mul ti-node PPP Bundl e
Di scovery Protoco

Thi s docunent specifies a standard way for Milti-link PPP to operate

across nultiple nodes. This nmeno provides information for the |nternet
comuni ty.

2700 Reynol ds Aug 2000 Internet Oficial Protoco

St andar ds
This menpo describes the current state of standardi zation of protocols
used in the Internet as determined by the Internet Engineering Task
Force (I ETF). [ STANDARDS TRACK]

Security Considerations

Security issues are not discussed in this nmeno.
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Ful | Copyright Statenent
Copyright (C The Internet Society (YEAR). All Rights Reserved.

Thi s docunent and translations of it may be copied and furnished to
ot hers, and derivative works that conment on or otherwi se explain it
or assist inits inplenentation may be prepared, copied, published
and distributed, in whole or in part, without restriction of any

ki nd, provided that the above copyright notice and this paragraph are
i ncluded on all such copies and derivative works. However, this
docunent itself may not be nodified in any way, such as by renoving
the copyright notice or references to the Internet Society or other
I nternet organi zati ons, except as needed for the purpose of
devel opi ng Internet standards in which case the procedures for
copyrights defined in the Internet Standards process nust be
followed, or as required to translate it into |anguages ot her than
Engl i sh.

The Iimted perm ssions granted above are perpetual and will not be
revoked by the Internet Society or its successors or assigns.

Thi s docunent and the information contained herein is provided on an
"AS | S" basis and THE | NTERNET SOCI ETY AND THE | NTERNET ENG NEERI NG
TASK FORCE DI SCLAI M5 ALL WARRANTI ES, EXPRESS OR | MPLI ED, | NCLUDI NG
BUT NOT LI M TED TO ANY WARRANTY THAT THE USE OF THE | NFORVATI ON
HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED WARRANTI ES OF
MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE
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