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Status of this Meno
This meno provides information for the Internet community. This nmeno
does not specify an Internet standard of any kind. Distribution of
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1. Introduction - General recommendations

Thi s docunent is an extension to STD35, RFCL006, a standard for the
Internet conmunity. The document does not duplicate the protocol
definitions contained in RFCL006 and in International Standard |ISO
8073. It supplenents that information with the description of howto
i mpl enent | SO Transport Class 2 Non-use of Explicit Flow Control on
top of TCP.

The document shoul d be used in conjunction with the RFCL006 and | SO
8073.

The RFCL006 standard defines how to inplenment |SO 8073 Transport
Class 0 on top of TCP. This menp defines how to inplenment |SO 8073
Transport Cass 2 Non-use of Explicit Flow Control on top of TCP.

Li ke 1 SO Transport Class 0, Cass 2 Non-use of Explicit Flow Control
provi des basic connection with m nimal overhead.

A Transport protocol class is selected for a particular Transport
connection based upon the characteristics of the |ower |layers and the
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requi renents of the upper layer. Use of class 2 Non-use of Explicit
Fl ow Control is suitable when the use of separate virtual data
channel s for normal and expedited Data are desirable or when an
explicit disconnection of the Transport connection is desirable.

Hosts which choose to inplenent this extension are expected to listen
on the well-known TCP port nunber 399.

It is recormended that the well-known RFC1006 TCP port 102 not be
used. This recommendation is done to mnimse inpact to an existing
RFC1006 i npl enent ati on.

The nmeno al so describes the use of this extension within the D G TAL
Net wor k Architecture (DNA).

2. The protoco
The protocol specified by this nmeno is fundanentally equivalent to
the protocol SO 8073 Transport Class 2 Non-use of Explicit Flow
Control, with the follow ng extensions:

- Expedited Data service is supported.

- Splitting and Reconbining may be used for Expedited Data
transm ssion.

- The Network Service used is provided by TCP

The 1 SO 8073 Transport protocol Class 2 allows Miultiplexing. It is
recormended that this capability not be use for perfornmance reasons.

The 1 SO 8073 Transport protocol exchanges information between peers
in discrete units of information called transport protocol data units
(TPDUs). The protocol defined in this menp encapsul ates these TPDUs
in discrete units called TPKTs. The structure of these TPKTs and
their relationship to TPDUs are di scussed in the next sections.

2.1 TCP service as a Network Service - The Prinmitives
The mappi ng between the TCP service primtives and the service

primtives expected by | SO 8073 Transport when operation over
Connection-oriented network service is straightforward.
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Not e:
RFC1006 st andard.
networ k service
CONNECTI ON ESTABLI SHVENT

N- CONNECT. REQUEST

N- CONNECT. | NDI CATI ON

N- CONNECT. RESPONSE

N- CONNECT. CONFI RVATI ON
DATA TRANSFER

N- DATA. REQUEST

N- DATA. | NDI CATI ON
CONNECTI ON RELEASE

N- DI SCONNECT. REQUEST

N- DI SCONNECT. | NDI CATI ON connecti on cl oses or
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The foll owi ng description of the mapping is a repeat fromthe

TCP

open conpl etes

i sten (PASSIVE open) finishes
listen compl etes

open (ACTI VE open) finishes

send data

data ready foll owed by read data

cl ose

errors

Mappi ng paranmeters between the TCP service and the network service is

al so straightforward:

network service

CONNECTI ON ESTABLI SHVENT
Cal | ed address
Cal li ng address
all others

DATA TRANSFER
NS- user data (NSDU)

CONNECTI ON RELEASE

all parameters
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server’s | P address (4 octets)

client’s I P address (4 octets)

i gnor ed

dat a

i gnor ed
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2.2 Connection Establishment

The principles used in connection establishment are based upon those
described in 1SO 8073, with the foll ow ng extensions.

- Connection Request and Connection Confirmation TPDUs nay negoti ate
the use of Expedited Data transfer using the negotiation mechani sm
specified in | SO 8073.

- Connection Request and Connection Confirmation TPDUs must not
negotiate the Use of Explicit Flow Control

To perform an N CONNECT. REQUEST action, the TS-peer perforns an
active open to the desired | P address using the well know TCP port
399. \When the TCP signals either success or failure, this results in
an N- CONNECT. | NDI CATI ON act i on.

To await an N CONNECT. | NDI CATI ON event, a server listens on the well
know TCP port 399. When a client successfully connects to this port,
the event occurs and an inplicit N CONNECT. RESPONSE action is

per f or med.

2.3 Data Transfer

The el ements of procedure used during transfer are based upon those
presented in | SO 8073, with the two foll ow ng extensions.

- Expedited Data may be supported (if negotiated during connection
establ i shnent).

In Non-Use of Explicit Flow Control Expedited Data requires no
Expedi ted Data Acknow edgemnent.

- Splitting and Reconbi ning may be used for Expedited Data
transm ssion.

The procedure of Splitting and Reconbining allows a transport
connection to make use of multiple TCP connecti ons.

TCP connections created for Splitting purposes should al so use
the primtives described in 2.1.

It is recoomended to only create a second TCP connection for
Expedi ted Data when transm ssion of Expedited Data is requested.

Expedited Data nust only be sent over an outgoing TCP connection
This second TCP connection nust not be shared anong transport
connections and nust remain established until the transport
connection is termnated, at which time it nust be cl osed.
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| mpl enentors note: The procedure of Splitting and Recomnbi ning for
Expedited Data transm ssion guaranties that a congested Norrmal Data
TCP connection cannot bl ock an Expedited Data TCP connection. It also
ensures i ndependence of the Normal Data TCP connection fromthe
Expedited Data TCP connecti on

To perform an N DATA. REQUEST action, the TS-peer constructs the
desired TPKT and uses the TCP send data primtive.

To trigger an N DATA. | NDI CATI ON action, the TCP indicates that data
is ready and a TPKT is read using the TCP read data primtive.

2.4 Connection Rel ease

The el ements of procedure used during a connection rel ease are
identical to those presented in | SO 8073.

A connection can be terminated by the user in one of two ways:

- Abort Disconnect specifies that all nessages at the source are not
required to be sent to the destination before the connection is
di sconnect ed.

- Synchronous Di sconnect specifies that all nessages at the source
nust be sent to the destination, and that all nessages at the
destinati on nust be delivered, before the connection is
di sconnect ed.

Di sconnect Request and Di sconnect Confirmation TPDUs are exchanged in
both cases. The Disconnect Request TPDU carries a code indicating the
reason for the disconnection.

In the case of a Synchronous Di sconnect the Di sconnect Request reason
code is normal (80 hex). For an Abort Di sconnect the Di sconnect
Request reason code is normal with additional information paraneter
val ue set to (c0 hex).

Upon recei pt of a Disconnect Confirmation TPDU a N DI SCONNECT. REQUEST
action is performed to close the TCP connection

If the TCP connection fails for sone other reason, this generates an
N- DI SCONNECT. | NDI CATI ON event .

3. Packet Fornat
A fundanental difference between TCP and the network service expected

by 1SO transport is that TCP manages a conti nuous stream of octets,
with no explicit boundaries.
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The protocol described in RFCL006 uses a sinple packetization schene
in order to delimt TPDUs. Each packet, termed a TPKT, consists of
two parts: a packet-header and a TPDU

We use the sane schene described in RFCL006 for this extension
There is no need to change the version nunber. The |1SO transport TPDU
sufficiently describes the transport protocol class being used.

The format of the packet-header described belowis a repeat from
RFC1006.

0 1 2 3
01234567890123456789012345678901
s S S i I S R R e h T Tk e S S S o T S

| vrsn | reserved | packet |ength
B i aT T ST S O S it T ol STEE S U SR U S e O S S N S S

wher e:
vrsn 8 bits

This field is always 3 for the version of the protoco
described in this nmeno.

packet |ength 16 bits (mn=7, nmax=65535)

The packet length is the Iength of the entire packet in
octets, including packet-header.

The format of the 1SO transport TPDU is defined in |1 SO 8073.
4. DI G TAL DECnet over TCP/IP

DECnet over TCP/IP is inplemented using the DEChet Session Contro
| ayer over this RFC1006 extension protocol

The infornmati onal RFC defined in this docunent provides the Transport
Service functionality required by DECnet Applications while operating
over TCP/IP.

The next paragraph is a brief summary of the role of the DECnet
Session Control Layer. For further details, refer to the DA TAL DNA
Session Control Layer Specification

The DECnet Session Control Layer nmakes a Transport Service avail able
to End Users of a network. This layer is concerned with system
dependent functions related to creating, maintaining, and destroying
Transport Connections. Separate virtual data channels, known as
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“"Normal" and "Expedited", are provided to End Users. DECnet
Session Control nust be guaranteed i ndependence of these channels by
the Transport Layer. Expedited Data transm ssion cannot be bl ocked by
a congested nornmal data channel. DECnet Session Control requires that
all data in transit be delivered before initiating the rel ease of the
Transport Connecti on.

DECnet, DNA, and the DIA TAL | ogo are tradenmarks of Digital Equipnent
Cor por ati on.
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Security Considerations
Security issues are not discussed in this meno.
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