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Status of this Menp

This meno provides information for the Internet conmunity. This nmeno
does not specify an Internet standard of any kind. Distribution of
this nmeno is unlimnmted.

Abst ract

CSl | ower | ayer protocols, conprising the connectionl ess network
protocol (CLNP) and supporting routing protocols, are deployed in
some parts of the global Internet. Mintenance and debuggi ng of CLNP
connectivity is greatly aided by support in the Domain Name System
(DNS) for mappi ng between nanes and NSAP addresses.

Thi s docunent defines the format of one new Resource Record (RR) for
the DNS for domain nane-to- NSAP mappi ng. The RR may be used with any
NSAP address format.

NSAP-t o-nane translation is acconplished through use of the PTR RR
(see STD 13, RFC 1035 for a description of the PTR RR). This paper
descri bes how PTR RRs are used to support this translation.

Thi s docunent obsol etes RFC 1348 and RFC 1637.
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1

| ntroducti on

CSl | ower | ayer protocols, conprising the connectionl ess network
protocol (CLNP) [5] and supporting routing protocols, are deployed in
some parts of the global Internet. Mintenance and debuggi ng of CLNP
connectivity is greatly aided by support in the Donmamin Nane System
(DNS) [7] [8] for mapping between nanes and NSAP (network service
access point) addresses [6] [Note: NSAP and NSAP address are used

i nt erchangeably t hroughout this nmeno].

Thi s docunent defines the format of one new Resource Record (RR) for
the DNS for domain nane-to- NSAP nappi ng. The RR may be used with any
NSAP address fornat.

NSAP-t o- nane translation is acconplished through use of the PTR RR
(see RFC 1035 for a description of the PTR RR). This paper describes
how PTR RRs are used to support this translation

This nmeno assunes that the reader is famliar with the DNS. Sone
famliarity with NSAPs is useful; see [1] or Annex A of [6] for
addi tional infornmation.

Backgr ound

The reason for defining DNS mappings for NSAPs is to support the

exi sting CLNP deployment in the Internet. Debugging with CLNP ping
and traceroute has becone nore difficult with only numeric NSAPs as
the scal e of deploynent has increased. Current debugging is supported
by mai ntai ni ng and exchanging a configuration file w th name/ NSAP
mappi ngs simlar in function to hosts.txt. This suffers fromthe | ack
of a central coordinator for this file and also fromthe perspective
of scaling. The forner describes the nbpst serious short-term
problem Scaling of a hosts.txt-1ike solution has well-known | ong-
term scaling difficiencies.

Scope
The nethods defined in this paper are applicable to all NSAP formats.

As a point of reference, there is a distinction between registration
and publication of addresses. For |IP addresses, the 1ANA is the root
registration authority and the DNS a publicati on nethod. For NSAPs,
Annex A of the network service definition, |1S08348 [6], describes the
root registration authority and this nmeno defines how the DNS is used
as a publication nethod.
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4.

Structure of NSAPs

NSAPs are hierarchically structured to allow distributed

adm ni stration and efficient routing. Distributed adnm nistration
perm ts subdel egat ed addressing authorities to, as allowed by the
del egator, further structure the portion of the NSAP space under
their delegated control. Acconpdating this distributed authority
requires that there be little or no a priori know edge of the
structure of NSAPs built into DNS resolvers and servers.

For the purposes of this meno, NSAPs can be thought of as a tree of
identifiers. The root of the tree is 1S08348 [6], and has as its

i medi ately regi stered subordi nates the one-octet Authority and
Format Identifiers (AFls) defined there. The size of subsequently-
defined fields depends on which branch of the tree is taken. The
depth of the tree varies according to the authority responsible for
defi ni ng subsequent fields.

An exanple is the authority under which U S. GOSIP defines NSAPs [2].
Under the AFl of 47, NIST (National Institute of Standards and
Technol ogy) obtained a value of 0005 (the AFl of 47 defines the next
field as being two octets consisting of four BCD digits fromthe

I nternati onal Code Designator space [3]). N ST defined the subsequent
fields in [2], as shown in Figure 1. The field inmediately follow ng
0005 is a format identifier for the rest of the U S. GOSI P NSAP
structure, with a hex value of 80. Following this is the three-octet
field, values for which are allocated to network operators; the
registration authority for this field is delegated to GSA (Cenera
Servi ces Admi nistration).

The | ast octet of the NSAP is the NSelector (NSel). In practice, the
NSAP mi nus the NSel identifies the CLNP protocol machine on a given
system and the NSel identifies the CLNP user. Since there can be
nore than one CLNP user (meaning nmultiple NSel values for a given
"base" NSAP), the representation of the NSAP shoul d be CLNP-user

i ndependent. To achieve this, an NSel value of zero shall be used
with all NSAP val ues stored in the DNS. An NSAP with NSel =0
identifies the network layer itself. It is left to the application
retrieving the NSAP to determ ne the appropriate value to use in that
i nstance of communication.

When CLNP is used to support TCP and UDP services, the NSel val ue
used is the appropriate | P PROTO val ue as registered with the | ANA
For "standard" OSI, the selection of NSel values is left as a matter
of local admnistration. Adm nistrators of systens that support the
OSl transport protocol [4] in addition to TCP/UDP nust sel ect NSels
for use by OSI Transport that do not conflict with the I P PROTO

val ues.
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| <-- IDP -->
R TREEEEEELE TS R R EEEEEEEEEEEEEE |
| AFI | 1D | <-- DSP --> |
| ----- e R I
| 47 | 0005 | DFl | A A|Rsvd | RD |Area | ID | Sel
| ----- EEEEEEEE | ----- -] [ --] - e EEEN
octets | 1 | 2 | 12 |3 | 2 |2 | 2 | 6 |1

| ----- EETEEES | ----- R EETEE EEERIEETEE EEERIEEEN

| DP Initial Dormain Part

AF| Authority and Fornmat Identifier

| Dl Initial Domain |dentifier

DSP Donmai n Specific Part

DFI DSP Format |ldentifier

AA Admi ni strative Authority

Rsvd Reser ved

RD Routing Domain Identifier

Area Area ldentifier

I D System I dentifier

SEL NSAP Sel ect or

Figure 1: GOSIP Version 2 NSAP structure.

In the NSAP RRs in Master Files and in the printed text in this nmeno,
NSAPs are often represented as a string of "."-separated hex val ues.
The val ues correspond to convenient divisions of the NSAP to nake it
nore readabl e. For exanple, the "."-separated fields mght correspond
to the NSAP fields as defined by the appropriate authority (RARE

US. GOSIP, ANSI, etc.). The use of this notation is strictly for
readability. The "."s do not appear in DNS packets and DNS servers
can ignore themwhen reading Master Files. For exanple, a printable
representation of the first four fields of a U S. GOSI P NSAP i ght

| ook |ike

47.0005. 80. 005a00
and a full U S. GOSIP NSAP m ght appear as
47.0005. 80. 005a00. 0000. 1000. 0020. 00800a123456. 00.
QO her NSAP formats have different | engths and different
adnm nistratively defined field widths to acconodate different

requi renents. For nore information on NSAP formats in use see RFC
1629 [1].
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5.

The NSAP RR

The NSAP RR is defined with menonic "NSAP' and TYPE code 22
(decimal) and is used to nmap from domai n nanes to NSAPs. Nane-t o- NSAP
mappi ng in the DNS using the NSAP RR operates anal ogously to IP
address | ookup. A query is generated by the resolver requesting an
NSAP RR for a provided domai n nane.

NSAP RRs conformto the top level RR format and semantics as defined
in Section 3.2.1 of RFC 1035.

1 1 1 1 1 1
0 1 2 3 45 6 7 8 9 0 1 2 3 4 5
I T e e S T I S e S I e
| |
/ /
/ NAME /
| |
I T e T T e e T i I R S
| TYPE = NSAP
I e T e e S i s I P S e S S
| CLASS = IN |
R i I I S e S e T I IS S R s 2
| TTL |
| |
I T e e S T I S e S I e
| RDLENGTH
T S S T LT ey S SR R S e
/ RDATA /
/ /
I T e T T e e T i I R S
wher e:
*  NAME: an owner nane, i.e., the nane of the node to which this

resource record pertains.
* TYPE: two octets containing the NSAP RR TYPE code of 22 (decimal).
* CLASS: two octets containing the RRIN CLASS code of 1.

* TTL: a 32 bit signed integer that specifies the tine interval in
seconds that the resource record may be cached before the source
of the information should again be consulted. Zero val ues are
interpreted to nean that the RR can only be used for the
transaction in progress, and should not be cached. For exanpl e,
SQA records are always distributed with a zero TTL to prohibit
caching. Zero values can also be used for extrenely volatile data.
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* RDLENGTH. an unsigned 16 bit integer that specifies the length in
octets of the RDATA field.

* RDATA: a variable length string of octets containing the NSAP
The value is the binary encoding of the NSAP as it woul d appear in
the CLNP source or destination address field. A typical exanple of
such an NSAP (in hex) is shown below. For this NSAP, RDLENGTH is
20 (decimal); "."s have been onitted to enphasize that they don’t
appear in the DNS packets.

39840f 80005a0000000001e13708002010726€e00
NSAP RRs cause no additional section processing.
6. NSAP-to-nane Mapping Using the PTR RR

The PTR RRis defined in RFC 1035. This RRis typically used under
the "I N-ADDR ARPA" domain to map from | Pv4 addresses to donmai n nanes.

Simlarly, the PTR RRis used to map from NSAPs to domai n names under
the "NSAP. | NT" domain. A domain name is generated fromthe NSAP
according to the rul es described below. A query is sent by the

resol ver requesting a PTR RR for the provided domai n nane.

A donmain nane is generated froman NSAP by reversing the hex nibbles
of the NSAP, treating each nibble as a separate subdomai n, and
appendi ng the top-Ievel subdomain nane "NSAP.INT" to it. For exanple,
the domain nane used in the reverse | ookup for the NSAP

47.0005. 80. 005a00. 0000. 0001. e133. ffffff000162. 00
woul d appear as

0.0.2.6.1.0.0.0.f.f.f.f.f.f.3.3.1.e.1.0.0.0.0.0.0.0.0.0.a.5.0.0. \
0.8.5.0.0.0.7.4. NSAP. | NT.

[l npl enmentation note: For sanity’'s sake user interfaces should be
designed to allow users to enter NSAPs using their natural order
i.e., as they are typically witten on paper. Al so, arbitrary "."
shoul d be all owed (and ignored) on input.]

S

7. Master File Format

The format of NSAP RRs (and NSAP-rel ated PTR RRs) in Master Files
conforms to Section 5, "Master Files," of RFC 1035. Bel ow are
exanpl es of the use of these RRs in Master Files to support nane-to-
NSAP and NSAP-t o- name mappi ng.
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The NSAP RR introduces a new hex string fornmat for the RDATA field.
The format is "Ox" (i.e., a zero followed by an 'x’ character)
followed by a variable length string of hex characters (0 to 9, ato
f). The hex string is case-insensitive. "."s (i.e., periods) may be
inserted in the hex string anywhere after the "0Ox" for readability.
The "."s have no significance other than for readability and are not
propagated in the protocol (e.g., queries or zone transfers).

’

vi..; Master File for domain nsap.nist.gov.

@ I'N SOA ermu. ncsl . nist.gov. root.emu. ncsl.nist.gov. (

1994041800 ; Serial - date
1800 ; Refresh - 30 mnutes
300 ; Retry - 5 mnutes
604800 ; Expire - 7 days
3600 ) ; Mnimm- 1 hour

I'N NS enu. ncsl . ni st. gov.

I N NS tuba. nsap. | anl . gov.

$O?I G N nsap. ni st. gov.

: host s
bsdi 1 NSAP 0x47.0005. 80. 005a00. 0000. 0001. e133.ffffff000161. 00
A 129. 6. 224. 161

H NFO PC 486 BSDi 1.1

2z22 Z22Z2 Z2Z22Z2 2Z22Z2Z2

bsdi 2 NSAP 0x47.0005. 80. 005a00. 0000. 0001. e133. ffffff000162. 00
A 129. 6. 224. 162

H NFO PC_486 BSD 1.1

E:ursi ve NSAP 0x47.0005. 80. 005a00. 0000. 0001. e133. ffffff000171. 00
A 129. 6. 224. 171

H NFO PC 386  DOS_5. 0/ NCSA_Tel net ( TUBA)

i' nfi del NSAP  0x47.0005. 80. 005a00. 0000. 0001. e133.ffffff000164. 00
A 129. 6. 55. 164

HI NFO PC/ 486 BSDi 1. 0( TUBA)

; routers

é:i scol N NSAP 0x47.0005. 80. 005a00. 0000. 0001. e133. aaaaaa000151. 00
IN A 129. 6. 224. 151
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IN A 129. 6. 225. 151
IN A 129. 6. 229. 151
3cont IN NSAP 0x47.0005. 80.005a00. 0000. 0001. e133. aaaaaa000111. 00
IN A 129.6.224. 111
IN A 129.6.225.111
IN A 129. 6. 228. 111
;;;;;; Master File for reverse mappi ng of NSAPs under the
T NSAP prefi x:
SRR 47.0005. 80. 005200. 0000. 0001. 133
@ I'N SOA ermu. ncsl . nist.gov. root.emu. ncsl.nist.gov. (
1994041800 ; Serial - date
1800 ; Refresh - 30 minutes
300 ; Retry - 5 mnutes
604800 ; Expire - 7 days
3600 ) ; Mnimm- 1 hour
I'N NS enu. ncsl . ni st. gov.
I'N NS t uba. nsap. | anl . gov.

éCRIGIN 3.3.1.e.1.0.0.0.0.0.0.0.0.0.a.5.0.0.0.8.5.0.0.0. 7. 4. NSAP. | NT.
0.0.1.6.1.0.0.0.f.f.f.f.f.f IN PTR bsdi 1. nsap. ni st. gov.

6.0.2.6.1.0.0.0.f.f.f.f.f.f I N PTR bsdi 2. nsap. ni st. gov.

o~
o
=
N
=
o
o
o

off f f.f IN PTR cursive. nsap. ni st. gov.

o~
o
B
o
-
o
o
o

off f f f IN PTR infidel.nsap.nist.gov.

o-
e
=

.5.1.0.0.0.a.a.a.a.a.a IN PTR ciscol. nsap. ni st. gov.

o--

.0.1.1.1.0.0.0.a.a.a.a.a.a IN PTR 3comnl. nsap. ni st. gov.
8. Security Considerations

Security issues are not discussed in this menp.
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