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Abst ract

The Session Description Protocol (SDP) provides nechanisns to
describe attributes of multinedia sessions and of individual nedia
streans (e.g., Real-tine Transport Protocol (RTP) sessions) within a
nmul ti nedi a session, but does not provide any nechanismto describe

i ndi vi dual nedia sources within a nmedia stream This docunent
defines a nechanismto describe RTP media sources, which are
identified by their synchronization source (SSRC) identifiers, in
SDP, to associate attributes with these sources, and to express

rel ati onshi ps anong sources. It also defines several source-|evel
attributes that can be used to describe properties of nedia sources.
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1. Introduction

The Session Description Protocol (SDP) [RFC4566] provides nechani sns
to describe attributes of nultinmedia sessions and of nedia streans
(e.g., Real-tinme Transport Protocol (RTP) [RFC3550] sessions) within
a mul tinedi a session, but does not provide any mechani smto describe
i ndi vidual media sources within a nedia stream
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Several recently proposed protocols, notably RTP single-source

nmul ticast [ EXT-SSM, have found it useful to describe specific nedia
sources in SDP nmessages. Single-source nulticast, in particular
needs to ensure that receivers’ RTP synchronization source (SSRC)
identifiers do not collide with those of nedia senders, as the RTP
specification [ RFC3550] requires that colliding sources change their
SSRC val ues after a collision has been detected. Earlier work has
used nechani sns specific to each protocol to describe the individua
sources of an RTP session.

Mor eover, whereas the Real -time Transport Protocol (RTP) [RFC3550] is
defined as allowing nultiple sources in an RTP session (for exanple,
if a user has nore than one canera), SDP has no existing nechani sm
for an endpoint to indicate that it will be using nultiple sources or
to describe their characteristics individually.

To address all these problens, this docunent defines a mechanismto
descri be RTP sources, identified by their synchronization source
(SSRC) identifier, in SDP, to associate attributes with these
sources, and to express relationshi ps anong individual sources. It
al so defines a nunber of new SDP attributes that apply to individua
sources ("source-level" attributes), describes how a nunber of

exi sting nedia stream ("nedi a-level ") attributes can also be applied
at the source level, and establishes | ANA registries for source-|eve
attributes and source groupi ng senantics.

2. Term nol ogy

The key words "MJST", "MJST NOT", "REQU RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOWMENDED', "MAY"', and "OPTIONAL" in this
docunent are to be interpreted as described in RFC 2119 [ RFC2119] and
i ndi cate requirenent levels for conpliant inplenentations.

3. Overview

In the Real -time Transport Protocol (RTP) [ RFC3550], an association
anmong a group of comunicating participants is known as an RTP
Session. An RTP session is typically associated with a single
transport address (in the case of nulticast) or comrunication flow
(in the case of unicast), though RTP translators and singl e-source
mul ticast [ EXT-SSM can make the situation nore complex. RITP
topol ogi es are discussed in nore detail in [RFC5117].

Wthin an RTP session, the source of a single stream of RTP packets
is known as a synchronization source (SSRC). Every synchronization
source is identified by a 32-bit nuneric identifier. 1In addition
receivers (who may never send RTP packets) al so have source
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identifiers, which are used to identify their RTP Control Protoco
(RTCP) receiver reports and other feedback nessages.

Messages of the Session Description Protocol (SDP) [RFC4A566], known
as session descriptions, describe multimedia sessions. A multinmedia
session is a set of nmultinedia senders and receivers as well as the
data streans flowing fromsenders to receivers. A nultinedia session
contains a nunber of media streams, which are the individual RTP
sessions or other nmedia paths over which one type of nultinedia data
is carried. Information that applies to an entire multimedi a session
is called session-level information, while information pertaining to
one nmedia streamis called nedia-level information. The collection
of all the information describing a nedia streamis known as a nedi a
description. (Media descriptions are also sonetines known infornmally
as SDP "m'-lines, after the SDP syntax that begins a nedia
description.) Several standard information elements are defined at
both the session level and the nedia |l evel. Extended information can
be included at both levels through the use of attributes.

(The term "nmedi a stream' does not appear in the SDP specification
itself, but is used by a nunber of SDP extensions, for instance,
Interactive Connectivity Establishnent (1CE) [ICE], to denote the
obj ect described by an SDP nedi a description. This termis
unfortunately rather confusing, as the RTP specification [ RFC3550]
uses the term"nedia streant to refer to an individual nedia source
or RTP packet stream identified by an SSRC, whereas an SDP mnedi a
stream descri bes an entire RTP session, which can contain any nunber
of RTP sources. In this docunent, the term"nmedia streanf neans an
SDP nedia stream i.e., the thing described by an SDP nedi a
description, whereas "nedia source" is used for a single source of
nedi a packets, i.e., an RTP nedia stream)

The core SDP specification does not have any way of descri bing

i ndi vi dual medi a sources, particularly RTP synchronization sources,
within a media stream To address this problem in this docunent we
introduce a third level of infornation, called source-I|eve
information. Syntactically, source-level infornation is described by
a new SDP nedi a-1evel attribute, "ssrc", which identifies specific
synchroni zati on sources within an RTP session and acts as a neta-
attribute mappi ng source-level attribute information to these

sour ces.

Thi s docunent al so defines an SDP nedi a-1evel attribute, "ssrc-
group”, which can represent rel ationships anong nedia sources within
an RTP session in much the same way as the "group" attribute

[ RFC3388] represents rel ationships anong nedia streans within a

mul ti nedi a sessi on.
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4. Media Attributes

This section defines two nedi a-1evel attributes, "ssrc" and "ssrc-
group".

4.1. The "ssrc" Media Attribute

a=ssrc: <ssrc-id> <attribute>
a=sSrc: <ssrc-id> <attribute>: <val ue>

The SDP media attribute "ssrc" indicates a property (known as a
"source-level attribute") of a nmedia source (RTP strean) within an
RTP session. <ssrc-id> is the synchronization source (SSRC) ID of the
source being described, interpreted as a 32-bit unsigned integer in
network byte order and represented in decimal. <attribute> or
<attribute>: <val ue> represents the source-level attribute specific to
the given nmedia source. The source-level attribute follows the
syntax of the SDP "a=" line. 1t thus consists of either a single
attribute nane (a flag) or an attribute nanme and val ue, e.g.
"cnane: user @xanpl e.conm'. No attributes of the forner type are
defined by this docunent.

Wthin a media stream "ssrc" attributes with the sane val ue of
<ssrc-id> describe different attributes of the same nmedia sources.
Across nedi a streans, <ssrc-id> values are not correlated (unless
correlation is indicated by nedi a-stream groupi ng or sone ot her
mechani sn) and MAY be repeat ed.

Each "ssrc" nmedia attribute specifies a single source-level attribute
for the given <ssrc-id>  For each source nentioned in SDP, the
source-level attribute "cname", defined in Section 6.1, MJST be

provi ded. Any nunber of other source-level attributes for the source
MAY al so be provided.

The "ssrc" nedia attribute MAY be used for any RTP-based medi a
transport. It is not defined for other transports.

If any other SDP attributes also nention RTP SSRC val ues (for

exanple, Multinmedia Internet KEYing (MKEY) [RFC3830] [RFC4567]), the
val ues used MJST be consistent. (These attributes MAY provide

addi tional information about a source described by an "ssrc”
attribute or MAY describe additional sources.)

Though the source-level attributes specified by the ssrc property
foll ow the sane syntax as session-level and nedia-1evel attributes,
they are defined i ndependently. Al source-level attributes MJST be
regi stered with 1ANA, using the registry defined in Section 12.2.
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Figure 4 in Section 10 gives a fornal Augnmented Backus- Naur Form
(ABNF) [ RFC5234] grammar for the "ssrc" attribute.

The "ssrc" nedia attribute is not dependent on charset.
4.2. The "ssrc-group" Media Attribute
a=ssrc-group: <semantics> <ssrc-id> ..

The SDP media attribute "ssrc-group"” expresses a relationship anong
several sources of an RTP session. It is analogous to the "group”
session-level attribute [ RFC3388], which expresses a relationship
anong nmedia streans in an SDP nultinedia session (i.e., a

rel ati onship anong several logically related RTP sessions). As
sources are already identified by their SSRC | Ds, no anal ogous
property to the "md" attribute is necessary; groups of sources are
identified by their SSRC IDs directly.

The <semantics> paraneter is taken fromthe specification of the
"group" attribute [RFC3388]. The initial semantic val ues defined for
the "ssrc-group" attribute are FID (Flow lIdentification) [RFC3388]
and FEC (Forward Error Correction) [RFCA756]. |In each case, the

rel ati onshi p anmong the grouped sources is the same as the

rel ati onshi p anong correspondi ng sources in nedia streans grouped
using the SDP "group" attribute.

Though the "ssrc-group" semantic values follow the sane syntax as
"group" semantic values, they are defined i ndependently. Al "ssrc-
group” semantic val ues MJIST be registered with | ANA, using the
registry defined in Section 12.3.

(The other "group" semantics registered with ANA as of this witing
are not useful for source grouping. LS (Lip Synchronization)

[ RFC3388] is redundant for sources within a nedia streamas RTP
sources with the sane CNAME are inmplicitly synchronized in RTP. SRF
(Single Reservation Flow) [RFC3524] and ANAT (Al ternative Network
Address Types) [RFC4091] refer specifically to the nmedia streamis
transport characteristics. CS (Conposite Session) [FLUTE] is used to
group FLUTE sessions, and so is not applicable to RTP.)

The "ssrc-group” attribute indicates the sources in a group by
listing the <ssrc-id>s of the sources in the group. It MJST |list at
| east one <ssrc-id> for a group and MAY |ist any nunber of additiona
ones. Every <ssrc-id> listed in an "ssrc-group" attribute MJST be
defined by a corresponding "ssrc:" line in the same nedi a
descri pti on.

The "ssrc-group” nedia attribute is not dependent on charset.
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5.

Figure 5 in Section 10 gives a fornal Augnmented Backus- Naur Form
(ABNF) [RFC5234] grammar for the "ssrc-group” attribute.

Usage of ldentified Source lIdentifiers in RTP

The synchroni zation source identifiers used in an RTP session are
chosen randomy and i ndependently by endpoints. As such, it is
possi ble for two RTP endpoints to choose the sane SSRC identifier
Though the probability of this is low, the RTP specification

[ RFC3550] requires that all RTP endpoints MJST be prepared to detect
and resol ve collisions.

As a result, all endpoints MIST be prepared for the fact that

i nformati on about specific sources identified in a nmedia stream night
be out of date. The actual binding between SSRCs and source CNAMES
can only be identified by the source description (SDES) RTCP packets
transmtted on the RTP session

When endpoi nts are choosing their own | ocal SSRC val ues for nedia
streans for which source-level attributes have been specified, they
MUST NOT use for thensel ves any SSRC identifiers nentioned in nedia
descriptions they have received for the media stream

However, sources identified by SDP source-level attributes do not

ot herwi se affect RTP transport logic. Specifically, sources that are
only known through SDP, for which neither RTP nor RTCP packets have
been received, MJUST NOT be counted for RTP group size estimation, and
report bl ocks MJUST NOT be sent for themin SR or RR RTCP nessages.

Endpoi nts MUST NOT assune that only the sources nmentioned in SDP wil|
be present in an RTP session; additional sources, with previously
unnenti oned SSRC | Ds, can be added at any tine, and endpoints MJST be
prepared to receive packets fromthese sources. (How endpoints
handl e such packets is not specified here; they SHOULD be handl ed in
the sanme manner as packets from additional sources would be handl ed
had t he endpoint not received any a=ssrc: attributes at all.)

An endpoint that observes an SSRC col lision between its explicitly
signal ed source and another entity that has not explicitly signaled
an SSRC MAY delay its RTP collision-resolution actions [RFC3550] by
5*1.5*Td, where Td is the determnistic, calculated, reporting
interval for receivers defined in Section 6.3.1 of the RTP
specification [ RFC3550], to see whether the conflict still exists.
(This gives precedence to explicitly signaled sources and places the
burden of collision resolution on non-signaled sources.) SSRC
collisions between multiple explicitly-signaled sources, however,
MJST be acted upon i medi ately.
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If, following RTP's collision-resolution procedures [RFC3550], a
source identified by source-level attributes has been forced to
change its SSRC identifier, the author of the SDP containing the
source-level attributes for these sources SHOULD send out an updated
SDP session description with the new SSRC if the nmechani sm by which
SDP is being distributed for the nultinedia session has a mechani sm
to distribute updated SDP. This updated SDP MJUST include a
"previous-ssrc" source-level attribute, described in Section 6.2,
listing the source’s previous SSRC ID. (If only a single source with
a given CNAME has collided, the other RTP session menbers can infer a
correspondence between the source’s old and new SSRC | Ds wi t hout
requiring an updated session description. However, if nore than one
source collides at once, or if sources are |eaving and re-joining,
this inference is not possible. To avoid confusion, therefore,
sendi ng updated SDP nessages is al ways RECOVMENDED. )

Endpoi nts MJUST NOT reuse the sane SSRC ID for identified sources with
the same CNAME for at |east the duration of the RTP session’'s
participant tinmeout interval (see Section 6.3.5 of [RFC3550]). They
SHOULD NOT reuse any SSRC I D ever nentioned in SDP (either by
thensel ves or by other endpoints) for the entire lifetine of the RTP
sessi on.

Endpoi nts MUST be prepared for the possibility that other parties in
the session do not understand SDP source-level attributes, unless
some hi gher-1evel mechanismnormatively requires them See Section 9
for nmore discussion of this.

6. Source Attributes

This section describes specific source attributes that can be applied
to RTP sources.

6.1. The "cnane" Source Attribute
a=ssrc: <ssrc-id> cnane: <chanme>

The "cnanme" source attribute associates a nedia source with its
Canoni cal End-Point ldentifier (CNAVE) source description (SDES)
item This MJST be the CNAME val ue that the media sender will place
inits RTCP SDES packets; it therefore MJIST foll ow the syntax
conventions of CNAME defined in the RTP specification [RFC3550]. |If
a session participant receives an RTCP SDES packet associating this
SSRC with a different CNAME, it SHOULD assune there has been an SSRC
collision and that the description of the source that was carried in
the SDP description is not applicable to the actual source being
received. This source attribute is REQURED to be present if any
source attributes are present for a source. The "cnane" attribute
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MUST NOT occur nore than once for the sane ssrc-id within a given
medi a stream

The "cname" source attribute is not dependent on charset.

Figure 6 in Section 10 gives a fornal Augnmented Backus- Naur Form
(ABNF) [ RFC5234] grammar for the "cnane" attribute.

6.2. The "previous-ssrc" Source Attribute
a=ssrc: <ssrc-id> previous-ssrc:<ssrc-id> ..

The "previous-ssrc" source attribute associates a nedia source with
previous source identifiers used for the same nedia source.
Fol | owi ng an SSRC change due to an SSRC col lision involving a nmedia
source described in SDP, the updated session description describing
the source’s new SSRC (described in Section 5) MJST include the
"previous-ssrc" attribute associating the new SSRC with the old one.
If further updated SDP descriptions are published describing the
nedi a source, the "previous-ssrc" attribute SHOULD be included if the
session description was generated before the participant tineout of
the old SSRC, and MAY be included after that point. This attribute,
if present, MJST list at |east one previous SSRC and MAY |ist any
nunber of additional SSRCs for the source if the source has collided
nore than once. This attribute MJST be present only once for each
source.

The "previous-ssrc" source attribute is not dependent on charset.

Figure 7 in Section 10 gives a fornal Augnmented Backus-Naur Form
(ABNF) [ RFC5234] grammar for the previous-ssrc attribute.

6.3. The "fntp" Source Attribute
a=ssrc:<ssrc> fntp: <format> <format specific parameters>

The "fntp" source attribute allows fornmat-specific paranmeters to be
conveyed about a given source. The <format> paraneter MJST be one of
the media formats (i.e., RTP payload types) specified for the nedia
stream The meaning of the <format specific parameters> i s uni que
for each media type. This parameter MJST only be used for media
types for which source-level fornmat paraneters have explicitly been
speci fied; nedia-level format paranmeters MJST NOT be carried over

bl indly.

The "fntp" source attribute is not dependent on charset.
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6.4. Oher Source Attributes

Thi s docunent only defines source attributes that are necessary or
useful for an endpoint to decode and render the sources in a media
stream It does not include any attributes that would contribute to
an endpoint’s decision to accept or reject a stream e.g., in an

of fer/ answer exchange. Such attributes are for future consideration

7. Exanpl es

This section gives several exanples of SDP descriptions of nedia
sessions containing source attributes. For brevity, only the nedia
sections of the descriptions are given.

mraudi o 49168 RTP/ AVP 0
a=ssrc: 314159 cnane: user @xanpl e. com

Figure 1. Exanple of a declaration of a single synchronization source

The example in Figure 1 shows an audi o stream advertising a single
sour ce.

nmevi deo 49170 RTP/ AVP 96

a=rt pmap: 96 H264/ 90000

a=ssrc: 12345 cnane: anot her - user @xanpl e. com
a=ssrc: 67890 cname: anot her - user @xanpl e. com

Figure 2: Exanple of a nedia stream containing several independent
sources froma single session nmenber

The exanmple in Figure 2 shows a video stream where one parti ci pant
(identified by a single CNAME) has several caneras. The sources
could be further distinguished by RTCP Source Description (SDES)

i nf or mati on.

nmevi deo 49174 RTP/ AVPF 96 98
a=rtpmap: 96 H. 264/ 90000

a=rt pmap: 98 rtx/ 90000

a=f mt p: 98 apt =96; rtx-ti ne=3000
a=ssrc-group: FID 11111 22222

a=ssrc: 11111 cnane: user 3@xanpl e. com
a=ssrc: 22222 cnane: user 3@xanpl e. com
a=ssrc-group: FI D 33333 44444

a=ssrc: 33333 cname: user 3@xanpl e. com
a=ssrc: 44444 cname: user 3@xanpl e. com

Figure 3: Exanple of the relationshi ps anong
several retransm ssion sources
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The exanmple in Figure 3 shows how the rel ati onshi ps anbng sources
used for RTP retransm ssion [ RFC4588] can be explicitly signal ed.
This prevents the conplexity of associating original sources with
retransm ssi on sources when SSRC multiplexing is used for RTP
retransm ssion, as is described in Section 5.3 of [RFC4588].

8. Usage Wth the O fer/Answer Mode

When used with the SDP O f er/ Answer Mdel [RFC3264], SDP source-
specific attributes describe only the sources that each party is
willing to send (whether it is sending RTP data or RTCP report

bl ocks). No nechanismis provided by which an answer can accept or
reject individual sources within a nedia stream if the set of
sources in a nmedia streamis unacceptable, the answerer’s only option
istoreject the media streamor the entire nultinedia session

The SSRC I Ds for sources described by an SDP answer MJST be distinct
fromthe SSRC I Ds for sources of that media streamin the offer.
Simlarly, new SSRC IDs in an updated offer MJST be distinct fromthe
SSRC I Ds for that nmedia stream established in the nost recent offer/
answer exchange for the session and SHOULD be distinct fromany SSRC
I D ever used by either party within the multinedi a session (whether
or not it is still being used).

9. Backward Conpatibility

According to the definition of SDP, interpreters of SDP session
descriptions ignore unknown attributes. Thus, endpoints MJST be
prepared that recipients of their RTP nmedia session nmay not
understand their explicit source descriptions, unless sone externa
nmechani smindicates that they were understood. |n sone cases (such
as RTP Retransm ssion [ RFC4588]), this may constrain sone choices
about the bitstreanms that are transmtted.

Source descriptions are specified in this docunent such that RTP
endpoints that are conpliant with the RTP specification [ RFC3550]
will be able to decode the nedia streans they descri be whether or not
they support explicit source descriptions. However, sone depl oyed
RTP i npl ementati ons may not actually support multiple nmedia sources
in a nedia stream Media senders MAY wish to restrict themselves to
a single source at a tinme unless they have sonme neans of concl uding
that the receivers of the nedia stream support source multipl exing.
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10.

Formal G ammar

This section gives a formal Augnmented Backus- Naur Form ( ABNF)

[ RFC5234] granmar for each of the new media and source attributes
defined in this docunent. Ganmars for existing session or media
attributes that have been extended to be source attributes are not
i ncl uded.

Copyright (c) 2009 | ETF Trust and the persons identified as authors
of the code. Al rights reserved.

Redi stri bution and use in source and binary forns, with or without
nodi fication, are pernmtted provided that the follow ng conditions
are met:

0 Redistributions of source code nmust retain the above copyri ght
notice, this list of conditions and the follow ng disclai ner.

0 Redistributions in binary form nust reproduce the above copyri ght
notice, this list of conditions and the follow ng disclainmer in
the docunentati on and/or other materials provided with the
di stribution.

o Neither the nane of Internet Society, |IETF or |IETF Trust, nor the
nanes of specific contributors, may be used to endorse or pronote
products derived fromthis software w thout specific prior witten
per ni ssi on.

TH' S SOFTWARE | S PROVI DED BY THE COPYRI GHT HOLDERS AND CONTRI BUTORS
"AS IS AND ANY EXPRESS OR | MPLI ED WARRANTI ES, | NCLUDI NG, BUT NOT
LIMTED TO, THE | MPLI ED WARRANTI ES OF MERCHANTABI LI TY AND FI TNESS FOR
A PARTI CULAR PURPCSE ARE DI SCLAI MED. | N NO EVENT SHALL THE COPYRI GHT
OMER OR CONTRI BUTORS BE LI ABLE FOR ANY DI RECT, | NDI RECT, | NCI DENTAL,
SPECI AL, EXEMPLARY, OR CONSEQUENTI AL DAMAGES (| NCLUDI NG, BUT NOT
LIMTED TO, PROCUREMENT OF SUBSTI TUTE GOCDS OR SERVI CES; LOSS OF USE,
DATA, OR PROFITS; OR BUSI NESS | NTERRUPTI ON) HOWEVER CAUSED AND ON ANY
THEORY OF LI ABILITY, WHETHER I N CONTRACT, STRICT LIABILITY, OR TORT
(1 NCLUDI NG NEGLI GENCE OR OTHERW SE) ARI SING | N ANY WAY OQUT OF THE USE
OF TH S SOFTWARE, EVEN | F ADVI SED OF THE PGSSI BI LI TY OF SUCH DAMAGE.
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ssrc-attr = "ssrc:" ssrc-id SP attribute

; The base definition of "attribute" is in RFC 4566.
; (It is the content of "a=" |ines.)

ssrc-id = integer ; 0 .. 2**32 - 1

attribute =/ ssrc-attr

Figure 4: Syntax of the "ssrc" media attribute

ssrc-group-attr = "ssrc-group:" semantics *(SP ssrc-id)

"FEC' / "FID' |/ token
; Matches RFC 3388 definition and
; ANA registration rules in this doc.

semanti cs

t oken = <as defined in RFC 4566>
attribute =/ ssrc-group-attr

Figure 5: Syntax of the "ssrc-group" media attribute

cnanme-attr = "cnane:" cnane

cnane = byte-string

; Followi ng the syntax conventions for CNAME as defined in RFC 3550.
; The definition of "byte-string"” is in RFC 4566.

attribute =/ cnane-attr

Figure 6: Syntax of the "cnane" source attribute

previous-ssrc-attr = "previous-ssrc:" ssrc-id *(SP ssrc-id)
attribute =/ previous-ssrc-attr
Figure 7: Syntax of the "previous-ssrc" source attribute
11. Security Considerations
Al the security inplications of RTP [ RFC3550] and of SDP [ RFC4566]

apply. Explicitly describing the multiplexed sources of an RTP nedi a
stream does not appear to add any further security issues.
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12. | ANA Consi derations

12.1. New SDP Medi a-Level Attributes
Thi s docunent defines two SDP nedi a-1evel attributes: "ssrc" and
"ssrc-group". These attributes have been registered by | ANA under
"Session Description Protocol (SDP) Paraneters" under "att-field
(media level only)".

The "ssrc" attribute is used to identify characteristics of nedia
sources within a nedia stream |Its format is defined in Section 4.1.

The "ssrc-group” attribute is used to identify relationships anong
medi a sources within a nedia stream Its format is defined in
Section 4. 2.

12.2. Registry for Source-Level Attributes
This specification creates a new | ANA regi stry naned "att-field
(source level)" within the SDP paraneters registry. Source
attributes MJUST be registered with | ANA and docunented under the sane
rules as for SDP session-level and nedi a-l1evel attributes as
specified in [ RFC4566] .
New attribute registrations are accepted according to the
"Specification Required" policy of [RFC5226], provided that the
specification includes the follow ng information:
o contact name, emmil address, and tel ephone number
o attribute nane (as it will appear in SDP)
o long-formattribute name in English
0 whether the attribute value is subject to the charset attribute
0 a one-paragraph explanation of the purpose of the attribute
o a specification of appropriate attribute values for this attribute
The above is the minimumthat I ANA will accept. The Expert Revi ewer
will determine if the proposed attributes are expected to see

wi despread use and interoperability; in that case, the attributes
MUST be specified in a Standards Track RFC.
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Submitters of registrations should ensure that the specification is
in the spirit of SDP attributes, nmost notably that the attribute is
pl at f orm i ndependent in the sense that it makes no inplicit
assunpti ons about operating systens and does not nane specific pieces
of software in a manner that mght inhibit interoperability.

Source-level attributes that are substantially sinmlar in semantics
to existing session-level or nedia-level attributes SHOULD reuse the
same attribute nane as those session-level or media-level attributes.
Source-level attributes SHOULD NOT reuse attribute nanes of session-
| evel or nedia-level attributes that are unrel ated or substantially
different.

The initial set of source attribute nanes, with definitions in
Section 6 of this docunment, is in Figure 8.

Type SDP Nane Ref er ence
att-field (source |evel)
chame [ RFC5576]
previ ous-ssrc [ RFC5576]
fntp [ RFC5576]

Figure 8: Initial contents of the I ANA Source Attribute Registry
12.3. Registry for Source G ouping Semantics

Thi s specification creates a new | ANA regi stry named ' Semantics for
the "ssrc-group” SDP Attribute’ within the SDP parameters registry.
Source group senantics MJST be defined in Standards Track RFCs, under
the sane rules as [ RFC3388].

The | ANA Consi derations section of the RFC MJST include the foll ow ng
i nformation, which appears in the I1ANA registry along with the RFC
nunber of the publication

o A brief description of the semanti cs.

o Token to be used within the group attribute. This token may be of
any | ength, but SHOULD be no nore than four characters |ong.

o Reference to a Standards Track RFC.

Source grouping semantic values that are substantially sinilar to
exi sting nmedi a groupi ng semanti c val ues SHOULD reuse the sane
semanti cs nane as those nedi a grouping semantics. Source groupi ng
semanti cs SHOULD NOT reuse source grouping semantic names that are
unrel ated or substantially different.
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The initial set of source grouping semantic values, for the semantics
specified in Section 4.2 of this docunent, is in Figure 9.
Semantics Token Ref er ence
Fl ow I dentification FI D [ RFC5576]
Forward Error Correction FEC [ RFC5576]
Figure 9: Initial Contents of | ANA Source G oup Semantics Registry

13. References

13.1. Normative References

[ RFC2119] Bradner, S., "Key words for use in RFCs to Indicate
Requi renment Level s", BCP 14, RFC 2119, March 1997.

[ RFC3264] Rosenberg, J. and H Schul zrinne, "An O fer/Answer Mde
wi th Session Description Protocol (SDP)", RFC 3264,
June 2002.

[ RFC3388] Camarillo, G, Eriksson, G, Holler, J., and H
Schul zrinne, "G ouping of Media Lines in the Session
Description Protocol (SDP)", RFC 3388, Decenber 2002.

[ RFC3550] Schul zrinne, H, Casner, S., Frederick, R, and V.
Jacobson, "RTP: A Transport Protocol for Real-Tine
Applications", STD 64, RFC 3550, July 2003.

[ RFC4566] Handl ey, M, Jacobson, V., and C. Perkins, "SDP: Session
Description Protocol", RFC 4566, July 2006.

[RFC4756] Li, A, "Forward Error Correction G ouping Semantics in
Session Description Protocol", RFC 4756, Novenber 2006.

[ RFC5226] Narten, T. and H Alvestrand, "Guidelines for Witing an
| ANA Consi derations Section in RFCs", BCP 26, RFC 5226,
May 2008.

[ RFC5234] Crocker, D. and P. Overell, "Augmented BNF for Syntax
Speci fications: ABNF', STD 68, RFC 5234, January 2008.

13.2. Informative References
[EXT-SSM Schooler, E., Ot, J., and J. Chesterfield, "RTCP

Lennox, et al

Ext ensi ons for Single-Source Multicast Sessions with
Uni cast Feedback", Work in Progress, March 2009.

St andards Track [ Page 16]



RFC 5576

[ FLUTE]

[1CE

[ RFC3524]

[ RFC3830]

[ RFC4091]

[ RFC4567]

[ RFC4588]

[ RFC5117]

Lennox, et al.

Sour ce-Specific SDP Attributes June 2009

Mehta, H., "SDP Descriptors for FLUTE', Work in Progress,
January 2006.

Rosenberg, J., "Interactive Connectivity Establishnment
(ICE): A Protocol for Network Address Transl ator (NAT)
Traversal for O fer/Answer Protocols", Wrk in Progress,
Cct ober 2007.

Camarillo, G and A Monrad, "Mpping of Media Streanms to
Resource Reservation Flows", RFC 3524, April 2003.

Arkko, J., Carrara, E., Lindholm F., Naslund, M, and K
Norrman, "M KEY: Miltinedia Internet KEYing", RFC 3830,
August 2004.

Camarillo, G and J. Rosenberg, "The Alternative Network
Address Types (ANAT) Semantics for the Session Description
Protocol (SDP) G ouping Framework", RFC 4091, June 2005.

Arkko, J., Lindholm F., Naslund, M, Norrman, K., and E
Carrara, "Key Managenent Extensions for Session
Description Protocol (SDP) and Real Tinme Stream ng
Protocol (RTSP)", RFC 4567, July 2006.

Rey, J., Leon, D., Myazaki, A, Varsa, V., and R
Hakenberg, "RTP Retransmni ssion Payl oad Format", RFC 4588,
July 2006.

Westerlund, M and S. Wenger, "RTP Topol ogi es", RFC 5117,
January 2008.

St andards Track [ Page 17]



RFC 5576 Sour ce-Specific SDP Attributes June 2009

Aut hors’ Addr esses

Jonat han Lennox

Vi dyo, Inc.

433 Hackensack Avenue
Si xth Fl oor
Hackensack, NJ 07601
us

EMai | : j onat han@i dyo. com

Joerg Ot

Hel si nki University of Technol ogy (TKK)
Department of Conmuni cations and Networ ki ng
PO Box 3000

FI'N-02015 TKK

Fi nl and

EMai |l : jo@cm org

Thomas Schi er |
Fr aunhof er HHI
Ei nstei nufer 37
D- 10587 Berlin
Cer many

Phone: +49-30-31002-227
EMai | : ts@ honmas-schierl.de

Lennox, et al. St andards Track [ Page 18]






