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Abst r act

Thi s docunent is a history capturing the background, notivation and
thi nki ng during the LEMONADE definition and design process.

The LEMONADE Working Group -- Internet enmail to support diverse
service environments -- is chartered to provide enhancenents to
Internet mail to facilitate its use by nore diverse clients. In

particular, by clients on hosts not only operating in environments
with high latency/bandwi dth-limted unreliable |links but also
constrained to limted resources. The enhanced mail must be
backwards conpatible with existing Internet nail.

The primary notivation for this effort is -- by making Internet mai
protocols richer and nore adaptable to varied media and environnents
-- to all ow nobil e handhel d devices tetherless access to Internet
mai |l using only IETF nmail protocols.

The requirements for these devices drive a discussion of the possible
prot ocol enhancenents needed to support multinmedi a messagi ng on
limted-capability hosts in diverse service environments. A list of
general principles to guide the design of the enhanced messagi ng
protocols is docunmented. Finally, additional issues of providing
seanl ess service between enhanced Internet nail and the existing
separate nobile nmessaging infrastructure are briefly |isted.
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1

| ntroducti on

Hi storically, a nunber of separate el ectronic nessagi ng systens
ori ginated and evol ved i ndependently supporting different messaging
nodes. For exanpl e:

o Internet mail systens ([4], [10], [25]) evolved to support
net wor ked computers with nmessages consisting of rich text plus
attachnents.

o Voice mail systens utilized a client with a tel ephone-based or an
answering machi ne style of user interface. The tel ephone network
was used for transport of recorded voi ce nessages.

o Fax store-and-forward users interface with a fax machi ne using a
nodi fi ed tel ephone-based interface. Fax machi nes use the
tel ephone network for transport of fax data via nodemns.

0 SMsS (Short Message Service) [58] enabled users to send short text
nmessages between their cellul ar phones using the SS7 call contro
infrastructure ([60], [61], [63], [64], [65]) for transport.

In the recent past, |ETF nail standards have evol ved to support
addi tional /nerged functionality:

o Wth MM ([5], [6], [7], [8], [9], [28]), Internet mail transport
was enhanced to carry any kind of digital data

o Internet nmail protocols were extended and profiled by VPIM ([ 13],
[14], [15], [34]) and i FAX ([16], [17], [18], [19], [20], [21],
[23]) so that enabled voice mail systens and fax machi nes could
use the conmmon email infrastructure to carry their messages over
the Internet as an alternative to the tel ephone network. These
enhancenents were such that the user’s experience of reliability,
security, and responsiveness was not dimnished by transport over
the Internet.

These successes -- nmaking Internet nmail transport the conmon
infrastructure supporting what were separate messagi ng universes --
have encouraged a new vision: to provide, over the Internet, a single
i nfrastructure, mail box, and set of protocols for a user to get,
respond to, and mani pulate all of his or her nmessages froma
collection of clients with varying capabilities, operating in diverse
environnents ([46],[47]).

The LEMONADE effort -- Internet emmil to support diverse service
environnents -- realizes this vision further by enabling |nternet

mai | support for nobile devices and facilitating its interoperability
with the existing nobile nmessagi ng universe.
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In the recent past, the evolution of nessagi ng standards for
resource-limted nobil e devices has been rapid:

o In the cellular space, SM5 was enhanced to EM5 ( Ext ended Message
Service) [59] allow ng | onger text messages, inmages, and graphics.
Wth an even richer feature set, MVB (Miltinedi a Messagi ng
Service) ([43], [52], [53], [56], [57]) was devel oped as a
I'i ght wei ght access nechani smfor the transm ssion of pictures,
audi o, and notion pictures. MV protocols are based in part on
I nternet standards (both messagi ng and web [24]) as well as SMs.
The cel l ul ar nmessagi ng universe is a separate infrastructure
adapted to deliver appropriate functionality in a tinely and
ef fective manner to a special environment.

o0 As well, the nunber of different nmobile clients that need to be
supported keeps proliferating. (e.g., besides cellular phones
there are wirel ess-enabl ed PDAs, tablet conputers, etc.)

These resource-linmted nobile devices are | ess powerful both in
processi ng speed and di splay capabilities than conventiona

conputers. They are al so connected to the network by wireless |inks
whose bandwidth and reliability are |ower, latency is |onger, and
costs are higher than those of traditional wire-line links, hence the
stress on the need to support adaptation to a whole different service
envi ronnent .

Thi s docunent collects a nunber the issues inpeding |Internet nai
protocols fromdirectly supporting the nobile service environment.
Consi derations arising fromthese i ssues are docunented, and in sone

cases possi bl e approaches to solutions are suggested. |t turns out
that the enhancenents to support nmobile clients also offer benefits
for sone ternminals in other environments. |In particular, the

enhancenents address the needs of the follow ng diverse clients:

o A wreless handheld device with an email client -- a Wrel ess User
Interface (WJI) node of user interaction is dictated by the
constraints of the nobile wrel ess handhel d operating environment.

o Tel ephone-based voice client -- a Tel ephone User Interface (TU),
this is the user node offered by a POTS set
* This is a subset of the WU and is useful in other contexts.

o A multi-nodal nessaging client providing a coordinated messagi ng
session using display and audi o nodes sinultaneously. (e.g., a
system consisting of a PCwith a phone, or a wirel ess phone with
both a voice circuit and data channel requiring coordi nation).

* This is also a subset of the WU and is useful in other
cont exts.
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The rest of this docunent is structured as foll ows:

o A brief survey of nmessaging profiles - both existing and proposed.

o Alist of principles to be used to guide the design of Internet
Messagi ng for diverse service environnments.

o Detailed discussion on enhancenents to Internet nmail protocols to
support WJ s.

0o Some issues relating to the interoperation of enhanced | nternet
mai | and the existing nobile nmessagi ng services.

2. Conventions Used in This Document

Thi s docunent refers generically to the sender of a nessage in the
mascul i ne (he/himhis) and to the recipient of the nessage in the
fem nine (she/her/hers). This convention is purely for conveni ence
and nakes no assunption about the gender of a nessage sender or
reci pi ent.

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
document are to be interpreted as described in RFC2119 [1].

3. Messaging Term nol ogy and Sinple Mdel (Cient-to-Server Aspect
Only)

In the client-server nodel prevalent in existing nessaging
architectures, the client, also known as a "user agent", presents
nmessages to and accepts nmessages fromthe user. The server, also
known as a "relay/server” or a "proxy-relay", provides storage and
del i very of nessages.

For a definitive description of Internet mail architecture, see [42].
3.1. Messaging Transaction Mdels

There are two basic transactional nodels. 1In the "pull" nodel, the
conponent, rather than the data flow, initiates the transaction. For
exanple, a client may initiate a connection to a server and issue
requests to the server to deliver incom ng nmessages. Conventiona
emai|l clients, web-mail clients, and WAP-based mobile clients use the
"pul | " nodel

The "push" nodel differs in that the conponent initiating the
transacti on does so because of sone data flow affecting it. For
exanpl e, the arrival of a new nessage at the term nating server nay
cause a notification to be sent ("pushed") to a messaging client.
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3.2. Mobile Messaging Transactions

The nost common functions are: "subm ssion", "notification", and
"retrieval". There may be other functions, such as "delivery
reports”, "read-reply reports", "forwarding", "view mail box", "store
nessage", etc. Each of these transactions can be inplenented in
either a pull or push nodel. However, sone transactions are nore
naturally suited to one nodel or another

The following figure depicts a sinmple client-server nodel (no server-
to-server interactions are shown):

(1) Message subni ssion

(2) Message notification
(3) & (4) Message retrieva

| Retrieval response

E + [ S, + E +
| Mai | [ ------- (1)------ >| [----------- (2)-------- >| Mai | |
| Cient | Subnit nsg | | Notification /] dient
S - + | | [ H--H----+

| | / "

| | <o (3)----- o

| Server | Retrieval request /

| | /

| | /

| |- (4)------- +

|

|

Si npl e Messagi ng Mode

3.2.1. Subm ssion
"Subm ssion" is the transaction between a client and a server by
which the user of the fornmer sends a new nessage to anot her user
Submi ssion is a push fromclient to server.

3.2.2. Notification
"Notification" is the transaction by which the server notifies the

client that it has received nessages intended for that client.
Notification is a push fromserver to client.
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Al the |arger nobile nmessagi ng systens inplenent a push nodel for
the notification because data can be presented to the user w thout
the user’s experiencing network/transport |atencies, and without
tying up network resources for polling when there is no new data.

Internet mail differs in that it has not yet seen the need for a
st andardi zed notification protocol

3.2.3. Retrieva

"Retrieval" is the transaction between a client and a server by which
the client can obtain one or nore nessages fromthe server.
Retrieval can be push or pull.

| mpl emented in some nobile systens as an option, the push nodel has
the advantage that the user is not necessarily aware of transport or
networ k | atenci es.

The pull nodel, inplenmented in nost systens (nobile or conventional),
has the advantage that the user can control what data is actually
sent to and stored by the client.

4. Profiles

I nternet messagi ng can be nade to support a variety of client and
server types other than traditional enmail. The clients may be
adapted for host restrictions such as |imted processing power,
nmessage store, display w ndow size, etc. Alternatively, clients nmay

be adapted for different functionality (e.g., voice mail, fax, etc.).
Servers may support optional nmmil features that would allow better
handling of different nedia (e.g., voice mail, fax, video, etc.). A

nunber of Internet mail profiles supporting specific application
ni ches have been defined or proposed.

4.1. Exi sting Profiles

The foll owi ng are exanpl es of server-to-server profiles of SMIP and
M ME. Except for IVM they do not address client-to-server
i nteractions.

4.1.1. Voice Messaging (VPI M2)

These profiles, RFC3801 [13] to RFC3803 [15], enable the transport of
voi ce nessages using the Internet nmail system The main driver for
this work was support of IP transport for voice mail systems. As
voice mail clients are accustomed to a higher degree of

responsi veness and certainty as to nessage delivery, the
functionality added by VPI M2 includes Message Di sposition
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Notification and Delivery Status Message ([12], [3]). Voice nedia
has al so been added to nulti-part nessage bodi es.

4.1.2. iFax

This set of profiles ([16], [17], [18], [19], [20], [21]) enables the
transport of fax using Internet nail protocols. This work defined
the image/tiff MM type. Support for fax clients also required
extensions to Message Delivery Notification

4.1.3. Internet Voice Mail (IVM [34]

Thi s proposed nail enhancenment (whose requirenents are described in
RFC 3773 [30]) targets support for the interchange of voice nessaging
bet ween t he diverse conponents (clients as well as servers) in
systens supporting voice mail

4.2. Putative Cient Profiles
4.2.1. TUl

It is desirable to replace proprietary protocols between tel ephone
user interface clients and nmessage stores wth standards-based
interfaces. The proprietary protocols were created to provide nedi a-
aware capabilities as well as to provide the |lowlatency required by
sone nessagi ng applications.

An exanple of a TU client is a voice mail client. Because a POIS
phone | acks any intelligence, the voice mail client functionality has
to be provided by a user agent networked to the mamil server. The
main architectural difference between a conventional voice nail
system and an Internet nmessagi ng system supporting a TU is that the
voi ce mail systemuses a specialized nessage store and protocols.

The following figure depicts the architecture of current voice nai
systens inplenmenting VPl Mv2:
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[------- | RFC- 822/ M ME | |
I B R R EEEE | MIA |
| | mai | subni ssion -> | | (E) SMTP
Tel ephone--| TUI | TUA| [------ | [----- to
| | | Proprietary Protocol | | | anot her
I B R e ELEEED | M | emai|
[ ------- | < - mil retrieval | | | server
- |
mai | client emai | server

Mail client consists of: TU (Tel ephone User Interface) and
TUA (Tel ephone User Agent)

Conmuni cati on between TU and TUA is proprietary.

Emai | server consists of: MS (Mail Store) and
MIA (Message Transfer Agent)

Conmuni cati on between M5 and MIA is proprietary.

It is proposed that the Proprietary Protocol be replaced with an | ETF
st andard protocol:

[------- | RFC- 822/ M ME | |
|l | MIA |
| | mai | subm ssion -> | | (E) SMTP
Tel ephone--| TUI | TUA| [------ | [ ----- to
| | | | ETF protocol | | | anot her
I B PR EED | M | mai |
[------- | <- mail retrieval | | | server
R |
mai |l client emai | server
| - voice mail system| | -mai | server-|

Mail client consists of: TU (Tel ephone User Interface) and
TUA (Tel ephone User Agent)

Conmruni cati on between TU and TUA is proprietary.

Emai | server consists of: M5 (Mail Store) and
MIA (Message Transfer Agent)

Conmuni cati on between Ms and MIA is proprietary.
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4.2.2. Milti-Mdal dients

Multi-nmodal clients offer the advantage of coordi nated voice and data
nodes of user interaction. Architecturally, the nulti-nodal client
can be considered the union two user agent conponents -- one a TUl
client, the other a sinple GUJ client. See the next figure. The
Graphi cal User Agent (GUA) helps naintain the text display while the
Tel ephone User Agent (TUA) acts on behalf of the TU functionality.

This nodel is the normw th cellul ar devices supporting data access
because historically they evolved fromcell phones to which a data
channel was added. The presentation of multiple conplenentary nodes
of interaction gives end-users their choice of the nbst convenient
and natural working node for a particular task. There are other
situations where a nulti-nodal nodel is appropriate. (For exanmple, a
tel ephone sales unit needs to provide a voice (tel ephone) node and
conventional desktop PC node of interaction at the sanme tinme in an

i ntegrated manner.)

A major issue in the design of nulti-nodal clients -- the need to
synchroni ze the conmponent user agents making up a client -- is only
addressed by LEMONADE to a limted extent in Section 6. 3.

4.2.3. W

The Wreless User Interface is functionally equivalent to a
conventional email client on a personal workstation, but is optimzed
for clients on handhel d tetherl ess devices. Factors needing
consideration include limted nenory and processing power. Linmted
bandwi dth is also relatively high cost. As already alluded to above,
in many cases (e.g., cellular devices), the nobile client is

mul ti-nodal. So WUIs can be nodel ed as resource-and-link-linted

mul ti-nodal clients.

These terminals require the use of protocols that mnimze the nunber
of over-the-air transactions and reduce the anmount of data that need
be transmtted over the air overall. Such reduction in over-the-air
transm ssion is a conbination of nore efficient protocol interaction
and richer message presentation choi ces, whereby a user may nore
intelligently select what should be downl oaded and what shoul d renmain
on the server.

Al t hough not an explicit goal, providing equival ent or superior

functionality to the wireless MVB service [43] (as defined by 3GPP
3GPP2, and the OMA) is desirable.
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Proposed Wreless User Interface (WUI)/Milti-nodal Cients
|wireless GU client| emai | server

(E)SMIP (client-server) |-------------

| ------- | RFC- 822/ M ME | |
I I PR EEEEEEE | |
| | | mai | submni ssion -> | | (E) SMTP
- GUI | GUA] | | ----- to
| | | | I ETF standard protocol [------------ | anot her
| | | R R LT to M5 below | mmail
| |------- | <- mail retrieval | ------------ | server
| | | |
Handhel d | | | |
Device W | | MTA |
| | | |
| | | |
| |------- | RFC- 822/ M ME | |
| I e LR REEEEEEEE | |
| | | | mai | submni ssion -> | |
-] TUI | TUA [------ | |
| | | | ETF standard protocol | | |
| | v |
[ ------- | <- mail retrieval | | |
Rttt |
TU client voi ce mail server
[---------------- voi ce nmessaging system---------------- |
| ------ WJl - ---- | | ---mail server---|

Wreless GQJ client consists of: QU (Gaphical User Interface) and

GQUA (G aphi cal User Agent)
Conmuni cati on between U and UA is proprietary.

TU client consists of: TU (Tel ephone User Interface) and
TUA (Tel ephone User Agent)

Conmruni cati on between TU and TUA is proprietary.
Conmuni cati on between GUA and TUA is proprietary.

Mail (email and voice mail) server consists of:
Ms (Mail Store) and
MIA (Message Transfer Agent)

Conmuni cati on between M5 and MIA is proprietary.
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5. General Principles

This is a list of principles to guide the design of extensions for
I nternet Messagi ng systens and protocols to support diverse
endpoi nt s.

5.1. Protocol Conservation
5.1.1. Reuse Existing Protocols

To the extent feasible, the enhanced nessagi ng framework SHOULD use
exi sting protocols whenever possible.

5.1.2. Maintain Existing Protocol Integrity

In neeting the requirement "Reuse Existing Protocols”
(Section 5.1.1), the enhanced nessagi ng franmework MJST NOT redefine
the semantics of an existing protocol

Ext ensi ons, based on capability declaration by the server, will be
used to introduce new functionality where required.

Said differently, we will not break existing protocols.
5.2. Sensi bl e Reception/Sendi ng Cont ext
5.2.1. Reception Context

VWen the user receives a nessage, that nessage SHOULD receive the
treatnment expected by the sender. For exanple, if the sender
bel i eves he is sending a voice nessage, VoOice nessage semantics
shoul d prevail to the extent that the receiving client can support
such treatnent.

5.2.2. Sending Cont ext

When the user sends a nmessage, he SHOULD be able to specify the
nessage context. That is, whether the network should treat the
nessage as an text nessage, voi ce nessage, video message, etc.
Again, this can only be conplied with to the extent that the
infrastructure and receiving client can provide such treatment. In
practice, this would inply that the nessage should be in the form
desired by the sender up to delivery to the receiving client.
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5.3. Internet Infrastructure Preservation

The infrastructure SHOULD change only where required for new
functionality. Existing functionality MJST be preserved on the
existing infrastructure; that is, all extensions nust be backward
conpatible to allow for the gradual introduction of the enhancenents.
Messages created in an enhanced nessagi ng context MJST NOT require
changes to existing mail clients. However, there may be a
degradation in functionality in certain circunstances.

The enhanced nessagi ng framework MJUST be able to handl e nessages
created in a non-enhanced nessagi ng context; for exanple, a sinple,
RFC822 [2] text nessage.

5.4. Voice Requirenments (Near Real -Tine Delivery)

On the retrieval side, there are significant real-time requirenents
for retrieving a nessage for voice playback. Mre than any other
nedi a type, including video, voice is extrenely sensitive to
variations in playback latency. The enhanced nessagi ng framework
MUST address the real-tine needs of voice.

5.5. Fax Requirenents (CGuaranteed Delivery)
Fax users have a particul ar expectation that is a challenge for
enhanced I nternet nmessaging. A person who sends a fax expects the
reci pient to receive the fax upon successful transm ssion. This
clearly is not the case for Internet Mil
Addressing this need is not in the scope of LEMONADE

5.6. Video Requirenments (Scal abl e Message Size)
Vi deo mail has one outstanding feature: Video nessages are
potentially large! The enhanced nessagi ng franmework MJST scale for
very | arge nessages. Streamng fromthe server to the client, in
both directions, MJST be supported.

6. Issues and Requirenments: TU Subset of WJ

6.1. Requirements on the Message Retrieval Protoco
I MAP [10] is the Internet protocol for rich nessage retrieval and

mani pul ati on. The project MIST linit itself to extending | MAP where
necessary and MJST not create a new protocol
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6.1.1. Per f or mance | ssues
6.1.1.1. Real-Tinme Playback

The real -tine playback of a voice nmessage MJST be supported so that
the user experience does not differ noticeably fromthat of a
conventional voice nessagi ng system

Possi bl e solutions for this include naking use of the existing
i ncrenental downl oad capability of the | MAP protocol, or utilizing a
conpani on stream ng protocol

The | MAP protocol itself does not provide streamng by the strict
definition of the term It does provide for the increnental downl oad
of content in blocks. Myst IMAP clients do not support this behavior
and instead downl oad the entire contents into a tenporary file to be
passed to the application

There are several approaches to achieve real-tinme playback. The
first approach is to inmplement an | MAP client that can pass data
increnentally to the application as it is received fromthe network.
The application can then read bytes fromthe network as needed to
maintain a play buffer. Thus, it would not require the full downl oad
of contents. This approach nay require server-side devel opnent to
support partial downl oad efficiently (i.e., to avoid re-opening files
and positioning to the requested | ocation).

Al ternatively, the client can use the proposed | MAP channel extension
[32] to request that the server make the sel ected content avail able
via an alternate transport nmechanism A client can then ask the
server to nmake the voice data available to the client via a stream ng
nmedi a protocol such as RTSP. This requires support on the client and
server of a conmon streaning protocol

6.1.1.2. Avoid Content-Transfer-Encoding Data Inflation

Anot her inportant perfornance optim zation is enabling the transport
of data using nore efficient native coding rather than text-1ike
content-transfer encodi ngs such as "base 64".

Standard | MAP4 uses a text-based data representati on schene where al
data is represented in a formthat |looks |ike text; that is, voice

dat a must be encoded using "base 64" into a transport encoding that
adds 30%to the size of a nmessage. Downl oadi ng or appending |arge

nmessages to the server already uses substantial bandwi dth.
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Possi bl e Sol uti ons:

Where | MAP channel is appropriate, the external channel may be binary
capabl e; that is, the external access may not require re-encoding.
Mechani snms such as HITP [24], FTP, or RTSP are available for this
downl oad.

The | MAP bi nary extension standards proposal [31] extends the | MAP
fetch command to retrieve data in the binary form This is

especi ally useful for large attachments and ot her binary conponents.
Binary in conjunction with a stream ng client inplenmentation may be
an attractive alternative to the channel extension

6.1.2. Functional Issues
6.1.2.1. Milbox Sunmary Support

The common TU pronpt, "you have two new voi ce nessages, six unheard
nessages, and one new fax nessage", requires nore information than is
conveni ently nmade avail abl e by current nessage retrieval protocols.

The existing | MAP protocol’s mail box status conmand does not include
a count by nmessage context [26] [27]. A possible solution is for the
mai |l server to keep track of these current counters and provide a
status conmand that returns an arbitrary mail box sunmary. The | MAP
status conmand provides a count of new and total nessages with
standardi zed attributes extracted fromthe nessage headers. This
predeterm ned i nformati on does not currently include information
about the nessage type. Wthout additional conventions to the status
conmand, a client would have to downl oad the header for each nessage
to determine its type, a prohibitive cost where | atency or bandwi dth
constraints exist.

6.1.2.2. Sort by Message Context Support

This functionality is required to present new voi ce nessages first
and then new fax nessages within a single |ogical queue as voice
mai | boxes comopnly do. Again, this is a question of conveni ence and
performance. Adequate performance nmay only be possible if the mai
server provides a sort by context or maintains a set of virtua
mai | boxes (folders) corresponding to nmessage types as for "Mil box
Sunmary Support", Section 6.1.2.1.

| MAP does not support this directly. A straightforward solution is

to define an extensible sort nechanismfor sorting on arbitrary
header contents.
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6.1.2.3. Status of Miltiple Ml boxes Support

Ext ensi on mai |l box support requires the ability to efficiently status
a mail box other than the one currently logged into. This facility is
required to support sub-mail boxes, where a comon feature is to check
whet her other sub-mail boxes in the sane fam |y group have new
nessages.

Current mechanisns are limted to |logging into each of set of
mai | boxes, checking status, |ogging out, and repeating until al
sub- mai | boxes are processed.

6.1.2.4. Specialized Mil box Support

Applications that provide features such as check receipt, deleted
nmessage recovery, resave, and others, require the ability to access
nmessages in predeterm ned nail boxes with specific behaviors (e.qg.
Qut box, Sent Itens, Deleted Itens, Expired Itens, Drafts).

| MAP provides only a single standardi zed fol der, the inbox. This
functionality does not require new protocol additions per se, but
st andar di zed usage and nani ng conventions are necessary for
interoperability. This functionality requires that the server
provide the underlying logic to support these special folders,

i ncluding automatic insertion, schedul ed copying, and periodic
del eti on.

6.1.2.5. CLID Restriction |Indication/Preservation

Many calling features are dependent on collected caller-ID
information. dients -- such as the TU and other service supporting
user agents (e.g., WEB and WAP servers) -- may need trusted access to
restricted caller-I1D information for such purposes as call back
Untrusted clients nust not be permitted to receive this information
A mechani smfor establishing "trust" between appropriate clients and
the server is required to restrict delivery of this information to
the end-user only as all owed.

Further, when nmessages are sent between servers within a network, a
means of communicating trust is needed so that the identity of the
sender can be preserved for record-keeping and certain features while
ensuring that the identity is not disclosed to the recipient in an

i nappropri ate way.

Wbng I nf or mati onal [ Page 17]



RFC 4416 LEMONADE Coal s February 2006

6.1.2.6. Support for Multiple Access to Mil box

If the tel ephone answering application client uses | MAP4 for greeting
access and message deposit, it is essential that the server provide
support for sinultaneous login. It is comon in voice mail for an
incomng call to be serviced by the tel ephone answering application
client at the sane tinme the subscriber is |ogged into her nmil box.
Further, new applications such as WEB and WAP access to voi ce nai

may entail sinultaneous |ogin sessions, one fromthe TU client and
one fromthe visual client.

The existing standard does not preclude nultiple accesses to a
mai | box, but it does not explicitly require support of the practice.
The lack of explicit support requires the server and client to adhere
to a common set of practices and behaviors to avoid undesirabl e and
unpr edi ct abl e behavi ors. RFC2180 [29] describes a candi date set of
conventions necessary to support this nultiple-access technique. It
or some ot her method MJST be standardi zed as part of LEMONADE

6.2. Requirenments on the Message Subni ssion Protocol [22]
6.2.1. Forward w thout Downl oad Support

It is commpn to forward nessages or to reply to nessages with a copy
of their attached content. Today such forwarding requires the sender
to downl oad a conplete copy of the original nmessage, attach it to the
reply or forward nmessage, and resubnmit the result. For |arge
nmessages, this represents a substantial amunt of bandw dth and
processing. For clients connected via |long-thin pipes, alternatives
are required.

One approach is to define an extension to nessage submission to
request the subm ssion server to resolve enbedded URLs within a
nmessage before relaying the nessage to the final destination. This
approach is referred to as the pull approach because the nessage
submi ssi on server nust pull data fromthe | MAP server.

Anot her approach is to add a |imted nessage assenbly and subni ssion
capability to the I MAP server. This approach nuddi es the distinction
bet ween t he message subm ssion protocol and that for message storage
and retrieval (1MAP) because now nessage subni ssion may be a side

ef fect of message store commands. This approach is referred to as
the push approach because in this case the | MAP server pushes data to
the nessage subm ssion server.

A detail ed analysis of which of the two approaches is preferable as

well as inplenentation details of both can be found in references
[36], [37], [38], [39], [40], and [41].
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6.2.2. (Qota by Context Enforcenent

It is common in a unified messaging systemto of fer separate quotas
[11] for each of several nmessage contexts to avoid the condition
where a flood of email fills the mail box and prevents the subscriber
fromreceiving voi ce nessages via the telephone. It is necessary to
extend the protocols to support the reporting of the "mailbox full"
status based on the context of the subnitted nessage.

An obvi ous security issue needing consideration is the prevention of
the deliberate msidentification of a message context with the

i ntention of overflowi ng a subscriber’s mailbox. It is envisioned
that the nmessage submission protocol will require the authentication
of trusted subm ssion agents allowi ng only those so authorized to
submit distingui shed nessages.

Voi ce mail system mail boxes commonly contain voice and fax messages.
Sonetimes, such systens al so support enmail nessages (text, text with
attachnments, and nultinedia nessages) in addition to voi ce nessages.
Simlar to the required sort by nmessage context, quota managenent is
al so required per message context.

One possible use case is the prevention of nmultiple (large) messages
of one type (e.g., enmnil nessages) fromconsumng all available
guota. Consunption of all quota by one type prevents the delivery of
ot her types (e.g., voice or fax nmessages) to the nail box.

One possi bl e approach is to define a mechani smwhereby a trusted
client can declare the context of a nessage for the purpose of
utilizing a protected quota. This nmay be by extensions to the
SMTP-submit or LMIP[35] protocols.

6.2.3. Future Delivery Support with Cance

Traditionally nessages sent with "future delivery” are held in the
recipient’s client "outbox" or its equivalent until the appointed
submi ssion time. Thin clients used with TU s do not have such
persi stent storage or may be internmittently connected and nust rely
upon server-based outbox queues.

Such support requires extensions to nmessage subm ssion protocols to
identify a nmessage as requiring queuing for future delivery.
Extensions to | MAP4 or SMIP are required for view ng and nmani pul ating
t he out bound queue, for such purposes as canceling a future nessage.
Server support for managi ng such a queue is required so that nmessages
are sent when they are intended.
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Sonme of the architectural issues here are the same as those in
"Forward w t hout Downl oad Support" (Section 6.2.1).

6.2.4. Support for Conmtted Message Delivery

Voi ce nmessagi ng service has provided a high degree of reliability and
performance for tel ephone answeri ng nessages. The expectation is
that once the caller has hung up, the nessage is in the mail box and
available for review The traditional Internet mail architecture
suggests these messages should be sent to the mail box via SMIP. This
approach has two limtations. The first and nost manageable is that
the nessage forwarding may take nore tine than is tolerable by the
subscriber. The second is that the nessage may fail to be delivered
to the mail box. Because there is no way to return notice to the
caller, the nessage is "lost".

The standards community is working on an alternative to SMIP call ed
Local Message Transport Protocol (LMIP[35]). This protocol addresses
a nunber of limtations in SMIP when used to provide atom c delivery
to a nmail box. The failure nodes in this proposal are carefully
controll ed, as are issues of per-nessage quota enforcenent and
nmessage storage quota-override for designated admnistrative
nmessages.

An alternative approach is to msuse the | MAP protocol and use an

| MAP- based submi ssi on mechani smto deposit a nessage directly into
the recipient’s inbox. This append nmust be done by a specia
super-user with wite pernissions into the recipient mail box.
Further, the nessage store nmust be able to trigger notification
events upon insertion of a nessage into the mail box via the Append
conmand. The historic limtation on using | MAP4 for nessage sending
involves the inability of I MAP to communicate a full SMIP envel ope
For tel ephone answering, these limtations are not significant.
However, the architectural issues raised by this approach are
significant. See "Forward w thout Downl oad Support"™ (Section 6.2.1).

6.3. Requirenments on Message Notification

Clients keep local information about the | MAP store. This
i nformati on must be kept synchronized with the state of the store.

For exanple, voice nmamil systens traditionally notify subscribers of
certain events happening in their mailbox. It is commopn to send an
SMB or a pager notification for each nmessage arrival event, nessage
read event, mail box full event, etc.
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When i npl ement ed over | MAP-based nessage stores, the voice nai
client needs to be notified about these events. Furthernore, when
ot her applications access/ mani pul ate the store, these events need to

be communicated to the mail client. |In sone cases, the client needs
to notify the user immediately. |In nost cases, it is a question of
mai ntai ning client/application consistency. 1In the case of a

nmul tinodal client, it is especially inportant to provide a neans of
coordinating the client’'s different nodal views of the state of the
store.

Emai | systems have traditionally polled to update this information
There may be advantages to an event-driven approach in sone cases.

The standards comunity is working on a standard for bul k
server-to-client status notification. An exanple of such work is the
Sinple Notification and Al arm Protocol (SNAP) [45], which defines the
expect ed behavi or of the nessage store for various events, many of
themtriggered by | MAP commands.

6.3.1. Additional Requirenments on Message Notification
A format for nessage notification for servers reporting status
information to other servers (e.g., |MAP4 server to SMS or pager
server) MJUST be defined. The nethod for delivery of these
notifications MJST al so be specified.

The design for this MJST take into account the 1 AB note: "Unified
Notification Protocol Considerations"” (Appendix C)

7. Issues and Requirenents: WJ Mbility Aspects

7.1. Wreless Considerations on Enmi

7.1.1. Transport Considerations
Conpared to a LANWAN configuration or even to a wire-line dial-up
connection, the probability of an interruption to a wirel ess

connection is very high.

Interrupti ons can be due to handoff, signal fading, or stepping
beyond cel | coverage.

In addition, because the nobile handset is al so used for other types
of conmmunications, there is a relatively high probability that the
data session will be interrupted either by incom ng voice calls or by
"pushed" nessages from services such as SM5, MV5, and WAP.
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7.

7.

1

1

It is also comon in these environments that the device s | P address
change within a session.

2. Handset-Resident Client Limtations

Al t hough the capabilities of wireless handsets are rapidly inproving,
the wireless handset remains limted in its capability to host enmil
clients. Currently, email access is restricted to only high-end

Wi rel ess handsets.

These |limtations include:

o Cdient size
Handset-resident clients are limted in size because either the
handset has linmited storage space or the handset vendor/ network
operator has set a limt on the size of client application that
can reside on the handset.

o Runtinme nenory
Wrel ess handsets have linmted runtinme nenory for the use of
the nobile email client.

o CPU Speed
Wrel ess handsets have CPUs that are inferior to those in
conventional systems (PCs) that run email clients.

o User Interface
Handsets have very linited i nput and output capabilities. Most
of them have only a rudi mentary keyboard (a keypad) and a
rudi mentary pointing device (a text cursor).

3. Wreless Bandwi dth and Network Utilizati on Consi derations

7.1.3.1. Low Bandwi dth

2G nobi | e networ ks enabl ed wirel ess data commruni cati ons, but only at
very | ow bandwi dths using circuit-sw tched data. 2.5G and 3G networ ks
i mprove on this. However, existing email clients require very |large
files (up to several MBs) -- encountered in nulti-nedia attachnents
such as presentations, inages, voice, and video -- to be downl oaded
even though nobiles cannot exploit nost of the data (because of col or
depth and screen size limtations). Transferring such large files
over the air is of questionable value even when higher wreless
bandwi dth is avail abl e.

7.1.3.2. Price Sensitivity

In many cases, users of nobile data services are charged by the
amount of data (e.g., Kkilobytes) downl oaded to the handset. Mbst
users currently experience a higher per-kilobyte data charge with a
Wi rel ess service than they do over a wire-line service. Users are

Wbng I nf or mati onal [ Page 22]



RFC 4416 LEMONADE Coal s February 2006

sensitive to the premumfor wireless service. This results in an
unwi | I i ngness to downl oad | arge anobunts of unnecessary data to the
handset and the desire to be able to downl oad only sel ected content.

7.1.3.3. File Size Limtations

In sone cases, the size of file that can be transmtted over the air
to the handset is limted. This is a consequence of handset
limtations (Section 7.1.2), wireless nedia and bandw dth issues
(Section 7.1.1 and Section 7.1.3.1), and price sensitivity

(Section 7.1.3.2).

7.1.4. Content Display Considerations
7.1.4.1. Display Size and Capabilities

Wreless termnals are currently limted in their display size, color
depth, and ability to present nultinedia elements (i.e., if multiple
pictures are sent, the nobile can usually present only one reduced-
sized picture elenent at a tine rather than the several picture

el ements at once in the same display that a conventional PC enai
client would be able to show). Therefore, nmany emnil attachments
destined for a nobile may require changes in size, color depth, and
presentation nethod in order to be suitably displayed.

7.1.4.2. Supported Media Formats

Wrel ess handsets can only display a limted set of nedia format
types. Although PC clients support a large variety of docunent types
(and al | ow on-denmand "codec"/ pl ayer downl oad), nobiles have very
limted support. (For exanple, npbst only support WAV audi o and
cannot play other formats such as AU, MP3 and Al FF.) Furthernore,

al t hough al nost all new handsets sold today can display inmges and
sound in sone advanced format, support for displaying other nmedia or
application-specific formats, such as Ms Ofice (TM, is not expected
to be wi despread in the near future.

7.1.4.3. Handset Type Variety
As nentioned above, there are many handset types available in the
mar ket, and each has different display capabilities, screen

characteristics, and processing capabilities. The nobile enai
service should be able to support as many handset types as possible.
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7.1.4.4. Specific Attachnent Display Scenarios

Handsets are unsuitable for perusing entire | engthy docunents or
presentations. Rather than go through the whol e docunent, a nobile
user is nore likely to | ook at several pages of a document or severa
slides of a presentation and then take action accordingly (e.g.
forward the emai|l nessage to another recipient, print it, or |eave
the docunent for later retrieval from another device).

Therefore, there is a need to enable users to downl oad not the entire
attachment but rather just a selected part of it. For exanple, users
shoul d be able to downl oad the "Tabl e of Contents"” of a docunent; to
search within a docunent; to download the first slide of a
presentation; the next slide of this presentation or a range of
slides, etc.

7.2. Requirements to Enable Wrel ess Device Support

The following requirements are derived fromthe considerations
nenti oned above.

7.2.1. Transport Requirenents
The nobile email protocol nust anticipate transient |osses of

connectivity and allow clients to recover (restore state) from
i nterrupted connections quickly and easily.

| MAP4 Cont ext

An | MAP4 connection requires the comruni cati on socket to remain up
continuously during an email session. |In case of transient |oss of
conmuni cati ons, the connection nust be reestablished. It is up to

the client to reconnect to the server and return to an equival ent
state in the session. This overhead of restoring connections is very
costly in response time and additional data transmi ssion

7.2.2. Enhanced Mbile Email Functionality

7.2.2.1. Forward without Fetch
To m nimze the downl oadi ng of data over the air, the user MJIST be
able to forward a nmessage without initially dowloading it entirely
or at all to the handset.

The nobile email protocol MJST support the ability to forward a
nmessage without retrieving it.
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This requirenment is identical to the TU requirenent described in
"Forward Wthout Downl oad Support" (Section 6.2.1).

7.2.2.2. Media Stream ng

The nobile email protocol MJUST provide a solution that will enable
nedi a streanming to the wirel ess handset.

This requirenment is sinmlar to the TU requirenment described in
"Real - Ti me Pl ayback" (Section 6.1.1.1).

7.2.3. dient Requirenents

| MAP4 clients are | arge because | MAP4 al ready consists of a conpl ex
set of functions (e.g., parsing of a broad variety of MME formats).

The nobile email client should be:

o Small in size

o Efficient in CPU consunption

o Efficient in runtinme nmenory consunption

To enabl e such extremely thin clients, in devel oping the nobile emnai
prot ocol we shoul d consider sinplifying the | MAP functionality that
handsets need to support. However, any such sinplification MUST NOT
[imt interoperability with full | MAP servers.

7.2.4. Bandwi dth Requirenents

The nobile email solution should mnimze the ambunt of data
transmtted over the air. There are several ways of pursuing this
goal that can be used in conjunction

One way is the use of content transcoding and medi a adaptation by the
server before nessage retrieval in order to optim ze the message for
the capabilities of the receiving handset.

Anot her possible optim zation is to make the nobile email protoco
itself sinple, containing as little overhead as possible.

A third approach is to mninze the bandw dth usage as described in
"Avoi d Content-Transfer-Encoding Data Inflation" (Section 6.1.1.2).

7.2.5. Media Handling Requirenents
As descri bed above, wireless devices have limted ability to handle
nmedi a. Therefore, the server may be have to perform nmedi a

mani pul ation activities to enable the termnal to display the data
useful ly.
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7.2.5.1. Device Capabilities Negotiation

In order to support the different characteristics and capabilities of
the various handset types available in the market correctly, the
nmobi l e email protocol mnust include provision for email content
adaptation. For exanple, the choice of supported file formats, col or
depth, and screen size. Wrk on ESMIP transcodi ng (CONNEF 33]) nay
address this issue.

7.2.5.2. Adjusting Message Attachments for Handset Abilities

To support wirel ess handsets, the server could transcode the nessage
attachments into a representation that is nore suitable for that
device. This behavior should be based on the device capabilities
negoti ati on as described in "Device Capabilities Negotiation"
(Section 7.2.5.1). For exanple, a device that cannot display G F
format, and can only display WBMP, should get a WBVMP i mage. Devices
that cannot display a PDF file should get a text version of the file.

The handset should control what transcoding, if any, is desired. It
shoul d be able to retrieve the original attachnent w thout any
changes. In addition, the device should be able to choose between
"flavors" of the transcoding. ("Present the content as thunbnai

i mage" is an exanple of such a specific nedia manipul ation.)

Agai n, work on ESMIP transcodi ng (CONNE(H 33]) nmmy address this issue.
7.2.5.3. Handling Attachnent Parts

A desirable feature (but out of scope for the current LEMONADE
charter) is to enable users the choice of retrieving parts of an
attachrment file, not just the entire attachnent. The nobile enai
protocol should include the ability for the retrieving client to
specify selected elements of an attachment for downl oad. Such

el ements can be, for exanple, specific pages of a docunent, the
“"table of contents" of a docunent, or specific slides of a
presentation.
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8. Interoperation with Existing Mbile Messaging

LEMONADE' s charter includes the specification of how enhanced
Internet mail will interoperate with existing nmobile nessaging
services (e.g., MVB) to deliver nessages to nmobile clients.

8.1. Addressing of Mbile Devices
E. 164 addressing [62] is prevalent in nobile messaging services to
address recipient nmobiles. Consideration should be given to

supporting E. 164 addressing for nobile devices in addition to RFC822
addr essi ng.

8.2. Push Mdel of Message Retrieval [49] [50] [51]

MVE provides a "push" option for nessage retrieval. The option hides
network | atenci es and reduces the need for user-handheld interaction

If a level of support for nobiles conparable to that of MMB is
desired, this node of operation should be considered.

8.3. Message Notification [44] [55]

Message notification was alluded to in "Requirenents on Message
Notification" (Section 6.3). Internet nmail has not so far
standardi zed a server-to-client notification protocol although nost
existing wireless mail systems use notification to avoid needl ess
polling. dient-to-server notification is not within the LEMONADE
charter.

8.4. (Operator |ssues

8.4.1. Support for End-to-End Delivery Reports and Message- Read Reports

Support for comritted delivery is described in Section 6.2.4, but
this is different.

8.4.2. Support for Sel ective Downl oadi ng

If a push nodel of nessage retrieval is supported, the need for
sel ecti ve downl oadi ng and SPAM control is especially inportant.

8.4.3. Transactions and Operator Charging Units
Mobi | e network providers often operate on a "pay for use" service

nodel . This brings in requirements for clearly delineated service
transactions that can be reported to billing systens, and for
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positive end-to-end acknow edgenent of delivery or non-delivery of
nessages al ready nmentioned in Section 8.4.1. Note that billing is
specifically outside the scope of the |IETF.

8.4.4. Network Authentication

Sone nobil e networks require network authentication as well as
application authentication.

8.5. LEMONADE and MV

The 3GPP MVS Reference Architecture ([48] [54]) defines seven
interfaces |abelled ML to MW, as bel ow
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3GPP MVB Reference Architecture (subset)

wireless ||------- [ ] | |
device || MV || | | <- MR ->

to

anot her
MVS

rel ay/

server

e.g., |

Emai |, | EXTERNAL
Fax, or| SERVER |----------mmmmmmmimaa -

UMV | | <- MvB ->

|
I relay/ |<- M4 ->|

MVE - Multinmedi a Messagi ng Service

UMS - Unified Messagi ng Service
HLR - Honme Locati on Register

DB - Data Base

VAS - Val ue Added Service

APP - Application
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The LEMONADE profile provides an enhanced | MAP mail retrieval
protocol suitable for use at interfaces MML and MMVB.

In addition, if the wirel ess device uses a LEMONADE- enhanced | VAP
user agent, the enhanced | MAP protocol can be used to access Internet
mail directly, as bel ow.
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9.

10.

10.

10.

Security Considerations

Security will be a very inportant part of enhanced nessagi ng. The
goal , wherever possible, is to preserve the semantics of existing

nmessagi ng systens and to nmeet the (existing) expectations of users
with respect to security and reliability.
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Appendix C. |1 AB Note: Unified Notification Protocol Considerations
Not e: dated July 10, 2003

This note was fornul ated in response to an informal |ESG request to
| ook at the architectural issues surrounding a unified notification
protocol. The following materials were used as reference:

* draft-dusseaul t-s2s-event-reqgs-00.txt (notification

requi renents)

* meeting notes for the LEMONADE WG from | ETF 56.

* draft-shapira-snap-05.txt (protocol design for SNAP which has

some aspects of a generic notification protocol)

* the LEMONADE WG charter

* Recent email on the Lenopnade |i st

* A few presentations fromthe 1998 UCI workshop on | nternet-w de

notification
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* The Web pages for KnowHow, a conpany founded by Rohit Khare
whi ch has a proprietary Internet-w de notification system
Thanks to Lisa Dusseault for providing these references.

Note that this opinion does not represent |IAB concensus, it is just
the opinion of the author after having reviewed the references.

After the reviewing the naterial, it seened that the sane kinds of
functionality are being asked froma generic notification protocol as
are asked of desktop application integration mechanisms, |ike OLAY/

COM on Wndows or |like Tooltalk was on Solaris, but at the level of
nessagi ng across the Internet. The desire is that various
distributed applications with different application specific
mechani sns should be able to interoperate without having an n x n
probl em of havi ng each application interact with each ot her
application. The cannonical exanple, which is in a presentation by
Li sa Dusseault to LEMONADE from | ETF 56, is sending a notification

fromone application, |ike XMPP I nstant Messaging, and having it
del i vered on whatever device the recipient happened to be using at
the time, like SM5 on a cell phone.

The usual problemw th application intergration nechani sns on the
desktop is howto get the various applications to actually use the
nmechani sm For Wndows, this is relatively easy, since nost
application devel opers see major val ue-added in their applications
being able to play nicely with Mcrosoft Ofice. For Tooltalk
unfortunatly, Solaris developers didn't see the 10x i nprovenent, and
so it was not used outside of Sun’s internally maintained
applications and a few flagship applications |like Framemaker. |f the
generic notification nmechani smrequires application devel opers and
ot her notification protocol designers to nake a major effort to
utilize it, including nodifying their applications or protocols in
some way, the protocol could become "just another notification
mechani sni' rather than a unifying device, because npbst application
devel opers and ot her protocol designers could ignore it.

So the first architectural consideration is how do clients of a
particul ar protocol (and the word "client" is used here to mean
entity using the protocol", they nmay peers or they may be
client/server) actually utilize the generic notification protocol?
Is there sone code change required in the client or can a | egacy
client interoperate w thout change?

any

If you look at Fig. 1 in draft-shapira-snap-05.txt, the answer seens
to be that the notifying client uses the generic protocol, SNAP in
this case, to a functional entity (server? nmpodul e on the receiving
client?) called the "Notification Service" that processes the generic
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notification into an application specific notification and sends that
notification to the client. Fromthis figure it looks as if the
notifying client would require nodification but the receiving client
woul dn’ t .

Anot her characteristic of application integration nechansins is that
they typically focus on very sinple operations, the semantics of

whi ch are shared between di fferent applications. Exanples are
"here’'s a rectangle, display yourself in it" or "put this styled text
object into the clipboard", and applications agree on what styled
text nmeans. Mdre conplicated semantics are hard to share because
each application has its own particular twist on the nmeaning of a
particul ar sequence of operations on a collection of objects. The
result is a "least common denoni nator" collection of integration
nmechani sns, primarily focussed on display integration and, to a

| esser extent, cut and paste integration

In the context of a generic notification protocol, this raises
several possible issues. One is addressing, which is identified
draft-dusseaul t-s2s-event-reqs-00.txt, but in a sense this is the
easiest to resolve, by using existing and perhaps newy defined URI s.
A nmore compl ex problemis matching the semantics of what
preconditions constitute the trigger for an event across different
application notification nechanisns. This is of course necessary for
translating notifications between the different event notification
mechani sns and the generic nechanism but, nore problematically, it
is also required for a subscription service whereby subscriptions can
be made to filter events using the generic notification mechani sm and
the subscriptions can be translated to different application specific
nmechani sns. Any | anguage for expressing generic subscriptions is
unlikely to support expressing the fine points in the different
application notification semantics. Note that SNAP does not seemto
support a subscription service so perhaps this isn’t an issue for
SNAP.

Anot her architectural issue, which was discussed earlier this year on
the LEMONADE |list w.r.t. sone other topics, is gatewaying. The
cannoni cal exanpl e above (nmessage sent using XMPP and arriving via
SM5 on a cell phone) is actually a gateway exanple, because it would
require translati on between an | P-based messagi ng nmechani sm (XMPP) to
a PSTN based mechanism (SM5). The problemwi th using a unified
notification nechanismfor this purpose is that if there are other
functions common between the two, it is likely that a gateway will be
built anyway. In fact, one of the work itens for LEMONADE is to

i nvestigate such gateways. The value of a generic notification
mechani smtherefore needs to be assessed in the light of this.
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These are the prinmary architectural issues, but there are a few

ot hers that need consideration in any najor system devel opnent

effort. End to end security is one,

draft-dusseaul t-s2s-event-reqs-00.txt tal ks about this quite
extensively, so it won't be repeated here. The major issue is howto
ensure that the end to end security properties are nmaintained in the
face of novenent of the notification through the generic internediary
protocol. Another issue is scalability. Peer to peer v.s. server
based mechani sms have inplications for how scal able the notification
mechani sm woul d be, and this needs consideration. Extensibility
needs careful consideration. What is required to integrate a new
application? Ideally, with tine, application devel opers will stop
“rolling their own" notification service and sinply use the generic
service, but this ideal my be extrenmely hard to achi eve, and may
depend to a | arge extent on narket acceptance.

Finally, there are sone considerations that aren’t architectural but
may inpact the ultinmate success of a generic notification protocol
in the sense that the protocol becones wi dely depl oyed and used. The
aut hor’ s experience is that |IETF has not had particul ar success in

i ntroduci ng mechani sns that unify or supplant existing proprietary
mechani sns unl ess strong vendor and service provider by-in is there.
Two exampl es are instant nmessagi ng and service discovery. Wth

i nstant nessaging, it seens that a standarized, unified instant
nessagi ng protocol has been delayed by the lack of commttnment from
nmaj or service providers. Wth service discovery, weak conmtnent
fromvendors has resulted in the continued introduction of vendor
specific service discovery solutions even after an | ETF standard is
in place. The situation with service discovery (with which the
author is nost famliar) resulted froma |ack of nmjor vendor

conmi ttnent during the end phases of the standarization process.
Applying these lessions to a generic notification protocol, having

i mportant players with proprietary notification protocols on board
and commtted until the conclusion of the design process will be
crucial. Mjor committnment is needed from various application
notification protocols before a generic nmechani smcoul d succeed.

G ven the amount of tine and effort required in any | ETF
standardi zati on work, assessing these with an objective eye is
critical, otherw se, regardl ess of how technically well designed the
protocol is, deployment success may be | acking. Having an elegently
design solution that nobody deploys is an outcome that m ght be w se
to avoid.

Janes Kenpf
July 2003

Wbng I nf or mati onal [ Page 41]



RFC 4416 LEMONADE Coal s February 2006

Aut hor’ s Addr ess

Jin Kue Wng (Editor)
Nort el Net wor ks

P. O Box 3511 Station C
Otawa, ON K1Y 4H7
Canada

Phone: +1 613 763- 2515
EMail: j.k.wong@ynpatico. ca

Wbng I nf or mati onal [ Page 42]



RFC 4416 LEMONADE Coal s February 2006

Ful | Copyright Statenent
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Intell ectual Property

The | ETF takes no position regarding the validity or scope of any
Intell ectual Property Rights or other rights that m ght be clained to
pertain to the inplenentation or use of the technol ogy described in
this document or the extent to which any |icense under such rights

m ght or mght not be available; nor does it represent that it has
made any independent effort to identify any such rights. Information
on the procedures with respect to rights in RFC docunents can be
found in BCP 78 and BCP 79.

Copi es of IPR disclosures made to the | ETF Secretariat and any
assurances of licenses to be nmade available, or the result of an
attenpt nade to obtain a general |icense or permission for the use of
such proprietary rights by inplenenters or users of this
specification can be obtained fromthe |ETF on-line | PR repository at
http://ww.ietf.org/ipr.

The 1ETF invites any interested party to bring to its attention any
copyrights, patents or patent applications, or other proprietary
rights that may cover technology that may be required to inpl enent
this standard. Pl ease address the infornation to the |IETF at
ietf-ipr@etf.org.

Acknowl edgenent

Funding for the RFC Editor function is provided by the |IETF
Admi ni strative Support Activity (1ASA).

Wbng I nf or mati onal [ Page 43]






