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Oficial Protocol Standards" (STD 1) for the standardization state
and status of this protocol. Distribution of this nemo is unlimted.
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Copyright (C The Internet Society (1998). Al Rights Reserved.
1.0 Introduction

Thi s docunent defines an |Pv6 aggregatabl e gl obal uni cast address
format for use in the Internet. The address format defined in this
docunent is consistent with the IPv6 Protocol [IPV6] and the "I Pv6
Addressing Architecture" [ARCH . It is designed to facilitate

scal abl e I nternet routing.

Thi s docunented replaces RFC 2073, "An | Pv6 Provider-Based Uni cast
Address Format". RFC 2073 will becone historic. The Aggregatable
d obal Unicast Address Format is an inprovenent over RFC 2073 in a
nunber of areas. The mmjor changes include renoval of the registry
bits because they are not needed for route aggregation, support of
EUl - 64 based interface identifiers, support of provider and exchange
based aggregati on, separation of public and site topol ogy, and new
aggregati on based term nol ogy.

The key words "MJST", "MJST NOT*, "REQU RED', "SHALL", "SHALL NOT",

"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
document are to be interpreted as described in [RFC 2119].
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2.0 Overview of the | Pv6 Address

| Pv6 addresses are 128-bit identifiers for interfaces and sets of
interfaces. There are three types of addresses: Unicast, Anycast,
and Multicast. This docunent defines a specific type of Unicast
addr ess.

In this docunent, fields in addresses are given specific nanes, for

exanpl e "subnet". VWhen this nane is used with the term"ID" (for
"identifier") after the name (e.g., "subnet ID'), it refers to the
contents of the named field. Wen it is used with the term"prefix"
(e.g. "subnet prefix") it refers to all of the addressing bits to

the left of and including this field.

| Pv6 uni cast addresses are designed assuming that the Internet
routi ng system nmakes forwardi ng deci sions based on a "longest prefix
mat ch” algorithmon arbitrary bit boundaries and does not have any
know edge of the internal structure of |IPv6 addresses. The structure
in IPv6 addresses is for assignnent and allocation. The only
exception to this is the distinction made between uni cast and
mul ti cast addresses.

The specific type of an IPv6 address is indicated by the |leading bits
in the address. The variable-length field conprising these |eading
bits is called the Format Prefix (FP)

Thi s docunent defines an address format for the 001 (binary) Format
Prefix for Aggregatable G obal Unicast addresses. The sanme address
format could be used for other Format Prefixes, as long as these
Format Prefixes also identify |IPv6 unicast addresses. Only the "001"
Format Prefix is defined here.

3.0 I Pv6 Aggregatable d obal Unicast Address Format

Thi s docunent defines an address format for the | Pv6 aggregatable
gl obal uni cast address assignnment. The authors believe that this
address format will be widely used for I Pv6 nodes connected to the
Internet. This address format is designed to support both the
current provider-based aggregati on and a new type of exchange-based

aggregation. The conbination will allow efficient routing
aggregation for sites that connect directly to providers and for
sites that connect to exchanges. Sites will have the choice to

connect to either type of aggregation entity.
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Wiile this address format is designed to support exchange-based
aggregation (in addition to current provider-based aggregation) it is
not dependent on exchanges for it’'s overall route aggregation
properties. It will provide efficient route aggregation with only
provi der - based aggregati on

Aggr egat abl e addresses are organi zed into a three | evel hierarchy:

- Public Topol ogy
- Site Topol ogy
- Interface ldentifier

Public topology is the collection of providers and exchanges who
provide public Internet transit services. Site topology is local to
a specific site or organi zati on which does not provide public transit
service to nodes outside of the site. Interface identifiers identify
interfaces on |inks.
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As shown in the figure above, the aggregatable address format is
desi gned to support |ong-haul providers (shown as P1, P2, P3, and
P4), exchanges (shown as X1 and X2), multiple levels of providers
(shown at P5 and P6), and subscribers (shown as S.x) Exchanges
(unl'i ke current NAPs, FIXes, etc.) will allocate |Pv6 addresses.
Organi zati ons who connect to these exchanges will al so subscribe
(directly, indirectly via the exchange, etc.) for |ong-haul service
fromone or nore |ong-haul providers. Doing so, they will achieve
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addr essi ng i ndependence from |l ong-haul transit providers. They will
be abl e to change | ong-haul providers w thout having to renunber
their organization. They can also be multihoned via the exchange to
nore than one | ong-haul provider w thout having to have address
prefixes from each | ong-haul provider. Note that the mechani snms used
for this type of provider selection and portability are not discussed
in the docunent.

3.1 Aggregatabl e G obal Unicast Address Structure

The aggregat abl e gl obal unicast address format is as foll ows:

| 3] 13 | 8 | 24 | 16 | 64 bits

e . R S ' +
| FPFl TLA |RES] NLA | SLA | Interface 1D

| /Do | | 1D | ID | I
B R R T Fomm e o e m e e e e e e e e e +

S >
Topol ogy
S Interface ldentifier----- >

Wher e

FP Format Prefix (001)

TLA I D Top- Level Aggregation ldentifier

RES Reserved for future use

NLA I D Next - Level Aggregation ldentifier

SLAID Site-Level Aggregation ldentifier

| NTERFACE I D Interface ldentifier

The foll owi ng sections specify each part of the | Pv6 Aggregatabl e
d obal Uni cast address fornat.

3.2 Top-Level Aggregation ID

Top- Level Aggregation ldentifiers (TLAID) are the top level in the
routing hierarchy. Default-free routers nust have a routing table
entry for every active TLA ID and will probably have additiona
entries providing routing information for the TLA ID in which they
are |ocated. They may have additional entries in order to optimze
routing for their specific topology, but the routing topology at al

| evel s nust be designed to minimze the nunber of additional entries
fed into the default free routing tables.
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Thi s addressing format supports 8,192 (2713) TLA ID s. Additiona
TLA ID s nay be added by either growing the TLA field to the right
into the reserved field or by using this format for additional format
prefixes.

The issues relating to TLA I D assignnent are beyond the scope of this
docunent. They will be described in a docunent under preparation.

3.3 Reserved

The Reserved field is reserved for future use and nust be set to
zero.

The Reserved field allows for future growmh of the TLA and NLA fields
as appropriate. See section 4.0 for a discussion

3.4 Next-Level Aggregation lIdentifier

Next - Level Aggregation Identifier’'s are used by organi zati ons
assigned a TLA ID to create an addressing hierarchy and to identify
sites. The organization can assign the top part of the NNLAID in a
manner to create an addressing hierarchy appropriate to its network.
It can use the remminder of the bits in the field to identify sites
it wishes to serve. This is shown as foll ows:

| n | 24-n bits | 16 | 64 bits

Each organi zation assigned a TLA ID receives 24 bits of NLA I D space.
This NLA I D space all ows each organization to provide service to
approxi mately as nmany organi zati ons as the current | Pv4 Internet can
support total networks.

Organi zations assigned TLAID s may al so support NLAID s in their
own Site ID space. This allows the organization assigned a TLAID to
provi de service to organi zations providing public transit service and
to organi zati ons who do not provide public transit service. These
organi zations receiving an NLA ID may al so choose to use their Site

| D space to support other NLAIDs. This is shown as follows:
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| n | 24-n bits | 16 | 64 bits
oeenn - S o mmeeeiaaaaaas +
| NLAL | Site ID | SLAID | Interface ID |
Fo-m - - Fom e e e oo Fomm e m oo - o e e e e oo - +
| m | 24-n-m | 16 | 64 bits |
oonns . S S TR +
| NLA2 | Site ID | SLAID| Interface ID |
oo - . Fommmaa - . +
| o ]24-n-mo| 16 | 64 bits
+---- - Fomm oo Fomm oo o e e e e e oo +
| NLA3 | Site IDl SLAID| Interface ID |
oeenn S S o mmeeeiaaaaaas +

The design of the bit layout of the NLA ID space for a specific TLA
IDis left to the organization responsible for that TLA ID. Likew se
the design of the bit |ayout of the next level NLAID is the
responsibility of the previous level NLAID. It is recommended that
organi zati ons assi gning NLA address space use "slow start" allocation
procedures simlar to [ RFC2050].

The design of an NLA ID allocation plan is a tradeoff between routing
aggregation efficiency and flexibility. Creating hierarchies allows
for greater anpbunt of aggregation and results in snaller routing
tables. Flat NLA ID assignnent provides for easier allocation and
attachnment flexibility, but results in larger routing tables.

Aggregation ldentifier
The SLA ID field is used by an individual organization to create its

own | ocal addressing hierarchy and to identify subnets. This is
anal ogous to subnets in | Pv4d except that each organizati on has a much

greater nunber of subnets.
i ndi vi dual subnets.

Organi zations may choose to either
not create any | ogica
routing tables),
results in smaller
is shown as foll ows:

results in |arger
hi erarchy (that
field. The latter

H nden, et. al.

The 16 bit SLA ID field support 65,535

route their SLAID "flat" (e.qg.
rel ati onship between the SLA identifiers that
or to create a two or nore |eve
routing tables) in the SLAID
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| n | 16-n | 64 bits |

+o-m - - Fom o oo e e e e e e e e e ee e +

| SLAL | Subnet | Interface ID

Fo-m - - Fomm e oo - oo e e e e e e e e e ema e o +
| m |16-n-m| 64 bits |
Fom e o - o m e e e e e e e e e e e e eem e +
| SLA2| Subnet | Interface ID |
R oo e e e e e e e e e e e ee e +

The approach chosen for structuring an SLAID field is the
responsibility of the individual organization

The nunber of subnets supported in this address format shoul d be
sufficient for all but the |argest of organizations. Organizations
whi ch need additional subnets can arrange with the organi zation they
are obtaining Internet service fromto obtain additional site
identifiers and use this to create additional subnets.

3.6 Interface ID

Interface identifiers are used to identify interfaces on a link.

They are required to be unique on that link. They may al so be uni que
over a broader scope. In many cases an interfaces identifier will be
the sanme or be based on the interface's |ink-Ilayer address.

Interface IDs used in the aggregatable global unicast address format

are required to be 64 bits long and to be constructed in | EEE EU - 64

format [EU -64]. These identifiers may have gl obal scope when a
gl obal token (e.g., |EEE 48bit MAC) is avail able or may have | oca
scope where a gl obal token is not available (e.g., serial links,

tunnel end-points, etc.). The "u" bit (universal/local bit in | EEE
EUl -64 term nology) in the EU -64 identifier nust be set correctly,
as defined in [ARCH, to indicate global or |ocal scope.

The procedures for creating EU -64 based Interface ldentifiers is
defined in [ARCH . The details on formng interface identifiers is
defined in the appropriate "I Pv6 over <link>" specification such as
"I Pv6 over Ethernet" [ETHER], "IPv6 over FDDI " [FDDI], etc.

4.0 Technical Mtivation
The design choices for the size of the fields in the aggregatable
address format were based on the need to neet a nunber of technica
requi rements. These are described in the foll owi ng paragraphs.
The size of the Top-Level Aggregation ldentifier is 13 bits. This

allows for 8,192 TLAID s. This size was chosen to insure that the
default-free routing table in top level routers in the Internet is
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kept within the linmts, with a reasonable margin, of the current
routing technology. The margin is inportant because default-free
routers will also carry a significant nunmber of longer (i.e., nore-
specific) prefixes for optim zing paths internal to a TLA and between
TLAs.

The inmportant issue is not only the size of the default-free routing
table, but the conplexity of the topology that determ nes the nunber
of copies of the default-free routes that a router nust exam ne while
conputing a forwarding table. Current practice with IPv4d it is
conmmon to see a prefix announced fifteen tines via different paths.

The conplexity of Internet topology is very likely to increase in the
future. It is inportant that | Pv6 default-free routing support
additional conplexity as well as a considerably |arger internet.

It should be noted for comparison that at the time of this witing
(spring, 1998) the IPv4 default-free routing table contains

approxi nately 50,000 prefixes. While this shows that it is possible
to support nore routes than 8,192 it is natter of debate if the
nunber of prefixes supported today in IPv4 is already too high for
current routing technology. There are serious issues of route
stability as well as cases of providers not supporting all top |eve
prefixes. The technical requirenment was to pick a TLA ID size that
was below, with a reasonable nargin, what was being done with | Pv4.

The choice of 13 bits for the TLA field was an engi neering
conprom se. Fewer bits would have been too small by not supporting
enough top | evel organizations. Mre bits wuld have exceeded what
can be reasonably accomobdated, with a reasonable margin, with
current routing technology in order to deal with the issues described
in the previous paragraphs.

If in the future, routing technol ogy inproves to support a |arger
nunber of top level routes in the default-free routing tables there
are two choices on how to increase the nunber TLA identifiers. The
first is to expand the TLAID field into the reserved field. This
woul d i ncrease the nunber of TLAID s to approximately 2 million

The second approach is to allocate another format prefix (FP) for use
with this address format. Either or a conbination of these
approaches allows the nunmber of TLA ID s to increase significantly.

The size of the Reserved field is 8 bits. This size was chosen to
all ow significant growmh of either the TLA ID and/or the NLA ID
fields.

The size of the Next-Level Aggregation ldentifier field is 24 bits.
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This allows for approximately sixteen mllion NLAID s if used in a
flat manner. Used hierarchically it allows for a conplexity roughly
equi valent to the I Pv4 address space (assum ng an average network
size of 254 interfaces). |If in the future additional room for
conplexity is needed in the NLA ID, this nmay be accommodat ed by
extending the NLA ID into the Reserved field.

The size of the Site-Level Aggregation ldentifier field is 16 bits.
Thi s supports 65,535 individual subnets per site. The design goa
for the size of this field was to be sufficient for all but the

| argest of organi zations. Organizations which need additiona
subnets can arrange with the organi zati on they are obtaining Internet
service fromto obtain additional site identifiers and use this to
create additional subnets.

The Site-Level Aggregation Identifier field was given a fixed size in
order to force the length of all prefixes identifying a particular
site to be the sane length (i.e., 48 bits). This facilitates
noverrent of sites in the topology (e.g., changing service providers
and multi-homing to multiple service providers).

The Interface ID Interface ldentifier field is 64 bits. This size
was chosen to neet the requirement specified in [ARCH to support
EUl - 64 based Interface ldentifiers.
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7.0 Security Considerations
| Pv6 addressi ng docunments do not have any direct inpact on |nternet

infrastructure security. Authentication of |IPv6 packets is defined
in [ AUTH .
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9.0 Full Copyright Statenent
Copyright (C The Internet Society (1998). Al Rights Reserved.

Thi s docunent and translations of it may be copied and furnished to
ot hers, and derivative works that conment on or otherwi se explain it
or assist inits inplenentation may be prepared, copied, published
and distributed, in whole or in part, without restriction of any

ki nd, provided that the above copyright notice and this paragraph are
i ncluded on all such copies and derivative works. However, this
docunent itself may not be nodified in any way, such as by renoving
the copyright notice or references to the Internet Society or other
I nternet organi zati ons, except as needed for the purpose of
devel opi ng Internet standards in which case the procedures for
copyrights defined in the Internet Standards process nust be
followed, or as required to translate it into |anguages ot her than
Engl i sh.

The Iimted perm ssions granted above are perpetual and will not be
revoked by the Internet Society or its successors or assigns.

Thi s docunent and the information contained herein is provided on an
"AS | S" basis and THE | NTERNET SOCI ETY AND THE | NTERNET ENG NEERI NG
TASK FORCE DI SCLAI M5 ALL WARRANTI ES, EXPRESS OR | MPLI ED, | NCLUDI NG
BUT NOT LI M TED TO ANY WARRANTY THAT THE USE OF THE | NFORVATI ON
HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED WARRANTI ES OF
MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE
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