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| nt roducti on

This RFC defines the format of new Resource Records (RRs) for the
Domai n Nanme System (DNS), and reserves correspondi ng DNS type
menoni cs and nunerical codes. The definitions are in three

i ndependent sections: (1) |ocation of AFS database servers, (2)

| ocation of responsible persons, and (3) representation of X 25 and
| SDN addresses and route binding. Al are experinental.

This RFC assunmes that the reader is famliar with the DNS [3,4]. The

data shown is for pedagogi cal use and does not necessarily reflect
the real Internet.
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1. AFS Data Base | ocation

This section defines an extension of the DNS to | ocate servers both
for AFS (AFS is a registered trademark of Transarc Corporation) and
for the Open Software Foundation’s (OSF) Distributed Conputing

Envi ronnment (DCE) aut henticated nami ng system using HP/ Apoll o’ s NCA
both to be conponents of the OSF DCE. The discussion assunes that
the reader is familiar with AFS [5] and NCA [6].

The AFS (originally the Andrew File System) system uses the DNS to
map froma domain nane to the name of an AFS cell database server.
The DCE Naming service uses the DNS for a simlar function: mapping
fromthe domain name of a cell to authenticated name servers for that
cell. The method uses a new RR type with menoni ¢ AFSDB and type
code of 18 (decimal).

AFSDB has the follow ng format:
<owner > <ttl> <cl ass> AFSDB <subt ype> <host nane>

Both RDATA fields are required in all AFSDB RRs. The <subtype> field
is a 16 bit integer. The <hostname> field is a domain name of a host
that has a server for the cell named by the owner nane of the RR

The format of the AFSDB RR is class insensitive. AFSDB records cause
type A additional section processing for <hostname>. This, in fact,
is the rationale for using a new type code, rather than trying to
build the same functionality with TXT RRs.

Note that the format of AFSDB in a naster file is identical to MX
For purposes of the DNS itself, the subtype is nerely an integer
The present subtype senantics are discussed bel ow, but changes are
possi bl e and will be announced in subsequent RFCs.

In the case of subtype 1, the host has an AFS version 3.0 Vol une
Location Server for the naned AFS cell. In the case of subtype 2,
the host has an authenticated nane server holding the cell-root
directory node for the naned DCE/ NCA cell

The use of subtypes is notivated by two considerations. First, the
space of DNS RR types is Iimted. Second, the services provided are
sufficiently distinct that it would continue to be confusing for a
client to attenpt to connect to a cell’s servers using the protoco
for one service, if the cell offered only the other service.

As an example of the use of this RR suppose that the Toaster

Cor porati on has depl oyed AFS 3.0 but not (yet) the OSF's DCE. Their
cell, nanmed toaster.com has three "AFS 3.0 cell database server™
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machi nes: bigbird.toaster.com ernie.toaster.com and
henson. toaster.com These three machines would be listed in three
AFSDB RRs. These might appear in a master file as:

toaster.com AFSDB 1 bigbird.toaster.com
toaster.com AFSDB 1 ernie.toaster.com
toaster.com AFSDB 1 henson. toaster.com

As anot her exanple use of this RR suppose that Fento Coll ege (donain
nane fento.edu) has depl oyed DCE, and that their DCE cell root
directory is served by processes running on green.fento.edu and
turquoi se.fento.edu. Furthernore, their DCE file servers also run
AFS 3. 0-conpati bl e volune |ocation servers, on the hosts
turquoi se. fento. edu and orange.fento.edu. These machi nes woul d be
listed in four AFSDB RRs, which might appear in a nmaster file as:

femt o. edu. AFSDB 2 green.fento. edu.
fem o. edu. AFSDB 2 turquoise.fento. edu
fem o. edu. AFSDB 1 turquoise.fento.edu
fem o. edu. AFSDB 1 orange. fento. edu.

2. Responsi bl e Person

The purpose of this section is to provide a standard nethod for
associ ati ng responsi bl e person identification to any nane in the DNS.

The donmai n name system functions as a distributed database which
contains many different formof information. For a particular name
or host, you can discover it’s Internet address, mail forwarding

i nformati on, hardware type and operating system anong ot hers.

A key aspect of the DNS is that the tree-structured nanespace can be
di vided into pieces, called zones, for purposes of distributing
control and responsibility. The responsible person for zone dat abase
purposes is named in the SOA RR for that zone. This section

descri bes an extension which allows different responsible persons to
be specified for different nanmes in a zone.

2.1. ldentification of the guilty party

Oten it is desirable to be able to identify the responsible entity
for a particular host. Wen that host is down or nmalfunctioning, it
is difficult to contact those parties which nmight resolve or repair
the host. Ml sent to POSTMASTER may not reach the person in a

timely fashion. |If the host is one of a nultitude of workstations,
there may be no responsi bl e person which can be contacted on that
host .
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The POSTMASTER mmi | box on that host continues to be a good contact
point for mail problems, and the zone contact in the SOA record for
dat abase problem but the RP record allows us to associate a mail box
to entities that don't receive mail or are not directly connected
(nanmespace-wi se) to the problem (e.g., GATEWAY.ISI.EDU mi ght want to
poi nt at HOTLI NE@BN. COM] and GATEWAY doesn’t get mmil, nor does the
I SI zone adninistrator have a clue about fixing gateways).

2.2. The Responsible Person RR

The nethod uses a new RR type with menonic RP and type code of 17
(decimal).

RP has the follow ng format:
<owner > <ttl> <cl ass> RP <nbox-dnane> <t xt-dnane>
Both RDATA fields are required in all RP RRs.

The first field, <mbox-dnanme>, is a donmain nane that specifies the
mai | box for the responsible person. Its format in master files uses
the DNS convention for mail box encoding, identical to that used for
the RNAME mail box field in the SOA RR The root dommi n nane (j ust
".") may be specified for <mbox-dname> to indicate that no mailbox is
avai | abl e.

The second field, <txt-dnane>, is a domain name for which TXT RR s
exi st. A subsequent query can be performed to retrieve the

associ ated TXT resource records at <txt-dnane>. This provides a

| evel of indirection so that the entity can be referred to from
nmultiple places in the DNS. The root domain nanme (just ".") may be
specified for <txt-dnane> to indicate that the TXT_DNAME i s absent,
and no associ ated TXT RR exi sts.

The format of the RP RRis class insensitive. RP records cause no
addi ti onal section processing. (TXT additional section processing
for <txt-dnane> is allowed as an option, but only if it is disabled
for the root, i.e., ".").

The Responsi bl e Person RR can be associated with any node in the
Domai n Name System hierarchy, not just at the | eaves of the tree.

The TXT RR associated with the TXT _DNAVE contain free format text
suitable for humans. Refer to [4] for nore details on the TXT RR

Multiple RP records at a single nane may be present in the database.
They shoul d have identical TTLs.
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EXAMPLES
Sonme exampl es of how the RP record night be used.

sayshel | . und. edu. A 128.8.1.14
WX 10 sayshel | . und. edu.
HI NFO NeXT UNI X
WKS 128.8.1.14 tcp ftp telnet sntp
RP [ oui e.trantor.und. edu. LAML. peopl e. und. edu.

LAML. peopl e. und. edu. TXT (
"Louis A Manakos, (301) 454-2946, don’t call ne at hone!" )

In this exanple, the responsible person’s nailbox for the host
SAYSHELL. UMD. EDU i s | ouie@rantor.und. edu. The TXT RR at
LAML. peopl e. und. edu provi des additional information and advice.

TERP. UVD. EDU. A 128.8.10. 90
MX 10 128.8.10.90
H NFO M CROVAX-11 UN X
WKS  128.8.10.90 udp domain
WKS 128.8.10.90 tcp ftp telnet sntp domain
RP | oui e.trantor.und. edu. LAML. peopl e. und. edu
RP root.terp.und. edu. ops. CS. UVMD. EDU

TRANTOR. UMD. EDU. A 128. 8. 10. 14
MX 10 trantor. und. edu.
H NFO M CROVAX- 11 UNI X
VWKS  128.8.10.14 udp donain
WKS 128.8.10.14 tcp ftp telnet sntp domain
RP | oui e.trantor.und. edu. LAML. peopl e. und. edu.
RP petry. netwol f.und. edu. petry. peopl e. UVD. EDU
RP root.trantor.und. edu. ops.CS. UVD. EDU
RP gregh. sunset . und. edu.

LAML. peopl e.und. edu. TXT  "Louis A WManmakos (301) 454-2946"
petry. peopl e.und. edu. TXT "Mchael G Petry (301) 454-2946"
ops. CS. UMD. EDU. TXT "CS Qperations Staff (301) 454-2943"

This set of resource records has two hosts, TRANTOR UMD. EDU and

TERP. UVMD. EDU, as well as a number of TXT RRs. Note that TERP. UVD. EDU
and TRANTOR UMD. EDU both reference the sane pair of TXT resource
records, although the mail box nanes (root.terp.und.edu and
root.trantor.und. edu) differ.

Here, we obviously care much nore if the machine flakes out, as we’ve

speci fied four persons which mght want to be notified of problens or
ot her events involving TRANTOR. UVD.EDU. In this exanple, the last RP
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RR for TRANTOR UMD. EDU specifies a mail box (gregh. sunset. und. edu),
but no associated TXT RR

X. 25 and | SDN addresses, Route Bi nding

Thi s section describes an experinental representation of X 25 and
| SDN addresses in the DNS, as well as a route binding nethod,
anal ogous to the MX for mail routing, for very large scal e networks.

There are several possible uses, all experinental at this tinme.
First, the RRs provide sinple docunentation of the correct addresses
to use in static configurations of 1P/ X 25 [11] and SMIP/ X. 25 [12].

The RRs could al so be used automatically by an internet network-I|ayer
router, typically IP. The procedure would be to nap | P address to
domai n nane, then nane to canonical nane if needed, then follow ng RT
records, and finally attenpting an 1P/ X. 25 call to the address found.
Al ternately, configured domain nanes could be resolved to identify IP
to X. 25/1SDN bindings for a static but periodically refreshed routing
tabl e.

This provides a function simlar to ARP for w de area non-broadcast
networks that will scale well to a network with hundreds of mllions
of hosts.

Al so, a standard address binding reference will facilitate other
experiments in the use of X 25 and | SDN, especially in serious
inter-operability testing. The mpjority of work in such a test is
establishing the n-squared entries in static tables.

Finally, the RRs are intended for use in a proposal [13] by one of
the authors for a possible next-generation internet.

3.1. The X25 RR

The X25 RR is defined with menopnic X25 and type code 19 (decimal).
X25 has the follow ng format:

<owner > <ttl> <cl ass> X25 <PSDN- addr ess>

<PSDN- address> is required in all X25 RRs.

<PSDN- addr ess> identifies the PSDN (Public Sw tched Data Network)
address in the X 121 [10] nunbering plan associated w th <owner>.

Its format in master files is a <character-string> syntactically
identical to that used in TXT and HI NFO
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The format of X25 is class insensitive. X25 RRs cause no additiona
section processing.

The <PSDN-address> is a string of decimal digits, beginning with the
4 digit DNIC (Data Network Identification Code), as specified in
X.121. National prefixes (such as a 0) MJST NOT be used.

For exanpl e:

Rel ay. Prine. COM  X25 311061700956

3.2. The I SDN RR
The 1SDN RR is defined with menonic | SDN and type code 20 (decimal).
An | SDN (I ntegrated Service Digital Network) nunber is sinply a
tel ephone nunmber. The intent of the nenbers of the CCTT is to

upgrade all tel ephone and data network service to a comon servi ce.

The nunbering plan (E.163/E. 164) is the sane as the famliar
international plan for POTS (an un-official acronym meaning Plain

A d Tel ephone Service). In E 166, CCITT says "An E. 163/E. 164
t el ephony subscriber may becone an | SDN subscri ber w thout a nunber
change. "

| SDN has the followi ng fornat:
<owner > <ttl> <class> | SDN <| SDN- addr ess> <sa>
The <I SDN-address> field is required; <sa> is optional

<| SDN- address> identifies the | SDN nunber of <owner> and DDI (Direct
Dial In) if any, as defined by E 164 [8] and E. 163 [7], the | SDN and
PSTN (Public Sw tched Tel ephone Network) nunbering plan. E. 163
defines the country codes, and E. 164 the form of the addresses. |Its
format in master files is a <character-string> syntactically
identical to that used in TXT and H NFO

<sa> specifies the subaddress (SA). The format of <sa> in naster
files is a <character-string> syntactically identical to that used in
TXT and HI NFO

The format of ISDN is class insensitive. |SDN RRs cause no
addi ti onal section processing.

The <| SDN-address> is a string of characters, normally deci ma

digits, beginning with the E. 163 country code and ending with the DD
if any. Note that ISDN, in Q 931, permits any I A5 character in the
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general case.

The <sa> is a string of hexadecinmal digits. For digits 0-9, the
concrete encoding in the Q931 call setup information element is
i dentical to BCD

For exanpl e:

Rel ay. Pri me. COM
sh. Pri ne. COM

IN 1SDN 150862028003217

IN | SDN 150862028003217 004

(Note: "1" is the country code for the North Anerican Integrated
Nunbering Area, i.e., the systemof "area codes" famliar to people
in those countries.)

The RR data is the ASCI| representation of the digits. It is encoded
as one or two <character-string>s, i.e., count followed by
characters.

CClI TT reconmmendation E. 166 [9] defines prefix escape codes for the
representation of |ISDN (E. 163/E. 164) addresses in X 121, and PSDN
(X.121) addresses in E.164. It specifies that the exact codes are a
"national matter", i.e., different on different networks. A host
connected to the | SDN may be able to use both the X25 and | SDN
addresses, with the |ocal prefix added.

3.3. The Route Through RR

The Route Through RR is defined with menonic RT and type code 21
(decimal).

The RT resource record provides a route-through binding for hosts
that do not have their own direct wi de area network addresses. It is
used in much the same way as the MX RR

RT has the follow ng format:

<owner > <ttl> <class> RT <preference> <internedi at e- host >

Both RDATA fields are required in all RT RRs.

The first field, <preference> is a 16 bit integer, representing the
preference of the route. Snaller nunbers indicate nore preferred
routes.

<i ntermedi ate-host> is the domain nane of a host which will serve as

an intermediate in reaching the host specified by <owner>. The DNS
RRs associated with <internedi ate-host> are expected to include at
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| east one A, X25, or |SDN record.

The format of the RT RRis class insensitive. RT records cause type
X25, 1SDN, and A additional section processing for <intermediate-
host >.

For exanpl e,
sh. prine. com IN RT 2 Rel ay. Pri me. COM

IN RT 10 NET. Pri me. COM

*. prime.com IN RT 90 Rel ay. Pri me. COM
When a host is looking up DNS records to attenpt to route a datagram
it first 1ooks for RT records for the destination host, which point
to hosts with address records (A, X25, ISDN) conpatible with the wide

area networks available to the host. If it is itself in the set of
RT records, it discards any RTs with preferences higher or equal to
its own. If there are no (remaining) RTs, it can then use address

records of the destination itself.

Wl d-card RTs are used exactly as are wild-card MXs. RT's do not
"chain"; that is, it is not valid to use the RT RRs found for a host
referred to by an RT.

The concrete encoding is identical to the MX RR
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Security Considerations

Security issues are not addressed in this nmeno.
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