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Status of this Menp

This menmo is a policy statenent on the inplenmentation of the Donmain
Style Naming Systemin the Internet. This neno is an update of
RFC-881, and RFC-897. This is an official policy statement of the
| AB and the DARPA. Distribution of this nmenmo is unlimted.

The intent of this menp is to detail the schedule for the
i mpl enentation for the Domain Style Naming System The expl anation
of how this systemworks is to be found in the references.

The Current Situation

There are three aspects to the domain style nam ng system (1) the
nanes thensel ves, (2) the nethod of translating names to addresses,
and (3) the relationship between the Internet and the rest of the
wor | d.

Names

The nanes are bei ng changed from si npl e names, or globally unique
strings, to structured nanes, where each conponent nane i s unique
only with respect to the superior conponent nane.

Si npl e Nanes

Until recently, hosts in the DARPA research and DDN operationa
conmuni ti es were assigned nanes in a flat or global nane space
of character strings. There are sone |limts on these nanes.
They nmust start with a letter, end with a letter or digit and
have only letters or digits or hyphen as interior characters.
Case is not significant.

For exanple: USC-ISIF
Hi erarchi cal Nanes
Because of the growth of the Internet, structured nanes (or
domai n style nanes) have been introduced. Each el enent of the

structured name will be a character string (with the sane
constraints that previously applied to the sinple names). The
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el ements (or conponents) of the structured names are separated
with periods, and the elenments are witten fromthe nost
specific on the left to the nbst general on the right.

For exanple: USC-ISIF. ARPA

The Initial and Tenporary Domain

The introduction of these hierarchical names has been very
l[imted. Every current nane in this new systemhas the form
"ol d-si npl e-nanme. ARPA". That is, the all the hosts are in a
domain called "ARPA'. This is a tenporary situation. The
current intention is for the ARPA domain to cease to exist.
This nmeans that all hosts will change their names as the domain
style names cone into full use

Nane to Address Lookup

Every host in the Internet is expected to have a way of
translating the nane of any other host into its Internet address.

By and large, the nane to address translation is done by | ooking
up the information in a table of all hosts.

The mai ntenance of this table is centralized at the Network
Information Center (NIC). Each host is expected to obtain a
current copy of the table on a tinely basis. This table is called
"HOSTS. TXT" [8] and is normally accessed via the Hostnanes

Server [9].

Interface to the World

A great deal of nmail noves between the Internet and ot her
"systens" that sonehow transport nmail anmpbng conputers. This is
currently done by hiding some sort of "other-systent addressing
information in the | ocal-part of the mail address and using a
mai |l -relay host in the host-part of the mail box.

For exanpl e,

Post el

OBERST%&EDUCOM MAI LNET@M T- MULTI CS. ARPA
EDM STON. Cl C@SNET- RELAY. ARPA
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The Future Situation
Names
Hi erarchi cal Nanes

The use of the hierarchical nanes will be greatly expanded
according to the rules established in the "Domai n Requirenents”
meno ( RFC-920) [5].

For exanple: F.1SI.USC. EDU

There are several |evels of devel opnent for use of the domain
styl e nanes.

First, there is the current sinple substitution of the domain
style nanmes for the old style host nanes. At this stage al

domai n style nanes directly translate to host addresses (using the
NI C tabl es) and all domain style names have two conponents. The
mai | system uses addresses of the form "l ocal - part @ost", where
host is a domain style host nane.

For exanple: USC-ISIF. ARPA and Postel @QJSC | SIF. ARPA

Here we expect that "USC-ISIF. ARPA" is the name of an Internet
host and that we can send mail for "Postel"™ to the SMIP port on
that host. It may be that sone backward host can still fake it
by ignoring the ". ARPA" and | ooki ng up an address for

"USC-I SIF" in some old style file.

Second, there is an extension to nore name conponents and nore top
| evel domains. The mail systemstill uses addresses of the form
"l ocal -part @ost", where host is a donmain style host nane.

For exanple: F.1SI.USC. EDU and Postel @.|Sl.USC. EDU

Here we expect that "F.ISlI.USC EDU' is the name of an Internet
host and that we can send mail for "Postel"™ to the SMIP port on
that host. It is likely that the NIC will enter these new
donmain style nanes in the centrally naintained table (i.e.
HOSTS. TXT) during the transition period. It is unlikely that a
backward host can hack this at all

Third, there is an extension to domain style nanmes that nmay

represent only organi zations or admnistrative entities. Finding
a host that acts for such entities may require a | evel of
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indirection in the search. The mail system may use
"l ocal - part @omai n- name", where the "domai n-nane"” identifies a
host (as before) or an organi zation.

For exanple: USC-1SI.EDU and Postel @QSC-1SI.EDU

Here we don't count on "USC-ISlI. EDU' being the name of an
Internet host. Wen we want to send mail to "Postel” we ask
the domai n nane server about sending nail to "USC-1SI.EDU".
The server will tell us the nane (and address) of a rea
Internet host that handles nmail on this organizations behalf,
for exanple, "F.I1SI.USC EDU = 10.2.0.52". W then send nai
for "Postel @QSC-1SI.EDU'" to the SMIP port on F.ISlI.USC EDU

Nane to Address Lookup

I nt

Post el

Every host in the Internet will be expected to have a way of
translating the nane of any other host into its Internet address.

By and | arge, the nanme to address translation will be done by
interacting with a | ookup server. There will be a nunber of
servers that each hold a portion of the nanme to address

i nfornmation.

The mmi ntenance of the translation data base will be subdi vi ded
and distri buted.

The design and inplenmentation details for this service are given
in RFC-882 [2] and RFC-883 [3].

erface to the Wrld

Mail will continue to nove between the Internet and other
"systenms". This nmay be done by designating sone sort of

"ot her-systeni representative organization in the domain server
data bases that can indirect mail to a mail-relay host.

For exanpl e,
Ober st @DUCOM MAI LNET

When we want to send nmail to "Oberst” we ask the domain name
server about sending mail to "EDUCOM MAI LNET". The server will
tell us the name (and address) of a real Internet host that
handl es mail on this organizations behal f, for exanple,

"M T- MULTI CS. ARPA = 10.0.0.6". W then send mail for

" Cber st @DUCOM MAI LNET" to the SMIP port on M T- MULTI CS. ARPA
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For exanpl e,
Edmi st on@Cl C. CSNET

When we want to send nail to "Edm ston" we ask the domain nane
server about sending mail to "CIC. CSNET". The server will tel
us the name (and address) of a real Internet host that handles
mai | on this organizations behalf, for exanple,

" CSNET- RELAY. ARPA = 10.4.0.5". W then send mail for

"Edmi ston@Cl C. CSNET" to the SMIP port on CSNET- RELAY. ARPA.

The Transition Situation

Actually, the situation is a bit nore conmplicated, of course. Hosts
are already using donain style nanes under the constraint that their
donmain style nane is exactly their old style name with the string

". ARPA" appended. The first transition step is to ensure that al
hosts do this, and then to elimnate the use of old style nanes

al t oget her.

Pl ease note carefully that two types of changes are bei ng nmade:

One is a change in the support nmechanismfor translating a host
nane to an internet address,

that is fromusing | ocal copies of a full centrally naintained
table to dynam cally accessing a distributed set of servers
each posesing a portion of a data base maintained in a
di stributed fashion.

The other is a change in the host names thensel ves,

froma flat global space of unstructured strings to a
hi erarchi cal structure of nanes.

There are two steps to the transition plan.

First, change fromold nanmes to domain style nanes.

Second, change from using central tables to using name servers.
There are two comunities that are taking slightly different courses
inthis transition. The DARPA research conmunity is making the ful
transition. The DDN operational comrunity is making the change in

nam ng on the same schedule, but is not requiring hosts in the DDN
operational comunity make the change to using servers at the sane
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time (they can if they want to). The DDN PMO will establish a
schedul e for that change at a later time. The NNC will maintain a
central table of all DDN operational hosts.

Interface to the World

The interchange of mail with "other-systens” will have to continue
pretty much as it has (except that RELAY-HOST is RELAY- HOST. ARPA)
until organi zati on nanes can be used. Then representative

organi zati ons can be designated for each "other-system in the
domai n server data bases that will then specify a mail-relay host.

Host s Change Nanes

The inmpact of introducing the domain style nanes is that all hosts
change their nanes at |east once. Hosts that nove to new donmi ns or
subdonai ns may change their nanes several tines.

Hosts have an official (or primary) name and possibly severa
ni cknames. Wien mail is sent froma host, the official nanme is used
in the mail header address fields.

Suppose, that in the old days before domai ns were thought of, a host
changed its nane. What is the inmpact on users of changing the nane
of a host?

Mai |l that was sent before the nane was changed can not be answered
using nmail program conmrands that automatically fill in the return
address. Wiile it may be possible to use special tricks to fix up
the "Fronml or the "To" users addresses, the "Cc" addresses are
very difficult to correct.

Suppose one host changed its name from FOO to BAR  Mil that
was sent from FRED@QO to JOE@A\BC can not be answered unl ess
the change of nane is known to the user or the nmail program at
ABC and the host nane BAR substituted for FOO. Miil that is
sent to JOE@\BC from SAM@EF with a cc to FRED@QOO can not be
answered easily.

Any nmailing lists that have mail boxes with the host that changed
nanes wi Il now have incorrect entries.

The point is that while the host that changed nanes may be able to
use special tricks for a while to fix things up for the users, it is
difficult for other hosts to do this.
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A general trick is to make the old nane a ni ckname for the host for
some period of tine.

The introduction of donain style nanes neans that all hosts change
their nanes essentially at the sane tine.

To | essen the havoc, there will be a period of time when both the old
and the new nanes are allowed. That is, the old nanes wll be
ni cknanes for a while.

Primary Nanes

Currently, host have an official or primary nanes and may have
several nicknanes. For exanple

Primary Nane Ni cknanes
USC- | SI F. ARPA USC-ISIF ISIF
ADA- VAX. ARPA ADA- VAX | SI - VAXB AJPO VAXB

The data base is such than given any of the names for a host one can
find the address, and given the address one can find the prinmary
nane.

In the new domain style name systemthis property nust be naintained.
That is, given the Internet address of a host one nust be able to
find the primary nane of that host. This calls for carefu

managenment of the distributed database by those in charge of the
domai ns and zones.
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The Revised Tine Tabl e

There are three maj or phases to the inplenmentation of the domain
nanes system (1) putting the machinery in place (servers,
resolvers), (2) getting the data base installed, (3) changing the
user programs (mailers, etc.).

The machinery is now (at last) well along, there is a server for
TOPS-20, and two different servers for Unix. The data base now
contains the ARPA donain and is initialized for the other top

| evel domains. Little has been done to change user prograns to
use the new procedures.

Done

Service Design and Specification: The design and specification
for the protocol and data base were published (RFC- 882, RFC-883).

Domai n Requi rements Specification: The requirenents for
establ i shing a new domai n are published as an RFC ( RFC- 920) .

Domain Style Nanes in Table: Hosts are using their domain style
nanes as their official and prinmary nanes. The standard table of
host nanes contains domain style names as the official and primary
nane.

Servers for ARPA Donain: Several domain nane servers are in
operation to supply host nanme to internet address translations,
one of these servers is at the NIC

15 Dec 84 Donmin Table
A master table of top | evel dommin nanes and their associated
servers is established at the NIC. Probably this information wll
be added to the HOSTS. TXT file as a new entry type.

15 Jan 85 Begin New Donai n Regi stration

New dommi ns may regi ster according to the procedures and
restrictions described in RFC-920 [5].

15 Feb 85 Major Machinery Conpl et ed
The principal servers are up and running, there are resolvers

progranmmed and tested for the nost popular systens (Unix 4. 2bsd,
TOPS- 20) .
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15

15

15

15

Post el

May 85 Significant Use of Resolvers and Servers

Prograns (e.g., Milers, Telnet, FTP) begin regular use of the new
nechani sns (resol vers and servers). This may be done by changing
the programs to act as resolvers thenselves and call on servers
directly, or to provide systemcalls that include the resolver
function to replace old systemcalls that accessed the host table.

Jul 85 Inplenentation of the Domai n Nami ng System Conpl et ed

The goal is to conplete the switch over to the domain style nanes
and the use of the servers by this date. Al prograns that

transl ate host name to Internet addresses shoul d now use
procedures based on the use of the domain style nanes system of
resol vers and servers and the distributed data base.

Sep 85 Deconmi ssion Host Table

At this point the master host table maintained by the NIC need no
| onger be conplete for the DARPA research conmunity. A full table
of the DDN operational hosts will be nmaintained by the NIC

Cct 85 DDN Plan for Domains Nanme Service

The DDN PMO may establish a plan for the future support of nane to
address translations in the DDN comunity.
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Appendix : The O d Tine Table

Here we present the tine table fromthe previous schedul e (RFC 897)
with some comments on what was and was not acconpli shed.

-- Nov 83 Plan and Schedul e
At this point the overall plan for the inplenentation of domain
styl e names and nane servers, and a schedul e of events was
published (RFC-881). Also the design and specification for the
protocol and data base were published (RFC- 882, RFC-883).
<Thi s was done, but the schedule did not work.>

-- Nov 83 Initial Domain Style Host Nane Tabl e

At this point a version of the host table which includes the
domai n style nanes is made avail abl e (DHOSTS. TXT).

<Thi s was done, on schedul e.>
-- Feb 84 Dommin Requirenents Specification

At this point the requirenents for establishing a new domain are
publ i shed as an RFC.

<This topic was nuch di scussed in the Namedroppers mailing
list, but no RFC was published until Qct84 [5].>

14 Mar 84 Begin using Domain Style Nanes
At this point all hosts should start using their domain style
nanes as their official and prinmary nanes. The standard table of
host nanes contains domain style nanmes as the official and prinmary
nane (DHOSTS. TXT becones HOSTS. TXT).

<Thi s was done, on schedul e. >

04 Apr 84 Server for ARPA Domain
At this point several donmin name servers are in operation to
supply host nane to internet address translations, one of these

servers is at the N C.

<Thi s was done, not on schedul e, but by Sep84.>
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04 Apr 84 Domain Table

At this point a naster table of top |level domain nanmes and their
associ ated servers is established at the NIC

<Not done yet.>
02 May 84 Stop using old style Nanes

At this point the use of old style nanes nust be conpl etely phased
out .

<l think this is done. Except that sone hosts still use the
OHOSTS. TXT file.>

02 May 84 Certain New Donains

At this point a few new donmai ns may be established, in particul ar
t he DDN donai n.

<Not done yet. Well, "DDN' won't be a top |evel domain
according to the new rules (see [5]).>

06 Jun 84 General & Multilevel Donains
At this point additional new domains may be established, if they
neet the requirements. Donain style nanes nmay have nore than two
segnent s.
<Not done yet.>
18 Jul 84 O ganizational Domains

Domain style nanes may identify organi zations. Finding an address
for a host may involve a |level of indirection

<Not done yet. >
05 Sep 84 Deconmi ssion Host Table
At this point the master host table naintained by the NIC need no
| onger be conplete for the DARPA research community. A full table
of the DDN operational hosts will be maintained by the NIC

<Not done yet. >
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03 Oct 84 DDN Plan for Dommi ns Name Service

At this point the DDN PMO will establish a plan for the future
support of name to address translations in the DDN comunity.

<Not done yet.>
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