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RESOURCE LOCATI ON PROTOCCL

Thi s note describes a resource |ocation protocol for use in the ARPA
Internet. 1t is nmost useful on networks enpl oying technol ogi es which
support sone method of broadcast addressing, however it nay al so be used
on other types of networks. For nmaxi mum benefit, all hosts which

provi de significant resources or services to other hosts on the Internet
shoul d i nplenment this protocol. Hosts failing to inplenment the Resource
Location Protocol risk being ignored by other hosts which are attenpting
to locate resources on the Internet. This RFC specifies a draft
standard for the ARPA Internet conmunity.

The Resource Location Protocol (RLP) utilizes the User Datagram Protoco
(UDP) [1] which in turn calls on the Internet Protocol (IP) [3] to
deliver its datagrams. See Appendix A and [6] for the appropriate port
and protocol nunber assignnents.

Unl ess otherwise indicated, all nuneric quantities in this docunent are
deci mal nunbers.

1. Introduction

Fromtine to tine, Internet hosts are faced with the probl em of
determ ni ng where on the Internet some particular network service or
resource is being provided. For exanple, this situation will arise when
a host needs to send a packet destined for some external network to a
gateway on its directly connected network and does not know of any

gateways. |In another case, a host may need to translate a domai n name
to an Internet address and not know of any nane servers which it can ask
to performthe translation. In these situations a host may use the

Resource Location Protocol to determne this infornmation

In alnost all cases the resource location problemis sinply a matter of
finding the I P address of sonme one (usually any) host, either on the
directly connected network or el sewhere on the Internet, which
understands a given protocol. Mst frequently, the querying host itself
under stands the protocol in question. Typically (as in the case of

| ocating a nane server), the querying host subsequently intends to
enpl oy that protocol to comrunicate with the |ocated host once its
address is known (e.g. to request nane to address translations). Less
frequently, the querying host itself does not necessarily understand the
protocol in question. Instead (as in the case of |ocating a gateway),
it is sinply attempting to find sonme other host which does (e.g. to
determ ne an appropriate place to forward a packet which cannot be
delivered locally).
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2. Resource Nam ng

Al t hough the resource | ocation problemcan, in nost cases, be reduced to
the problem of finding a host which inplenments a given Internet based
protocol, locating only a particular |owest |evel Internet protoco

(i.e. one assigned a protocol number for transport using IP) is not
conpletely sufficient. Many significant network services and resources
are provided through higher |evel protocols which nmerely utilize the
various |ower |evel protocols for their own transport purposes (e.g. the
FTP protocol [2] enploys the TCP protocol [4] for its |lower |eve
transport). Conceptually, this protocol nesting may even be carried out
to arbitrary |evels.

Consequently, the Resource Location Protocol nanmes a resource by the
protocol nunber assigned to its |owest |evel Internet transport protoco
and by a variable I ength protocol/resource specific identifier. For
exanpl e, the UDP based Echo Protocol can be naned by its assigned
protocol nunber (17) and its assigned 16-bit "well-known" port nunber
(7). Alternatively, the Internet Control Message Protocol [5] (lacking
any higher level client protocols) would be naned sinply by its assigned
protocol number (1) and an enpty protocol specific identifier. On the
ot her hand, some as yet undefined resource protocol (provided via say
TCP), m ght be naned by the assigned protocol nunber (6), its 16-bit
"wel | -known" TCP port nunber, and then sone additional fixed or variable
length identifier specific to that TCP port.

In general, the conponents of the protocol/resource specific identifier
are defined to be the "natural" quantities used to successively

de-mul tipl ex the protocol at each next highest protocol |evel. See
section 5 for sone sanpl e assignnents.

3. Protocol Summary

The Resource Location Protocol is a sinple request/reply procedure. The
gueryi ng host constructs a list of resources which it would like to

| ocate and sends a request nessage on the network. A request nessage
nmay be sent either to a particular |IP address and host or, on networks
whi ch provi de broadcast address capability, to the | P address which
refers to all hosts on that network (see [7]). For exanple, a host
attenpting to |l ocate a donmai n name server mght construct a request
contai ning the resource name [17, 53] (referring to the Domai n Name
Server protocol provided at "well-known" UDP port 53) and then broadcast
that request on its local network.

Each receiving host examines the list of resources named in the request
packet, determ nes which of the resources it provides, and returns a
reply message to the querying host in confirmation. The receiving host
det erm nes whether or not it provides a resource by successive
deconposition of the resource name until either the nane is exhausted or
it encounters a conponent which is not supported. [In the previous
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exanpl e, each host on the network receiving the broadcast request would
exam ne the resource nane by first consulting its tables to deternine if
it provided UDP service. |If this was successful, it would then exam ne
the UDP port component of the nane and consult its UDP table to
determine if it provided service on UDP port 53. At this point the nane
woul d be exhausted and if both checks were successful the host would
return a reply nessage to the querying host indicating support for that
resource.

3.1. Request Messages

RLP provi des two basic types of request nessages which may be
transmtted by a querying host. The first type requires any host

recei ving the request nmessage to return a reply nmessage only if it
provi des at |east one of the resources naned in the request list. The
second type requires any host receiving the nessage to always return a
reply nessage even if it provides none of the resources nanmed in the
request |ist.

These two types of request nessages are:

<Who- Provi des?>
This type requires any host receiving the nessage to return an
appropriate reply nmessage which nanes all of the resources fromthe
request list which it provides. |If the receiving host provides none
of the naned resources, no reply may be returned.

<Do- You- Pr ovi de?>
This type is identical to the <Wo-Provi des?> nessage but with the
extra requirenment that a reply nust always be returned. Wen a
recei ving host provides none of the requested resources, it sinply
returns an enpty reply list. This enpty reply list allows the
guerying host to imredi ately detect that the confirm ng host
provi des none of the naned resources w thout having to tineout after
repeatedly retransmtting the request.

The <Who- Provi des?> request message is nost typically used when
broadcasting requests to an entire I P network. The <Do- You- Provi de?>
request nessage, on the other hand, is nost typically used when
confirming that a particular host does or does not provide one or nore
specific resources. It may not be broadcast (since such a request would
flood the querying host with reply nmessages fromall hosts on the

net wor k) .

In addition to the two basic types of request nessages, an additiona
two variant types of request nessages may also be transmitted by a
gueryi ng host. These nessage types provide a "third-party" resource
| ocation capability. They differ fromthe basic nessage types by
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provi di ng space for an additional qualifier with each listed resource to
identify "third-party" hosts which the confirm ng host believes may
provide the resource. As before, the first type requires any host

recei ving the request nessage to return a reply nmessage only if it knows
of some host which provides at | east one of the resources named in the
request list. The second type requires any host receiving the nessage
to always return a reply nessage even if it knows of no hosts which
provi de any of the resources naned in the request |ist.

These two remaining types of request nessages are:

<Who- Anywher e- Provi des?>
Thi s nmessage parallels the <Who-Provi des?> nessage with the
"third-party" variant described above. The confirm ng host is
required to return at least its own IP address (if it provides the
naned resource) as well as the | P addresses of any other hosts it
bel i eves may provide the named resource. The confirm ng host
t hough, may never return an | P address for a resource which is the
sanme as an | P address listed with the resource nanme in the request
nessage. In this case it nust treat the resource as if it was
unsupported at that |IP address and onmt it fromany reply list.

<Does- Anyone- Pr ovi de?>
Thi s nmessage parallels the <Do-You-Provi de?> nessage again with the
"third-party" variant described above. As before, the confirmng
host is required to return its own |IP address as well as the IP
addresses of any other hosts it believes nay provide the naned
resource and is prohibited fromreturning the same |P address in the
reply resource specifier as was listed in the request resource
specifier. As in the <Do-You-Provide?> case and for the sane
reason, this nessage al so nay not be broadcast.

These variant request nessages permt "snart" hosts to supply resource

| ocation information for networks w thout broadcast capability (provided
that all hosts on the network always "know' the address of one or nore
such "smart" hosts). They also pernit resource |ocation information for
services which are not provided anywhere on a directly connected network
to be provided by "smart" gateways which have perhaps queried ot her
networks to which they are attached or have sonmehow ot herw se acquired
the i nformation.

The restriction against returning the sane IP address in a reply as was
specified in the request provides a primtive nmechani smfor excluding
certain known addresses fromconsideration in a reply (see section 5,
exanple 3). It may also be used to override the receiving host’s
preference for its own IP address in "third-party" replies when this is
required.
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3.2. Reply Messages

Each of the types of request nessages has an associated type of reply
nmessage. The basic reply nessage type is returned in response to both
<Who- Provi des?> and <Do- You- Provi de?> request nessages and supplies

i nfornmati on about the resources provided by the confirm ng host. The
other reply nessage type is the "third-party" variant returned in
response to both <Who- Anywhere- Provi des?> and <Does- Anyone- Provi de?>
request nessages and supplies information about resources provided by
hosts known to the confirmng host.

These two types of reply nmessages are:

<l - Provi de>
This reply message contains a list of exactly those resources from
the request list which the confirmng host provides. These
resources nust occur in the reply list in precisely the sane order
as they were listed in the request nessage.

<They- Provi de>
This reply message similarly contains a list of exactly those
resources fromthe request list (appropriately qualified with IP
addresses) which the confirm ng host provides or believes another
host provides. These resources again rmust occur in the reply list
in precisely the sanme order as they were listed in the request
nmessage.

Nei t her type of reply message may be broadcast.

A querying host which receives a <They-Provide> reply nmessage froma
confirm ng host on behalf of a third host is not required to
unquestioningly rely on the indirectly provided information. This

i nformati on should usually be regarded sinply as a hint. |n nost cases,
the querying host should transmt a specific <Do-You-Provide?> request
to the third host and confirmthat the resource is indeed provided at
that | P address before proceeding.

4. Message Formats

RLP messages are encapsul ated in UDP packets to take advantage of the
mul tipl exi ng capability provided by the UDP source and destination ports
and the extra reliability provided by the UDP checksum Request
nessages are sent froma convenient source port on the querying host to
the assigned RLP destination port of a receiving host. Reply nessages
are returned fromthe assigned RLP source port of the confirm ng host to
the appropriate destination port of the querying host as determ ned by
the source port in the request nessage.

The format of the various RLP nessages is described in the follow ng
diagrams. Al nuneric quantities which occupy nore than one octet are
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stored in the nessages fromthe high order octet to the | ow order octet
as per the usual Internet protocol standard. All packet diagrans

i ndicate the octets of the nmessage fromleft to right and then top to
bottom as they occur in the data portion of the encapsul ati ng UDP
packet .

Each RLP packet has the general fornmat

E R E R E R E R +
| | | |
| Type | Flags | Message- 1 D

| | |
S S S S +

B - B - B - +---\\---+
- +
- Resour ce- Li st |
- |

E R E R E R +---\\---+
wher e

<Type>
is a single octet which identifies the nessage type. The currently
defined types are:

0 <Who- Provi des?>

1 <Do- You- Pr ovi de?>

2 <Who- Anywher e- Provi des?>
3 <Does- Anyone- Provi de?>

4 <|-Provi de>

5 <They- Pr ovi de>

6- 255 Reserved
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<Fl ags>
is a single octet specifying possible nodifications to the standard
interpretation of <Type>. Bits in this field are nunbered from|eft
to right (fromnost significant to | east significant) beginning with
bit 1. The currently defined flag bits are:

Bit 1 <Local -Only>. Requires that any reply nessage generated in
response to a request nessage with this flag bit set may
only nane | P addresses which are on the sane |IP network as
the sender of the request nessage. This flag also requires
that multi-honed hosts answering broadcast <Who-Provi des?>
requests use the appropriate | ocal network | P source
address in the returned reply. This bit nust be zero in
reply messages.

Bits 2-8 Reserved. Mist be zero

<Message- | D>
is atw octet (16-bit) value which identifies the request nessage.
It is used sinply to aid in matching requests with replies. The
sendi ng host should initialize this field to some conveni ent val ue
when constructing a request nmessage. The receiving host must return
this same value in the <Message-1D> field of any reply nessage
generated in response to that request.

<Resour ce- Li st >
is the list of resources being queried or for which |ocation
information is being supplied. This list is a sequence of octets
begi nning at the octet followi ng the <Message-I|D> and ext endi ng
through the end of the UDP packet. The format of this field is
explained nore fully in the followi ng section. The size of this
list isinmplicitly specified by the |ength of the encapsul ati ng UDP
dat agr am

4.1. Resource Lists

A <Resource-List> consists of zero or nore resource specifiers. Each
resource specifier is sinply a sequence of octets. Al resource
specifiers have a comon resource nane initial fornat

Fomm oo Fomm oo Fomm oo +---\\---+
| | | |
| Prot ocol | | DLengt h| Resource-1D |
| | | |
B R B R B R +---\\---+

wher e
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<Pr ot ocol >
is the protocol nunber assigned to the |owest |evel Internet
protocol utilized for accessing the resource.

<I DLengt h>
is the length of the resource identifier associated with this
<Protocol >  This length nay be a fixed or variabl e val ue dependi ng
on the particular resource. It is included so that specifiers which
refer to resources which a host may not provide can be ski pped over
wi t hout needing to know the specific structure of the particul ar
resource identifier. |If the <Protocol > has no associated natura
identifier, this length is 0.

<Resource- | D>
is the qualifying identifier used to further refine the resource
being queried. |If the <IDLength> field was 0, then this field is
enpty and occupi es no space in the resource specifier

In addition, resource specifiers in all <Who-Anywhere-Provi des?>,
<Does- Anyone- Provi de?> and <They- Provi de> nessages al so contain an
additional qualifier following the <Protocol-I1D>. This qualifier has
the format

Fomm oo Fomm oo Fomm oo Fomm oo - f)---+
| | |
| I PLengt h]| | P- Addr ess- Li st |
| | |
B R B R B R B R +---/]---+

wher e
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<| PLengt h>
is the number of | P addresses containing in the follow ng
<| P- Address-List> (the <IP-Address-List> field thus occupies the
| ast 4*<l PLength> octets in its resource specifier). In request
nmessages, this is the maxi num nunber of qualifying addresses which
may be included in the corresponding reply resource specifier

Al t hough not particularly useful, it nay be 0 and in that case
provi des no space for qualifying the resource nanme with | P addresses
in the returned specifier. |In reply nmessages, this is the nunber of
qual i fyi ng addresses known to provide the resource. It may not

exceed the nunber specified in the correspondi ng request specifier
This field may not be 0 in a reply nessage unless it was supplied as
0 in the request nessage and the confirm ng host would have returned
one or nore | P addresses had any space been provided.

<| P- Addr ess- Li st >
is alist of four-octet I P addresses used to qualify the resource
specifier with respect to those particular addresses. In reply
nessages, these are the | P addresses of the confirm ng host (when
appropriate) and the addresses of any other hosts known to provide
that resource (subject to the list length limtations). |In request
nmessages, these are the I P addresses of hosts for which resource
informati on may not be returned. In such nessages, these addresses
should normally be initialized to sonme "harm ess" val ue (such as the
address of the querying host) unless it is intended to specifically
exclude the supplied addresses from consideration in any reply
nmessages.

The receiving host determines if it provides any of the resources naned
in the request |ist by successively deconposing each resource nane. The
first level of deconposition is the Internet protocol nunber which can
presunably be | ooked up in a table to deternmine if that protocol is
supported on the host. Subsequent deconpositions are based on previous
conponents until one of three events occur

1. the current conponent identifies sonme aspect of the previous
conponents whi ch the host does not support,

2. the resource name fromthe request list is exhausted, or
3. the resource name fromthe request list is not exhausted but
the host does not expect any further conponents in the nane
gi ven the previous conponents
In case 1, the receiving host has determined that it does not provide
the nanmed resource. The resource specifier may not be included in any
reply message returned.
In case 2, the receiving host has determned that it does indeed provide
the naned resource (note: this may occur even if the receiving host
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woul d have expected the resource nanme to contain nore conponents than
were actually present). The resource specifier must be included (nodul o
| P address prohibitions) in any reply nmessage returned.

In case 3, the receiving host has determined that it does not completely
provi de the naned resource since name conponents remain which it does
not understand (this mght occur with specializations of or extensions
to a known protocol which are not universally recognized). The resource
specifier may not be included in any reply nessage returned.

5. Sampl e Usage

The foll owing scenarios illustrate sone typical uses of RLP. In al
cases the indicated nessages are encapsulated in a UDP datagramwith the
appropriate source and destination port nunbers, nessage |ength, and
checksum This datagramis further encapsulated in an |IP datagramw th
the appropriate source address of the sending host and destination
address (either broadcast or individual) for the receiving host.

Al'l nuneric protocol exanples are as specified in the appropriate
protocol description docurments listed in the references.

1. Suppose a freshly rebooted host H wishes to find sone gateway
on its directly connected network to which it can send its
first external packet. It then broadcasts the request

<Who- Provi des?> <Fl ags>=<Local - Onl y> <Message- | D>=12345
<Resource- Li st>={[ GGP], [EGP]}

encoded as the 8 octet nessage

O O O O O O O O +
| 0 | 128 | 12345 | 3 ] O | 8 | O
R R R R R R R R +

on its | ocal network.

- Gateway Gl (which understands EGP) receives the request and
returns the reply

<l -Provi de> <Fl ags>=none <Message-| D>=12345
<Resource- Li st >={[ EGP] }

encoded as the 6 octet nessage

R R R R R R +
| 4 | 0 | 12345 | 8 | O
T T T T T T +

to host H which then renmenbers that gateway Gl nay be used
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toroute traffic to the rest of the Internet.

- At the sane tine, gateway & (which understands both GGP
and EGP) m ght also receive the request and return the reply

<|-Provi de> <Fl ags>=none <Message-| D>=12345
<Resource-List>={[ GGP], [EGP]}

encoded as the 8 octet nessage

AR AR AR AR AR AR AR AR +
| 4 | 0 | 12345 | 3 | O | 8 | O |
T T T O T T T T +

to host H which mght then also add gateway & to its list
if it chooses.

2. Assune instead that host His a stand-al one system which has
just encountered sone fatal software error and wi shes to | ocate
a crash dunp server to save its state before rel oading.
Suppose that the crash dunp protocol on the host’s |oca
network is inmplemented using the Trivial File Transfer Protoco
(TFTP) [8]. Furthernore, suppose that the special file name
"CRASH DUMP" is used to indicate crash dunp processing (e.g.
the server nmight locally generate a unique file nane to hold
each dunp that it receives froma host). Then host H m ght
br oadcast the request

<Who- Provi des?> <Fl ags>=none <Message-| D>=54321
<Resource-Li st>={[ UDP, TFTP, WRQ " CRASH DUMP"]}

encoded as the 21 octet nessage

R R R R R R R R +
| 0 | 0O | 54321 | 17 | 15 | 69
T T T T T T T T +
| 2 | 'C "R A 'S "H N
R R R R R R R R +
| 'D U "M P 0

T R R R R +

to its local network (note that the file name conponent is
explicitly termnated by a null so as not to exclude future
further specialization of the crash dunp protocol).

- Host C (which supports this specialization of the TFTP
protocol) receives the request and returns the reply

<|-Provi de> <Fl ags>=none <Message-| D>=54321
<Resource-Li st>={[ UDP, TFTP, WRQ " CRASH DUMP"]}
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encoded as the 21 octet nessage

R R R R R R R R +
| 4 | 0 | 54321 | 17 | 15 | 69
T T T T T T T T +
| 2 | 'C "R A 'S "H N
R R R R R R R R +
| 'D U "M P 0

T R R R R +

to host H which nay then proceed to send its crash dunp to
host C and rel oad.

- Host D (which provides TFTP service but not the crash dunp
speci al i zati on), however, mght receive the request and
determ ne that it provides no support for the resource
(since the resource nane contains conponents follow ng the
UDP port nunber which it does not understand). It would
therefore return no reply to host H

3. Finally, suppose host Mw shes to | ocate sone domai n name
transl ation server (either UDP or TCP based) anywhere on the
Internet. Furthernore, suppose that host Mis on a | P network
whi ch does not provide broadcast address capabilities and that
host Ris a "known" resource |ocation server for that network.

First, since host Mprefers to find a domain nane server on its
own | ocally connected network if possible, it sends the request

<Does- Anyone- Provi de?> <Fl ags>=<Local - Onl y>
<Message- | D>=12321 <Resource- Li st>=
{[ TCP, <DONAI N- NAME- SERVER- PORT>] {M,
[ UDP, <DOVAI N- NAME- SERVER- PORT>] {M}

encoded as the 22 octet nessage

oo oo oo oo +
| 3 | 128 | 12321
Fo-m - - Fo-m - - Fo-m - - Fo-m - - Fo-m - - Fo-m - - Fo-m - - Fo-m - - Fo-m - - +
| 6 | 2 | 53 | 1 | M I
+---- - +---- - +---- - +---- - +---- - +---- - +---- - +---- - +---- - +
| 17| 2 | 53 | 1 | M
R R R oo R R oo oo oo +
to host R

Host R receives the request and consults its tables for any
hosts known to support either variety of domai n name service.
It finds entries indicating that both hosts S and T provi de UDP
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based domai n nane service but that neither host is on the sane
| P network as host H It nust then send the negative
confirmation reply

<They- Provi de> <Fl ags>=none <Message-| D>=12321
<Resource- Li st>={}

encoded as the 4 octet nessage

R R R R +
| 5 | 0 | 12321
T T T T +

back to host M

Host M receiving this reply, mght now abandon any hope of
finding a server on its own network, reformat its request to
permt any host address, and resend

<Does- Anyone- Provi de?> <Fl ags>=none <Message-| D>=12322
<Resour ce- Li st >=
{[ TCP, <DOWAI N- NAME- SERVER- PORT>] {M,
[ UDP, <DOVAI N- NAME- SERVER- PORT>] {M}

encoded as the 22 octet nessage

R R R R +

| 3 | 0 | 12322 |

AR AR AR AR AR AR AR AR AR +
| 6 | 2 | 53 | 1 | M |
T T T O T T O O O +
| 17 ] 2 | 53 | 1 | M

T T T R T T R R R +

again to host R

Host R receives this new request and is no | onger constrained
to return only | ocal addresses. However, since only space for
a single qualifying I P address was provided in each request
resource specifier, it may not imrediately return both
addresses. Instead, it is forced to return only the first
address and replies

<They- Provi de> <Fl ags>=none <Message-| D>=12322
<Resour ce-Li st >={[ UDP, <DOVAI N- NAVE- SERVER- PORT>] {S}}

encoded as the 13 octet nessage
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S e S e S e S e S e S e S e S e +
| 5 | 0 | 12322 | 17| 2 | 53
+----- +----- +----- +----- +----- +----- +----- +----- +
| 1 | S |
+-- - - +-- - - +-- - - +-- - - +-- - - +

to Host M

Host Mreceives the reply and (being the suspicious sort)
decides to confirmit with host S. It then sends

<Do- You- Provi de?> <Fl ags>=none <Message-|D>=12323
<Resource- Li st >={[ UDP, <DOMAI N- NAMVE- SERVER- PORT>] }

encoded as the 8 octet nessage

AR AR AR AR AR AR AR AR +
| 1 | 0 | 12323 | 17| 2 | 53 |
T T T O T T T O +

to host S and receives back fromhost S the reply

<l -Provi de> <Fl ags>=none <Message-| D>=12323
<Resource- Li st>={}

encoded as the 4 octet nessage

R R R R +
| 4 | 0 | 12323
T T T T +

denyi ng any support for UDP based domai n nane service.

I n desperation host M again queries host R this time excluding
host S from consideration, and sends the request

<Does- Anyone- Provi de?> <Fl ags>=none <Message-| D>=12324
<Resource- Li st>=
{[ TCP, <DONAI N- NAME- SERVER- PORT>] {S},
[ UDP, <DOVAI N- NAME- SERVER- PORT>] {S}}

encoded as the 22 octet nessage

R R R R +

| 3 | 0 | 12324

T T T R T R R R R +
| 6 | 2 | 53 |1 | S |
T T T T T T T T T +
| 17| 2 | 53 | 1 | S |
R R R R R R R R R +
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and this time receives the reply
<They- Provi de> <Fl ags>=none <Message-| D>=12324
<Resour ce- Li st >={[ UDP, <DOVAI N- NAME- SERVER- PORT>] {T}}

encoded as the 13 octet nessage

R R R R R R R R +
| 5 | 0 | 12324 | 17 | 2 | 53 |
AR AR AR AR AR AR AR AR +
| 1 | T |
T T O O O +

from host R which of course host Magain insists on confirmng
by sendi ng the request

<Do- You- Provi de?> <Fl ags>=none <Message-| D>=12325
<Resour ce- Li st >=
{[ UDP, <DOMAI N- NAME- SERVER- PORT>] }

encoded as the 8 octet nessage

O O O O O O O O +
| 1 ] 0 | 12325 | 17 ] 2 | 53
R R R O R R R O +

to host T and finally receives confirmation fromhost T with
the reply

<l -Provi de> <Fl ags>=none <Message-| D>=12325
<Resource- Li st >={[ UDP, <DOMAI N- NAMVE- SERVER- PORT>] }

encoded as the 8 octet nessage

O O O O O O O O +
| 4 | 0 | 12325 | 17 ] 2 | 53
R R R O R R R O +

that it indeed provides domain name translation service at UDP
port 53.

A. Assigned Nunbers

The "wel | - known" UDP port nunber for the Resource Location Protocol is
39 (47 octal).
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