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Abst ract

The MPLS Transport Profile (MPLS-TP) is based on a profile of the
MPLS and Pseudowi re (PW procedures as specified in the MPLS Traffic
Engi neering (MPLS-TE), PW and Milti-Segnent Pseudowi re (M5 PW
architectures devel oped by the Internet Engineering Task Force
(IETF). The International Tel ecommunication Union Tel ecommuni cation
St andardi zati on Sector (I TU-T) has specified a Transport Network
architecture.

Thi s docunent provides a thesaurus for the interpretation of MPLS-TP
term nology within the context of the ITU T Transport Network
Recomendat i ons.

It is inportant to note that MPLS-TP is applicable in a w der set of
contexts than just Transport Networks. The definitions presented in
this docunment do not provide exclusive or conplete interpretations of
MPLS- TP concepts. This docunent sinply allows the MPLS-TP terns to
be applied within the Transport Network context.

Status of This Menp

Thi s docunent is not an Internet Standards Track specification; it is
publ i shed for infornmational purposes.

Thi s docunent is a product of the Internet Engineering Task Force
(ITETF). It represents the consensus of the IETF community. It has
recei ved public review and has been approved for publication by the
Internet Engineering Steering Group (IESG. Not all docunents
approved by the | ESG are a candidate for any |level of Internet

St andard; see Section 2 of RFC 5741.

I nformati on about the current status of this document, any errata,

and how to provide feedback on it nmay be obtained at
http://ww. rfc-editor.org/info/rfc7087.
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1. Introduction

The MPLS Transport Profile (MPLS-TP) has been devel oped by the | ETF
to facilitate the Operations, Administration, and Mi ntenance (OAM
of Label Switched Paths (LSPs) to be used in a Transport Network
environnent as defined by the ITUT.

The | TU-T has specified a Transport Network architecture for the
transfer of signals fromdifferent technologies. This architecture
forns the basis of many Recommendations within the | TUT.

Because of the difference in historic background of MPLS, and
i nherently MPLS-TP (the Internet) and the Transport Network (ITU
Tel ecommuni cation Sector), the term nology used is different.

Thi s docunent provides a thesaurus (the analogy to the Rosetta Stone
has been used within the working groups) for the interpretation of
MPLS-TP term nology within the context of the ITUT Transport Network
Recomendati ons. This allows MPLS-TP docunents to be generally
understood by those familiar with MPLS RFCs. The definitions
presented in this docunment do not provide exclusive or conplete
interpretations of the ITUT Transport Network concepts.

1.1. Abbreviations

CE Cust oner Edge

DCC Dat a Communi cati on Channe

DCN Dat a Conmuni cati on Network

ECC Enbedded Conmuni cati on Channe
EMF Equi prent Managenent Function
EMS El ement Managenent System

GAL CGeneric Associ ated Channel Labe
LER Label Edge Router

LSR Label Switching Router

McC Managenent Conmuni cati on Channe
MCN Management Conmuni cati on Net wor k
VE Mai nt enance Entity
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VEG
VEP

M P
MPLS
MPLS- TP
Ms- PW
NE

NEF
OAM
0SS
PM
PST
PW
S-PE
SCC
SCN
SPME
T- PE
TCM

2. Term nol

MPLS- TP Rosetta Stone

Mai nt enance Entity G oup

Mai nt enance Entity G oup End Poi nt

Mai nt enance Entity Group Internedi ate Point
Mul ti protocol Label Switching

MPLS Transport Profile

Mul ti-Segment Pseudowi re

Net wor k El ement

Net wor k El ement Functi on

Operations, Adm nistration, and Mi ntenance
Qper ations Support System

Per f or mance Monitoring

Pat h Segnent Tunne

Pseudow re

Swi t chi ng Provi der Edge

Si gnal i ng Conmuni cati on Channe

Si gnal i ng Communi cati on Networ k

Sub- Pat h Mai nt enance El ement

Term nating Provi der Edge

Tandem Connecti on Monitoring

ogy

December 2013

This section provides an overview regarding term nology used in this

docunent .

2.1. MPLS-TP Term nol ogy Sources

MPLS-TP termnology is principally defined in [ RFC3031].

O her

docunents, including [ RFC4397], provide further key definitions.
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2.2. |ITUT Transport Network Term nol ogy Sources

The I TU-T Transport Network is specified in a nunber of
Recommendati ons: generic functional architectures and requirements
are specified in [ITUT_G805], [ITUT G806], and [ITUT_G 872].

| TUUT Recormendati on G 8101/Y.1355 [I TU-T_G 8101] contains an
overview of the terms and definitions for transport MPLS.

2.3. Common Ter m nol ogy Sources

The work in this docurment builds on the shared view of MPLS
requirenents. It is intended to provide a source for comon MPLS-TP
term nology. 1In general, the original term nology is used.

The foll owi ng sources are used:

o |ETF framework and requirenments RFCs: [RFC6371], [RFC6372],
[ RFC5654], [RFC5921], [RFC5860], [RFC5951], [RFC3031], and
[ RFC4397] .

o ITUT architecture and requirenents Reconmmrendati ons:
[ITU-T G 8101], [ITU-T G 805], [ITUT G 806], [ITUT G 872],
[ITUT_ G 7710], and [ITU-T_Y. 2611].

3. Thesaurus
3.1. Associated Bidirectional Path

An associ ated bidirectional path is a path that supports traffic flow
in both directions but that is constructed froma pair of
unidirectional paths (one for each direction) that are associ ated
with one another at the path's ingress/egress points. An associated
bi di recti onal path need not be a single managenent and operationa
entity. The forward and backward directions are set up, nonitored,
and protected i ndependently. As a consequence, they may or may not
follow the sane route (links and nodes) across the network.

3.2. Bidirectional Path

A bidirectional path refers to a path that supports traffic flowin
two opposite directions, i.e., the forward and backward direction

3.3. dient-Layer Network
In a client/server relationship (see [ITU-T_G 805]), the client-Iayer

network receives a (transport) service fromthe | ower server-I|ayer
network (usually the [ ayer network under consideration).
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3.4. Conmmuni cati on Channe

A Communi cation Channel is a |ogical channel between network el ements
(NEs) that can be used, e.g., for managenent-pl ane applications or
control -pl ane applications. The physical channel supporting the
Conmuni cati on Channel is technol ogy specific. See [ RFC5951],
Appendi x A.

3.5. Concatenated Segnent

A concatenated segnent is a serial-conpound |ink connection as
defined in [ITUT G 805]. A concatenated segnment is a contiguous
part of an LSP or Ms-PWthat conprises a set of segnents and their
i nterconnecting nodes in sequence. See also "Segnent"

(Section 3.35).

3.6. Control Pl ane

Wthin the scope of [RFC5654], the control plane perforns transport
path control functions. Through signaling, the control plane sets
up, nodifies, and rel eases transport paths and nay recover a
transport path in case of a failure. The control plane also performs
ot her functions in support of transport path control, such as routing
information dissemination. It is possible to operate an MPLS-TP
network w thout using a control plane.

3.7. Co-Routed Bidirectional Path

A co-routed bidirectional path is a path where the forward and
backward directions follow the sanme route (links and nodes) across
the network. A co-routed bidirectional path is nanaged and operated
as a single entity. Both directions are set up, nonitored, and

protected as a single entity. A Transport Network path is typically
co-rout ed.

3.8. Data Communication Network (DCN)

A DCN is a network that supports Layer 1 (physical |ayer), Layer 2
(data-link layer), and Layer 3 (network layer) functionality for

di stri buted nanagenent conmmuni cations related to the managenent

pl ane, for distributed routing and signaling conmunications rel ated
to the control plane, and for other operations comunications (e.g.
order-wire/voi ce comunications, software downl oads, etc.).
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3.9. Defect

"Defect" refers to the situation for which the density of anomalies
has reached a | evel where the ability to performa required function
has been interrupted. Defects are used as input for Performance
Monitoring (PM, the control of consequent actions, and the

determ nation of fault cause. See also [ITU T_G 806].

3.10. Donmin

A domain represents a collection of entities (for exanple, network
el enents) that are grouped for a particul ar purpose, exanples of
whi ch are administrative and/ or nanagerial responsibilities, trust
rel ati onshi ps, addressing schenes, infrastructure capabilities,
aggregation, survivability techniques, distributions of contro
functionality, etc. Exanples of such domains include | GP areas and
Aut ononpbus Syst ens.

3.11. Enbedded Communi cati on Channel (ECC)

An ECC is a |l ogical operations channel between network el ements (NEs)
that can be utilized by nultiple applications (e.g., nmanagenent-pl ane
applications, control-plane applications, etc.). The physica

channel supporting the ECC is technology specific. An exanple of a
physi cal channel supporting the ECC is a Data Comuni cati on Channe
(DCC) within the Synchronous Digital Hierarchy (SDH).

3.12. Equi pnent Managenent Function ( EMF)

The equi pnent nmanagenent function (EMF) provides the neans through
whi ch an el enent nmanagenent system (EMS) and ot her nmanagi ng entities
manage the network elenment function (NEF). See [ITUT_G 7710].

3.13. Failure

A failure is a detected fault. A failure will be declared when the
fault cause persisted | ong enough to consider that a required
transport function cannot be performed. The item nay be consi dered
as failed; a fault has now been detected. See also [ITUT_G 806]. A
failure can be used as a trigger for corrective actions.

3.14. Fault

A fault is the inability of a transport function to performa
required action. This does not include an inability due to
preventi ve mai ntenance, |ack of external resources, or planned
actions. See also [ITU T_G 806].
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3.15. Layer Network

"Layer network" is defined in [ITUT_G 805]. A layer network
provides for the transfer of client information and independent
operation of the client CAM A |l ayer network nmay be described in a
service context as follows: one |ayer network nmay provide a
(transport) service to a higher client-layer network and nay, in
turn, be aclient to a lower-layer network. A layer network is a

| ogi cal construction sonewhat independent of arrangenent or
conposition of physical network el ements. A particular physica
network el ement may topol ogically belong to nore than one | ayer

net wor k, depending on the actions it takes on the encapsul ation
associated with the logical layers (e.g., the | abel stack) and thus
could be nodeled as multiple |logical elements. A |layer network may
consi st of one or nore sublayers. For additional explanation of how
| ayer networks relate to the OSI concept of |ayering, see Appendix |
of [ITUT_Y.2611].

3.16. Link

A link as discussed in this docunent refers to a physical or |ogica

connection between a pair of Label Switching Routers (LSRs) that are
adj acent at the (sub)layer network under consideration. A |link may

carry zero, one, or nore LSPs or PW. A packet entering a link will
enmerge with the same | abel -stack entry val ues.

Alink as defined in [ITUT_G805] is used to describe a fixed
rel ati onshi p between two ports.

3.17. Maintenance Entity (M)

A Mai ntenance Entity (ME) can be viewed as the association of two (or
nore) Maintenance Entity Group End Points (MEPs) that shoul d be
configured and managed in order to bound the OQAM responsibilities of
an OAM fl ow across a network or sub-network, i.e., a transport path
or segrment in the specific layer network that is being nonitored and
nmanaged. See also Section 3.1 of [RFC6371] and O ause 6.1 of

[ITUT G 8113.1] and [ITU-T G 8113.2].

A Mai ntenance Entity nmay be defined to nonitor and manage
bi di recti onal or unidirectional point-to-point connectivity or point-
to-nmultipoint connectivity in an MPLS-TP | ayer network.

Therefore, in the context of an MPLS-TP LSP ME or PW ME, Label Edge
Routers (LERs) and PW Termi nating Provi der Edges (T-PEs) can be MEPs,
while LSRs and PW Swi tching Provider Edges (S-PEs) can be MPs. In
the case of an ME for a tandem connection, LSRs and S-PEs can be

ei ther MEPs or M Ps.
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3.

3.

The foll owing properties apply to all MPLS TP MEs:
- OAMentities can be nested but not overl apped.
- Each OCAMflow is associated with a uni que Mai ntenance Entity.

-  OAM packets are subject to the sane forwarding treatnment as the
data traffic, but they are distinct fromthe data traffic by the
Generic Associ ated Channel Label (GAL).

18. Maintenance Entity G oup (MEGQ

A Mai ntenance Entity Goup is defined, for the purpose of connection
noni tori ng, between a set of connection points within a connection.
This set of connection points nay be | ocated at the boundary of one
admi ni strative domain or a protection domain or the boundaries of two
adj acent admini strative domains. The MEG nmay consi st of one or nore
Mai nt enance Entities (MEs). See also Section 3.1 of [RFC6371] and
Clause 6.2 of [ITUT G 8113.1] and [ITUT_G 8113.2].

In an MPLS-TP | ayer network, a MEG consists of only one ME
19. Maintenance Entity G oup End Point (MEP)

Mai nt enance Entity Group End Points (MEPs) are the end points of a
pre-configured (through the managenent or control planes) ME. MEPs
are responsible for activating and controlling all of the QAM
functionality for the ME. A source MEP may initiate an OAM packet to
be transferred to its correspondi ng peer MEP (called the sink MEP) or
to an internediate MP that is part of the MEE See also Section 3.3
of [RFC6371] and C ause 6.3 of [ITU T G 8113.1] and [ITUT_G 8113. 2].

A sink MEP terminates all the OAM packets that it receives
corresponding to its ME and does not forward them further along the
pat h.

Al OAM packets coming into a source MEP are tunnel ed via | abel
stacking and are not processed within the ME as they belong either to
the client network layers or to a hi gher Tandem Connection NMonitoring

(TCM | evel.

A MEP in a tandem connection is not coincident with the termnation
of the MPLS-TP transport path (LSP or PW, though it can nonitor its
connectivity (e.g., counts packets). A MEP of an MPLS-TP network
transport path is coincident with transport path term nation and
nmonitors its connectivity (e.g., counts packets).
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An MPLS-TP sink MEP can notify a fault condition to its MPLS-TP
client-layer network.

3.20. Mintenance Entity Goup Internmediate Point (M P)

A Mai ntenance Entity Goup Internediate Point (MP) is a point
between the two MEPs in an ME and is capabl e of responding to sone
OAM packets and forwarding all OAM packets while ensuring fate
sharing with data-plane packets. A MP responds only to OAM packets
that are sent on the ME it belongs to and that are addressed to the
MP; it does not initiate OAM nessages. See also Section 3.4 of

[ RFC6371] and O ause 6.4 of [ITUT_G 8113.1] and [ITU T_G 8113.2].

3.21. Managenent Communi cati on Channel (MCC)

A Communi cati on Channel dedicated to nanagemnent-pl ane communi cati ons
is referred to as a Managenent Communi cati on Channel (MCC)

3.22. Managenent Conmuni cati on Network (MCN)

A DCN supporting nanagenent - pl ane communication is referred to as a
Management Conmuni cati on Network (MCN).

3.23. Mnitoring

Monitoring is applying OAM functionality to verify and to nmaintain
the performance and the quality guarantees of a transport path.

There is a need to not only monitor the whole transport path (e.qg.
LSP or M5-PW, but also arbitrary parts of transport paths. The
connection between any two arbitrary points along a transport path is
descri bed in one of three ways:

- as a Path Segment Tunnel

as a Sub-Path Maintenance El enment, or
- as a Tandem Connecti on.

3.23.1. Path Segnent Tunnel (PST)
A path segment is either a segment or a concatenated segnment. Path
Segnent Tunnels (PSTs) are instantiated to provide nonitoring of a
portion of a set of co-routed transport paths (LSPs or Ms-PWs). PSTs

can al so be enployed to neet the requirenment to provi de Tandem
Connection Mnitoring. See "Tandem Connection" (Section 3.23.3).
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3.23.2. Sub-Path Mintenance El enent (SPME)

To nonitor, protect, and nmanage a portion (i.e., segment or

concat enat ed segnent) of an LSP, a hierarchical LSP [RFC3031] can be
instantiated. A hierarchical LSP instantiated for this purpose is
call ed a Sub-Path Mi ntenance El enent (SPVME). Note that by
definition, an SPME does not carry user traffic as a direct client.

An SPME is defined between the edges of the portion of the LSP that
needs to be nonitored, protected, or managed. The SPME forns an
MPLS- TP Section that carries the original LSP over this portion of
the network as a client. QOAM nessages can be initiated at the edge
of the SPME and sent to the peer edge of the SPME or to a MP al ong
the SPME. A P router only pushes or pops a label if it is at the end
of an SPME. In this node, it is an LER for the SPME

3.23.3. Tandem Connecti on

A tandem connection is an arbitrary part of a transport path that can
be monitored (via OAM independently fromthe end-to-end nonitoring
(GAM. It may be a nonitored segnent, a nonitored concatenated
segnent, or any other nonitored ordered sequence of contiguous hops
and/ or segnents (and their interconnecting nodes) of a transport

pat h.

Tandem Connection Mnitoring (TCM for a given path segnment of a
transport path is inplenmented by creating a Path Segnent Tunnel that
has a 1:1 association with the path segnent of the transport path
that is to be uniquely nmonitored. This nmeans that the PST used to
provide TCM can carry one and only one transport path, thus allow ng
direct correlation between all fault-nmnagenent and performance-
nmonitoring information gathered for the PST and the nonitored path
segnent of the end-to-end transport path. The PST is nonitored using
normal LSP monitoring. See also Section 3.2 of [RFC6371] and

Clause 6.2.1 of [ITUT_G 8113.1] and [ITU-T_G 8113.2].

3.24. MPLS Section

An MPLS Section is a network segnent between two LSRs that are
i medi atel y adj acent at the MPLS | ayer.

3.25. MPLS Transport Profile (MPLS-TP)

An MPLS Transport Profile refers to the set of MPLS functions used to
support packet transport services and network operations.
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3.26. MPLS-TP NE

A network el enent (NE) that supports MPLS-TP functions is referred to
as an MPLS-TP NE

3.27. MPLS-TP Networ k

An MPLS-TP network is a network in which MPLS-TP NEs are depl oyed.
3.28. MPLS-TP Recovery
3.28.1. End-to-End Recovery

MPLS- TP end-to-end recovery refers to the recovery of an entire LSP
fromits ingress to its egress node.

3.28.2. Link Recovery

MPLS-TP Iink recovery refers to the recovery of an individual |ink
(and hence all or a subset of the LSPs routed over the Iink) between
two MPLS-TP nodes. For exanple, link recovery nmay be provided by
server-| ayer recovery.

3.28.3. Segnment Recovery

MPLS- TP segnment recovery refers to the recovery of an LSP segnent
(i.e., segnent and concatenated segnent) between two nodes and is
used to recover fromthe failure of one or nore |inks or nodes.

An LSP segnment conprises one or nore contiguous hops on the path of
the LSP. [RFC5654] defines two terns: a "segnent” is a single hop
along the path of an LSP, while a "concatenated segnent” is nore than
one hop along the path of an LSP

3.29. MPLS-TP Ri ng Topol ogy

In an MPLS-TP ring topol ogy, each LSR is connected to exactly two
other LSRs, each via a single point-to-point bidirectional MPLS-TP
capable link. A ring my al so be constructed fromonly two LSRs
where there are also exactly two links. Rings nay be connected to
other LSRs to forma |larger network. Traffic originating or

term nating outside the ring may be carried over the ring. dient
net wor k nodes (such as Custoner Edges (CEs)) mmy be connected
directly to an LSR in the ring
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3.29.1. MPLS-TP Logical Ring

An MPLS-TP logical ring is constructed froma set of LSRs and | ogica
data |inks (such as MPLS-TP LSP tunnels or MPLS-TP pseudow res) and
physical data links that forma ring topol ogy.

3.29.2. MPLS-TP Physical Ring

An MPLS-TP physical ring is constructed froma set of LSRs and
physical data links that forma ring topol ogy.

3.30. OAM Fl ow

An OAM flow is the set of all OAM packets originating with a specific
source MEP that measure the performance of one direction of a MEG (or
possi bly both in the special case of data-plane | oopback).

3.31. Operations Support System (OSS)

An CSS is a systemthat perforns the functions that support
processing of information related to Operations, Administration
Mai nt enance, and Provi sioning (OAM&P) for the networks, including
surveillance and testing functions to support custoner access

mai nt enance.

3.32. Path
See "Transport Path" (Section 3.45).
3.33. Protection Priority

Fault conditions (e.g., signal failed), external commuands (e.g,
forced switch, manual switch), and protection states (e.g., nho
request) are defined to have a relative priority with respect to each
other. Priority is applied to these conditions/command/ st ates
locally at each end point and between the two end points.

3.34. Section-Layer Network

A section layer is a server layer (which my be MPLS-TP or a

di fferent technol ogy) that provides for the transfer of the section-

| ayer client information between adjacent nodes in the transport-path
| ayer or transport-service |layer. A section |layer may provide for
aggregation of nultiple MPLS-TP clients. Note that [ITU T_G 805]
defines the section |layer as one of the two |ayer networks in a
transm ssi on- nedi a- 1 ayer network. The other l|ayer network is the
physi cal - medi a-| ayer network.
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Section-1layer networks are concerned with all the functions that
provide for the transfer of information between |ocations in path-
| ayer networks.

Physi cal - medi a-| ayer networks are concerned with the actual fibers,
netallic wires, or radio frequency channels that support a section-
| ayer networKk.

3.35. Segnent

A segnent is a link connection as defined in [ITUT_G 805]. A
segnent is the part of an LSP that traverses a single link or the
part of a PWthat traverses a single link (i.e., that connects a pair
of adjacent S-PEs and/or T-PEs). See also "Concatenated Segnent"
(Section 3.5).

3.36. Server Layer

A server layer is a layer network in which transport paths are used
to carry a custoner’s (individual or bundled) service (may be point-
to-point, point-to-nultipoint, or nultipoint-to-nultipoint services).

In a client/server relationship (see [ITU T_G 805]), the server-|ayer
network provides a (transport) service to the higher client-I|ayer
network (usually the | ayer network under consideration).

3.37. Server MEPs

A server MEP is a MEP of an ME that is defined in a | ayer network
bel ow the MPLS-TP | ayer network being referenced. A server MNEP
coincides with either a MP or a MEP in the client-layer (MPLS-TP)
network. See also Section 3.5 of [RFC6371] and O ause 6.5 of
[ITUT_G 8113.1].

For exanple, a server MEP can be one of the follow ng:

o Atermination point of a physical link (e.g., |EEE 802.3), an SDH
Virtual Crcuit (VC, or OIN Optical Data Unit (ODU) for the
MPLS- TP Section |ayer network, defined in [ RFC6371], Section 4.1;

o An MPLS-TP Section MEP for MPLS-TP LSPs, defined in [RFC6371],
Section 4. 2;

o An MPLS-TP LSP MEP for MPLS-TP PWs, defined in [ RFC6371],
Section 4.3; or

o An MPLS-TP TCM MEP for higher-level TCMs, defined in [ RFC6371],
Section 3.2.
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The server MEP can run appropriate OAM functions for fault detection
and notifies a fault indication to the MPLS-TP | ayer network.

3.38. Signaling Comunication Channel (SCC)

A Signaling Communi cati on Channel is a Comunication Channe

dedi cated to control -plane conmuni cations. The SCC may be used for
GWLS / Automatically Switched Optical Network (ASON) signaling
and/ or other control-pl ane nessages (e.g., routing nessages).

3.39. Signaling Comunication Network (SCN)

A DCN supporting control -plane communication is referred to as a
Si gnal i ng Communi cati on Network (SCN).

3.40. Span
A span is synonynous with a |ink

3.41. Subl ayer
"Subl ayer” is defined in [ITUT_G 805]. The distinction between a
| ayer network and a sublayer is that a sublayer is not directly
accessible to clients outside of its encapsul ating | ayer network and
of fers no direct transport service for a higher-layer (client)
net wor k.

3.42. Transport Entity

A transport entity is a node, link, transport path segnent,
concatenated transport path segment, or entire transport path.

3.42.1. Working Entity

A working entity is a transport entity that carries traffic during
normal network operation

3.42.2. Protection Entity

A protection entity is a transport entity that is pre-allocated and
used to protect and transport traffic when the working entity fails.

3.42.3. Recovery Entity

A recovery entity is a transport entity that is used to recover and
transport traffic when the working entity fails.
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3.43. Transm ssion Mdia Layer

A transmission nmedia |ayer is a layer network, consisting of a
section-layer network and a physical -1ayer network as defined in
[ITUT_G 805], that provides sections (two-port point-to-point
connections) to carry the aggregate of network-transport path or
net wor k- servi ce | ayers on various physical nedia.

3.44. Transport Network

A Transport Network provides transm ssion of traffic between attached
client devices by establishing and maintaining point-to-point or

poi nt-to-mul ti poi nt connections between such devices. A Transport
Network is independent of any higher-layer network that may exi st
between clients, except to the extent required to supply this

transm ssion service. |In addition to client traffic, a Transport
Network may carry traffic to facilitate its own operation, such as
that required to support connection control, network nanagenent, and
OAM functi ons.

3.45. Transport Path
A transport path is a network connection as defined in [ITU T_G 805].
In an MPLS-TP environnent, a transport path corresponds to an LSP or
a PW

3.46. Transport-Path Layer
A transport-path layer is a (sub)layer network that provides point-
to-point or point-to-nmultipoint transport paths. It provides OAM
that is independent of the clients that it is transporting.

3.47. Transport-Service Layer
A transport-service layer is a layer network in which transport paths
are used to carry a custoner’s (individual or bundled) service (may
be point-to-point, point-to-nultipoint, or multipoint-to-nultipoint
services).

3.48. Unidirectional Path

A unidirectional path is a path that supports traffic flowin only
one direction.
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4. @uidance on the Application of This Thesaurus

As discussed in the introduction to this docunent, this thesaurus is
intended to bring the concepts and ternms associated with MPLS-TP into
the context of the ITUT s Transport Network architecture. Thus, it
shoul d help those famliar with MPLS to see how t hey may use the
features and functions of the Transport Network in order to neet the
requi rements of MPLS- TP

5.  Managenent Consi derations

Net wor ks based on MPLS-TP require nanagenent. The MPLS-TP

speci fications described in [RFC5654], [RFC5860], [RFC5921],

[ RFC5951], [ RFC6371], [RFC6372], [ITU-T_G 8110.1], and [I TU-T_G 7710]
i ncl ude considerable efforts to provide operator control and
monitoring as well as OAM functionality.

These concepts are, however, out of the scope of this docunent.
6. Security Considerations

Security is a significant requirenent of MPLS-TP. See [RFC6941] for
nore information.

However, this informational docunment is intended only to provide a
| exi cography, and the security concerns are, therefore, out of the
scope of this docunent.
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