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Abst r act

The MPLS Transport Profile (MPLS-TP) supports static provisioning of
transport paths via a Network Managerment System (NMS) and dynarmic
provi sioning of transport paths via a control plane. This docunent
provides the framework for MPLS-TP dynam c provisioning and covers
control -pl ane addressing, routing, path conputation, signaling,
traffic engineering, and path recovery. MPLS-TP uses GWPLS as the
control plane for MPLS-TP Label Switched Paths (LSPs). MPLS-TP al so
uses the pseudowire (PW control plane for pseudow res. Managenent-
pl ane functions are out of scope of this document.

Thi s docunent is a product of a joint Internet Engineering Task Force
(IETF) / International Tel econmunication Union Tel ecomunication

St andardi zati on Sector (ITU-T) effort to include an MPLS Transport
Profile within the | ETF MPLS and Pseudowi re Emul ati on Edge-t o- Edge
(PWE3) architectures to support the capabilities and functionalities
of a packet transport network as defined by the ITUT.

Status of This Menp

Thi s docunent is not an Internet Standards Track specification; it is
publ i shed for informational purposes.

Thi s docunent is a product of the Internet Engineering Task Force
(IETF). It represents the consensus of the IETF community. It has
recei ved public review and has been approved for publication by the
Internet Engineering Steering Group (IESG. Not all docunents
approved by the I ESG are a candidate for any |level of Internet

St andard; see Section 2 of RFC 5741.
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I nformati on about the current status of this docunment, any errata,
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Thi s docunent is subject to BCP 78 and the | ETF Trust’'s Lega
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(http://trustee.ietf.org/license-info) in effect on the date of
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1. Introduction

The Mul tiprotocol Label Swi tching Transport Profile (MPLS-TP) is
defined as a joint effort between the International Tel ecomunication
Union (ITU) and the IETF. The requirenments for MPLS-TP are defined
in the requirenments docunment, see [RFC5654]. These requirenents
state that "A solution MJST be defined to support dynanic

provisi oning of MPLS-TP transport paths via a control plane". This
docunent provides the franmework for such dynam c provisioning. This
docunent is a product of a joint Internet Engineering Task Force
(IETF) / International Tel econmunication Union Tel ecomunication

St andardi zati on Sector (ITU-T) effort to include an MPLS Transport
Profile within the | ETF MPLS and Pseudowi re Emul ati on Edge-t o- Edge
(PWE3) architectures to support the capabilities and functions of a
packet transport network as defined by the I TUT.
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1.1. Scope

Thi s docunent covers the control-plane functions involved in
establ i shing MPLS-TP Label Switched Paths (LSPs) and pseudow res
(PW). The control-plane requirenents for MPLS-TP are defined in the
MPLS- TP requi renents docunment [RFC5654]. These requirenments define
the role of the control plane in MPLS-TP. |n particular, Section 2.4
of [RFC5654] and portions of the remainder of Section 2 of [RFC5654]
provi de specific control-plane requirenents.

The LSPs provided by MPLS-TP are used as a server |ayer for IP, MPLS,
and PW, as well as other tunneled MPLS-TP LSPs. The PW are used to
carry client signals other than IP or MPLS. The rel ationship between
PW and MPLS-TP LSPs is exactly the sane as between PW and MPLS LSPs
in an MPLS Packet Switched Network (PSN). The PWencapsul ati on over
MPLS- TP LSPs used in MPLS-TP networks is also the sane as for PW
over MPLS in an MPLS network. MPLS-TP al so defines protection and
restoration (or, collectively, recovery) functions; see [RFC5654] and
[ RFC4427]. The MPLS-TP control plane provides nethods to establish,
renove, and control MPLS-TP LSPs and PWs. This includes control of
Operations, Administration, and M ntenance (OAM, data-plane, and
recovery functions.

A general framework for MPLS-TP has been defined in [ RFC5921], and a
survivability framework for MPLS-TP has been defined in [ RFC6372].
These docunents scope the approaches and protocols that are the
foundati on of MPLS-TP. Notably, Section 3.5 of [RFC5921] scopes the
| ETF protocols that serve as the foundation of the MPLS-TP contro

pl ane. The PWcontrol plane is based on the existing PWcontrol

pl ane (see [RFC4447]) and the PWE3 architecture (see [RFC3985]). The
LSP control plane is based on GWLS (see [ RFC3945]), which is built
on MPLS Traffic Engineering (TE) and its nunerous extensions.

[ RFC6372] focuses on the recovery functions that nust be supported
within MPLS-TP. It does not specify which control-plane nechani sns
are to be used.

The remai nder of this docunment discusses the inpact of the MPLS- TP
requi renents on the GVWPLS signaling and routing protocols that are
used to control MPLS-TP LSPs, and on the control of PW as specified
in [ RFC4447], [RFC6073], and [ M5- PW DYNAM C] .

1.2. Basic Approach

The basi c approach taken in defining the MPLS-TP control -pl ane
framework includes the foll ow ng:

1) MPLS technol ogy as defined by the IETF is the foundation for
the MPLS Transport Profile.
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The data plane for MPLS-TP is a standard MPLS data pl ane
[ RFC3031] as profiled in [ RFC5960] .

MPLS PW are used by MPLS-TP including the use of targeted
Label Distribution Protocol (LDP) as the foundation for PW
signaling [RFC4447]. This also includes the use of Qpen
Shortest Path First with Traffic Engi neering (OSPF-TE)
Internediate Systemto Internediate System (IS-1S) with Traffic
Engi neering (1SIS-TE), or Miltiprotocol Border Gateway Protoco
(MP-BGP) as they apply for Milti-Segnent Pseudow re (Ms-PW
routi ng. However, the PWcan be encapsul ated over an MPLS-TP
LSP (established using nethods and procedures for MPLS-TP LSP
establishnent) in addition to the presently defined net hods of
carrying PW over LSP-based PSNs. That is, the MPLS-TP domain
is a PSN froma PWE3 architecture perspective [ RFC3985].

The MPLS-TP LSP control plane builds on the GVPLS control plane
as defined by the IETF for transport LSPs. The protocols

wi thin scope are Resource Reservation Protocol with Traffic
Engi neering (RSVP-TE) [ RFC3473], OSPF-TE [ RFC4203] [RFC5392],
and | SI S-TE [ RFC5307] [RFC5316]. Autonmtically Swtched
Optical Network (ASON) signaling and routing requirements in
the context of GVWPLS can be found in [ RFC4139] and [ RFC4258].

Exi sting | ETF MPLS and GWLS RFCs and evol vi ng Wor ki ng Group
Internet-Drafts should be reused wherever possible.

I f needed, extensions for the MPLS-TP control plane shoul d
first be based on the existing and evol ving | ETF work, and
secondly be based on work by other standard bodi es only when
| ETF decides that the work is out of the IETF s scope. New
ext ensi ons may be defi ned ot herw se.

Extensions to the control plane may be required in order to
fully automate functions related to MPLS-TP LSPs and PW§.

Control - pl ane software upgrades to existing equi pnent are
accept abl e and expect ed.

It is permssible for functions present in the GWLS and PW
control planes to not be used in MPLS-TP networks.

One possible use of the control plane is to configure, enable,
and generally control OAM functionality. This will require
extensions to existing control-plane specifications that wll
be usable in MPLS-TP as well as MPLS networKks.
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11) The foundation for MPLS-TP control -plane requirenents is
primarily found in Section 2.4 of [RFC5654] and rel evant
portions of the remainder of Section 2 of [RFC5654].

1.3. Reference Mde

The control -pl ane reference nodel is based on the general MPLS-TP
reference nodel as defined in the MPLS-TP framework [ RFC5921] and
further refined in [ RFC6215] on the MPLS-TP User-to- Network and

Net wor k-t o- Network I nterfaces (UNI and NNI, respectively). Per the
MPLS- TP framework [ RFC5921], the MPLS-TP control plane is based on
GWLS with RSVP-TE for LSP signaling and targeted LDP for PW
signaling. 1In both cases, OSPF-TE or ISIS-TE with GWLS ext ensi ons
is used for dynamic routing within an MPLS-TP domai n

Note that in this context, "targeted LDP" (or T-LDP) means LDP as
defined in RFC 5036, using Targeted Hell o messages. See Section
2.4.2 ("Extended Di scovery Mechanisn') of [RFC5036]. Use of the
ext ended di scovery mechanismis specified in Section 5 ("LDP") of
[ RFC4447] .

From a service perspective, MPLS-TP client services nmay be supported
via both PW and LSPs. PWclient interfaces, or adaptations, are
defined on an interface-technol ogy basis, e.g., Ethernet over PW

[ RFC4448]. In the context of MPLS-TP LSP, the client interface is
provided at the network | ayer and nay be controlled via a GWLS-based
UNI, see [RFC4208], or statically provisioned. As discussed in

[ RFC5921] and [ RFC6215], MPLS-TP al so presumes an NNl reference
poi nt .

The MPLS-TP end-to-end control -plane reference nodel is shown in
Figure 1. The figure shows the control-plane protocols used by MPLS-
TP, as well as the UNI and NNI reference points, in the case of a

Si ngl e- Segnent PW supported by an end-to-end LSP wi t hout any

hi erarchical LSPs. (The Ms-PWcase is not shown.) Each service
provi der node’'s participation in routing and signaling (both GWLS
RSVP-TE and PWLDP) is represented. Note that only the service end
points participate in PWLDP signaling, while all service provider
nodes participate in GWLS TE LSP routing and signaling.

Ander sson, et al. I nf or mati onal [ Page 6]



RFC 6373 MPLS- TP Control Pl ane Franmework Sept ember 2011

|< ---- client signal (e.g., IP/ MPLS/ L2) -------- >
| < --------- SP1 ---------- >/ < ------- SP2 ----- >|
| < mmmmmmem e MPLS-TP End-to-End PW--------- >
| < -------- MPLS- TP End-to-End LSP ------ >
+---+ Rk A S S S S S +o-et -+ H---+ +---+
| CE1|-|-| PE1|--|P1 |--|P2 |--|PE2|-|-|PEaAl--|Pa |--|PEb|-|-|CE2
I I e I T T e
UNI NNI UN
GWPLS
TE-RTG | <-----]|------|------ [------- |------]----- >
& RSVP-TE
T = >|

Figure 1. End-to-End MPLS-TP Control - Pl ane Reference Mde

Legend:

CE: Cust oner Edge

Client signal: defined in MPLS-TP Requirenents

L2: Any | ayer 2 signal that nmay be carried
over a PW e.g., Ethernet

NNI : Net wor k-t o- Networ k | nterface

P: Pr ovi der

PE: Provi der Edge

SP: Servi ce Provider

TE- RTG GWLS OSPF-TE or |SIS-TE

UNI : User-to-Network Interface

Note: The MS-PWcase is not shown.

Figure 2 adds three hierarchical LSP segnents, |abeled as "H LSPs".
These segnents are present to support scaling, OAM and Mi ntenance
Entity G oup End Points (MEPs), see [ RFC6371], within each provider
domai n and across the inter-provider NNI. (HLSPs are used to

i mpl enent Sub- Pat h Mai nt enance El enents (SPMEs) as defined in

[ RFC5921].) The MEPs are used to collect performance information,
support diagnostic and fault managenent functions, and support QAM
triggered survivability schemes as di scussed in [RFC6372]. Each

H LSP may be protected or restored using any of the schemes di scussed
in [RFC6372]. End-to-end nonitoring is supported via MEPs at the
end-to-end LSP and PWend points. Note that segnent MEPs may be co-
| ocated with M Ps of the next higher-layer (e.g., end-to-end) LSPs.
(The Ms-PWcase is not shown.)
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| < ------- client signal (e.g., IP/ MPLS/ L2) ----- >|
| < =------- SP1 - e SP2 ----- >|
| < mmmmme- - MPLS- TP End-to-End PW-------- >|
| < ------- MPLS- TP End-to-End LSP ------- >|
| < -- HLSP1 ---- >|<-HLSP2->|<- HLSP3 ->|
+---+ R T S T RIS R S R T ST R +---+
| CE1| - | -| PE1|--|P1 |--|P2 |--|PE2|-|-|PEal--|Pa |--|PEb|-|-|CE2
+---+ T T T e S e R T e e e o +---+
UNI NNI UNI
End2end | MEP| - - - - - m o m e | VEP|
PWOAM 77
End2end | MEP| - --------------- [IMP| <[ MP|----c--- | VEP|
LSPmM11111 1Yy 1Yy 1Yy

Segnment | MEP|-|M P| -| M P| -| MEP| MEP| - | MEP| MEP| - | M P| - | MEP|

H LSP GWLS
TE- RTG | <----- [------ | ----- >l <---->] | <-----]----- >
&RSVP-TE (wi t hin an MPLS- TP net wor k)

E2E GWLS

TE-RTG | < -------mmmmmm oo oo [-------- [------mm- - >|
&RSVP- TE

PW LDP R R T PR >|

Figure 2. MPLS-TP Control -Pl ane Reference Mdel with OAM

Legend:

CE: Cust oner Edge

Client signal: defined in MPLS-TP Requirenents

E2E: End-t o- End

L2: Any |l ayer 2 signal that nay be carried
over a PW e.g., Ethernet

H- LSP: Hi erarchical LSP

VEP: Mai nt enance Entity Group End Poi nt

M P: Mai nt enance Entity Group Internedi ate Point

NNI : Net wor k-t o- Network I nterface

P: Pr ovi der

PE: Provi der Edge

SP: Servi ce Provider

TE- RTG GWLS OSPF-TE or |SIS-TE

Note: The MS-PWcase is not shown.
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Wil e not shown in the figures above, the MPLS-TP control plane nust
support the addressing separation and i ndependence between the data,
control, and managerent planes. Address separation between the

pl anes is already included in GWLS. Such separation is also already
included in LDP as LDP session end point addresses are never
automatically associated with forwardi ng

2. Control -Plane Requirenents

The requirenents for the MPLS-TP control plane are derived fromthe
MPLS- TP requi renents and franmework docunents, specifically [RFC5654],
[ RFC5921], [RFC5860], [RFC6371], and [RFC6372]. The requirenents are
sunmarized in this section, but do not replace those docunents. |If
there are differences between this section and those docunents, those
documents shall be considered authoritative.

2.1. Primary Requirements
These requirements are based on Section 2 of [ RFC5654]:

1. Any new functionality that is defined to fulfill the
requi rements for MPLS-TP nmust be agreed within the | ETF through
the I ETF consensus process as per [RFC4929] and Section 1,
par agraph 15 of [RFC5654].

2. The MPLS-TP control -plane design should as far as reasonably
possi bl e reuse existing MPLS standards ([ RFC5654], requirenent
2).

3. The MPLS-TP control plane nust be able to interoperate with
existing | ETF MPLS and PWE3 control planes where appropriate
([ RFC5654], requirenent 3).

4. The MPLS-TP control plane nmust be sufficiently well-defined to
ensure that the interworking between equi pment supplied by
nmultiple vendors will be possible both within a single domain
and between domai ns ([ RFC5654], requirenment 4).

5. The MPLS-TP control plane nmust support a connection-oriented
packet switching nodel with traffic engineering capabilities
that allow determ nistic control of the use of network
resources ([ RFC5654], requirenent 5).

6. The MPLS-TP control plane nust support traffic-engi neered

poi nt-to-point (P2P) and point-to-nultipoint (P2MP) transport
pat hs ([ RFC5654], requirenment 6).

Ander sson, et al. I nf or mati onal [ Page 9]
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10.

11.

12.

13.

14.

15.
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The MPLS-TP control plane rmust support unidirectional
associ ated bidirectional and co-routed bidirectional point-to-
poi nt transport paths ([ RFC5654], requirenent 7).

The MPLS-TP control plane nmust support unidirectional point-to-
nmul tipoint transport paths ([ RFC5654], requirenent 8).

The MPLS-TP control plane nmust enable all nodes (i.e., ingress,
egress, and internediate) to be aware about the pairing

rel ati onship of the forward and the backward directions

bel onging to the same co-routed bidirectional transport path

([ RFC5654], requirenment 10).

The MPLS-TP control plane nust enabl e edge nodes (i.e., ingress
and egress) to be aware of the pairing relationship of the
forward and the backward directions belonging to the sane
associ ated bidirectional transport path ([ RFC5654], requirenent
11).

The MPLS-TP control plane should enable conmon transit nodes to
be aware of the pairing relationship of the forward and the
backward directions belonging to the sane associ at ed

bi di rectional transport path ([RFC5654], requirement 12).

The MPLS-TP control plane rmust support bidirectional transport
paths with synmetric bandwi dth requirenments, i.e., the anount
of reserved bandwidth is the same in the forward and backward
directions ([ RFC5654], requirenment 13).

The MPLS-TP control plane nmust support bidirectional transport
paths with asymmetric bandwi dth requirenents, i.e., the anount
of reserved bandwi dth differs in the forward and backward
directions ([ RFC5654], requirenment 14).

The MPLS-TP control plane nmust support the |ogical separation
of the control plane fromthe managenent and data pl anes

([ RFC5654], requirerment 15). Note that this inplies that the
addresses used in the control plane are independent fromthe
addresses used in the managenent and data pl anes.

The MPLS-TP control plane nmust support the physical separation
of the control plane fromthe nanagenent and data plane, and no
assunptions shoul d be made about the state of the data-plane
channels frominformation about the control- or managenent -

pl ane channel s when they are runni ng out-of -band ([ RFC5654],
requi rement 16).
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23.

24.

25.

26.
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A control plane nust be defined to support dynam c provisioning
and restoration of MPLS-TP transport paths, but its use is a
network operator’s choice ([RFC5654], requirenment 18).

The presence of a control plane nust not be required for static
provi si oning of MPLS-TP transport paths ([ RFC5654], requirenent
19).

The MPLS-TP control plane nust pernit the coexistence of
statically and dynam cal ly provisi oned/ managed MPLS- TP
transport paths within the sane | ayer network or domain
([ RFC5654], requirenment 20).

The MPLS-TP control plane should be operable in a way that is
simlar to the way the control plane operates in other
transport-layer technol ogi es ([ RFC5654], requirement 21).

The MPLS-TP control plane nmust avoid or mnimze traffic inpact
(e.g., packet delay, reordering, and | oss) during network
reconfiguration ([ RFC5654], requirenment 24).

The MPLS-TP control plane nmust work across nultipl e honbgeneous
domai ns ([ RFC5654], requirenment 25), i.e., all domains use the
same MPLS-TP control pl ane.

The MPLS-TP control plane should work across nultiple non-
honbgeneous domai ns ([ RFC5654], requirenent 26), i.e., sone
domai ns use the same control plane and ot her dommins use static
provi sioning at the domai n boundary.

The MPLS-TP control plane rmust not dictate any particul ar
physi cal or |ogical topology ([RFC5654], requirenment 27).

The MPLS-TP control plane rmust include support of ring
topol ogi es that nmay be deployed with arbitrary interconnection
and support of rings of at |east 16 nodes ([RFC5654],
requirenments 27. A, 27.B, and 27.Q)

The MPLS-TP control plane rmust scale gracefully to support a

| arge nunber of transport paths, nodes, and links. That is, it
must be able to scale at least as well as control planes in

exi sting transport technol ogies with growi ng and i ncreasingly
conpl ex network topologies as well as with increasi ng bandw dth
demands, nunber of customers, and number of services

([ RFC5654], requirenments 53 and 28).

The MPLS-TP control plane should not provision transport paths
that contain forwardi ng | oops ([ RFC5654], requirenment 29).
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30.

31.

32.

33.

34.

35.
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The MPLS-TP control plane rmust support multiple client |ayers
(e.g., MPLS-TP, |IP, MPLS, Ethernet, ATM Frame Relay, etc.)
([ RFC5654], requirenment 30).

The MPLS-TP control plane nmust provide a generic and extensible
solution to support the transport of MPLS-TP transport paths
over one or nore server-layer networks (such as MPLS- TP,

Et hernet, Synchronous Optical Network / Synchronous Digita

Hi erarchy (SONET/ SDH), Optical Transport Network (OIN), etc.).
Requi rements for bandw dt h managerment within a server-|ayer
network are outside the scope of this docunent ([RFC5654],

requi rement 31).

In an environnent where an MPLS-TP | ayer network i s supporting
a client-layer network, and the MPLS-TP | ayer network is
supported by a server-layer network, then the control-plane
operation of the MPLS-TP | ayer network must be possible without
any dependenci es on the server or client-layer network

([ RFC5654], requirenment 32).

The MPLS-TP control plane nust allow for the transport of a
client MPLS or MPLS-TP | ayer network over a server MPLS or
MPLS- TP | ayer network ([ RFC5654], requirenment 33).

The MPLS-TP control plane rmust all ow the aut ononous operation
of the layers of a nulti-layer network that includes an MPLS-TP
| ayer ([ RFC5654], requirenment 34).

The MPLS-TP control plane nust allow the hiding of MPLS-TP

| ayer network addressing and other information (e.g., topology)
fromclient-layer networks. However, it should be possible, at
the option of the operator, to leak a |linited amount of

sunmari zed i nformation, such as Shared Ri sk Link G oups (SRLGs)
or reachability, between |ayers ([ RFC5654], requirenent 35).

The MPLS-TP control plane nmust allow for the identification of
a transport path on each link within and at the destination
(egress) of the transport network ([ RFC5654], requirenents 38
and 39).

The MPLS-TP control plane nmust allow for the use of P2MP server
(sub-)layer capabilities as well as P2P server (sub-)Ilayer
capabi lities when supporting P2MP MPLS-TP transport paths

([ RFC5654], requirenment 40).

The MPLS-TP control plane rmust be extensible in order to
acconmmodat e new types of client-layer networks and services
([ RFC5654], requirenment 41).
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The MPLS-TP control plane should support the reserved bandwi dth
associated with a transport path to be increased wi thout

i mpacting the existing traffic on that transport path, provided
enough resources are avail able ([ RFC5654], requirement 42)).

The MPLS-TP control plane should support the reserved bandwi dth
of a transport path being decreased w thout inmpacting the
existing traffic on that transport path, provided that the

| evel of existing traffic is smaller than the reserved
bandwi dt h fol |l owi ng the decrease ([ RFC5654], requirenent 43).

The control plane for MPLS-TP nust fit within the ASON

(control -plane) architecture. The ITUT has defined an
architecture for ASONs in G 8080 [ITU. GB080.2006] and G 8080
Amendnent 1 [ITU. G8080.2008]. An interpretation of the ASON
signaling and routing requirenments in the context of GWLS can
be found in [RFC4139], [RFC4258], and Section 2.4, paragraphs 2
and 3 of [RFC5654].

The MPLS-TP control plane rmust support control -plane topol ogy
and dat a- pl ane topol ogy i ndependence ([ RFC5654], requirenent
47) .

A failure of the MPLS-TP control plane nust not interfere with
the delivery of service or recovery of established transport
pat hs ([ RFC5654], requirenment 47).

The MPLS-TP control plane rmust be able to operate independent
of any particular client- or server-layer control plane
([ RFC5654], requirenment 48).

The MPLS-TP control plane should support, but not require, an

i ntegrated control plane enconpassi ng MPLS-TP together with its
server- and client-layer networks when these | ayer networks

bel ong to the same admi nistrative domain ([ RFC5654],

requi rement 49).

The MPLS-TP control plane rmust support configuration of
protection functions and any associ ated mai nt enance (QAM
functions ([ RFC5654], requirenents 50 and 7).

The MPLS-TP control plane nust support the configuration and
nodi ficati on of OAM nai ntenance points as well as the
activation/deactivation of OAM when the transport path or
transport service is established or nodified ([ RFC5654],
requi rement 51).
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45. The MPLS-TP control plane nust be capable of restarting and
relearning its previous state without inpacting forwarding
([ RFC5654], requirement 54).

46. The MPLS-TP control plane nust provide a nechani smfor dynam c
ownership transfer of the control of MPLS-TP transport paths
fromthe managenment plane to the control plane and vice versa
The nunber of reconfigurations required in the data plane nust
be minimzed; preferably no data-plane reconfiguration will be
requi red ([ RFC5654], requirenent 55). Note, such transfers
cover all transport path control functions including control of
recovery and OAM

47. The MPLS-TP control plane nust support protection and
restoration mechanisms, i.e., recovery ([RFC5654], requirenent
52).

Note that the MPLS-TP survivability franmework docunment
[ RFC6372] provides additional useful information related to
recovery.

48. The MPLS-TP control - pl ane nechani snms shoul d be identical (or as
simlar as possible) to those already used in existing
transport networks to sinplify inplenmentation and operations.
However, this nust not override any other requirenent
([ RFC5654], requirement 56 A).

49. The MPLS-TP control - pl ane nechani snms used for P2P and P2MP
recovery should be identical to sinplify inplenentation and
operation. However, this must not override any other
requi rement ([ RFC5654], requirenent 56 B)

50. The MPLS-TP control plane nust support recovery mechani sns t hat
are applicable at various |evels throughout the network
i ncludi ng support for link, transport path, segment,
concat enat ed segnent, and end-to-end recovery ([RFC5654],
requi rement 57).

51. The MPLS-TP control plane nust support recovery paths that neet
the Service Level Agreement (SLA) protection objectives of the
service ([ RFC5654], requirenent 58). These include:

a. CGuarantee 50-ns recovery tines fromthe nonment of fault
detection in networks with spans | ess than 1200 km

b. Protection of 100% of the traffic on the protected path.

c. Recovery nust neet SLA requirenents over nultiple donains.
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The MPLS-TP control plane should support per-transport-path
recovery objectives ([ RFC5654], requirenent 59).

The MPLS-TP control plane rmust support recovery nechani sns that
are applicable to any topol ogy ([RFC5654], requirement 60).

The MPLS-TP control plane rmust operate in synergy with
(including coordination of timng/tinmer settings) the recovery
mechani sns present in any client or server transport networks
(for exanple, Ethernet, SDH, OIN, Wavel ength Divi sion

Mul tiplexing (WODM) to avoid race conditions between the | ayers
([ RFC5654], requirenment 61).

The MPLS-TP control plane rmust support recovery and reversion
nmechani sns that prevent frequent operation of recovery in the
event of an intermttent defect ([RFC5654], requirenent 62).

The MPLS-TP control plane nmust support revertive and non-
revertive protection behavior ([RFC5654], requirenent 64).

The MPLS-TP control plane rmust support 1+1 bidirectiona
protection for P2P transport paths ([ RFC5654], requirenent 65
A .

The MPLS-TP control plane nmust support 1+1 unidirectiona
protection for P2P transport paths ([ RFC5654], requirenent 65
B) .

The MPLS-TP control plane nmust support 1+1 unidirectiona
protection for P2MP transport paths ([ RFC5654], requirenent 65
0.

The MPLS-TP control plane rmust support the ability to share
protection resources anongst a nunber of transport paths
([ RFC5654], requirenment 66).

The MPLS-TP control plane rmust support 1:n bidirectiona
protection for P2P transport paths. Bidirectional 1:n
protection should be the default for 1:n protection ([RFC5654],
requi rement 67 A).

The MPLS-TP control plane nmust support 1:n unidirectiona
protection for P2MP transport paths ([ RFC5654], requirenent 67
B) .

The MPLS-TP control plane may support 1:n unidirectiona
protection for P2P transport paths ([ RFC5654], requirenent 65
0.
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The MPLS-TP control plane may support the control of extra-
traffic type traffic ([ RFC5654], note after requirenment 67).

The MPLS-TP control plane should support 1:n (including 1:1)
shared mesh recovery ([ RFC5654], requirenent 68).

The MPLS-TP control plane nust support sharing of protection
resources such that protection paths that are known not to be
requi red concurrently can share the same resources ([ RFC5654],
requi rement 69).

The MPLS-TP control plane nmust support the sharing of resources
between a restoration transport path and the transport path
bei ng replaced ([ RFC5654], requirenent 70).

The MPLS-TP control plane rmust support restoration priority so
that an inplenentation can determ ne the order in which
transport paths should be restored ([ RFC5654], requirenent 71).

The MPLS-TP control plane rmust support preenption priority in
order to allow restoration to displace other transport paths in
the event of resource constraints ([ RFC5654], requirenents 72
and 86).

The MPLS-TP control plane nmust support revertive and non-
revertive restoration behavior ([RFC5654], requirement 73).

The MPLS-TP control plane rmust support recovery being triggered
by physical (lower) layer fault indications ([RFC5654],
requi rement 74).

The MPLS-TP control plane rmust support recovery being triggered
by OAM ([ RFC5654], requirenent 75).

The MPLS-TP control plane nmust support managenent-pl ane
recovery triggers (e.g., forced switch, etc.) ([RFC5654],
requi rement 76).

The MPLS-TP control plane nmust support the differentiation of
admi ni strative recovery actions fromrecovery actions initiated
by other triggers ([RFC5654], requirement 77).

The MPLS-TP control plane should support control-plane
restoration triggers (e.g., forced switch, etc.) ([RFC5654],
requi rement 78).
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76. The MPLS-TP control plane nust support priority logic to
negoti ate and acconmpdat e coexi sting requests (i.e., multiple
requests) for protection switching (e.g., adm nistrative
requests and requests due to |ink/node failures) ([RFC5654],
requi rement 79).

77. The MPLS-TP control plane nust support the association of
protection paths and working paths (sonetines known as
protection groups) ([RFC5654], requirenment 80).

78. The MPLS-TP control plane nust support pre-cal cul ation of
recovery paths ([ RFC5654], requirenent 81).

79. The MPLS-TP control plane nust support pre-provisioning of
recovery paths ([ RFC5654], requirenent 82).

80. The MPLS-TP control plane nust support the external commands
defined in [RFC4427]. External controls overrul ed by higher
priority requests (e.g., admnistrative requests and requests
due to link/node failures) or unable to be signaled to the
renote end (e.g., because of a protection state coordi nation
fail) must be ignored/dropped ([ RFC5654], requirement 83).

81. The MPLS-TP control plane nust permt the testing and
validation of the integrity of the protection/recovery
transport path ([ RFC5654], requirenent 84 A).

82. The MPLS-TP control plane nust permt the testing and
val idation of protection/restoration nechani sns w t hout
triggering the actual protection/restoration ([RFC5654],
requi renent 84 B)

83. The MPLS-TP control plane nust permt the testing and
val idation of protection/restoration nechanisnms while the
working path is in service ([ RFC5654], requirenment 84 Q)

84. The MPLS-TP control plane nust permt the testing and
val idation of protection/restoration nechanisns while the
wor ki ng path is out of service ([ RFC5654], requirenent 84 D).

85. The MPLS-TP control plane nust support the establishment and
mai nt enance of all recovery entities and functions ([ RFC5654],
requi rement 89 A).

86. The MPLS-TP control plane nust support signaling of recovery
admi ni strative control ([RFC5654], requirement 89 B).
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The MPLS-TP control plane nust support protection state

coordi nation. Since control-plane network topology is

i ndependent fromthe data-plane network topol ogy, the
protection state coordi nati on supported by the MPLS-TP contro
pl ane may run on resources different than the data-pl ane
resources handled within the recovery mechani sm (e.g., backup)
([ RFC5654], requirement 89 O

When present, the MPLS-TP control plane nust support recovery
nmechani sns that are optimzed for specific network topol ogies.
These nechani sns nust be interoperable with the nechani sns
defined for arbitrary topol ogy (mesh) networks to enabl e
protection of end-to-end transport paths ([ RFC5654],
requirement 91).

VWen present, the MPLS-TP control plane nust support the
control of ring-topol ogy-specific recovery nechani sns
([ RFC5654], Section 2.5.6.1).

The MPLS-TP control plane rmust include support for
differentiated services and different traffic types with
traffic class separation associated with different traffic
([ RFC5654], requirenment 110).

The MPLS-TP control plane nmust support the provisioning of
services that provide guaranteed Service Level Specifications
(SLSs), with support for hard ([ RFC3209] style) and relative
([ RFC3270] style) end-to-end bandw dt h guarantees ([ RFC5654],
requi rement 111).

The MPLS-TP control plane nmust support the provisioning of
services that are sensitive to jitter and delay ([RFC5654],
requi renment 112).

2.2. Requirements Derived fromthe MPLS-TP Framewor k

The foll owi ng additional requirenents are based on [ RFC5921],
[ TP- P2MP- FWK] , and [ RFC5960] :

93.

94.

Per - packet Equal Cost Multi-Path (ECVP) | oad balancing is
currently outside the scope of MPLS-TP ([ RFC5960], Section
3.1.1, paragraph 6).

Penul ti mate Hop Poppi ng (PHP) nust be disabled on MPLS-TP LSPs
by default ([RFC5960], Section 3.1.1, paragraph 7).
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95. The MPLS-TP control plane nust support both E-LSP (Explicitly
TC-encoded- PSC LSP) and L-LSP (Label -Only-Inferred-PSC LSP)
MPLS Diffserv nodes as specified in [ RFC3270], [RFC5462], and
Section 3.3.2, paragraph 12 of [RFC5960].

96. Both Single-Segment PW (see [ RFC3985]) and Milti-Segnment PW
(see [RFC5659]) shall be supported by the MPLS-TP contro
pl ane. MPLS-TP shall use the definition of Milti-Segment PW
as defined by the I ETF ([ RFC5921], Section 3.4.4).

97. The MPLS-TP control plane nust support the control of PW and
their associated |abels ([RFC5921], Section 3.4.4).

98. The MPLS-TP control plane nust support network-|ayer clients,
i.e., clients whose traffic is transported over an MPLS-TP
network without the use of PW ([RFC5921], Section 3.4.5).

a. The MPLS-TP control plane nust support the use of network-
| ayer protocol -specific LSPs and | abel s ([ RFC5921], Section
3.4.5).

b. The MPLS-TP control plane nmust support the use of a client-
service-specific LSPs and | abels ([RFC5921], Section 3.4.5).

99. The MPLS-TP control plane for LSPs must be based on the GWLS
control plane. More specifically, GWLS RSVP-TE [ RFC3473] and
rel ated extensions are used for LSP signaling, and GWLS OSPF-
TE [ RFC5392] and | SI S-TE [ RFC5316] are used for routing
([ RFC5921], Section 3.9).

100. The MPLS-TP control plane for PW nust be based on the MPLS
control plane for PW, and nore specifically, targeted LDP (T-
LDP) [RFC4447] is used for PWsignaling ([ RFC5921], Section
3.9, paragraph 5).

101. The MPLS-TP control plane nust ensure its own survivability and
be able to recover gracefully fromfailures and degradations.
These include graceful restart and hot redundant configurations
([ RFC5921], Section 3.9, paragraph 16).

102. The MPLS-TP control plane nust support |inear, ring, and neshed
protection schenes ([ RFC5921], Section 3.12, paragraph 3).

103. The MPLS-TP control plane nust support the control of SPMEs

(hierarchical LSPs) for new or existing end-to-end LSPs
([ RFC5921], Section 3.12, paragraph 7).
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2.3. Requirenments Derived fromthe OAM Franewor k

The foll owi ng additional requirenents are based on [ RFC5860] and
[ RFC6371] :

104. The MPLS-TP control plane nust support the capability to
enabl e/ di sabl e OAM functions as part of service establishnment
([ RFC5860], Section 2.1.6, paragraph 1. Note that OAM
functions are applicable regardl ess of the |abel stack depth
(i.e., level of LSP hierarchy or PW ([ RFC5860], Section 2.1.1,
par agraph 3).

105. The MPLS-TP control plane nust support the capability to
enabl e/ di sabl e OAM functions after service establishment. In
such cases, the customer must not perceive service degradation
as a result of OAM enabling/disabling ([ RFC5860], Section
2.1.6, paragraphs 1 and 2).

106. The MPLS-TP control plane nust support dynamic control of any
of the existing | PPMPLS and PW OAM protocols, e.g., LSP-Ping
[ RFC4379], MPLS-BFD [ RFC5884], VCCV [ RFC5085], and VCCV- BFD
[ RFC5885] ([ RFC5860], Section 2.1.4, paragraph 2).

107. The MPLS-TP control plane nust allow for the ability to support
experimental OAM functions. These functions nmust be disabled
by default ([ RRFC5860], Section 2.2, paragraph 2).

108. The MPLS-TP control plane nust support the choice of which (if
any) OAM function(s) to use and to which PW LSP or Section it
applies ([ RFC5860], Section 2.2, paragraph 3).

109. The MPLS-TP control plane nust allow (e.g., enable/disable)
mechani sns that support the localization of faults and the
notification of appropriate nodes ([RFC5860], Section 2.2.1,
par agraph 1).

110. The MPLS-TP control plane nay support mechani snms that permt
the service provider to be inforned of a fault or defect
affecting the service(s) it provides, even if the fault or
defect is | ocated outside of his domain ([ RFC5860], Section
2.2.1, paragraph 2).

111. Information exchange between vari ous nodes involved in the
MPLS- TP control plane should be reliable such that, for
exanpl e, defects or faults are properly detected or that state
changes are effectively known by the appropriate nodes
([ RFC5860], Section 2.2.1, paragraph 3).
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The MPLS-TP control plane rmust provide functionality to contro
an end point’'s ability to nonitor the |liveness of a PW LSP, or
Section ([ RFC5860], Section 2.2.2, paragraph 1).

The MPLS-TP control plane nmust provide functionality to contro
an end point’s ability to determ ne whether or not it is
connected to specific end point(s) by neans of the expected PW
LSP, or Section ([RFC5860], Section 2.2.3, paragraph 1).

a. The MPLS-TP control plane nmust provide mechani snms to contro
an end point’s ability to performthis function proactively
([ RFC5860], Section 2.2.3, paragraph 2).

b. The MPLS-TP control plane must provide mechanisnms to contro
an end point’s ability to performthis function on-demand
([ RFC5860], Section 2.2.3, paragraph 3).

The MPLS-TP control plane nmust provide functionality to contro
di agnostic testing on a PW LSP or Section ([ RFC5860], Section
2.2.5, paragraph 1).

a. The MPLS-TP control plane nmust provide mechani snms to contro
the performance of this function on-demand ([ RFC5860],
Section 2.2.5, paragraph 2).

The MPLS-TP control plane rmust provide functionality to enable
an end point to discover the Internmediate Point(s) (if any) and
end point(s) along a PW LSP, or Section, and nore generally to
trace (record) the route of a PW LSP, or Section ([RFC5860],
Section 2.2.4, paragraph 1).

a. The MPLS-TP control plane nmust provide nmechanisnms to contro
the performance of this function on-demand ([ RFC5860],
Section 2.2.4, paragraph 2).

The MPLS-TP control plane nmust provide functionality to enable
an end point of a PW LSP, or Section to instruct its

associ ated end point(s) to lock the PW LSP, or Section

([ RFC5860], Section 2.2.6, paragraph 1).

a. The MPLS-TP control plane nmust provide nmechani snms to contro
the performance of this function on-denmand ([ RFC5860],
Section 2.2.6, paragraph 2).
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117. The MPLS-TP control plane nust provide functionality to enable
an Internmediate Point of a PWor LSP to report, to an end point
of that sanme PWor LSP, a |lock condition indirectly affecting
that PWor LSP ([ RFC5860], Section 2.2.7, paragraph 1).

a. The MPLS-TP control plane nust provide nechanisnms to contro
the performance of this function proactively ([RFC5860],
Section 2.2.7, paragraph 2).

118. The MPLS-TP control plane nust provide functionality to enable
an Intermediate Point of a PWor LSP to report, to an end point
of that same PWor LSP, a fault or defect condition affecting
that PWor LSP ([ RFC5860], Section 2.2.8, paragraph 1).

a. The MPLS-TP control plane nmust provide nmechani snms to contro
the performance of this function proactively ([RFC5860],
Section 2.2.8, paragraph 2).

119. The MPLS-TP control plane nust provide functionality to enable
an end point to report, to its associated end point, a fault or
defect condition that it detects on a PW LSP, or Section for
whi ch they are the end points ([RFC5860], Section 2.2.9,
par agraph 1).

a. The MPLS-TP control plane nust provide nechanisnms to contro
the performance of this function proactively ([RFC5860],
Section 2.2.9, paragraph 2).

120. The MPLS-TP control plane nust provide functionality to enable
the propagation, across an MPLS-TP network, of information
pertaining to a client defect or fault condition detected at an
end point of a PWor LSP, if the client-layer mechani sms do not
provide an alarmnotification/propagati on nechani sm ([ RFC5860],
Section 2.2.10, paragraph 1).

a. The MPLS-TP control plane nust provide nechanisnms to contro
the performance of this function proactively ([RFC5860],
Section 2.2.10, paragraph 2).

121. The MPLS-TP control plane nust provide functionality to enable
the control of quantification of packet |oss ratio over a PW
LSP, or Section ([RFC5860], Section 2.2.11, paragraph 1).

a. The MPLS-TP control plane nmust provide nmechanisnms to contro

the performance of this function proactively and on-demand
([ RFC5860], Section 2.2.11, paragraph 4).
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122. The MPLS-TP control plane nust provide functionality to contro
the quantification and reporting of the one-way, and if
appropriate, the two-way, delay of a PW LSP, or Section
([ RFC5860], Section 2.2.12, paragraph 1).

a. The MPLS-TP control plane nust provide nechanisnms to contro
the performance of this function proactively and on-demand
([ RFC5860], Section 2.2.12, paragraph 6).

123. The MPLS-TP control plane nust support the configuration of OAM
functi onal conponents that include Miintenance Entities (MES)
and Mai ntenance Entity G oups (MEGs) as instantiated in MEPs,

M Ps, and SPMEs ([ RFC6371], Section 3.6).

124. For dynanically established transport paths, the control plane
must support the configuration of OAM operations ([RFC6371],
Section 5).

a. The MPLS-TP control plane nust provide nmechanisms to
configure proactive nonitoring for a MEG at, or after,
transport path creation tine.

b. The MPLS-TP control plane nmust provide nmechanisns to
configure the operational characteristics of in-band
neasurenent transactions (e.g., Connectivity Verification
(CV), Loss Measurement (LM, etc.) at MEPs (associated with
a transport path).

c. The MPLS-TP control plane may provide nechanisns to
configure server-|layer event reporting by internedi ate
nodes.

d. The MPLS-TP control plane may provide nechani sns to
configure the reporting of measurements resulting from
proactive nonitoring

125. The MPLS-TP control plane nust support the control of the |oss
of continuity (LOC) traffic block consequent action ([RFC6371],
Section 5.1.2, paragraph 4).

126. For dynamically established transport paths that have a
proactive Continuity Check and Connectivity Verification (CCV)
function enabl ed, the control plane nust support the signaling
of the following MEP configuration information ([ RFC6371],
Section 5.1.3):

a. The MPLS-TP control plane nust provide mechani snms to
configure the MEG identifier to which the MEP bel ongs.
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b. The MPLS-TP control plane nmust provide nmechanisns to
configure a MEP’s own identity inside a MEG

c. The MPLS-TP control plane nmust provide mechani sms to
configure the list of the other MEPs in the MEG

d. The MPLS-TP control plane nust provide nmechanisms to
configure the CC-V transmission rate / reception period
(covering all application types).

The MPLS-TP control plane nmust provide mechani sms to configure
the generation of AlarmlIndication Signal (A'S) packets for
each MEG ([ RFC6371], Section 5.3, paragraph 9).

The MPLS-TP control plane rmust provide mechanisms to configure
the generation of Lock Report (LKR) packets for each MEG
([ RFC6371], Section 5.4, paragraph 9).

The MPLS-TP control plane rmust provide nmechanisnms to configure
the use of proactive Packet Loss Measurenent (LM, and the
transm ssion rate and Per-Hop Behavi or (PHB) class associ ated
with the LM OAM packets originating froma MEP ([ RFC6371],
Section 5.5.1, paragraph 1).

The MPLS-TP control plane rmust provide nmechanisnms to configure
the use of proactive Packet Delay Measurenent (DM, and the
transm ssion rate and PHB cl ass associated with the DM OAM
packets originating froma MEP ([ RFC6371], Section 5.6.1,

par agraph 1).

The MPLS-TP control plane rmust provide nmechanisnms to configure
the use of Cient Failure Indication (CFl), and the

transm ssion rate and PHB cl ass associated with the CFl OAM
packets originating froma MEP ([ RFC6371], Section 5.7.1,

par agraph 1).

The MPLS-TP control plane should provide mechanisns to contro
the use of on-denand CV packets ([RFC6371], Section 6.1).

a. The MPLS-TP control plane should provide nechanisns to
configure the number of packets to be transmitted/received
in each burst of on-demand CV packets and their packet size
([ RFCB371], Section 6.1.1, paragraph 1).

b. When an on-demand CV packet is used to check connectivity
toward a target M P, the MPLS-TP control plane shoul d
provi de nmechani snms to configure the number of hops to reach
the target MP ([ RFC6371], Section 6.1.1, paragraph 2).
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c. The MPLS-TP control plane should provide mechanisns to
configure the PHB of on-denmand CV packets ([ RFC6371],
Section 6.1.1, paragraph 3).

The MPLS-TP control plane shoul d provide nmechanisnms to contro
the use of on-demand LM including configuration of the

begi nni ng and duration of the LM procedures, the transm ssion
rate, and PHB associated with the LM OAM packets origi nating
froma MEP ([ RFC6371], Section 6.2.1).

The MPLS-TP control plane should provide nmechanisnms to contro
the use of throughput estimtion ([ RFC6371], Section 6.3.1).

The MPLS-TP control plane should provide nmechani sms to contro
the use of on-demand DM incl uding configuration of the

begi nni ng and duration of the DM procedures, the transm ssion
rate, and PHB associated with the DM OAM packets origi nating

froma MEP ([ RFC6371], Section 6.5.1).

2.4. Security Requirenents

Ther e

are no specific MPLS-TP control -pl ane security requirenents.

The existing framework for MPLS and GVPLS security i s docunented in
[ RFC5920], and that document applies equally to MPLS-TP.

2.5. ldentifier Requirenents

The followi ng are requirenments based on [ RFC6370]:

136.

137.

138.

139.

140.

141.

The MPLS-TP control plane must support MPLS-TP poi nt-to-point
tunnel identifiers of the forns defined in Section 5.1 of
[ RFC6370] .

The MPLS-TP control plane rmust support MPLS-TP LSP identifiers
of the fornms defined in Section 5.2 of [RFC6370], and the
mappi ngs to GWLS as defined in Section 5.3 of [RFC6370].

The MPLS-TP control plane rmust support pseudowi re path
identifiers of the formdefined in Section 6 of [RFC6370].

The MPLS-TP control plane nust support MEG IDs for LSPs and PW
as defined in Section 7.1.1 of [RFC6370].

The MPLS-TP control plane rmust support |P-conpatible MEG | Ds
for LSPs and PW as defined in Section 7.1.2 of [RFC6370].

The MPLS-TP control plane nmust support MEP_IDs for LSPs and PW
of the forns defined in Section 7.2.1 of [RFC6370].
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142. The MPLS-TP control plane nust support |P-based MEP I Ds for
MPLS-TP LSP of the fornms defined in Section 7.2.2.1 of
[ RFC6370] .

143. The MPLS-TP control plane nust support |P-based MEP_IDs for
Pseudowi res of the formdefined in Section 7.2.2.2 of
[ RFC6370] .

3. Relationship of PW and TE LSPs

The dat a- pl ane rel ati onship between PW and LSPs is inherited from
standard MPLS and is reviewed in the MPLS-TP franework [ RFC5921].

Li kewi se, the control-plane relationship between PW and LSPs is

i nherited fromstandard MPLS. This relationship is reviewed in this
document. The relationship between the PWand LSP control planes in
MPLS-TP is the same as the relationship found in the PWE3 Mi nt enance
Ref erence Mbdel as presented in the PWE3 architecture; see Figure 6
of [RFC3985]. The PWE3 architecture [RFC3985] states: "The PWE3
protocol -l ayering nodel is intended to ninimze the differences

bet ween PWs operating over different PSN types". Additionally, PW
control (maintenance) takes place separately from LSP signali ng.

[ RFC4447] and [ M5- PW DYNAM C] provi de such extensions for the use of
LDP as the control plane for PW. This control can provide PW
control w thout providing LSP control

In the context of MPLS-TP, LSP tunnel signaling is provided via GWLS
RSVP-TE. While RSVP-TE coul d be extended to support PWcontrol much
as LDP was extended in [RFC4447], such extensions are out of scope of
this document. This neans that the control of PW and LSPs will
operate largely independently. The main coordination between LSP and
PWcontrol will occur within the nodes that term nate PW or PW
segnents. See Section 5.3.2 for an additional discussion on such
coor di nati on.

It is worth noting that the control planes for PW and LSPs nmay be
used i ndependently, and that one may be enpl oyed without the other
This translates into four possible scenarios: (1) no control plane is
enpl oyed; (2) a control plane is used for both LSPs and PW; (3) a
control plane is used for LSPs, but not PW; (4) a control plane is
used for PW, but not LSPs.

The PWand LSP control planes, collectively, nust satisfy the MPLS-TP
control -plane requirenents reviewed in this docunent. Wen client
services are provided directly via LSPs, all requirenments nust be
satisfied by the LSP control plane. When client services are
provided via PW, the PWand LSP control planes can operate in

conbi nati on, and sonme functions may be satisfied via the PWcontrol

pl ane while others are provided to PW by the LSP control plane. For
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exanpl e, to support the recovery functions described in [ RFC6372],
thi s docunent focuses on the control of the recovery functions at the
LSP |l ayer. PWbased recovery is under devel opnment at this tinme and
may be used once defi ned.

4. TE LSPs

MPLS- TP uses Generalized MPLS (GWLS) signaling and routing, see

[ RFC3945], as the control plane for LSPs. The GVPLS control plane is
based on the MPLS control plane. GWLS includes support for MPLS

| abel ed data and transport data planes. GVPLS includes nost of the
transport-centric features required to support MPLS-TP LSPs. This
section will first reviewthe features of GWLS relevant to MPLS- TP
LSPs, then identify how specific requirenments can be nmet using

exi sting GWLS functions, and will conclude with extensions that are
anticipated to support the remai ning MPLS-TP control - pl ane

requi renents.

4.1. GQWLS Functions and MPLS-TP LSPs

This section reviews how existing GWLS functions can be applied to
MPLS- TP

4.1.1. In-Band and Qut-of-Band Contro

GWPLS supports both in-band and out-of-band control. The terns "in-
band" and "out-of-band", in the context of this docunent, refer to
the relationship of the control plane relative to the managenment and
data planes. The ternms may be used to refer to the control plane

i ndependent of the nmanagenent plane, or to both of themin concert.
The renmai nder of this section describes the relationship of the
control plane to the managenent and data pl anes.

There are multiple uses of both terns "in-band" and "out-of - band"
The terms may relate to a channel, a path, or a network. Each of
these can be used i ndependently or in conbination. Briefly, sone
typical usage of the terns is as follows:

o In-band
This termis used to refer to cases where control-plane traffic is
sent in the sane conmuni cati on channel used to transport
associ ated user data or managenent traffic. [P, MPLS, and
Et hernet networks are all exanples where control traffic is
typically sent in-band with the data traffic. An exanple of this
case in the context of MPLS-TP is where control-plane traffic is
sent via the MPLS Generic Associ ated Channel (G ACh), see
[ RFC5586], using the sane LSP as controlled user traffic.
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o Qut-of-band, in-fiber (sane physical connection)
This termis used to refer to cases where control-plane traffic is
sent using a different communication channel fromthe associated
data or managenent traffic, and the control conmunication channe
resides in the sanme fiber as either the managenent or data
traffic. An exanple of this case in the context of MPLS-TP is
where control -plane traffic is sent via the GACh using a
dedi cated LSP on the sanme link (interface) that carries controlled
user traffic.

o CQut-of-band, aligned topol ogy
This termis used to refer to the cases where control -pl ane
traffic is sent using a different comuni cati on channel fromthe
associ ated data or managenent traffic, and the control traffic
foll ows the sane node-to-node path as either the data or
management traffic.

Such topol ogies are usually supported using a parallel fiber or
ot her configurations where nmultiple data channels are avail able
and one is (dynamically) selected as the control channel. An
exanpl e of this case in the context of MPLS-TP is where control -
plane traffic is sent along the sane nodal path, but not
necessarily the sane links (interfaces), as the correspondi ng
control l ed user traffic.

o CQut-of-band, independent topol ogy
This termis used to refer to the cases where control -pl ane
traffic is sent using a different comruni cati on channel fromthe
associ ated data or managenent traffic, and the control traffic may
follow a path that is conpletely independent of the data traffic.

Such configurations are a superset of the other cases and do not
preclude the use of in-fiber or aligned topology |inks, but
alignment is not required. An exanple of this case in the context
of MPLS-TP is where control -plane traffic is sent between
control | i ng nodes using any available path and |inks, conpletely
wi t hout regard for the path(s) taken by correspondi ng managenent
or user traffic.

In the context of MPLS-TP requirements, requirenent 14 (see Section 2
above) can be met using out-of-band in-fiber or aligned topol ogy
types of control. Requirenent 15 can only be net by using out-of-
band, independent topology. GACh is likely to be used extensively
in MPLS-TP networks to support the MPLS-TP control (and managenent)

pl anes.
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4.1.2. Addressing

MPLS- TP reuses and supports the addressing mechani sms supported by
MPLS. The MPLS-TP identifiers document (see [RFC6370]) provides
addi ti onal context on how | P addresses are used within MPLS-TP.

MPLS, and consequently MPLS-TP, uses the IPv4 and | Pv6 address
famlies to identify MPLS-TP nodes by default for network nmanagenent
and signaling purposes. The address spaces and nei ghbor adjacencies
in the control, managenent, and data planes used in an MPLS- TP
network may be conpletely separated or conbined at the discretion of
an MPLS-TP operator and based on the equi pnment capabilities of a
vendor. The separation of the control and managenent planes fromthe
data pl ane all ows each plane to be independently addressable. Each
pl ane may use addresses that are not mutually reachable, e.g., it is
likely that the data plane will not be able to reach an address from
the managerment or control planes and vice versa. FEach plane may al so
use a different address famly. It is even possible to reuse
addresses in each plane, but this is not recormended as it nay | ead
to operational confusion. As previously nentioned, the G ACh
nmechani sm defined in [ RFC5586] is expected to be used extensively in
MPLS- TP networks to support the MPLS-TP control (and managenent)

pl anes.

4.1.3. Routing

Routing support for MPLS-TP LSPs is based on GWLS routing. GWLS
routing builds on TE routing and has been extended to support

mul tiple switching technol ogi es per [ RFC3945] and [ RFC4202] as wel |l
as multiple levels of packet switching within a single network. 1S
IS extensions for GWLS are defined in [ RFC5307] and [ RFC5316], which
build on the TE extensions to | S-1S defined in [ RFC5305]. OSPF
extensions for GWPLS are defined in [ RFC4203] and [ RFC5392], which
build on the TE extensions to OSPF defined in [RFC3630]. The listed
RFCs should be viewed as a starting point rather than a conprehensive
list as there are other 1S-1S and OSPF extensions, as defined in | ETF
RFCs, that can be used within an MPLS-TP networKk.

4.1.4. TE LSPs and Constraint-Based Path Conputation

Both MPLS and GWPLS allow for traffic engineering and constraint-
based path conputation. MPLS path conputation provides paths for
MPLS- TE uni directional P2P and P2MP LSPs. GQGWPLS path computation
adds bidirectional LSPs, explicit recovery path conputation, as well
as support for the other functions discussed in this section

Both MPLS and GWPLS path conputation allow for the restriction of

path sel ecti on based on the use of Explicit Route Objects (ERGs) and
other LSP attributes; see [RFC3209] and [RFC3473]. 1In all cases, no
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specific algorithmis standardi zed by the |ETF. This is anticipated
to continue to be the case for MPLS-TP LSPs.

4.1.4.1. Relation to PCE

Pat h Conput ation El enent (PCE)-based approaches, see [ RFC4655], may
be used for path conputation of a GWLS LSP, and consequently an

MPLS- TP LSP, across domains and in a single domain. |n cases where
PCE is used, the PCE Conmuni cation Protocol (PCEP), see [ RFC5440],
will be used to comuni cate PCE-rel ated requests and responses.

MPLS- TP-specific extensions to PCEP are currently out of scope of the
MPLS- TP project and this docunent.

4.1.5. Signaling

GWLS signaling is defined in [ RFC3471] and [ RFC3473] and is based on
RSVP- TE [ RFC3209]. Constraint-based Routed LDP (CR-LDP) GWLS (see

[ RFC3472]) is no longer under active devel opnent within the I ETF
i.e., it is deprecated (see [ RFC3468]) and must not be used for MPLS
nor MPLS-TP consequently. In general, all RSVP-TE extensions that
apply to MPLS may al so be used for GWLS and consequently MPLS-TP.
Most notably, this includes support for P2MP signaling as defined in
[ RFC4875] .

GWPLS signaling includes a nunber of MPLS-TP required functions --
not ably, support for out-of-band control, bidirectional LSPs, and

i ndependent control - and data-plane fault nmanagenent. There are also
nunerous ot her GWLS and MPLS extensions that can be used to provide
specific functions in MPLS-TP networks. Specific references are
provi ded bel ow.

4.1.6. Unnunbered Links

Support for unnunbered links (i.e., links that do not have IP
addresses) is permtted in MPLS-TP and its usage is at the discretion
of the network operator. Support for unnunbered Iinks is included
for routing using OSPF [ RFC4203] and IS 1S [ RFC5307], and for
signaling in [ RFC3477].

4.1.7. Link Bundling

Li nk bundling provides a local construct that can be used to inprove
scaling of TE routing when nultiple data |inks are shared between
node pairs. Link bundling for MPLS and GWLS networks is defined in
[ RFC4201]. Link bundling may be used in MPLS-TP networks, and its
use is at the discretion of the network operator.
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4.1.8. Hierarchical LSPs
This section reuses text from [ RFC6107].

[ RFC3031] describes how MPLS | abel s nmay be stacked so that LSPs may
be nested with one LSP running through another. This concept of

hi erarchical LSPs (HLSPs) is formalized in [ RFC4206] with a set of
protocol mechani snms for the establishnment of a hierarchical LSP that
can carry one or nore other LSPs.

[ RFC4206] goes on to explain that a hierarchical LSP may carry ot her

LSPs only according to their switching types. This is a function of

the way | abels are carried. In a packet switch capable network, the

hi erarchical LSP can carry other packet switch capable LSPs using the
MPLS | abel stack.

Si gnal i ng mechani snms defined in [ RFC4206] all ow a hierarchical LSP to
be treated as a single hop in the path of another LSP. This

nmechani smis al so sonetimes known as "non-adjacent signaling", see

[ RFC4208] .

A Forwardi ng Adj acency (FA) is defined in [ RFC4206] as a data link
created froman LSP and advertised in the same instance of the
control plane that advertises the TE links fromwhich the LSP is
constructed. The LSP itself is called an FA-LSP. FA-LSPs are
anal ogous to MPLS-TP Sections as discussed in [ RFC5960].

Thus, a hierarchical LSP may forman FA such that it is advertised as
a TEIlink in the sanme instance of the routing protocol as was used to
advertise the TE links that the LSP traverses.

As observed in [ RFC4206], the nodes at the ends of an FA woul d not
usual Iy have a routing adjacency.

LSP hierarchy is expected to play an inportant role in MPLS- TP
networks, particularly in the context of scaling and recovery as well
as supporting SPMEs.

4.1.9. LSP Recovery

GWLS defi nes RSVP-TE extensions in support for end-to-end GWLS LSPs
recovery in [ RFC4872] and segnment recovery in [RFC4873]. GWLS
segnent recovery provides a superset of the function in end-to-end
recovery. End-to-end recovery can be viewed as a special case of
segnent recovery where there is a single recovery domai n whose
borders coincide with the ingress and egress of the LSP, although
speci fic procedures are defined.
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The five defined types of recovery defined in GWLS are:

- 1+1 bidirectional protection for P2P LSPs

- 1+1 unidirectional protection for P2MP LSPs

- 1:n (including 1:1) protection with or without extra traffic

- Rerouting without extra traffic (sonmeti mes known as soft
rerouting), including shared nmesh restoration

- Full LSP rerouting

Recovery for MPLS-TP LSPs, as discussed in [RFC6372], is signaled
usi ng the nechani smdefined in [ RFC4872] and [RFC4873]. Note that
when MEPs are required for the OAM CC function and the MEPs exi st at
LSP transit nodes, each MEP is instantiated at a hierarchical LSP end
point, and protection is provided end-to-end for the hierarchica

LSP. (Protection can be signaled using either [RFC4872] or [ RFC4A873]
defined procedures.) The use of Notify messages to trigger
protection switching and recovery is not required in MPLS-TP, as this
function is expected to be supported via OAM  However, its use is
not precl uded.

4.1.10. Control-Plane Reference Points (E-NNI, I-NN, UN)

The majority of RFCs about the GWLS control plane define the contro
pl ane fromthe context of an internal Network-to-Network Interface
(I-NNI'). In the MPLS-TP context, sone operators nay choose to depl oy
signal ed interfaces across User-to-Network Interfaces (UNI's) and
across inter-provider, external Network-to-Network Interfaces
(E-NNI's). Such support is enbodied in [ RFC4208] for UNIs and in

[ RFC5787] for routing areas in support of E-NNIs. This work may
require extensions in order to neet the specific needs of an MPLS-TP
UNI and E-NNI

4.2. OAM MEP (Hierarchy), MP Configuration and Contro

MPLS-TP is defined to support a conprehensive set of MPLS-TP QAM
functions. The MPLS-TP control plane will not itself provide OAM
functions, but it will be used to instantiate and ot herw se contro
MPLS- TP OAM functi ons.

Specific OAM requirenents for MPLS-TP are docunented in [ RFC5860] .
Thi s docunent also states that it is required that the control plane
be able to configure and control OAMentities. This requirenent is
not yet addressed by the existing RFCs, but such work is now under
way, e.g., [CCAMP-OAM FWK] and [ CCAMP- OAM EXT] .

Many OAM functions occur on a per-LSP basis, are typically in-band,

and are initiated i mediately after LSP establishnent. Hence, it is
desirabl e that such functions be established and activated via the
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sanme control -plane signaling used to set up the LSP, as this
effectively synchronizes CAMwith the LSP lifetime and avoids the
extra overhead and potential errors associated with separate OAM
confi guration mechani sms.

4.2.1. Managenent - Pl ane Support

There is no MPLS-TP requirenent for a standardi zed nmanagenent
interface to the MPLS-TP control plane. That said, MPLS and GWLS
support a nunber of standardi zed managenent functions. These include
the MPLS-TE/ GWLS TE Dat abase Managenent |nformati on Base [ TE-M B];
the MPLS-TE M B [ RFC3812]; the MPLS LSR M B [ RFC3813]; the GWLS TE
M B [ RFC4802] ; and the GWLS LSR M B [ RFC4803]. These M B nodul es
may be used in MPLS-TP networks. A general overview of MPLS-TP
related M B nodul es can be found in [TP-MB]. Network managemnent
requi rements for MPLS-based transport networks are provided in

[ RFC5951] .

4.2.1.1. Recovery Triggers

The GWPLS control plane allows for nanagenent-pl ane recovery triggers
and directly supports control -plane recovery triggers. Support for
control -plane recovery triggers is defined in [ RFC4872], which refers
to the triggers as "Recovery Commands". These commands can be used
with both end-to-end and segnent recovery, but are always controlled
on an end-to-end basis. The recovery triggers/comrands defined in
[ RFC4872] are:

a. Lockout of recovery LSP

b. Lockout of normal traffic

c. Forced switch for normal traffic

d. Requested switch for normal traffic

e. Requested switch for recovery LSP

Note that control-plane triggers are typically invoked in response to
a management - pl ane request at the ingress.

4.2.1.2. Managenent-Plane / Control -Pl ane Omership Transfer

In networks where both the control plane and nanagenent pl ane are
provi ded, LSP provisioning can be done either by the control plane or
management plane. As nentioned in the requirements section above, it
must be possible to transfer, or handover, a managenent-pl ane-created
LSP to the control -plane donmai n and vice versa. |[RFC5493] defines
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the specific requirenents for an LSP ownershi p handover procedure.

It nust be possible for the control plane to provide the nanagenent
plane, in a reliable manner, with the status or result of an
operation performed by the managenent plane. This notification nmay
be either synchronous or asynchronous with respect to the operation
Moreover, it nust be possible for the managenent plane to nonitor the
status of the control plane, for exanple, the status of a TE |ink

its available resources, etc. This nonitoring nay be based on
gueries initiated by the nanagenent plane or on notifications
generated by the control plane. A nechanismmust be made avail abl e
by the control plane to the managenent plane to | og operation of a
control -plane LSP; that is, it nmust be possible fromthe NVS to have
a clear viewof the life (traffic hit, action perforned, signaling,
etc.) of a given LSP. The LSP handover procedure for MPLS-TP LSPs is
supported via [ RFC5852].

4.3. QGWLS and MPLS-TP Requirenents Tabl e

The foll owi ng table shows how the MPLS-TP control -pl ane requirenents
can be net using the existing GWLS control plane (which builds on
the MPLS control plane). Areas where additional specifications are
required are also identified. The table lists references based on
the control -plane requirements as identified and nunbered above in

Section 2.

| Req # | References |
S o m m e e e e e e e e e e e e e e e e e e e e e e e e e e e m e m e m e me e = +
| 1 | Generic requirenent met by using Standards Track RFCs |
| 2 | [RFC3945], [RFC4202], [RFC3473], [RFC4203], [RFC5307] |
| 3 | [RFC5145] + Fornal Definition (See Section 4.4.1) |
| 4 | Ceneric requirenment net by using Standards Track RFCs |
| 5 | [RFC3945], [RFC4202], [RFC3473], [RFC4203], [RFC5307] |
| 6 | [RFC3471], [RFC3473], [RFC4875] |
| 7 | [RFC3471], [RFC3473] + |
| | Associ ated bidirectional LSPs (See Section 4.4.2)

| 8 | [RFC4875] |
| 9 | [RFC3473] |
| 10 | Associated bidirectional LSPs (See Section 4.4.2)

| 11 | Associated bidirectional LSPs (See Section 4.4.2)

| 12 | [RFC3473] |
| 13 | [RFC5467] (Currently Experinmental; See Section 4.4.3) |
| 14 | [RFC3945], [RFC3473], [RFC4202], [RFCA4203], [RFC5307] |
| 15 | [RFC3945], [RFC3473], [RFC4202], [RFC4203], [RFC5307] |
| 16 | [RFC3945], [RFC4202], [RFC3473], [RFC4203], [RFC5307] |
| 17 | [RFC3945], [RFC4202] + proper vendor inplementation |
| 18 | [RFC3945], [RFC4202] + proper vendor inplementation |
| 19 | [RFC3945], [RFC4202] |
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| [ RFC3945], [RFC4202], [RFC3473],

| [ RFC6107]

| [RFC3473], [RFC4875]

| [RFC3473], [RFC4875]

| [RFC3945], [RFC3471], [RFC4202]

| [RFC3945], [RFC4202], [RFC3473],

| [ RFC3945], [RFC3471], [RFC4202]

| [RFC3945], [RFC3471], [RFC4202]

| [RFC4208], [RFC4974], [RFC5787],

| [RFC3473], [RFC4875]

| [ RFC4875]

| [RFC3945], [RFC4202], [RFC3473],

| [RFC3473], [RFC3209] (Make- bef ore-break)
| [RFC3473], [RFC3209] (Make- before-break)
| [RFC4139], [RFC4258], [RFC5787]

| [RFC3945], [RFC4202], [RFC3473],

| [RFC3473], [RFC5063]

| [RFC3945], [RFC3471], [RFC4202],

| [ RFC3945], [RFC3471], [RFC4202]

| [RFC4872], [RFCA873], [ CCAWMP- OAM FVK],
| [RFC6107], [ CCAMP- OAM FV],

| [RFC3473], [RFC4203], [RFC5307],

| [ RFC5493]

| [RFC4A872], [RFC4873]

| [ RFC3945], [RFC3471], [RFC4202]

| [RFC4872], [RFC4873] + Recovery for
| [RFC4A872], [RFC4873]

| [RFCA872], [RFC4873] + proper vendor
| [RFC4872], [RFC4873], [GWPLS-PS]

| [RFC4A872], [RFC4873]

| [RFC3473], [RFC4872], [RFC4873],

| Timers are a | ocal

| [RFCA872], [RFC4873], [GWPLS-PS]

| i mpl enentation of tiners

| [RFC4A872], [RFC4873], [GWPLS-PS]

| [RFC4A872], [RFC4873]

| [RFC4872], [RFC4873]

| [RFC4872], [RFC4873]

| [RFC4A872], [RFC4873], [RFC6107]

| [RFC4A872], [RFC4873]

| [RFC4872], [RFC4873] + Recovery for
et al. I nf or mati onal

P2MP (see Sec.

P2MP (see Sec.

Sept ember 2011

[ RFC5307] ,
[ RFC5307] ,

[ RFC5307]
[ RFC5307]
[ RFC5307] ,

[ RFC5307]

[ RFC5307]

[ RFC5307]

[ CCAMP- OAM EXT]
[ CCAMP- OAM: EXT]

i mpl enent ati on
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101
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Ander sson,

MPLS- TP Contr ol

CGeneri c requirenent on data plane (correct

[ RFC4872], [ RFC4873]
[ RFC4872], [ RFC4873]
[ RFC4872], [ RFCA873]
[ RFC4872], [ RFC4873],
[ RFC4872], [ RFC4873]
[ RFC3473], [ RFC4872],
[ RFC3473]

[ RFC3473], [ RFC4872],
[ RFC3473], [ RFC4872]
[ RFC4872], [ RFC4873],
[ RFC4426], [ RFC4872],
[ RFC4426], [ RFC4872] ,
[ RFC4426], [ RFC4872],
[ RFC4426] , [ RFC4872] ,
[ RFC4426], [ RFC4872],
[ RFC4426], [ RFC4872],
[ RFC4426], [ RFC4872],
[ RFC4426], [ RFC4872] ,
[ RFC4872], [ RFC4873]
[ RFC4872], [ RFC4873]
[ RFC4872], [ RFCA873]
[ RFC4872], [ RFC4873]
[ RFC4872], [ RFC4873],
[ RFC4872], [ RFC4873]
[ RFC4872], [ RFC4873]
[ RFC4872], [ RFC4873],
[ RFC4872], [ RFC4873],
[ RFC3270], [ RFC3473],
[ RFC3945], [ RFC4202] ,
[ RFC3945], [ RFC3473],
[ RFC3473], [ NO- PHP]

[ RFC3270], [ RFC3473],

PWonly requirenent;
PWonly requirenent;

[ RFC3945]
[ RFC3945]

[ RFC5392] and [ RFC5316]

[ RFC3473],
[ RFC4202]

PWonly requirenent;

[ RFC3473] ,
[ RFC4872] ,
[ RFC3945] ,

[ CCAMP- OAM: FWK] |

[ RFC3473] ,

[ CCAMP- OAM: FWK] |
[ CCAMP- OAM: FWK] |
[ CCAMP- OAM FWK] |,

[ RFC3473],

et al.

[ RFC4203] ,
[ RFC4873] ,
[ RFC3473] ,

[ RFC4872]

| nf or mat i onal

[ CCAMP- CAM EXT]
[ CCAMP- CAM FVK] ,
[ CCAVP- CAM EXT]
[ CCAMP- OAM- EXT] + (See Sec.
[ CCAMP- CAM EXT]
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[ RFC6107]
[ RFCA873]
[ GWPLS- PS]

[ CCAMP- OAM FVK] ,
[ RFC4873]
[ RFC4873]
[ RFC4873]
[ RFC4873]
[ RFC4873]
[ RFC4873]
[ RFC4873]
[ RFC4873]
+ Testing control
+ Testing control
+ Testing control
+ Testing control
[ CCAVP- OAM FVK] ,

[ CCAMVP- OAM EXT]

+ vendor

i mpl enent at i

Sec.
Sec.

(See
(See

4.4.5)
4.4.5)
(See Sec. 4.4.5)
(See Sec. 4.4.5)
[ CCAMP- CAM EXT]

[ TP- R NG

[ TP- R NG

[ RFC4124] + QWPLS Usage (See 4.4.6)
[ RFC3473], [RFC4203], [RFC5307]

[ RFC2210], [RFC2211], [RFC2212]

i mpl enent ati on)

[ RFC4124] + QWPLS Usage (See 4.4.6)
see PW Requirenents Table (5.2)
see PW Requirenents Table (5.2)

[ RFC6107]

[ RFC3473], [RFC4203], [RFC5307] +
see PW Requi renents Table (5.2)

[ RFC5307], [RFC5063]

[ TP- R NG

[ RFC6107]

[ CCAVP- OAM EXT]

4. 4. 5)

[ RFCA873]
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| 110 | [RFC3473], [RFC4872], [RFC4873] |
| 111 | [RFC3473], [RFC4783] |
| 112 | [ CCAMP- OAM FVKK], [ CCAMP- QAM EXT] |
| 113 | [ CCAMP- OAM FVKK], [ CCAMP- OAM EXT] + (See Sec. 4.4.5) |
| 114 | [ CCAMP- OAM FVKK], [ CCAMP- OAM EXT] + (See Sec. 4.4.5) |
| 115 | [RFC3473] |
| 116 | [RFC4426], [RFC4872], [RFC4873] |
| 117 | [RFC3473], [RFC4872], [RFC4873] |
| 118 | [RFC3473], [RFC4783] |
| 119 | [RFC3473] |
| 120 | [RFC3473], [RFC4783] |
| 121 | [ CCAMP- OAM FVK], [ CCAMP- OAM EXT] + (See Sec. 4.4.5) |
| 122 | [ CCAMP- OAM FVK], [ CCAMP- OAM: EXT] + (See Sec. 4.4.5) |
| 123 | [ CCAWP- OAM FVK], [ CCAMP- OAM EXT], [RFC6107] |
| 124 - | |
| 135 | [ CCAMP- OAMF FWK] , [ CCAMP- OAM EXT] + (See Sec. 4.4.5) |
| 136a | [ RFC3473] |
| 136b | [RFC3473] + (See Sec. 4.4.7) |
| 137a | [RFC3473] |
| 137b | [RFC3473] + (See Sec. 4.4.7) |
| 138 | PWonly requirenment; see PWRequirenents Table (5.2) |
| 139 - | |
| 143 | [ CCAMP- OAM FWK], [ CCAMP- OAM EXT] + (See Sec. 4.4.8) |
[ el e e s sy o}

Table 1. GWLS and MPLS- TP Requirenents Tabl e

4.4.

This section identifies the extensions and other
been identified as likely to be needed to support the ful

MPLS- TP control - pl ane requirenents.

4.4. 1.

MPLS-TE to MPLS-TP LSP Control - Pl ane | nt erworki ng

Anti ci pated MPLS-TP- Rel at ed Ext ensi ons and Definitions

docunents that have

set of

VWhile no interworking function is expected in the data plane to

support the interconnection of MPLS-TE and MPLS- TP net wor ki ng,
is not the case for the contro
use LSP signaling based on [ RFC3209],
signal ed using GWLS RSVP-TE, i.e.

pl ane.

[ RFC3473] .

this

MPLS- TE networks typically
while MPLS-TP LSPs will be
[ RFC5145]

identifies

a set of solutions that are ained to aid in the interworking of MPLS-

TE and GVPLS contro
f oundation for
i nt erwor ki ng.

a fornmal

Ander sson, et al

pl anes.

[ RFC5145] work wi ||

| nf or mat i ona

serve as the
definition of MPLS to MPLS-TP control -pl ane
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4.4.2. Associated Bidirectional LSPs

GWPLS signaling, [RFC3473], supports unidirectional and co-routed,

bi di rectional point-to-point LSPs. MPLS-TP al so requires support for
associ ated bidirectional point-to-point LSPs. Such support wll
require an extension or a formal definition of how the LSP end points
supporting an associ ated bidirectional service will coordinate the
two LSPs used to provide such a service. Per requirenent 11, transit
nodes that support an associ ated bidirectional service should be
aware of the association of the LSPs used to support the service when
both LSPs are supported on that transit node. There are severa

exi sting protocol mechani sns on which to base such support,

i ncluding, but not linted to:

0 GWLS calls [RFC4974].

o The ASSOCI ATI ON obj ect [ RFC4872].

o The LSP_TUNNEL_| NTERFACE_I D obj ect [RFC6107].
4.4.3. Asymetric Bandw dth LSPs

[ RFC5467] defines support for bidirectional LSPs that have different
(asymretric) bandwi dth requirenents for each direction. That RFC can
be used to neet the related MPLS-TP technical requirenment, but it is
currently an Experinmental RFC. To fully satisfy the MPLS-TP

requi rement, RFC 5467 will need to becone a Standards Track RFC.

4.4.4. Recovery for P2MP LSPs

The definitions of P2MP, [RFC4875], and GWLS recovery, [RFC4872] and
[ RFC4873], do not explicitly cover their interactions. MLS TP
requires a formal definition of recovery techniques for P2MP LSPs.
Such a formal definition will be based on existing RFCs and may not
requi re any new protocol mechani snms but, nonethel ess, nust be
document ed.

4.4.5. Test Traffic Control and G her OAM Functi ons

[ CCAMP- OAM FVWK] and [ CCAMP- QAM EXT] are exanpl es of OAM rel at ed
control extensions to GWLS. These extensions cover a portion of,

but not all, OAMrelated control functions that have been identified
in the context of MPLS-TP. As discussed above, the MPLS-TP contro

pl ane nust support the selection of which OAM function(s) (if any) to
use (including support to select experinental OAM functions) and what
OAM functionality to run, including Continuity Check (CO),
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Connectivity Verification (CV), packet |oss, delay quantification,
and di agnostic testing of a service. Such support nmay be included in
the listed docurments or in other docunents.

4.4.6. Diffserv Object Usage in GWLS

[ RFC3270] and [ RFC4124] define support for Diffserv-enabled MPLS
LSPs. While [RFC4124] references GWLS signaling, there is no
explicit discussion on the use of the Diffserv-related objects in
GWPLS signaling. A (possibly Informational) docunent on how GWLS
supports Diffserv LSPs is likely to prove useful in the context of
MPLS- TP.

4.4.7. Support for MPLS-TP LSP ldentifiers

MPLS- TP uses two forms of LSP identifiers, see [ RFC6370]. One form
is based on existing GWLS fields. The other formis based on either
the globally unique Attachnent Interface lIdentifier (All) defined in
[ RFC5003] or the ITU Carrier Code (1CC) defined in ITUT

Recommendati on M 1400. Neither formis currently supported in GVPLS,
and such extensions will need to be documented.

4.4.8. Support for MPLS-TP Maintenance Identifiers

MPLS- TP defi nes several forns of maintenance-entity-rel ated
identifiers. Both node-unique and global forns are defined.
Extensions will be required to GWLS to support these identifiers.
These extensions may be added to existing works in progress, such as
[ CCAMP- OAM FVK] and [ CCAMP- OAM EXT], or mmy be defined in independent
docunent s.

5. Pseudow res
5.1. LDP Functions and Pseudow res

MPLS PW are defined in [RFC3985] and [ RFC5659], and provide for

emul ated services over an MPLS Packet Switched Network (PSN).

Several types of PW have been defined: (1) Ethernet PW providing
for Ethernet port or Ethernet VLAN transport over MPLS [ RFC4448], (2)
Hi gh-Level Data Link Control (HDLC) / PPP PWproviding for HDLC PPP

| eased line transport over MPLS [RFC4618], (3) ATM PW [ RFC4816], (4)
Frame Relay PWs [ RFC4619], and (5) circuit Enulation PW [ RFC4553].

Today’ s transport networks based on Pl esi ochronous Digital Hi erarchy
(PDH), WDOM or SONET/ SDH provi de transport for PDH or SONET (e.g.,
ATM over SONET or Packet PPP over SONET) client signals with no

payl oad awareness. Inplenmenting PWcapability allows for the use of
an existing technology to substitute the Tine-Division Miltiplexing
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(TDM transport with packet-based transport, using well-defined PW
encapsul ati on nethods for carrying various packet services over MPLS,
and providing for potentially better bandw dth utilization.

There are two general classes of PW: (1) Single-Segnment Pseudowi res
(SS-PW) [RFC3985] and (2) Miulti-segnent Pseudow res (NM5-PW)

[ RFC5659]. An MPLS-TP network domain may transparently transport a
PWwhose end points are within a client network. Alternatively, an
MPLS- TP edge node nay be the Terminating PE (T-PE) for a PW
perform ng adaptation fromthe native attachnent circuit technol ogy
(e.g., Ethernet 802.1Q to an MPLS PWthat is then transported in an
LSP over an MPLS-TP network. In this way, the PWis anal ogous to a
transport channel in a TDM network, and the LSP is equivalent to a
contai ner of nultiple non-concatenated channels, albeit they are
packet containers. An MPLS-TP network may al so contain Switching PEs
(S-PEs) for a Multi-Segnment PWwhereby the T-PEs may be at the edge
of an MPLS-TP network or in a client network. 1In the latter case, a
T-PE in a client network perforns the adaptation of the native
service to MPLS and the MPLS-TP network perforns pseudowire

swi t chi ng.

The SS-PWsignaling control plane is based on targeted LDP (T-LDP)
with specific procedures defined in [RFC4447]. The MsS-PWsignaling
control plane is also based on T-LDP as allowed for in [RFC5659],

[ RFC6073], and [ M5-PWDYNAM C]. An MPLS-TP network shall use the
same PWsignaling protocols and procedures for placing SS-PW and
Ms-PWs. This will |everage existing technology as well as facilitate
interoperability with client networks with native attachment circuits
or PWsegnents that are switched across an MPLS-TP net wor k.

5.1.1. Managenent - Pl ane Support

There is no MPLS-TP requirenent for a standardi zed nmanagenent
interface to the MPLS-TP control plane. A general overview of MPLS-
TP-related M B nmodul es can be found in [TP-MB]. Network nanagenent
requi rements for MPLS-based transport networks are provided in

[ RFC5951] .

5.2. PWControl (LDP) and MPLS-TP Requirements Table

The foll owi ng table shows how the MPLS-TP control -pl ane requirenents
can be net using the existing LDP control plane for pseudow res
(targeted LDP). Areas where additional specifications are required
are also identified. The table lists references based on the
control -plane requirements as identified and nunbered above in
Section 2.
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In the table bel ow, several of the requirenents shown are addressed
-- in part or in full -- by the use of MPLS-TP LSPs to carry
pseudowires. This is reflected by including "TP-LSPs" as a reference
for those requirements. Section 5.3.2 provides additional context
for the binding of PW to TP-LSPs.
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[ ffrsfems sl oo oo e e e e e s s s e s s s s s s s s s s s s s s s s s s st
| Req # | References I
S ot o e o e oo e +

1 CGeneric requirenent net by using Standards Track RFCs

2 [ RFC3985], [RFC4447], Together with TP-LSPs (Sec. 4.3)

3 [ RFC3985], [ RFC4447]

4 CGeneri c requirenent net by using Standards Track RFCs

5 [ RFC3985], [RFC4447], Together with TP-LSPs

6 [ RFC3985], [RFC4447], [PWP2MPR], [PWP2MPE] + TP-LSPs

7 [ RFC3985], [RFC4447], + TP-LSPs

8 [ PWP2MPR], [ PW P2MPE]

9 [ RFC3985], end-node only invol venent for PW

10 [ RFC3985], proper vendor inplenmentation
11 [ RFC3985], end-node only invol venent for PW
12-13 [ RFC3985], [RFC4447], See Section 5.3.4
14 [ RFC3985], [ RFC4447]
15 [ RFC4447], [RFC3478], proper vendor inplenmentation
16 [ RFC3985], [ RFC4447]
17-18 [ RFC3985], proper vendor inplenmentation
19- 26 [ RFC3985], [RFC4447], [RFC5659], inplenmentation
27 [ RFC4448], [RFCA816], [RFC4618], [RFC4619], [RFC4553]
[ RFC4842], [ RFC5287]
28 [ RFC3985]
29-31 [ RFC3985], [ RFC4447]
32 [ RFC3985], [RFC4447], [RFC5659], See Section 5.3.6

I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I
a2 |
| 33 | [RFCA4385], [RFC4447], [RFC5586] |
I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I
I I I

34 [ PW P2MPR], [ PW P2VPE]

35 [ RFC4863]
36- 37 [ RFC3985], [RFC4447], See Section 5.3.4

38 Provi ded by TP-LSPs

39 [ RFC3985], [RFC4447], + TP-LSPs

40 [ RFC3478]
41-42 [ RFC3985], [ RFC4447]
43-44 [ RFC3985], [RFC4447], + TP-LSPs - See Section 5.3.5

45 [ RFC3985], [RFC4447], [RFC5659] + TP-LSPs

46 [ RFC3985], [RFC4447], + TP-LSPs - See Section 5.3.3

47 [ PWRED], [PW REDB]
48- 49 [ RFC3985], [RFC4447], + TP-LSPs, inplenmentation
50-52 Provi ded by TP-LSPs, and Section 5.3.5
53-55 [ RFC3985], [RFC4447], See Section 5.3.5

56 [ PWRED], [PW REDB]

revertive/ non-revertive behavior is a local matter for PW

57-58 [ PWRED], [ PW REDB]
59-81 | [RFC3985], [RFC4447], [PWRED], [PWREDB], Section 5.3.5
82-83 [ RFC5085], [RFC5586], [ RFC5885]
84- 89 [ RFC3985], [RFC4447], [PWRED], [PWREDB], Section 5.3.5
90- 95 [ RFC3985], [RFC4447], + TP-LSPs, inplenentation

96 [ RFC4447], [ M5- PW DYNAM C]
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97 [ RFC4447]
98 -
99 Not Applicable to PW
100 [ RFC4447]
101 [ RFC3478]
102 [ RFC3985], + TP-LSPs
103 Not Applicable to PW
104 [ PW OAM
105 [ PW OAM
106 -
108 [ RFC5085], [ RFC5586], [ RFC5885]
109 [ RFC5085], [ RFC5586], [ RFC5885]
fault reporting and protection triggering is a |ocal
matter for PW
110 [ RFC5085], [RFC5586], [ RFC5885]
fault reporting and protection triggering is a |ocal
matter for PW
111 [ RFC4447]
112 [ RFC4447], [RFC5085], [RFC5586], [RFC5885]
113 [ RFC5085], [RFC5586], [ RFC5885]
114 [ RFC5085], [RFC5586], [ RFC5885]

| | |
| | |
| | |
| | |
| | |
| | |
| | |
| | |
| | |
| | |
| | |
| | |
| | |
| | |
| | |
| | |
| | |
| | |
| | |
| 114 | |
| 115 | path traversed by PWis determ ned by LSP path; see |
| | GWPLS and MPLS-TP Requirements Table, Section 4.3 |
| | |
| | |
| | |
| | |
| | |
| | |
| | |
| | |
| | |
| | |
| | |
| | |
| | |
| | |
| | |
| | |
| | |
| | |
| | |

116 [PWRED], [PWREDB], adm nistrative control of redundant
PWis a local matter at the PW head-end
117 [ PWRED], [PWREDB], [RFC5085], [RFC5586], [RFC5885]
118 [ RFC3985], [RFC4447], [PWRED], [PWREDB], Section 5.3.5
119 [ RFC4447]
120 -
125 [ RFC5085], [RFC5586], [ RFC5885]
126 -
130 [ PW OAM
131 Section 5.3.5
132 [ PW OAM
133 [ PW OAM
134 Section 5.3.5
135 [ PW OAM
136 Not Applicable to PW
137 Not Applicable to PW
138 [ RFC4447], [RFC5003], [ MS-PW DYNAM (]
139 -
143 [ PW OAM
[ ffrsfems sl oo oo e e e e e s s s e s s s s s s s s s s s s s s s s s s st

Table 2: PWControl (LDP) and MPLS-TP Requirenents Table
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5.3. Anticipated MPLS- TP- Rel at ed Extensions

Exi sting control protocol and procedures will be reused as nuch as
possi bl e to support MPLS-TP. However, when using PW in MPLS-TP, a
set of new requirenents is defined that may require extensions of the
exi sting control nechanisns. This section clarifies the areas where
ext ensi ons are needed based on the requirenents that are related to
the PWcontrol plane and docunented in [ RFC5654].

Table 2 lists how requirenents defined in [ RFC5654] are expected to
be addressed.

The baseline requirenment for extensions to support transport
applications is that any new nmechani sms and capabilities must be able
to interoperate with existing | ETF MPLS [ RFC3031] and | ETF PWE3

[ RFC3985] control and data pl anes where appropriate. Hence,
extensions of the PWcontrol plane nmust be in-line with the
procedures defined in [ RFC4447], [RFC6073], and [ M5- PW DYNAM C] .

5.3.1. Extensions to Support Qut-of-Band PW Contr ol

For MPLS-TP, it is required that the data and control planes can be
both logically and physically separated. That is, the PWcontrol

pl ane nust be able to operate out-of-band (OOB). This separation
ensures, anong other things, that in the case of control-plane
failures the data plane is not affected and can continue to operate
normal ly. This was not a design requirement for the current PW

control plane. However, due to the PWconcept, i.e., PW are
connecting logical entities ('forwarders’), and the operation of the
PWcontrol protocol, i.e., only edge PE nodes (T-PE, S-PE) take part

in the signaling exchanges: noving T-LDP out-of-band seens to be,
theoretically, a straightforward exerci se.

In fact, as a strictly local matter, ensuring that targeted LDP
(T-LDP) uses out-of-band signaling requires only that the |oca

i npl enentation is configured in such a way that reachability for a
target LSR address is via the out-of-band channel

More precisely, if IP addressing is used in the MPLS-TP contro
pl ane, then T-LDP addressi ng can be nuaintai ned, although al

addresses will refer to control-plane entities. Both the PWd
Forwar di ng Equi val ence O ass (FEC) and Generalized PWd FEC El enents
can possibly be used in an OOB case as well. (Detailed evaluation is

out side the scope of this docunent.) The PWIabel allocation and
exchange nechani snms shoul d be reused wi t hout change.
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5.3.2. Support for Explicit Control of PWto-LSP Binding

Binding a PWto an LSP, or PWsegnments to LSPs, is left to nodes
acting as T-PEs and S-PEs or a control-plane entity that may be the
same one signaling the PW However, an extension of the PWsignaling
protocol is required to allowthe LSR at the signal initiation end to
informthe targeted LSR (at the signal term nation end) to which LSP
the resulting PWis to be bound, in the event that nore than one such
LSP exists and the choice of LSPs is inportant to the service being
setup (for exanple, if the service requires co-routed bidirectiona
paths). This is also particularly inportant to support transport
path (symretric and asymretric) bandw dth requirenents.

For transport services, MPLS-TP requires support for bidirectiona
traffic that foll ows congruent paths. Currently, each direction of a
PWor a PWsegnment is bound to a unidirectional LSP that extends
between two T-PEs, two S-PEs, or a T-PE and an S-PE. The
unidirectional LSPs in both directions are not required to foll ow
congruent paths, and therefore both directions of a PWnmay not follow
congruent paths, i.e., they are associated bidirectional paths. The
only requirement in [RFC5659] is that a PWor a PWsegnment shares the
same T-PEs in both directions and the sane S-PEs in both directions.

MPLS- TP i nposes new requirenents on the PWcontrol plane, in
requiring that both end points nap the PWor PWsegnment to the sane
transport path for the case where this is an objective of the
service. Wen a bidirectional LSP is selected on one end to
transport the PW a mechanismis needed that signals to the renote
end which LSP has been selected locally to transport the PW This
woul d be acconplished by adding a new TLV to PWsignaling.

Note that this coincides with the gap identified for OOB support: a
new mechani smis needed to allow explicit binding of a PWto the
supporting transport LSP

The case of unidirectional transport paths nay also require
addi ti onal protocol nechanisns, as today’'s PW are al ways
bidirectional. One potential approach for providing a unidirectiona
PW based transport path is for the PWto associate different
(asymretric) bandwi dths in each direction, with a zero or mnima
bandwi dth for the return path. This approach is consistent with
Section 3.8.2 of [RFC5921] but does not address P2MP pat hs.

5.3.3. Support for Dynanic Transfer of PW Control/Oanership
In order to satisfy requirement 47 (as defined in Section 2), it wll

be necessary to specify methods for transfer of PWownership fromthe
managenent to the control plane (and vice versa).
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5.3.4. Interoperable Support for PWLSP Resource Allocation

Transport applications may require resource guarantees. For such
transport LSPs, resource reservation nechani sns are provided via
RSVP- TE and the use of Diffserv. If multiple PW are nultipl exed
into the same transport LSP resources, contention nay occur
However, local policy at PEs shoul d ensure proper resource sharing
among PW mapped into a resource-guaranteed LSP. |In the case of
M5- PWs, signaling carries the PWtraffic parameters [ M5- PW DYNAM C]
to enabl e adm ssion control of a PWsegnent over a resource-
guar ant eed LSP.

In conjunction with explicit PWto-LSP binding, existing nmechani sms
may be sufficient; however, this needs to be verified in detail ed
eval uati on.

5.3.5. Support for PWProtecti on and PW QAM Confi gurati on

Many of the requirenments listed in Section 2 are intended to support
connectivity and perfornmance nonitoring (grouped together as QAM, as
wel | as protection conformant with the transport services nodel.

In general, protection of MPLS-TP transported services is provided by
way of protection of transport LSPs. PWprotection requires that
nmechani sns be defined to support redundant pseudowi res, including a
mechani sm al ready described above for associating such pseudow res
with specific protected ("working" and "protection") LSPs. Also
required are definitions of |local protection control functions, to
include test/verification operations, and protection status signals
needed to ensure that PWterm nation points are in agreement as to
whi ch of a set of redundant pseudowires are in use for which
transport services at any given point in tinme.

Much of this work is currently being done in docunents [ PWRED] and

[ PMREDB] that define, respectively, how to establish redundant
pseudowi res and how to indicate which is in use. Additional work may
be required.

Protection switching may be triggered manually by the operator, or as
a result of loss of connectivity (detected using the mechani snms of

[ RFC5085] and [ RFC5586]), or service degradation (detected using
nmechani sns yet to be defined).

Aut omat ed protection switching is just one of the functions for which
a transport service requires OAM OAM is generally referred to as

ei ther "proactive" or "on-demand", where the distinction is whether a
specific OAMtool is being used continuously over time (for the

pur pose of detecting a need for protection switching, for exanple) or
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is only used -- either a limted nunber of tinmes or over a short
period of time -- when explicitly enabled (for diagnostics, for
exanpl e) .

PW OAM currently consists of connectivity verification defined by

[ RFC5085]. Work is currently in progress to extend PWOAM to incl ude
bi directional forwarding detection (BFD) in [ RFC5885], and work has
begun on extending BFD to include performance-rel ated nonitor

functi ons.

5.3.6. dient-Layer and Cross-Provider Interfaces to PW Control

Additional work is likely to be required to define consistent access
by a client-layer network, as well as between provider networks, to
control information available to each type of network, for exanple,

about the topology of an M5-PW This information may be required by
the client-layer network in order to provide hints that may help to
avoi d establishnent of fate-sharing alternate paths. Such work will
need to fit within the ASON architecture; see requirenent 38 above.

5.4. ASON Architecture Considerations

MPLS- TP PW are always transported using LSPs, and these LSPs will
ei ther have been statically provisioned or signaled using GVPLS.

For LSPs signal ed using the MPLS-TP LSP control plane (GWLS)
conformance with the ASON architecture is as described in Section 1.2
("Basic Approach"), bullet 4, of this framewrk document.

As di scussed above in Section 5.3, there are antici pated extensions
inthe following areas that may be related to ASON architecture

- PWto-LSP binding (Section 5.3.2)

- PWLSP resource allocation (Section 5.3.4)

- PWprotection and OAM configuration (Section 5.3.5)

- Client-layer interfaces for PWcontrol (Section 5.3.6)

This work is expected to be consistent with ASON architecture and nmay
requi re additional specification in order to achieve this goal

6. Security Considerations
Thi s docunent primarily describes how existing mechani snms can be used
to neet the MPLS-TP control -pl ane requirenents. The docunents that

descri be each nechani smcontain their own security considerations
sections. For a general discussion on MPLS- and GWLS-rel at ed
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sues, see the MPLS/ GWPLS security framework [RFC5920]. As

nmentioned above in Section 2.4, there are no specific MPLS-TP
control -pl ane security requirenents.

Thi s docunent also identifies a nunber of needed control -pl ane

ext ensi ons.
ext ensi ons
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