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Status of This Meno
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i nprovenents. Please refer to the current edition of the "Internet
Oficial Protocol Standards" (STD 1) for the standardization state
and status of this protocol. Distribution of this nemo is unlimted.
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Abst r act

Use of Node-ID based Resource Reservation Protocol (RSVP) Hello
nmessages is inplied in a nunber of cases, e.g., when data and contro
pl anes are separated, when TE |links are unnunbered. Furthernore,
when link level failure detection is perfornmed by sone neans ot her

t han exchangi ng RSVP Hel | o nessages, use of a Node-I1D based Hello
session is optimal for detecting signaling adjacency failure for
Resource reSerVation Protocol -Traffic Engi neering (RSVP-TE)
Nonet hel ess, this inplied behavior is unclear, and this docunent
formalizes use of the Node-ID based RSVP Hel |l o session in sone
scenarios. The procedure described in this docunent applies to both
Mul ti-Protocol Label Switching (MPLS) and Generalized MPLS (GWLS)
capabl e nodes.
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1

| ntroducti on

The RSVP Hel | o message exchange was introduced in [ RFC3209]. The
usage of RSVP Hell o has been extended in [ RFC3473] to support RSVP
Graceful Restart (GR) procedures.

More specifically, [RFC3473] specifies the use of the RSVP Hello
nmessages for GR procedures for Ceneralized MPLS (GWLS). GWLS

i ntroduces the notion of control plane and data plane separation. In
ot her words, in GVWPLS networks, the control plane information is
carried over a control network whose end-points are | P capable and
that may be physically or logically disjoint fromthe data bearer
links it controls. One of the consequences of separation of data
bearer links fromcontrol channels is that RSVP Hel |l o nessages are
not term nated on data bearer links interfaces even if (sone of)
those are nunmbered. Instead, RSVP Hell o nessages are term nated at
the control channel (IP-capable) end-points. The |latter MAY be
identified by the val ue assigned to the node hosting these contro
channels, i.e., Node-1D. Consequently, the use of RSVP Hello
nessages for GR applications introduces a need for clarifying the
behavi or and usage of Node-1D based Hell o sessions.

Even in the case of packet swi tching capable interfaces, when |ink
failure detection is performed by some neans other than RSVP Hell o
nessages (e.g., [BFD]), the use of Node-1D based Hello sessions is
al so optimal for detection of signaling adjacency failures for
GWLS- RSVP- TE and RSVP- TE when there is nmore than one |ink between a
pair of nodes. Simlarly, when all TE |inks between nei ghbor nodes
are unnumbered, it is inplied that the nodes will exchange Node-ID
based Hell o nmessages for detection of signaling adjacency failures.
Thi s docunent also clarifies the use of Node-ID based Hell o nessage
exchanges when all or a sub-set of TE links are unnumnbered.

Ter m nol ogy

Node-1D: TE Router ID as advertised in the Router Address TLV for
OSPF [ OSPF-TE] and Traffic Engineering Router ID TLV for 1SIS
[1SIS-TE]. For I1Pv6, the Node-ID refers to the Router_I| Pv6_Address
for OSPFv3 [ OSPFv3-TE] and the IPv6 TE Router ID for 1S-1S
[1S1Sve-TE].

Node- 1 D based Hell o Session: A Hello session in which | ocal and
renmote Node-1Ds are used in the source and destination fields of the
Hel | o packet, respectively.

Interface bounded Hell o Session: A Hello session in which |ocal and
renote addresses of the interface in question are used in the source
and destination fields of the Hell o packet, respectively.
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2.1. Conventions Used in This Docunent

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in RFC 2119 [ RFC2119].

3. Node-ID Based RSVP Hel |l o Messages

A Node- 1D based Hell o session is established through the exchange of
RSVP Hel | o messages such that |local and renmpote Node-I1Ds are
respectively used in the source and destination fields of Hello
packets. Here, for IPv4, Node-ID refers to the TE router-id as
defined in the Router Address TLV for OSPF [ OSPF-TE] and the Traffic
Engi neering router ID TLV for ISIS[ISIS-TE]. For IPv6, the Node-I1D
refers to the Router_ | Pv6_Address for OSPFv3 [ OSPFv3-TE] and the | Pv6
TE Router _ID for 1S IS [IS1Sv6-TE]. This section formalizes a
procedure for establishing Node-1D based Hell o sessions.

If a node wishes to establish a Node-1D based RSVP Hell o session with
its neighbor, it sends a Hello nessage with its Node-1D in the source
| P address field of the Hello packet. Furthernore, the node al so
puts the neighbor’s Node-ID in the destination address field of the

| P packet.

When a node receives a Hell o packet where the destination |IP address
is its local Node-1D as advertised in the |IGP-TE topol ogy, the node
MUST use its Node-IDin replying to the Hello message. |n other

wor ds, nodes MUST ensure that the Node-IDs used in RSVP Hello
nmessages are those derived/contained in the | GP-TE topol ogy.
Furthernore, a node can only run one Node-ID based RSVP Hell o session
per |GP instance (i.e., per Node-ID pair) with its nei ghbor

Even in the case of packet switching capable interfaces, when |ink
failure detection is perfornmed by some neans ot her than exchangi ng
RSVP Hel | o messages, use of Node-ID based Hell o sessions is also
optimal in detecting signaling adjacency failures for GWLS- RSVP- TE
and RSVP-TE when there is nore than one |link between a pair of nodes.
Simlarly, if all interfaces between a pair of nodes are unnunbered,
the optinmal way to use RSVP to detect signaling adjacency failure is
to run Node-1D based Hell o sessions. Furthernore, in the case of an
optical network with single or multiple nunmbered or unnunbered
control channels, use of Node-ID based Hello nmessages for detecting

signaling adjacency failure is also optinmal. Therefore, when |ink
failure detection is performed by sone nmeans other than exchangi ng
RSVP Hel | o nessages, or if all interfaces between a pair of nodes are

unnurmbered, or in a GWLS network with data and control plane
separati on, a node MUST run Node-I1D based Hell o sessions for
detection of signaling adjacency failure for RSVP-TE. Nonet hel ess,
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if it is desirable to distinguish between signaling adjacency and
link failures, Node-ID based Hell o sessions can co-exist with the
exchange of interface bound Hellos nessages. Simlarly, if a pair of
nodes share nunbered and unnunbered TE |inks, Node-ID and interface
based Hel | 0 sessions can co-exi st.

4. Backward Conpatibility Note

The procedure presented in this docunment is backward conpatible with
bot h [ RFC3209] and [ RFC3473].

Per [ RFC3209], the Hello mechanismis intended for use between

i medi at e nei ghbors, and Hell o nessages are by default sent between
di rect RSVP nei ghbors. This docunent does not nodify this behavior
as it uses as "local node_id" the I Pv4/1Pv6 source address of the
sendi ng node and as "renote node_id* the |IPv4/1Pv6 destination
address of the nei ghbor node. TTL/Hop Limt setting and processing
are also | eft unchanged.

Mor eover, this document does not nodify the use of Hello Processing
for State Recovery as defined in Section 9.3 of [RFC3473] (including
definition and processing of the RESTART_CAP object).

5. Security Considerations

As this docunent does not nodify or extend the RSVP Hel |l o nessages
exchange between i medi ate RSVP nei ghbors, it does not introduce new
security considerations.

The security considerations pertaining to the original [RFC3209]
remain relevant. RSVP nessage security is described in [RFC2747] and
provides Hell o nessage integrity and authentication of the Node-ID
owner shi p.
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Ful | Copyright Statenent
Copyright (C The Internet Society (2006).

Thi s docunent is subject to the rights, licenses and restrictions
contained in BCP 78, and except as set forth therein, the authors
retain all their rights.

Thi s docunent and the information contained herein are provided on an
"AS | S' basis and THE CONTRI BUTOR, THE ORGANI ZATI ON HE/ SHE REPRESENTS
OR | S SPONSORED BY (I F ANY), THE | NTERNET SOCI ETY AND THE | NTERNET
ENG NEERI NG TASK FORCE DI SCLAI M ALL WARRANTI ES, EXPRESS OR | MPLI ED,

| NCLUDI NG BUT NOT LI M TED TO ANY WARRANTY THAT THE USE OF THE

I NFORMATI ON HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED
WARRANTI ES OF MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE

Intell ectual Property

The | ETF takes no position regarding the validity or scope of any
Intell ectual Property Rights or other rights that m ght be clained to
pertain to the inplenentation or use of the technol ogy described in
this document or the extent to which any |icense under such rights

m ght or mght not be available; nor does it represent that it has
made any independent effort to identify any such rights. Information
on the procedures with respect to rights in RFC docunents can be
found in BCP 78 and BCP 79.

Copi es of IPR disclosures made to the | ETF Secretariat and any
assurances of licenses to be nmade available, or the result of an
attenpt nade to obtain a general |icense or permission for the use of
such proprietary rights by inplenenters or users of this
specification can be obtained fromthe |ETF on-line | PR repository at
http://ww.ietf.org/ipr.

The 1ETF invites any interested party to bring to its attention any
copyrights, patents or patent applications, or other proprietary
rights that may cover technology that may be required to inpl enent
this standard. Pl ease address the infornation to the |IETF at
ietf-ipr@etf.org.

Acknowl edgenent

Funding for the RFC Editor function is provided by the |IETF
Admi ni strative Support Activity (1ASA).

Ali, et al. St andards Track [ Page 7]






