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Abst r act

Thi s docunent specifies the media type for versions 1.0, 2.0, and 2.1
of the Synchronized Multinedia Integration Language (SML 1.0, SML
2.0, SML 2.1). SML allows integration of a set of independent

nmul tinedia objects into a synchronized nultinedia presentation

1. Introduction

The Wrld Wde Web Consortium (WBC) has issued specifications that
define versions 1.0 [1], 2.0 [2] and 2.1 [3] of the Synchronized

Mul tinedia Integration Language (SML). This neno provides

i nformati on about the application/sml| and application/sml+xm nedia
types.

The definition is based on RFC 3023, which defines the use of the
"application/xm" media type [4]. Before using the
"application/sml|" or "application/snm|+xm" nedia type, inplenentors
must thus be familiar with [4].

2. Synchronized Miltinedia Integration Language

SML allows integrating a set of independent multinmedia objects into
a synchroni zed nul ti nedia presentation. Using SML, an author can

describe the tenporal behavior of the presentation
describe the | ayout of the presentation on a screen
associ ate hyperlinks with medi a objects, and

define conditional content inclusion/exclusion based on
system networ k properties.
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Hoschka | nf or mati onal [ Page 1]



RFC 4536 application/sm| and application/sml +xm May 2006

3. Registration Informtion
3.1. Registration of MME nedia type application/smnl
M ME nedia type nane: application
M ME subtype nane: sml
Requi red parameters: none
Opti onal paramneters:
char set

Sanme as charset parameter considerations of application/xm in
RFC 3023.

profile
See Section 5 of this document.
Encodi ng consi derati ons:
Sane as encodi ng considerations of application/xm in RFC 3023

Security considerations: See Section 6, "Security Considerations", of
this document.

Interoperability considerations:
SM L docunents contain |links to other nedia objects. The SML
pl ayer nmust be able to decode the nedia types of these nedia in
order to display the whole docunment. To increase
interoperability, SML has provisions for including alternate
versions of a nedia object in a docunent.

Publ i shed specification: See [1], [2], and [3]

Applications which use this nedia type:

SML players and editors
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Addi tional information:
Semantics of fragnent identifiers in URIs: The SML nmedia type
allows a fragment identifier to be appended to a URI pointing to a
SML resource (e.g., http://ww.exanple.comtest.sml|#foo). The
semantics of fragnent identifiers for SML resources are defined
in the SML specification.

Magi ¢ nunber(s):
There is no single initial byte sequence that is always present
for SML files. However, Section 4 of this docunent gives sone
gui delines for recognizing SML files.

File extension(s): .sml, .sm, .sm

NOTE: On the W ndows operating system and the Macintosh platform the

".sm" extension is used by other formats. To avoid conflicts, it is

thus recommended to use the extension ".sml" for storing SML files

on these pl atforns.

Maci ntosh File Type Code(s): "TEXT*, ".SM", "SML"

oject ldentifier(s) or AOD(s): none

Person & enmil address to contact for further information:

The aut hor of this neno.

I nt ended usage: OBSOLETE

Aut hor/ Change controller:

The SM L specification is a work product of the Wrld Wde Wb
Consortium s SYMM Wor ki ng G oup.

The WBC has change control over the specification.
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3.2. Registration of MM nedia type application/sml +xm
M ME nedia type nane: application
M ME subtype nane: sm | +xm
Required paraneters: See registration of application/sml.
Optional parameters: See registration of application/sml.
Encodi ng consi derations: See registration of application/sml.

Security considerations: See Section 6, "Security Considerations", of
this docunent

Interoperability considerations: See registration of
application/sml.

Publ i shed specification: See registration of application/sml.

Applications which use this media type: See registration of
application/sml.

Addi tional information: See registration of application/sml.

Magi ¢ nunber(s): See registration of application/sml.

File extension(s): See registration of application/sml.

Maci ntosh File Type Code(s): See registration of application/sml.
ohject ldentifier(s) or OD(s): See registration of application/sml.

Person & email address to contact for further infornmation: See
regi stration of application/sml.

I nt ended usage: COVMON

Aut hor/ Change controller: See registration of application/sml.
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4. Recognizing SML Files

All SML files will have the string "<smi|" near the begi nning of the
file. Some will also begin with an XM. decl aration that begins with
"<?xm ", though that al one does not indicate a SML docunent.

All SML 2.0 files nust include a declaration of the SML 2.0
nanespace. This should appear shortly after the string "<sml", and
shoul d read ' xm ns="http://ww. w3. or g/ 2001/ SM L20/ Language"’

All SML 2.1 files nust include a declaration of a SML 2.1
nanespace, appearing shortly after the string "<sm|". The nanespace
string depends on the | anguage profile. Please refer to the SML 2.1
specification for the definition of the rel evant namespace nanes.

5. The "profile" Optional Paraneter

This paraneter is nmeant to be used in M ME nedi a-type-based content
negoti ation (such as that done with the HTTP "Accept" header) to
negotiate for a variety of SML-based | anguages. It is nodelled
after the "profile" parameter in the application/xhtm +xm M ME type
registration [5] and is motivated by very simlar considerations.

The paraneter is intended to be used only during content negotiation
It is not expected that it be used to deliver content, or that origin
web servers have any know edge of it (though they are wel cone to).

It is primarily targeted for use on the network by proxies in the
HTTP chain that mani pul ate data formats (such as transcoders).

The value of the profile attribute is a URI that can be used as a
nane to identify a | anguage. Though the URI need not be resolved in
order to be useful as a nanme, it could be a nanespace, schenm, or

| anguage specification.

For exanple, user agents supporting only SML Basic (see

http://ww. w3.0org/ TR/ sm | 20/sm | -basic.htm) currently have no
standard neans to convey their inability to fully support SML 2.0.
Wiile SML 2.0 Basic user agents are required to parse the full SML
2.0 language, there is potentially a substantial burden in receiving
and parsing document content that will not be presented to the user
since its functionality is not included in SML Basic.

In the future, the functionality afforded by this paraneter will also
be achi evabl e by the enmergi ng work on a protocol to transfer
Conposite Capability/Preferences Profiles (CC/ PP) descriptions [6].

It is suggested that the "profile" paranmeter be used until the CC PP
prot ocol work has been finalized.
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An exanpl e use of this parameter as part of a HTTP GET transaction
woul d be:

Accept: application/sm | +xm;
profile="http://ww.w3. org/ 2001/ SM L20/ Host Language"

6. Security Considerations

SM L docunents contain a construct that allows "infinite | oops".

This is indispensable for a multinmedia format. However, SML clients
shoul d foresee provisions such as a "stop" button that lets users
interrupt such an "infinite | oop".

As with HTM., SM L docurents contain |inks to other nedia (inages,
sounds, videos, text, etc.), and those links are typically foll owed
automatically by software, resulting in the transfer of files w thout
the explicit request of the user for each one. The security

consi derations of each linked file are those of the individua

regi stered types.

The SM L | anguage contains "switch" elements. SML provides no
mechani smthat ensures that the media objects contained in a "swtch"
el ement provide equivalent information. An author know ng that one
SML player will display one alternative of a "switch" and anot her
will display a different part can put different information in the
two parts. Wile there are legitinmate use cases for this, it also
gives rise to a security consideration: The author can fool viewers
into thinking that the same information was displayed when in fact it
was not .

In addition, all of the security considerations of RFC 3023 al so
apply to SM L.
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Ful | Copyright Statenent
Copyright (C The Internet Society (2006).

Thi s docunent is subject to the rights, licenses and restrictions
contained in BCP 78, and except as set forth therein, the authors
retain all their rights.

Thi s docunent and the information contained herein are provided on an
"AS | S' basis and THE CONTRI BUTOR, THE ORGANI ZATI ON HE/ SHE REPRESENTS
OR | S SPONSORED BY (I F ANY), THE | NTERNET SOCI ETY AND THE | NTERNET
ENG NEERI NG TASK FORCE DI SCLAI M ALL WARRANTI ES, EXPRESS OR | MPLI ED,

| NCLUDI NG BUT NOT LI M TED TO ANY WARRANTY THAT THE USE OF THE

I NFORMATI ON HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED
WARRANTI ES OF MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE

Intell ectual Property

The | ETF takes no position regarding the validity or scope of any
Intell ectual Property Rights or other rights that m ght be clained to
pertain to the inplenentation or use of the technol ogy described in
this document or the extent to which any |icense under such rights

m ght or mght not be available; nor does it represent that it has
made any independent effort to identify any such rights. Information
on the procedures with respect to rights in RFC docunents can be
found in BCP 78 and BCP 79.

Copi es of IPR disclosures made to the | ETF Secretariat and any
assurances of licenses to be nmade available, or the result of an
attenpt nade to obtain a general |icense or permission for the use of
such proprietary rights by inplenenters or users of this
specification can be obtained fromthe |ETF on-line | PR repository at
http://ww.ietf.org/ipr.

The 1ETF invites any interested party to bring to its attention any
copyrights, patents or patent applications, or other proprietary
rights that may cover technology that may be required to inpl enent
this standard. Pl ease address the infornation to the |IETF at
ietf-ipr@etf.org.
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