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Status of this Meno
This meno provides information for the Internet community. This nmeno
does not specify an Internet standard of any kind. Distribution of
this neno is unlinited.
Abst r act
As required by Routing Protocol Criteria (RFC 1264), this report
defines the applicability of the RIPng protocol within the Internet.
This report is a prerequisite to advancing RI Png on the standards
track.
1. Protocol Docunents
The RIPng protocol description is defined in RFC 2080.

2. Introduction

This report describes how RIPng may be useful within the new | Pv6

Internet. 1In essence, the environnents in which RIPng is the | GP of
choice is conparable to the environnments in which RIP-2 (RFC 1723) is
used in the IPv4 Internet. It is inportant to remenber that RIPng is

a sinmple extrapol ation of R P-2; R Png has nothing conceptually new.
Thus, the operational aspects of distance-vector routing protocols,
and RIP-2 in particular, within an autononbus system are wel |
under st ood.

It should be noted that RIPng is not intended to be a substitute for
OSPFng in | arge aut ononmous systens; the restrictions on AS dianeter
and conplexity which applied to RIP-2 also apply to RIPng. Rather
R Png allows the smaller, sinpler, distance-vector protocol to be
used in environnents which require authentication or the use of

vari abl e | ength subnet masks, but are not of a size or conplexity
which require the use of the larger, nore conplex, link-state

pr ot ocol

The remai nder of this report describes how each of the features of
RIPng is useful within |IPv6.
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3. Applicability

A goal in devel oping RIPng was to make the ni ni num necessary change
to RIP-2 to produce RIPng. |In essence, the |IPv4 address was expanded
into an I Pv6 address, the |IPv4d subnet mask was replaced with an | Pv6
prefix length, the next-hop field was elimnated but the
functionality has been preserved, and authentication was renoved.

The route tag field has been preserved. The maxi mum di aneter of the
network (the maxi mumnetric value) is 15; 16 still nmeans infinity
(unreachabl e) .

The basic RI P header is unchanged. However, the size of a routing
packet is no longer arbitrarily linmted. Because routing updates are
never forwarded, the routing packet size is now determ ned by the
physi cal media and the sizes of the headers which precede the routing
data (i.e., nedia MU m nus the comnbi ned header |engths). The number
routes which may be included in a routing update is the routing data
| ength divided by the size of a routing entry.

3.1 Prefix

The address field of a routing entry is 128 bits in |l ength, expanded
fromthe 32 bits available in RIP-2. This allows the RIP entry to
carry an | Pv6 prefix.

3.2 Prefix Length

The 32-bit RIP-2 subnet mask field is replaced by an 8-bit prefix
length field. It allows the specification of the nunber of bits in
the prefix which formthe actual prefix.

3.3 Next Hop

The ability to specify the next hop, rather than sinply allow ng the
reci pient of the update to set the next hop to the sender of the
update, allows for the elimnation of unnecessary hops through
routers which are running nultiple routing protocols. Consider

foll owi ng exanpl e topol ogy:

| I RL| | I R2| | XR1| | XR2

R R R R
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R . S . +- -
[-------- Rl Png-------- |
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The Internal Routers (IRl and IR2) are only running R Png. The
External Routers (XRlL and XR2) are both running BGP, for exanple;
however, only XR1l is running BGP and RIPng. Since XR2 is not running
RIPng, the IRs will not know of its existance and will never use it
as a next hop, even if it is a better next hop than XRl. O course,
XR1 knows this and can indicate, via the Next Hop nechanism that XR2
is the better next hop for sonme routes.

3.4 Authentication

Aut henti cati on, which was added to RIP-2 because RIP-1 did not have
it, has been dropped fromRI Png. This is safe to do because | Pv6,
which carries the RIPng packets, has build in security which IPv4 did
not have.

3.5 Packet Length
By allowing RIPng routing update packets to be as big as possible,
the nunber of packets which nmust be sent for a conplete update is
greatly reduced. This in no way affects the operation of the
di stance-vector protocol; it is merely a performance enhancenent.
3.6 Dianeter and Conplexity

The Iimt of 15 cost-1 hops is a function of the distance-vector
protocol, which depends on counting to infinity to resolve sone

routing loops. If infinity is too high, the tinme it would take to
resol ve, not to mention the nunmber of routing updates which would be
sent, would be prohibitive. |If the infinity is too small, the

protocol becones useless in a reasonably sized network. The choice
of 16 for infinity was nmade in the earliest of RIP inplenentations
and experience has shown it to be a good conproni se val ue.

RIPng will efficiently support networks of noderate conplexity. That
is, topologies without too many multi-hop | oops. RIPng also
ef feciently supports topol ogi es whi ch change frequently because
routing tabl e changes are nade increnentally and do not require the
conputati on which link-state protocols require to rebuild their naps.
4. Concl usi on
Because the basic protocol is unchanged, RIPng is as correct a
routing protocol as RIP-2. RIPng serves the sane niche for |IPv6 as
Rl P-2 does for |Pv4.
5. Security Considerations

Rl Png security is discussed in section 3.4.
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