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1. Status of this Menp

This meno defines an experinental portion of the Managenent
Informati on Base (M B) for use with network managenent protocols in
TCP/ | P-based internets.

This meno does not specify a standard for the Internet comunity.
However, after experinentation, if sufficient consensus is reached in
the Internet community, then a subsequent revision of this docunent
may be placed in the Internet-standard M B.

Distribution of this nmenmo is unlinted.
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2.

Hi storical Perspective

As reported in RFC 1052, | AB Reconmendations for the Devel opnent of

I nternet Network Management Standards [1], a two-prong strategy for
net wor k management of TCP/I|P-based internets was undertaken. In the
short-term the Sinple Network Managenent Protocol (SNMP), defined in
RFC 1067, was to be used to nanage nodes in the Internet comunity.
In the long-term the use of the OSI network nanagenent framework was
to be exam ned. Two docunents were produced to define the managenent
i nformati on: RFC 1065, which defined the Structure of Managenent
Information (SM), and RFC 1066, which defined the Managenent
Informati on Base (MB). Both of these docunents were designed so as
to be conpatible with both the SNMP and the OSI network managenent

f ramewor k.

This strategy was quite successful in the short-term Internet-based
net wor k managemnent technol ogy was fiel ded, by both the research and
comercial communities, within a few nonths. As a result of this,
portions of the Internet community becane network manageable in a
timely fashion.

As reported in RFC 1109, Report of the Second Ad Hoc Network
Management Review Group [2], the requirenments of the SNMP and the OS
net wor k managenent frameworks were nore different than antici pated.
As such, the requirenent for conpatibility between the SM/M B and
bot h frameworks was suspended. This action pernmitted the operationa
net wor k managenent franmework, based on the SNMP, to respond to new
operational needs in the Internet conmunity by producing MB-I1

In May of 1990, the core docunents were elevated to "Standard
Protocol s" with "Recomrended" status. As such, the Internet-

st andard network nanagenent framework consists of: Structure and
Identification of Management Information for TCP/IP-based internets,
RFC 1155 [3], which descri bes how managed objects contained in the

M B are defined; Managenent Information Base for Network Managenent
of TCP/IP-based internets, which describes the nmanaged objects
contained in the MB, RFC 1156 [4]; and, the Sinple Network
Managenment Protocol, RFC 1157 [5], which defines the protocol used to
manage these objects.

Consistent with the | AB directive to produce sinple, workable systens
in the short-term the |ist of nanaged objects defined in the
Internet-standard M B was derived by taking only those el enents which
are consi dered essential. However, the SM defined three

extensi bility mechani sms: one, the addition of new standard objects
through the definitions of new versions of the MB; two, the addition
of wi del y-avail abl e but non-standard objects through the experimenta
subtree; and three, the addition of private objects through the
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3.

1

enterprises subtree. Such additional objects can not only be used
for vendor-specific elenments, but also for experinentation as
required to further the know edge of which other objects are
essenti al .

Since the publication of the Internet-standard M B, experience has
| ead to a new docunent, ternmed MB-11 [6], being defined.

This meno defines extensions to the MB using the second nethod. It
contains definitions of managed objects used for experimentation
After experinmentation, if sufficient consensus is reached in the
Internet conmunity, then a subsequent revision of this neno may be
placed in the Internet-standard M B

hj ect s

Managed obj ects are accessed via a virtual information store, terned
the Managerment Infornmation Base or MB. bjects in the MB are
defined using the subset of Abstract Syntax Notation One (ASN. 1) [7]
defined in the SM. |In particular, each object has a nane, a syntax,
and an encoding. The name is an object identifier, an

adm ni stratively assigned nane, which specifies an object type. The
object type together with an object instance serves to uniquely
identify a specific instantiation of the object. For human

conveni ence, we often use a textual string, ternmed the OBJECT

DESCRI PTOR, to also refer to the object type

The syntax of an object type defines the abstract data structure
corresponding to that object type. The ASN. 1 | anguage is used for
this purpose. However, the SM [3] purposely restricts the ASN 1
constructs which may be used. These restrictions are explicitly nmade
for simplicity.

The encoding of an object type is sinmply how that object type is
represented using the object type’s syntax. Inplicitly tied to the
noti on of an object type's syntax and encoding is how the object type
is represented when being transnitted on the network.

This SM specifies the use of the basic encoding rules of ASN.1 [8],
subject to the additional requirements inposed by the SNWP

Format of Definitions
The next section contains the specification of all object types

contained in the MB. Follow ng the conventions of the conpanion
meno, the object types are defined using the follow ng fields:
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A textual nane, ternmed the OBJECT DESCRI PTOR, for the
object type, along with its correspondi ng OBJECT
| DENTI FI ER

Synt ax:
The abstract syntax for the object type, presented using
ASN. 1. This nust resolve to an instance of the ASN. 1
type ObjectSyntax defined in the SM.

Definition:
A textual description of the semantics of the object
type. Inplenmentations should ensure that their

interpretation of the object type fulfills this
definition since this MB is intended for use in nulti-
vendor environments. As such it is vital that object
types have consi stent neaning across all machines.

Access:
A keyword, one of read-only, read-wite, wite-only, or
not - accessible. Note that this designation specifies the
m ni mum | evel of support required. As a |local matter,
i npl enent ati ons may support ot her access types (e.g., an
i npl enentation may elect to permtting witing a variable
marked herein as read-only). Further, protocol-specific
"views" (e.g., those inplied by an SNVP comunity) nay
make further restrictions on access to a variable.

St at us:
A keyword, one of nmandatory, optional, obsolete, or
deprecated. Use of deprecated inplies mandatory status.

4. (Object Definitions

Sat z

CLNS-M B DEFINITIONS ::= BEG N
| MPORTS
experimental, OBJECT-TYPE, Counter
FROM RFC1155- SM ;
-- new type of NetworkAddress
Cl npAddress ::=

[ APPLI CATI ON 5]
| MPLI CI T OCTET STRING (SI ZE (1..21))
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cl ns OBJECT IDENTIFIER ::= { experinmental 1}
clnp OBJECT IDENTIFIER ::= { clns 1}
error OBJECT IDENTIFIER ::= { clns 2}
echo OBJECT IDENTIFIER ::= { clns 3}
es-is OBJECT IDENTIFIER ::= { clns 4}

END

These objects can be used when the | SO Connecti onl ess- nbde Networ k
Protocol [9] and End Systemto Internediate System[10] protocols are
present. No assunptions are nade as to what underlying protocol is
being used to carry the SNWP

This menmo uses the string encoding of [11] to textually describe OS
addr esses.

The ASN. 1 type C npAddress is used to denote an OSI address. This
consists of a string of octets. The first octet of the string
contains a binary value in the range of 0..20, and indicates the the
length in octets of the NSAP. Following the first octet, is the
NSAP, expressed in concrete binary notation, starting with the npst
significant octet. A zero- length NSAP is used as a "special"”
address neaning "the default NSAP" (anal ogous to the |IP address of
0.0.0.0). Such an NSAP is encoded as a single octet, containing the
val ue 0.

Al'l other NSAPs are encoded in at | east 2 octets.
4.1. The CLNP Group

I npl enentation is experimental and is recommended for all systens
that support a CLNP

cl npForwarding { clnp 1}

Synt ax:
| NTEGER {
is(l), -- entity is an internedi ate system
es(2), -- entity is an end system and does not
forward PDUs
}
Definition:

The indication of whether this entity is active as an
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i nternediate or end system Only internedi ate systens
will forward PDUs onward that are not addressed to them

Access:
read-wite.

St at us:
mandat ory.

clnpDefaultLifeTine { clnp 2 }

Synt ax:
| NTEGER

Definition:
The default value inserted into the Lifetinme field of the
CLNP PDU header of PDUs sourced by this entity.

Access:
read-wite.

St at us:
mandat ory.

cl nplnReceives { clnp 3}

Synt ax:
Count er

Definition:
The total nunber of input PDUs received from al
connected network interfaces running CLNP, including
errors.

Access:
read-only.

St at us:
mandat ory.
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clnplnHdrErrors { clnp 4}

Synt ax:
Count er

Definition:
The nunber of input PDUs di scarded due to errors in the
CLNP header, including bad checksumnms, version nismatch,
lifeti me exceeded, errors discovered in processing
options, etc.

Access:
read-only.

St at us:
nmandat ory.

cl nplnAddrErrors { clnp 5}

Synt ax:
Count er

Definition:
The nunber of input PDUs di scarded because t he NSAP
address in the CLNP header’s destination field was not a
valid NSAP to be received at this entity. This count
i ncl udes addresses not understood. For end systens, this
is a count of PDUs which arrived with a destinati on NSAP
whi ch was not | ocal

Access:
read-only.

St at us:
mandat ory.

cl npForwPDUs { clnp 6 }

Synt ax:
Count er
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Definition:
The nunber of input PDUs for which this entity was not
the final destination and which an attenpt was nmade to
forward t hem onward.

Access:
read-only.

St at us:
mandat ory.

cl npl nUnknownNLPs { clnp 7 }

Synt ax:
Count er

Definition:
The nunber of |ocally-addressed PDUs successfully
recei ved but di scarded because the network |ayer protoco
was unknown or unsupported (e.g., not CLNP or ES-1S5)

Access:
read-only.

St at us:
mandat ory.

cl npl nUnknownULPs { clnp 8 }

Synt ax:
Count er

Definition:
The nunber of |ocally-addressed PDUs successfully
recei ved but di scarded because the upper |ayer protoco
was unknown or unsupported (e.g., not TP4).

Access:
read-only.

St at us:
nmandat ory.
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cl nplnbiscards { clnp 9 }

Synt ax:
Count er

Definition:
The nunber of input CLNP PDUs for which no problenms were
encountered to prevent their continued processing, but
were discarded (e.g., for lack of buffer space). Note that
this counter does not include any PDUs discarded while
awai ti ng re-assenbly.

Access:
read-only.

St at us:
nmandat ory.

clnplnbDelivers { clnp 10 }

Synt ax:
Count er

Definition:
The total nunber of input PDUs successfully delivered to
the CLNS transport user.

Access:
read-only.

St at us:
nmandat ory.

cl npQut Requests { clnp 11 }

Synt ax:
Count er

Definition:
The total nunber of CLNP PDUs which | ocal CLNS user
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protocols supplied to CLNP for transm ssion requests.
Thi s counter does not include any PDUs counted in
cl npFor wPDUs.

Access:
read-only.

St at us:
mandat ory.

cl npQut Di scards { clnp 12 }

Synt ax:
Count er

Definition:
The nunber of output CLNP PDUs for which no other problem
was encountered to prevent their transm ssion but were
di scarded (e.g., for lack of buffer space). Note this
counter includes PDUs counted in cl npFor wPDUs.

Access:
read-only.

St at us:
mandat ory.

cl npQut NoRoutes { clnp 13 }

Synt ax:
Count er

Definition:
The nunber of CLNP PDUs di scarded because no route coul d
be found to transmt themto their destination. This
counter includes any PDUs counted in cl npFor wDUs.

Access:
read-only.

St at us:
nmandat ory.
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cl npReasnili neout { clnp 14 }

Synt ax:
| NTEGER

Definition:
The maxi mum nunber of seconds which received segnents are
held while they are awaiting reassenbly at this entity.

Access:
read-only.

St at us:
mandat ory.

cl npReasnmReqds { clnp 15 }

Synt ax:
Count er

Definition:
The nunber of CLNP segnents recei ved whi ch needed to be
reassenbled at this entity.

Access:
read-only.

St at us:
mandat ory.

cl npReasmXs { clnp 16 }

Synt ax:
Count er

Definition:

The nunber of CLNP PDUs successfully re-assenbled at this
entity.
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Access:
read-only.

St at us:
mandat ory.

cl npReasnfails { clnp 17 }

Synt ax:
Count er

Definition:
The nunber of failures detected by the CLNP reassenbly
algorithm (for any reason: timed out, buffer size, etc).

Access:
read-only.

St at us:
mandat ory.

cl npSegOXs { clnp 18 }

Synt ax:
Count er

Definition:
The nunber of CLNP PDUs that have been successfully
segnented at this entity.

Access:
read-only.

St at us:
mandat ory.

cl npSegFails { clnp 19 }
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Synt ax:
Count er

Definition:
The nunber of CLNP PDUs that have been di scarded because
they needed to be fragmented at this entity but could
not .

Access:
read-only.

St at us:
nmandat ory.

cl npSegCreates { clnp 20 }

Synt ax:
Count er

Definition:
The nunber of CLNP PDU segnents that have been generated
as a result of segmentation at this entity.

Access:
read-only.

St at us:
nmandat ory.

clnplnOpts { clnp 25 }

Synt ax:
Count er

Definition:
The nunber of CLNP PDU segnents that have been input with
options at this entity.

Access:
read-only.
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St at us:
mandat ory.

clnpQutOpts { clnp 26 }

Synt ax:
Count er

Definition:
The nunber of CLNP PDU segnments that have been generated
with options by this entity.

Access:
read-only.

St at us:
mandat ory.

4.1.1. The CLNP Interfaces table

The CLNP Interfaces table contains information on the entity’'s
i nterfaces which are running the CLNP

cl npAddr Table { clnp 21 }

Synt ax:
SEQUENCE OF d npAddrEntry

Definition:
The tabl e of addressing information relevant to this
entity’s CLNP addresses.

Access:
not - accessi bl e.

St at us:
nmandat ory.

cl npAddrEntry { cl npAddrTable 1 }
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Synt ax:
Cl npAddrEntry :: = SEQUENCE ({
cl npAdEnt Addr
Cl npAddr ess,
cl npAdEnt | f I ndex
| NTEGER
cl npAdEnt ReasniVaxSi ze
| NTEGER (0. .65535)
}
Definition:
The addressing information for one of this entity's CLNP
addr esses.
Access:

not - accessi bl e.

St at us:
nmandat ory.

cl npAdEnt Addr { cl npAddrEntry 1 }

Synt ax:
C npAddr ess

Definition:
The CLNP address to which this entry’'s addressing
i nformation pertains.

Access:
read-only.

St at us:
nmandat ory.

cl npAdEnt | fI ndex { cl npAddrEntry 2 }

Synt ax:
| NTEGER

Definition:
The i ndex val ue which uniquely identifies the interface
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to which this entry is applicable. The interface
identified by a particular value of this index is the
same interface as identified by the same val ue of

i flndex.

Access:
read-only.

St at us:
mandat ory.

cl npAdEnt ReasmvaxSi ze { cl npAddrEntry 3 }

Synt ax:
| NTEGER (0. .65535)

Definition:
The size of the largest CLNP PDU which this entity can
re-assenble fromincom ng CLNP segnented PDUs received on
this interface.

Access:
read-only.

St at us:
mandat ory.

4.1.2. The CLNP Routing table

The CLNP Routing table contains an entry for each route known to the
entity.

cl npRouti ngTable { clnp 22}

Synt ax:
SEQUENCE OF C npRout eEntry

Definition:
This entity’s CLNP routing table.

Access:
not - accessi bl e.
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St at us:
mandat ory.

cl npRout eEntry { cl npRoutingTable 1 }

Synt ax:
Cl npRout eEntry ::= SEQUENCE ({

cl npRout eDest
Cl npAddr ess,

cl npRout el f | ndex
| NTEGER,

cl npRout eMetricl
| NTECER,

cl npRout eMetric2
| NTECER,

cl npRout eMetri c3
| NTEGER,

cl npRout eMetri c4
| NTECER,

cl npRout eNext Hop
Cl npAddr ess,

cl npRout eType
| NTEGER,

cl npRout ePr ot o
| NTECER,

cl npRout eAge
| NTEGER

}

Definition:
A route to a particular destination.

Access:
not - accessi bl e.

St at us:
mandat ory.

cl npRout eDest { cl npRouteEntry 1 }

Synt ax:
Cl npAddr ess
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Definition:
The destination CLNP address of this route.

Access:
read-wite.

St at us:
mandat ory.

cl npRout el fI ndex { clnpRouteEntry 2 }

Synt ax:
| NTEGER

Definition:
The i ndex val ue which uniquely identifies the |oca
interface through which the next hop of this route should
be reached. The interface identified by a particul ar
value of this index is the sane as identified by the sane
val ue of iflndex.

Access:
read-wite.

St at us:
mandat ory.

cl npRouteMetricl { clnpRouteEntry 3 }

Synt ax:
| NTEGER

Definition:
The primary routing metric for this route. The semantics
of this metric are determned by the routing-protoco
specified in the route’s clnpRouteProto value. If this
metric is not used, its value should be set to -1

Access:
read-wite.
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St at us:
mandat ory.

cl npRout eMetric2 { clnpRouteEntry 4 }

Synt ax:
| NTEGER

Definition:
An alternate routing netric for this route. The
semantics of this netric are determ ned by the routing-
protocol specified in the route’s cl npRouteProto val ue.
If this netric is not used, its value should be set to
-1.

Access:
read-wite.

St at us:
mandat ory.

cl npRout eMetric3 { clnpRouteEntry 5 }

Synt ax:
| NTEGER

Definition:
An alternate routing netric for this route. The
semantics of this nmetric are determ ned by the routing-
protocol specified in the route’s clnpRouteProto val ue.
If this netric is not used, its value should be set to
- 1.

Access:
read-wite.

St at us:
mandat ory.
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cl npRout eMetric4 { clnpRouteEntry 6 }

Synt ax:
| NTEGER

Definition:
An alternate routing netric for this route. The
semantics of this metric are determ ned by the routing-
protocol specified in the route’s cl npRouteProto val ue.
If this netric is not used, its value should be set to
- 1.

Access:
read-wite.

St at us:
nmandat ory.

cl npRout eNext Hop { cl npRouteEntry 7 }

Synt ax:
C npAddr ess

Definition:
The CLNP address of the next hop of this route.

Access:
read-wite.

St at us:
nmandat ory.

cl npRout eType { cl npRouteEntry 8 }

Synt ax:
| NTEGER {
ot her (1), -- none of the follow ng
i nvalid(2), -- an invalidated route
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-- route to directly
direct(3), -- connected (sub-)network

-- route to a non-loca
renot e(4) -- host/ net wor k/ sub- net wor k

}

Definition:
The type of route.

Setting this object to the value invalid(2) has the effect of

i nvaliding the corresponding entry in the clnpRoutingTabl e.
That is, it effectively dissasociates the destination
identified with said entry fromthe route identified with said
entry. It is an inplenmentation-specific matter as to whether
the agent renoves an invalidated entry fromthe table.

Accordi ngly, managenent stations nust be prepared to receive
tabul ar information from agents that corresponds to entries
not currently in use. Proper interpretation of such entries
requires exam nati on of the rel evant cl npRouteType object.

Access:
read-wite.

St at us:
mandat ory.

cl npRout eProto { clnpRouteEntry 9 }

Synt ax:
| NTEGER {

ot her (1), -- none of the follow ng
-- non-protocol information
-- e.g., manually

 ocal (2), -- configured entries

-- set via a network
net ngnt ( 3) , -- nmanagenent protoco

-- simlar to i pRouteProto
-- but omits several |P-specific
-- protocol s

is-is(9),
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ci scolgrp(11),
bbnSpf I gp(12),
ospf (13),

} bgp(14)

Definition:
The routing nmechani smvia which this route was | earned.
I ncl usi on of values for gateway routing protocols is not
intended to inply that hosts shoul d support those
pr ot ocol s.

Access:
read-wite.

St at us:
mandat ory.

cl npRout eAge { cl npRouteEntry 10 }

Synt ax:
| NTEGER

Definition:
The nunber of seconds since this route was | ast updated
or otherw se determ ned to be correct. Not e that no

semantics of "too old" can be inplied except through
know edge of the routing protocol by which the route was
| ear ned.

Access:
read-wite.

St at us:
mandat ory.

4.1.3. The CLNP Address Transl ation Tabl es

The Address Translation tables contain the CLNP address to physica
address equival ences. Sone interfaces do not use translation tables

for determ ning address equivalences; if all interfaces are of this
type, then the Address Translation table is enpty, i.e., has zero
entries.
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cl npNet ToMedi aTable { clnp 23 }

Synt ax:
SEQUENCE OF C npNet ToMedi aEntry

Definition:
The CLNP Address Translation table used for mapping from
CLNP addresses to physical addresses.

Access:
not - accessi bl e

St at us:
mandat ory.

cl npNet ToMedi aEntry { cl npNet ToMedi aTable 1 }

Synt ax:
Cl npNet ToMedi aEntry :: = SEQUENCE {

cl npNet ToMedi al f | ndex
| NTEGER

cl npNet ToMedi aPhysAddr ess
OCTET STRI NG

cl npNet ToMedi aNet Addr ess
Cl npAddr ess,

cl npNet ToMedi aType
| NTEGER

cl npNet ToMedi aAge
| NTEGER

cl npNet ToMedi aHol dTi ne
| NTEGER

}

Definition:
Each entry contains one CLNP address to "physical”
addr ess equi val ence.

Access:
not - accessi bl e.

St at us:
nmandat ory.
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cl npNet ToMedi al f I ndex { cl npNet ToMedi aEntry 1 }

Synt ax:
| NTEGER

Definition:
The interface on which this entry’s equivalence is
effective. The interface identified by a particular
value of this index is the sane interface as identified
by the sanme val ue of iflndex.

Access:
read-wite.

St at us:
nmandat ory.

cl npNet ToMedi aPhysAddress { cl npNet ToMedi aEntry 2 }

Synt ax:
OCTET STRI NG

Definition:
The nedi a- dependent "physical " address.

Access:
read-wite.

St at us:
mandat ory.

cl npNet ToMedi aNet Address { cl npNet ToMedi aEntry 3 }

Synt ax:
Cl npAddr ess

Definition:
The CLNP address corresponding to the medi a- dependent
"physi cal " address.
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Access:
read-wite.

St at us:
mandat ory.

cl npNet ToMedi aType { cl npNet ToMedi aEntry 4 }

Synt ax:
| NTEGER {
ot her (1), -- none of the follow ng
invalid(2), -- an invalidated nmapping
dynam c(3),
static(4)
}
Definition:

The type of mappi ng.

Setting this object to the value invalid(2) has the effect of
i nvalidating the corresponding entry in the

cl npNet ToMedi aTable. That is, it effectively dissassociates
the interface identified with said entry fromthe mappi ng
identified with said entry. It is an inplenmentation-specific
matter as to whether the agent renoves an invalidated entry
fromthe table. Accordingly, managenent stations nust be
prepared to receive tabular information fromagents that
corresponds to entries not currently in use. Proper
interpretation of such entries requires exam nation of the
rel evant cl npNet ToMedi aType obj ect.

Access:
read-write.

St at us:
mandat ory.

cl npNet ToMedi aAge { cl npNet ToMedi aEntry 5 }

Synt ax:
| NTEGER
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Definition:
The nunber of seconds since this entry was | ast updated
or otherwi se determined to be correct. Note that no
semantics of "too old" can be inplied except through
know edge of the type of entry.

Access:
read-wite.

St at us:
mandat ory.

cl npNet ToMedi aHol dTi ne { cl npNet ToMedi aEntry 6 }

Synt ax:
| NTEGER

Definition:
The tine in seconds this entry will be valid. Static
entries should always report this field as -1

Access:
read-wite.

St at us:
mandat ory.

cl npMedi aToNet Table { clnp 24 }

Synt ax:
SEQUENCE OF C npMedi aToNet Entry

Definition:
The CLNP Address Translation table used for mapping from
physi cal addresses to CLNP addresses.

Access:
not - accessi bl e.

St at us:
mandat ory.
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cl npMedi aToNet Entry { cl npMedi aToNet Table 1 }

Synt ax:
Cl npMedi aToNet Entry :: = SEQUENCE {

cl npMedi aToNet | f | ndex
| NTEGER

cl npMedi aToNet Net Addr ess
Cl npAddr ess,

cl npMedi aToNet PhysAddr ess
OCTET STRI NG

cl npMedi aToNet Type
| NTEGER

cl npMedi aToNet Age
| NTEGER

cl npMedi aToNet Hol dTi ne
| NTEGER

}

Definition:
Each entry contains on C npAddress to "physical" address
equi val ence.

Access:
not - accessi bl e.

St at us:
mandat ory.

cl npMedi aToNet | f 1 ndex { cl npMedi aToNetEntry 1 }

Synt ax:
| NTEGER

Definition:
The interface on which this entry’s equivalence is
effective. The interface identified by a particular
value of this index is the sane interface as identified
by the sanme val ue of iflndex.

Access:
read-wite.
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St at us:
mandat ory.

cl npMedi aToNet Address { cl npMedi aToNetEntry 2 }

Synt ax:
C npAddr ess

Definition:
The C npAddress corresponding to the nedi a- dependent
"physi cal " address.

Access:
read-wite.

St at us:
mandat ory.

cl npMedi aToNet PhysAddress { cl npMedi aToNet Entry 3 }

Synt ax:
OCTET STRI NG

Definition:
The nedi a- dependent "physical " address.

Access:
read-wite.

St at us:
nmandat ory.

cl npMedi aToNet Type { cl npMedi aToNetEntry 4 }

Synt ax:
| NTEGER {
ot her (1), -- none of the follow ng
i nvalid(2), -- an invalidated mapping
dynam c(3),
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static(4)
}

Definition:
The type of mapping.

Setting this object to the value invalid(2) has the effect of
i nvalidating the corresponding entry in the

cl npMedi aToNet Tabl e. That is, it effectively dissassociates
the interface identified with said entry fromthe nmappi ng
identified with said entry. It is an inplenmentation-specific
matter as to whether the agent renoves an invalidated entry
fromthe table. Accordingly, nmanagenent stations nust be
prepared to receive tabular information fromagents that
corresponds to entries not currently in use. Proper
interpretation of such entries requires exam nation of the
rel evant cl npMedi aToNet Type obj ect.

Access:
read-wite.

St at us:
mandat ory.

cl npMedi aToNet Age { cl npMedi aToNet Entry 5 }

Synt ax:
| NTEGER

Definition:
The nunber of seconds since this entry was | ast updated
or otherwi se determ ned to be correct. Note that no
semantics of "too old" can be inplied except through
know edge of the type of entry.

Access:
read-wite.

St at us:
nmandat ory.

cl npMedi aToNet Hol dTi ne { cl npMedi aToNet Entry 6 }
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Synt ax:
| NTEGER
Definition:
The tine in seconds this entry will be valid. Static

entries should always report this field as -1

Access:
read-wite.

St at us:
nmandat ory.

4.2. The CLNP Error G oup

This group records the CLNP Error protocol and is recomrended for al
systens whi ch support CLNP

clnplnErrors { error 1}

Synt ax:
Count er

Definition:
The nunber of CLNP Error PDUs received by this entity.

Access:
read-only.

St at us:
mandat ory.

clnpQutErrors { error 2}

Synt ax:
Count er

Definition:
The nunber of CLNP Error PDUs sent by this entity.

Access:
read-only.
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St at us:
mandat ory.

cl npl nErrUnspecs { error 3}

Synt ax:
Count er

Definition:
The nunber of unspecified CLNP Error PDUs received by
this entity.

Access:
read-only.

St at us:
mandat ory.

clnplnErrProcs { error 4}

Synt ax:
Count er

Definition:
The nunber of protocol procedure CLNP Error PDUs received
by this entity.

Access:
read-only.

St at us:
mandat ory.

cl npl nErrCksuns { error 5}

Synt ax:
Count er
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Definition:
The nunber of checksum CLNP Error PDUs received by this
entity.

Access:
read-only.

St at us:
mandat ory.

cl npl nErr Congests { error 6 }

Synt ax:
Count er

Definition:
The nunber of congestion drop CLNP Error PDUs received by
this entity.

Access:
read-only.

St at us:
mandat ory.

clnplnErrHdrs { error 7}

Synt ax:
Count er

Definition:
The nunber of header syntax CLNP Error PDUs received by
this entity.

Access:
read-only.

St at us:
mandat ory.
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clnplnErrSegs { error 8 }

Synt ax:
Count er

Definition:
The nunber of segnentation disallowed CLNP Error PDUs
received by this entity.

Access:
read-only.

St at us:
mandat ory.

clnplnErrinconmps { error 9 }

Synt ax:
Count er

Definition:
The nunber of inconplete PDU CLNP Error PDUs received by
this entity.

Access:
read-only.

St at us:
mandat ory.

cl npl nErrDups { error 10 }

Synt ax:
Count er

Definition:

The nunber of duplicate option CLNP Error PDUs received
by this entity.
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Access:
read-only.

St at us:
mandat ory.

cl npl nErrUnreachDsts { error 11 }

Synt ax:
Count er

Definition:
The nunber of unreachabl e destination CLNP Error PDUs
received by this entity.

Access:
read-only.

St at us:
mandat ory.

cl npl nEr r UnknownDsts { error 12 }

Synt ax:
Count er

Definition:
The nunber of unknown destination CLNP Error PDUs
received by this entity.

Access:
read-only.

St at us:
mandat ory.

cl npl nErr SRUnspecs { error 13 }
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Synt ax:
Count er

Definition:
The nunber of unspecified source route CLNP Error PDUs
received by this entity.

Access:
read-only.

St at us:
nmandat ory.

cl npl nErr SRSynt axes { error 14 }

Synt ax:
Count er

Definition:
The nunber of source route syntax CLNP Error PDUs
received by this entity.

Access:
read-only.

St at us:
nmandat ory.

cl npl nErr SRUnkAddrs { error 15}

Synt ax:
Count er

Definition:
The nunber of source route unknown address CLNP Error
PDUs received by this entity.

Access:
read-only.

St at us:
nmandat ory.
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cl npl nErr SRBadPaths { error 16 }

Synt ax:
Count er

Definition:
The nunber of source route bad path CLNP Error PDUs
received by this entity.

Access:
read-only.

St at us:
mandat ory.

cl npl nErrHops { error 17 }

Synt ax:
Count er

Definition:
The nunber of hop count exceeded CLNP Error PDUs received
by this entity.

Access:
read-only.

St at us:
mandat ory.

cl npl nErr HopReassns { error 18 }

Synt ax:
Count er

Definition:

The nunber of hop count exceeded while reassenbling CLNP
Error PDUs received by this entity.
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Access:
read-only.

St at us:
mandat ory.

clnplnErrUnsOptions { error 19 }

Synt ax:
Count er

Definition:
The nunber of unsupported option CLNP Error PDUs received
by this entity.

Access:
read-only.

St at us:
mandat ory.

cl npl nErrUnsVersions { error 20 }

Synt ax:
Count er

Definition:
The nunber of version m smatch CLNP Error PDUs received
by this entity.

Access:
read-only.

St at us:
mandat ory.

cl npl nErrUnsSecurities { error 21 }
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Synt ax:
Count er

Definition:
The nunber of unsupported security option CLNP Error PDUs
received by this entity.

Access:
read-only.

St at us:
nmandat ory.

clnplnErrUnsSRs { error 22}

Synt ax:
Count er

Definition:
The nunber of unsupported source route option CLNP Error
PDUs received by this entity.

Access:
read-only.

St at us:
nmandat ory.

clnplnErrUnsRRs { error 23}

Synt ax:
Count er

Definition:
The nunber of unsupported record route option CLNP Error
PDUs received by this entity.

Access:
read-only.

St at us:
nmandat ory.
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clnplnErrinterferences { error 24 }

Synt ax:
Count er

Definition:
The nunber of reassenbly interference CLNP Error PDUs
received by this entity.

Access:
read-only.

St at us:
mandat ory.

cl npQut ErrUnspecs { error 25 }

Synt ax:
Count er

Definition:
The nunber of unspecified CLNP Error PDUs sent by this
entity.

Access:
read-only.

St at us:
mandat ory.

cl npQutErrProcs { error 26 }

Synt ax:
Count er

Definition:

The nunber of protocol procedure CLNP Error PDUs sent by
this entity.
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Access:
read-only.

St at us:
mandat ory.

cl npQut Err Cksunms { error 27 }

Synt ax:
Count er

Definition:
The nunber of checksum CLNP Error PDUs sent by this
entity.

Access:
read-only.

St at us:
mandat ory.

cl npQut Err Congests { error 28 }

Synt ax:
Count er

Definition:
The nunber of congestion drop CLNP Error PDUs sent by
this entity.

Access:
read-only.

St at us:
mandat ory.

clnpQutErrHdrs { error 29 }

Sat z [ Page 40]



RFC 1162

Sat z

CLNS M B June 1990

Synt ax:
Count er

Definition:
The nunber of header syntax CLNP Error PDUs sent by this
entity.

Access:
read-only.

St at us:
nmandat ory.

cl npQutErrSegs { error 30 }

Synt ax:
Count er

Definition:
The nunber of segnentation disallowed CLNP Error PDUs
sent by this entity.

Access:
read-only.

St at us:
nmandat ory.

cl npQut Errlnconps { error 31 }

Synt ax:
Count er

Definition:
The nunber of inconplete PDU CLNP Error PDUs sent by this
entity.

Access:
read-only.

St at us:
nmandat ory.
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cl npQut ErrDups { error 32}

Synt ax:
Count er

Definition:
The nunber of duplicate option CLNP Error PDUs sent by
this entity.

Access:
read-only.

St at us:
mandat ory.

cl npQut ErrUnreachDsts { error 33}

Synt ax:
Count er

Definition:
The nunber of unreachabl e destination CLNP Error PDUs
sent by this entity.

Access:
read-only.

St at us:
mandat ory.

cl npQut Err UnknownDsts { error 34 }

Synt ax:
Count er

Definition:

The nunber of unknown destination CLNP Error PDUs sent by
this entity.
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Access:
read-only.

St at us:
mandat ory.

cl npQut Err SRUnspecs { error 35}

Synt ax:
Count er

Definition:
The nunber of unspecified source route CLNP Error PDUs
sent by this entity.

Access:
read-only.

St at us:
mandat ory.

cl npQut Err SRSynt axes { error 36 }

Synt ax:
Count er

Definition:
The nunber of source route syntax CLNP Error PDUs sent by
this entity.

Access:
read-only.

St at us:
mandat ory.

cl npQut Err SRUnkAddrs { error 37 }
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Synt ax:
Count er

Definition:
The nunber of source route unknown address CLNP Error
PDUs sent by this entity.

Access:
read-only.

St at us:
nmandat ory.

cl npQut Err SRBadPat hs { error 38 }

Synt ax:
Count er

Definition:
The nunber of source route bad path CLNP Error PDUs sent
by this entity.

Access:
read-only.

St at us:
nmandat ory.

cl npQut Err Hopss { error 39 }

Synt ax:
Count er

Definition:
The nunber of hop count exceeded CLNP Error PDUs sent by
this entity.

Access:
read-only.

St at us:
nmandat ory.
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cl npQut Err HopReassns { error 40 }

Synt ax:
Count er

Definition:
The nunber of hop count exceeded while reassenbling CLNP
Error PDUs sent by this entity.

Access:
read-only.

St at us:
mandat ory.

cl npQut ErrUnsOptions { error 41 }

Synt ax:
Count er

Definition:
The nunber of unsupported option CLNP Error PDUs sent by
this entity.

Access:
read-only.

St at us:
mandat ory.

cl npQut ErrUnsVersions { error 42 }

Synt ax:
Count er

Definition:

The nunber of version nismatch CLNP Error PDUs sent by
this entity.
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Access:
read-only.

St at us:
mandat ory.

cl npQut ErrUnsSecurities { error 43 }

Synt ax:
Count er

Definition:
The nunber of unsupported security option CLNP Error PDUs
sent by this entity.

Access:
read-only.

St at us:
mandat ory.

cl npQut ErrUnsSRs { error 44 }

Synt ax:
Count er

Definition:
The nunber of unsupported source route option CLNP Error
PDUs sent by this entity.

Access:
read-only.

St at us:
mandat ory.

cl npQut ErrUnsRRs { error 45}
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Synt ax:
Count er

Definition:
The nunber of unsupported record route option CLNP Error
PDUs sent by this entity.

Access:
read-only.

St at us:
nmandat ory.

clnpQutErrinterferences { error 46 }

Synt ax:
Count er

Definition:
The nunber of reassenbly interference CLNP Error PDUs
sent by this entity.

Access:
read-only.

St at us:
nmandat ory.

4.3. The ESIS G oup
The ESI'S group contains information about the End System | nternedi ate
System protocol used to maintain nei ghbor reachibility information

Both ESs and |1Ss are expected to inplenment this group if they running
a CLNP

esisESHin { es-is 1}

Synt ax:
Count er

Definition:
The nunber of ESH PDUs received by this entity.
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Access:
read-only.

St at us:
mandat ory.

esi sESHout { es-is 2}

Synt ax:
Count er

Definition:
The nunber of ESH PDUs sent by this entity.

Access:
read-only.

St at us:
mandat ory.

esisISHn { es-is 3}

Synt ax:
Count er

Definition:
The nunber of |ISH PDUs received by this entity.

Access:
read-only.

St at us:
mandat ory.

esi sl SHout { es-is 4}

Synt ax:
Count er
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Definition:
The nunber of |ISH PDUs sent by this entity.

Access:
read-only.

St at us:
mandat ory.

esisRDUIn { es-is 5}

Synt ax:
Count er

Definition:
The nunber of RDU PDUs received by this entity.

Access:
read-only.

St at us:
nmandat ory.

esi sRDUout { es-is 6 }

Synt ax:
Count er

Definition:
The nunber of RDU PDUs sent by this entity.

Access:
read-only.

St at us:
nmandat ory.
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5. Definitions
CLNS-M B DEFINITIONS ::= BEG N
| MPORTS
experimental, OBJECT-TYPE, Counter
FROM RFC1155- SM ;
-- new type of NetworkAddress
G npAddress ::=

[ APPLI CATI ON 5]
I MPLI CI T OCTET STRING (S| ZE (1..21))

clns OBJECT | DENTI FI ER ::

{ experinental 1}

cl np OBJECT IDENTIFIER ::= { clns 1}
error OBJECT IDENTIFIER ::= { clns 2}
echo OBJECT IDENTIFIER ::= { clns 3}
es-is OBJECT IDENTIFIER ::= { clns 4}
-- the General CLNP group
cl npFor war di ng OBJECT- TYPE
SYNTAX | NTEGER {
is(l), -- entity is an
-- intermedi ate system
es(2) -- entity is an end system

-- and does not forward pdus

}
ACCESS read-wite
STATUS mandat ory

c:={ clnp 1}

cl npDef aul t Li feTi ne OBJECT- TYPE
SYNTAX | NTEGER
ACCESS read-wite
STATUS mandat ory
c:={ clnp 2}

cl npl nRecei ves OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ clnp 3}

Sat z [ Page 50]



RFC 1162 CLNS M B June 1990

cl npl nHdr Errors OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ clnp 4}

cl npl nAddr Errors OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ clnp 5}

cl npFor wPDUs OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ clnp 6 }

cl npl nUnknownNLPs OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ clnp 7}

cl npl nUnknownULPs OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ clnp 8}

cl npl nDi scards OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ clnp 9}

cl npl nDel i vers OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
:={ clnp 10 }

cl npQut Requests OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
= { clnp 11 }
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cl npQut Di scards OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
:={ clnp 12 }

cl npQut NoRout es OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
:={ clnp 13}

cl npReasnii meout OBJECT- TYPE
SYNTAX | NTEGER
ACCESS read-only
STATUS mandat ory
:={ clnp 14 }

cl npReasnmReqds OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
:={ clnp 15}

cl npReasnKs OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
:={ clnp 16 }

cl npReasnfails OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
:={ clnp 17 }

cl npSegOKs OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
:={ clnp 18 }

cl npSegFail s OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
:={ clnp 19 }

June 1990
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cl npSegCreates OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
:={ clnp 20 }

cl npl nOpt s OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
:={ clnp 25}

cl npQut Opt s OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
:={ clnp 26 }

-- the CLNP Interface table

cl npAddr Tabl e OBJECT- TYPE

SYNTAX SEQUENCE OF C npAddrEntry

ACCESS not - accessible
STATUS nmndat ory
o= { clnp 21}

cl npAddr Entry OBJECT- TYPE
SYNTAX O npAddrEntry
ACCESS not -accessi bl e
STATUS nmndat ory

-- I NDEX { cl npAdEnt Addr }

::={ clnpAddrTable 1 }

C npAddrEntry ::= SEQUENCE {
cl npAdEnt Addr
Cl npAddr ess,
cl npAdEnt | f | ndex
| NTEGER
cl npAdEnt ReasnmVaxSi ze
| NTEGER (0. .65535)

}

cl npAdEnt Addr OBJECT- TYPE
SYNTAX O npAddress
ACCESS read-only
STATUS mandat ory
::= { clnpAddrEntry 1 }

June 1990
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cl npAdEnt | f I ndex OBJECT- TYPE
SYNTAX | NTEGER
ACCESS read-only
STATUS mandat ory
::= { clnpAddrEntry 2 }

cl npAdEnt ReasnivaxSi ze OBJECT- TYPE
SYNTAX | NTEGER (0. .65535)
ACCESS read-only
STATUS mandat ory
.= { clnpAddrEntry 3}

-- the CLNP Routing table

cl npRout i ngTabl e OBJECT- TYPE
SYNTAX SEQUENCE OF C npRout eEntry
ACCESS not -accessi bl e
STATUS nmndat ory
o= { clnp 22 }

cl npRout eEnt ry OBJECT- TYPE
SYNTAX O npRout eEntry
ACCESS not -accessi bl e
STATUS nmndat ory

-- I NDEX { cl npRout eDest }
::={ clnpRoutingTable 1 }

G npRout eEntry ::= SEQUENCE ({

cl npRout eDest
Cl npAddr ess,

cl npRout el f | ndex
| NTEGER,

cl npRout eMetricl
| NTECER,

cl npRout eMetri c2
| NTECER,

cl npRout eMetri c3
| NTEGER,

cl npRout eMetri c4
| NTECER,

cl npRout eNext Hop
Cl npAddr ess,

cl npRout eType
| NTEGER,

cl npRout ePr ot o
| NTECER,

cl npRout eAge
| NTEGER

June 1990
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}

cl npRout eDest OBJECT- TYPE
SYNTAX O npAddr ess
ACCESS read-wite
STATUS nmndatory
::={ clnpRouteEntry 1 }

cl npRout el f1 ndex OBJECT- TYPE
SYNTAX | NTEGER
ACCESS read-wite
STATUS nmndat ory
::={ clnpRouteEntry 2 }

cl npRout eMetri c1 OBJECT- TYPE
SYNTAX | NTEGER
ACCESS read-wite
STATUS nmndat ory
::={ clnpRouteEntry 3}

cl npRout eMetri c2 OBJECT- TYPE
SYNTAX | NTEGER
ACCESS read-wite
STATUS nmndat ory
::={ clnpRouteEntry 4 }

cl npRout eMetri ¢c3 OBJECT- TYPE
SYNTAX | NTEGER
ACCESS read-wite
STATUS nmndat ory
::={ clnpRouteEntry 5 }

cl npRout eMetri c4 OBJECT- TYPE
SYNTAX | NTEGER
ACCESS read-wite
STATUS nmndat ory
::={ clnpRouteEntry 6 }

cl npRout eNext Hop OBJECT- TYPE
SYNTAX O npAddr ess
ACCESS read-wite
STATUS nmndat ory
::={ clnpRouteEntry 7 }

cl npRout eType OBJECT- TYPE
SYNTAX | NTEGER {
ot her (1), -- none of the
-- followng
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i nvalid(2),

direct(3),

renot e(4)

}
ACCESS read-write
STATUS nmandat ory
::={ clnpRouteEntry 8 }

cl npRout eProt o OBJECT- TYPE
SYNTAX | NTECGER {
ot her (1),

| ocal (2),

net mgnt ( 3) ,

is-is(9),

ci scol grp(11),
bbnSpf I gp(12),
ospf (13),
bgp(14)

}
ACCESS read-only
STATUS nmandat ory
::={ clnpRouteEntry 9 }

cl npRout eAge OBJECT- TYPE

SYNTAX | NTEGER
ACCESS read-wite

Sat z
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STATUS nmandat ory
::={ clnpRouteEntry 10 }

-- the CLNP Address Transl ation tabl es

cl npNet ToMedi aTabl e OBJECT- TYPE
SYNTAX SEQUENCE OF C npNet ToMedi aEntry
ACCESS not -accessi bl e
STATUS mandat ory
:={ clnp 23}

cl npNet ToMedi aEntry OBJECT- TYPE
SYNTAX d npNet ToMedi aEntry
ACCESS not -accessi bl e
STATUS mandat ory
-- I NDEX  { cl npNet ToMedi al f | ndex,
-- cl npNet ToMedi aNet Addr ess }
;.= { clnpNet ToMedi aTable 1 }

Cl npNet ToMedi aEntry ::= SEQUENCE {
cl npNet ToMedi al f | ndex
| NTEGER,

cl npNet ToMedi aPhysAddr ess
OCTET STRI NG,

cl npNet ToMedi aNet Addr ess
Cl npAddr ess,

cl npNet ToMedi aType
| NTECER,

cl npNet ToMedi aAge
| NTECER,

cl npNet ToMedi aHol dTi ne
| NTEGER

}

cl npNet ToMedi al f 1 ndex OBJECT- TYPE
SYNTAX | NTEGER
ACCESS read-wite
STATUS nmandat ory
;2= { clnpNet ToMedi aEntry 1 }

cl npNet ToMedi aPhysAddr ess OBJECT- TYPE
SYNTAX OCTET STRI NG
ACCESS read-wite
STATUS nmandat ory
::= { clnpNet ToMedi abntry 2 }

cl npNet ToMedi aNet Addr ess OBJECT- TYPE
SYNTAX O npAddress
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ACCESS read-write
STATUS nmandat ory
;2= { cl npNet ToMedi abEntry 3 }

cl npNet ToMedi aType OBJECT- TYPE
SYNTAX | NTECGER {

ot her (1), -- none of the
-- follow ng
invalid(2), -- an invalidated
-- mappi ng
dynam c(3),
static(4)

}
ACCESS read-wite
STATUS mandat ory
::= { clnpNet ToMedi aEntry 4 }

cl npNet ToMedi aAge OBJECT- TYPE
SYNTAX | NTEGER
ACCESS read-wite
STATUS mandat ory
::= { clnpNet ToMedi aEntry 5 }

cl npNet ToMedi aHol dTi ne OBJECT- TYPE
SYNTAX | NTEGER
ACCESS read-write
STATUS mandat ory
::= { clnpNet ToMedi aEntry 6 }

cl npMedi aToNet Tabl e OBJECT- TYPE
SYNTAX SEQUENCE OF C npMedi aToNet Entry
ACCESS not -accessible
STATUS mandat ory
:={ clnp 24 }

cl npMedi aToNet Entry OBJECT- TYPE
SYNTAX O npMedi aToNet Entry
ACCESS not -accessi bl e
STATUS mandat ory
-- I NDEX  { cl npMedi aToNet | f | ndex,
-- cl npMedi aToNet PhysAddr ess }
;.= { clnpMedi aToNet Table 1 }

Cl npMedi aToNet Entry :: = SEQUENCE {
cl npMedi aToNet | f | ndex
| NTEGER,

cl npMedi aToNet Net Addr ess
Cl npAddr ess,
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cl npMedi aToNet PhysAddr ess
OCTET STRI NG,
cl npMedi aToNet Type
| NTECER,
cl npMedi aToNet Age
| NTECER,
cl npMedi aToNet Hol dTi ne
| NTEGER

}

cl npMedi aToNet | f 1 ndex OBJECT- TYPE
SYNTAX | NTEGER
ACCESS read-wite
STATUS nmandat ory
::= { clnpMedi aToNetEntry 1 }

cl npMedi aToNet Net Addr ess OBJECT- TYPE
SYNTAX O npAddress
ACCESS read-write
STATUS nandat ory
::= { clnpMedi aToNet Entry 2 }

cl npMedi aToNet PhysAddr ess OBJECT- TYPE
SYNTAX OCTET STRI NG
ACCESS read-write
STATUS nmandat ory
::={ clnpMedi aToNet Entry 3 }

cl npMedi aToNet Type OBJECT- TYPE
SYNTAX | NTECGER {

ot her (1), -- none of the
-- follow ng
invalid(2), -- an invalidated
-- mappi ng
dynam c(3),
static(4)

}
ACCESS read-wite
STATUS mandat ory
::={ clnpMedi aToNet Entry 4 }

cl npMedi aToNet Age OBJECT- TYPE
SYNTAX | NTEGER
ACCESS read-wite
STATUS mandat ory
::={ clnpMedi aToNet Entry 5 }

cl npMedi aToNet Hol dTi ne OBJECT- TYPE
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SYNTAX | NTEGER

ACCESS read-wite

STATUS mandat ory

::={ clnpMedi aToNet Entry 6 }

-- the CLNP Error G oup

clnplnErrors OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 1}

cl npQutErrors OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 2}

cl npl nErr Unspecs OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 3}

cl npl nErrProcs OBJECT-TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 4}

cl npl nErr Cksuns OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
::={ error 5}

cl npl nErr Congest s OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
::={ error 6}

cl npl nErrHdrs OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 7}
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cl npl nEr r Segs OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 8}

cl npl nErrlnconps OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 9}

cl npl nEr r Dups OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
o= { error 10 }

cl npl nErrUnreachDsts OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
o= { error 11 }

cl npl nEr r UnknownDst s OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
o= { error 12 }

cl npl nEr r SRUnspecs OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 13}

cl npl nEr r SRSynt axes OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 14 }

cl npl nEr r SRUnkAddr s OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 15}
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cl npl nEr r SRBadPat hs OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
o= { error 16 }

cl npl nEr r Hops OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
o= { error 17 }

cl npl nEr r HopReassns OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 18 }

cl npl nErrUnsOpt i ons OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
o= { error 19 }

cl npl nErr UnsVer si ons OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 20 }

cl npl nErrUnsSecurities OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 21}

cl npl nErrUnsSRs OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 22}

cl npl nErr UnsRRs OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 23}
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clnplnErrinterferences OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
ci={ error 24}

cl npQut Err Unspecs OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 25}

cl npQut Err Procs OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 26 }

cl npQut Err Cksuns OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
o= { error 27}

cl npQut Err Congest s OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 28 }

cl npQut Err Hdr s OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 29 }

cl npQut Err Segs OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 30 }

cl npQut Err I nconps OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 31}
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cl npQut ErrDups OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 32}

cl npQut Err Unr eachDst s OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 33}

cl npQut Er r UnknownDst s OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 34}

cl npQut Er r SRUnspecs OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 35}

cl npQut Err SRSynt axes OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 36 }

cl npQut Er r SRUnkAddr s OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 37}

cl npQut Er r SRBadPat hs OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 38}

cl npQut ErrHops OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 39 }
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cl npQut Er r HopReassns OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 40 }

cl npQut Err UnsQpt i ons OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 41}

cl npQut Err UnsVer si ons OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
ci={ error 42}

cl npQut ErrUnsSecurities OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 43}

cl npQut Err UnsSRs OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 44}

cl npQut Er r UnsRRs OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 45}

cl npQut Errinterferences OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
c:={ error 46 }
-- the CLNP Echo Group
-- the ES- 1S Goup

esi SESHi ns OBJECT- TYPE

June 1990
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SYNTAX Count er
ACCESS read-only
STATUS mandat ory
i={ es-is 1}

esi sESHout s OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
i={ es-is 2}

esi sl SHi ns OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
:={ es-is 3}

esi sl SHout s OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
:={ es-is 4}

esi sRDUi ns OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
:={ es-is 5}

esi sRDUout s OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS mandat ory
:={ es-is 6}

END

6. ldentification of OBJECT instances for

use with the SNWP

June 1990

The nanes for all object types in the MB are defined explicitly

either in the Internet-standard M B or
conformto the nam ng conventions of the SM.
conf or mant managenent protocol s define mechani sns for

i ndi vi dua
el enent .

i nstances of those object types for a particular

i n other

docurent s whi ch
requires that
i dentifying
net wor k

Each instance of any object type defined in the MB is identified in

SNWVP operations by a unique nane called its "variable nane."
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general, the nane of an SNMP variable is an OBJECT | DENTI FI ER of the
formx.y, where x is the nane of a non-aggregate object type defined
inthe MB and y is an OBJECT | DENTI FIER fragnment that, in a way
specific to the named object type, identifies the desired instance.

This nam ng strategy admts the fullest exploitation of the semantics
of the powerful SNMP get-next operator, because it assigns nanes for
rel ated variables so as to be contiguous in the |exicographica
ordering of all variable nanmes known in the MB

The type-specific nam ng of object instances is defined below for a
nunber of classes of object types. |Instances of an object type to
whi ch none of the follow ng nanmi ng conventions are applicable are
nanmed by OBJECT | DENTIFI ERs of the formx.0, where x is the nane of
sai d object type in the MB definition

For exanpl e, suppose one wanted to identify an instance of the
vari abl e sysDescr in the Internet-standard MB. The object class for
sysDescr is:

iso org dod internet ngnt m b system sysDescr
1 3 6 1 2 1

Hence, the object type, x, would be 1.3.6.1.2.1.1.1 to which is
appended an instance sub-identifier of 0. That is, 1.3.6.1.2.1.1.1.0
identifies the one and only instance of sysDescr

6.1. clnpAddrTabl e Object Type Nanes

The nane of an CLNP-addressable network el ement, x, is the OBJECT

| DENTI FI ER of the formz such that z is the value (in which each
octet of the C npAddress type is expressed as a sub-identifier of the
OBJECT | DENTI FI ER) of that instance of the cl npAdEnt Addr object type
associated with x.

For each object type, t, for which the defined nane, n, has a prefix
of clnpAddrEntry, an instance, i, of t is named by an OBJECT

| DENTI FI ER of the formn.y, where y is the nane of the CLNP-
addressabl e network el enent about which i represents information.

For exanpl e, suppose one wanted to find the nmaxi mumreassenbly size
of an entry in the CLNP interface table associated with an CLNP
address of NS+0504030201. Accordingly, clnpAdEnt Net Mask.5.5.4.3.2.1
woul d identify the desired instance.

6.2. clnpRoutingTabl e Object Type Nanes

The nanme of an CLNP route, x, is the OBJECT | DENTIFIER of the formz
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such that z is the value (in which each octet of the C npAddress type
is expressed as a sub-identifier of the OBJECT | DENTIFI ER) of that
i nstance of the cl npRout eDest object type associated with x.

For each object type, t, for which the defined nane, n, has a prefix
of clnpRoutingEntry, an instance, i, of t is named by an OBJECT

| DENTI FI ER of the formn.y, where y is the nane of the CLNP route
about which i represents information

For exanpl e, suppose one wanted to find the next hop of an entry in
the CLNP routing table associated wth the destination of
NS+0504030201. Accordi ngly, clnpRouteNextHop.5.5.4.3.2.1 would
identify the desired instance.

At the option of the agent, multiple routes to the sane destination
may be visible. To realize this, the agent, while required to return
a single entry for an CLNP route, x, of the formn.y, may also return
i nformati on about other routes to the sanme destination using the form
n.y.v, where v is a inplenentation-dependent small, non-negative

i nteger.

6.3. clnpNet ToMedi aTabl e Obj ect Type Nanes

The nane of a cached CLNP address, x, is an OBJECT | DENTIFI ER of the
forms.z, such that s is the value of that instance of the

cl npNet ToMedi al f 1 ndex object type associated with the entry and z is
the value of the CLNP address of the cl npNet ToMedi aNet Addr ess obj ect
type associated with x, in which each octet of the C npAddress type

is expressed as a sub-identifier of the OBJECT | DENTIFI ER

For each object type, t, for which the defined nane, n, has a prefix
of cl npNet ToMedi aEntry, an instance, i, of t is named by an OBJECT

| DENTI FI ER of the formn.y, where y is the name of the cached CLNP
address about which i represents information.

For exanpl e, suppose one wanted to find the nedia address of an entry
in the address translation table associated with a CLNP address of
NS+0504030201 and interface 3. Accordingly,

cl npNet ToMedi aPhysAddress. 3.5.5.4.3.2.1 would identify the desired

i nst ance.

6.4. clnpMedi aToNet Tabl e Obj ect Type Nanes

The nane of a cached nedia address, x, is an OBJECT | DENTI FI ER of the
forms.z, such that s is the value of that instance of the

cl npMedi aToNet | f 1 ndex object type associated with the entry and z is
the val ue of the media address of the cl npMedi aToNet Medi aAddr ess

obj ect type associated with x, in which each octet of the nedia
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7.

address is expressed as a sub- identifier of the OBJECT | DENTIFlI ER

For each object type, t, for which the defined nane, n, has a prefix
of cl npMedi aToNet Entry, an instance, i, of t is named by an OBJECT

| DENTI FI ER of the formn.y, where y is the nanme of the cached nedia
address about which i represents information.

For exanpl e, suppose one wanted to find the CLNP address of an entry
in the address translation table associated with a nmedi a address of
08: 00: 20: 00: 38: ba and interface 3. Accordingly,

cl npMedi aToNet Net Addr ess. 3. 8. 0. 32. 0. 56. 186 woul d identify the desired
i nst ance.
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