The application/cms Media Type
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1. Introduction

[RFC5751] registered the application/pkc7-mime media type. That
document defined five optional smime-type parameters. The smime-type
parameter originally conveyed details about the security applied to
the data content type, indicating whether it was signed or enveloped,
as well as the name of the data content; it was later expanded to
indicate whether the data content is compressed and whether the data
content contained a certs-only message. This document does not
affect those registrations as this document places no requirements on
S/MIME (Secure Multipurpose Internet Mail Extensions) agents.

The registration done by the S/MIME documents was done assuming that
there would be a MIME (Multipurpose Internet Mail Extensions)
wrapping layer around each of the different enveloping contents;
thus, there was no need to include more than one item in each smime-
type. This is no longer the case with some of the more advanced
enveloping types. Some protocols such as the CMC (Certificate
Management over Cryptographic Message Syntax) [RFC5273] have defined
additional S/MIME types. New protocols that intend to wrap MIME
content should continue to define a smime-type string; however, new
protocols that intend to wrap non-MIME types should use this
mechanism instead.

CMS (Cryptographic Message Syntax) [RFC5652] associates a content
type identifier (OID) with specific content; CMS content types have
been widely used to define contents that can be enveloped using other
CMS content types and to define enveloping content types some of
which provide security services. CMS protecting content types, those
that provide security services, include: Signed-Data [RFC5652],
Enveloped-Data [RFC5652], Digested-Data [RFC5652], Encrypted-Data
[RFC5652], Authenticated-Data [RFC5652], Authenticated-Enveloped-Data
[RFC5083], and Encrypted Key Package [RFC6032]. CMS non-protecting
content types, those that provide no security services but
encapsulate other CMS content types, include: Content Information
[RFC5652], Compressed Data [RFC3274], Content Collection [RFC4073],
and Content With Attributes [RFC4073]. Then, there are the innermost
content types that include: Data [RFC5652], Asymmetric Key Package
[RFC5958], Symmetric Key Package [RFC6031], Firmware Package
[RFC4108], Firmware Package Load Receipt [RFC4108], Firmware Package
Load Error [RFC4108], Trust Anchor List [RFC5914], TAMP Status Query,
TAMP Status Response, TAMP Update, TAMP Update Confirm, TAMP Apex
Update, TAMP Apex Update Confirmation, TAMP Community Update, TAMP
Community Update Confirm, TAMP Sequence Adjust, TAMP Sequence Adjust
Confirmation, TAMP Error [RFC5934], Key Package Error, and Key
Package Receipt [RFC7191].
To support conveying CMS content types, this document defines a media type and parameters that indicate the enveloping and embedded CMS content types.

New CMS content types should be affirmative in defining the string that identifies the new content type and should additionally define if the new content type is expected to appear in the encapsulatedContent or innerContent parameter.

1.1. Requirements Terminology

The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in [RFC2119].

2. CMS Media Type Registration Applications

This section provides the media type registration application for the application/cms media type (see [RFC6838], Section 5.6).

Type name: application

Subtype name: cms

Required parameters: None.

Optional parameters:

encapsulatingContent=y; where y is one or more CMS ECT (Encapsulating Content Type) identifiers; multiple values are encapsulated in quotes and separated by a folding-whitespace, a comma, and folding-whitespace. ECT values are based on content types found in [RFC3274], [RFC4073], [RFC5083], [RFC5652], and [RFC6032]. This list can later be extended; see Section 4.

authData
compressedData
contentCollection
contentInfo
contentWithAttrs
authEnvelopedData
encryptedKeyPkg
digestData
encryptedData
envelopedData
signedData
innerContent=x; where x is one or more CMS ICT (Inner Content Type) identifiers; multiple values encapsulated in quotes and are separated by a folding-whitespace, a comma, and folding-whitespace. ICT values are based on content types found in [RFC4108], [RFC5914], [RFC5934], [RFC5958], [RFC6031], and [RFC7191]. This list can later be extended; see Section 4.

firmwarePackage
firmwareLoadReceipt
firmwareLoadError
aKeyPackage
sKeyPackage
trustAnchorList
TAMP-statusQuery
TAMP-statusResponse
TAMP-update
TAMP-updateConfirm
TAMP-apexUpdate
TAMP-apexUpdateConfirm
TAMP-communityUpdate
TAMP-communityUpdateConfirm
TAMP-seqNumAdjust
TAMP-seqNumAdjustConfirm
TAMP-error
keyPackageReceipt
keyPackageError

The optional parameters are case sensitive.

Encoding considerations:

Binary.

[ RFC5652 ] requires that the outermost encapsulation be ContentInfo.
Security considerations:

The following security considerations apply:

<table>
<thead>
<tr>
<th>RFC</th>
<th>CMS Protecting Content Type and Algorithms</th>
</tr>
</thead>
<tbody>
<tr>
<td>[RFC3370]</td>
<td>signedData, envelopedData,</td>
</tr>
<tr>
<td>[RFC5652]</td>
<td>digestedData, encryptedData, and</td>
</tr>
<tr>
<td>[RFC5753]</td>
<td>authData</td>
</tr>
<tr>
<td>[RFC5754]</td>
<td></td>
</tr>
<tr>
<td>[RFC5958]</td>
<td>aKeyPackage</td>
</tr>
<tr>
<td>[RFC5959]</td>
<td></td>
</tr>
<tr>
<td>[RFC6031]</td>
<td>sKeyPackage</td>
</tr>
<tr>
<td>[RFC6032]</td>
<td>encryptedKeyPkg</td>
</tr>
<tr>
<td>[RFC6033]</td>
<td></td>
</tr>
<tr>
<td>[RFC6034]</td>
<td></td>
</tr>
<tr>
<td>[RFC5914]</td>
<td>trustAnchorList</td>
</tr>
<tr>
<td>[RFC3274]</td>
<td>compressedData</td>
</tr>
<tr>
<td>[RFC5083]</td>
<td>authEnvelopedData</td>
</tr>
<tr>
<td>[RFC5084]</td>
<td></td>
</tr>
<tr>
<td>[RFC4073]</td>
<td>contentCollection and</td>
</tr>
<tr>
<td></td>
<td>contentWithAttrs</td>
</tr>
<tr>
<td>[RFC4108]</td>
<td>firmwarePackage, firmwareLoadReceipt, and</td>
</tr>
<tr>
<td></td>
<td>firmwareLoadError</td>
</tr>
<tr>
<td>[RFC5934]</td>
<td>TAMP-statusQuery, TAMP-statusResponse, TAMP-update, TAMP-updateConfirm,</td>
</tr>
<tr>
<td></td>
<td>TAMP-apexUpdate, TAMP-apexUpdateConfirm, TAMP-communityUpdate,</td>
</tr>
<tr>
<td></td>
<td>TAMP-communityUpdateConfirm, TAMP-seqNumAdjust, TAMP-seqNumAdjustConfirm, and</td>
</tr>
<tr>
<td></td>
<td>TAMP-error</td>
</tr>
<tr>
<td>[RFC7191]</td>
<td>keyPackageReceipt and keyPackageError</td>
</tr>
</tbody>
</table>
In some circumstances, significant information can be leaked by disclosing what the innermost ASN.1 structure is. In these cases, it is acceptable to disclose the wrappers without disclosing the inner content type.

ASN.1 encoding rules (e.g., DER and BER) have a type-length-value structure, and it is easy to construct malicious content with invalid length fields that can cause buffer overrun conditions. ASN.1 encoding rules allows for arbitrary levels of nesting, which may make it possible to construct malicious content that will cause a stack overflow. Interpreters of ASN.1 structures should be aware of these issues and should take appropriate measures to guard against buffer overflows and stack overruns in particular and malicious content in general.

Interoperability considerations:

See [RFC3274], [RFC4073], [RFC4108], [RFC5083], [RFC5652], [RFC5914], [RFC5934], [RFC5958], [RFC6031], [RFC6032], and [RFC7191].

In all cases, CMS content types are encapsulated within ContentInfo structures [RFC5652]; that is the outermost enveloping structure is ContentInfo.

CMS [RFC5652] defines slightly different processing rules for SignedData than does PKCS #7 [RFC2315]. This media type employs the CMS processing rules.

The Content-Type header field of all application/cms objects SHOULD include the optional "encapsulatingContent" and "innerContent" parameters.

The Content-Disposition header field [RFC4021] can also be included along with Content-Type’s optional name parameter.

Published specification: This specification.

Applications that use this media type:

Applications that support CMS (Cryptographic Message Syntax) content types.

Fragment identifier considerations: N/A
Additional information:

Magic number(s): None
File extension(s): .cmsc
Macintosh File Type Code(s):

Person & email address to contact for further information:

Sean Turner <turners@ieca.com>

Intended usage: COMMON

Restrictions on usage: none

Author: Sean Turner <turners@ieca.com>

Change controller: The IESG <iesg@ietf.org>
3. Example

The following is an example encrypted status response message:

```
MIME-Version: 1.0
Content-Type: cms; encapsulatingContent=encryptedData;
              innerContent=TAMP-statusResponse; name=status.cmsc
Content-Transfer-Encoding: base64
```

```
MIIFLQYJKoZIhvcNaQDoIFHjCBBRoCAQAkgPhMIIBXQ1BADB8FMEAxC
zaJbQNVgBA1TLWIRDw9QYDVQKEXUZmNlOZ1cnR2m1JYXRLcyAqMy
EmxkRwDgYDVQDewHhb29kIENBaBEMBRaGCSqGSIb3DQEBAQUABoIBAe
uaXQeVoB7g0pJiRKQ6jqr464k2dbHE4SDZL/uEr9PfUIJja9laMrgr5
S83Ez7w9sMoDUBaDhGfQVkoP3wTLMw98fE/O+wcdpI2XkAILR62xDf
emqQSt+EPFmWzmcWgsvmmY3aXeAfagSpz8hVG79DIDcXGhXa9uz9pcDc3hJP
IgcuAUFHm1qYd72GI08kILCMIxMm3g5RsYUgqcxoeFNNIaFNRR28TV5HcTg
i6Ay+5+iKURtUQxyDI9s1akFT0GFMeFj3FMyZi7+ykYV/X00B1BP3kigVJ
4jc+Iu7K6nh6JXPQeEqSaa39gmD9FGq4/58GeU70amWwW1DA+++KDPg4w4g
ouBqkgkx9i9wOBbEwH8QQYJYIAWUDABECCBCB5yTqQsz4K1tTeYdjoY
4sgIIIDGArSp0CengKnZS4SCjfuQMX5sfaw4sDdu1yhLz+gUCFqgzbFtkfYM
Qx/T7gknkniyj2rWomZxCQxp1GCXh6mS83ngfrNNBay3HrMPPvKXwEmOw
UMc5j160NObwq18a3ezzhYRxF06jzdD2R/6SAPAlzq4QNUPeX+PnuegK
rmo/INzh41gVoxn9xVah6piSbjhPA/+QzpLHzq7wLwyM3lG9jntchK1
FqOzEyi/EBaCQwi+sJ7LLIxqS5k29CIAVX0JS1tAQV1z2lVLY2aq//MQMw
OVFx7Kt5aWNVKHtor9UuuzwZ5kwkt2v366Fv7ySt+EXofpFEmqyJP
VJzyAaFJRTv4k007nM0UpXCqGjywECI6DbhLB8CvXkTCjrsfU+Tw
RRRkRkABjYughs9bDYKdu9U5kd/AE4uzX4prwo/f1chpmzPBXOzWy+zt+
xaCj48B1r40jd19s4JP0qW0LMGeiZI1F2UaIayMrZyTv0Tn0j5P5l
Whk6TXhnnMVpWgyjyjelvE38gq/XynobbQRGEJdnnH0778s277FmgRcnBO
3QQPUCJhVn7iBhmdu+++GAXpoHGDs6nSo4k6sd5uSrL/Ctnwu0+ksoXi
ZMsOqpl7L3i1x1lyWUisLwQIsIFoiejU3UTKzq/Cps6MK+18cwCM3Q3qc
D08URTpgu+U92pnqym3auqtpywyjGAQK/haK13XRN7hRhL/kux8XQx3zj
DkA4/fmNfID1RPJ9004uCxxatu5HemMv7YPTTX9u2p2FWS0+Ez2Mf5Z
F/goeotVW7UV0wT0nkuX9in1Z9Xcs1CGmRE7jW15F07uGnz1s2gt
LAST7+t/PI1NzUlOhErXr0eVAv7t+VNIrdwGk00qYj1wTINRs+9veJE3
AJeatDlQs+01jrqFwWmGmsEBTRUodQH7YBFyY4IxWgqCGWdVevri9
OU5CL5HfYYaJv16Y3w0g5wWFF81ZJK4ki8GFyVMtKmjqQp7DumgG
n7eQTMD5ezTZQc07nt3b6ipdznZVbFC2Fgkq+jHQJloHxdK7Few3k7k
mfCDqVOMBC5YsJ1eAtjJaw4fAMxAbiw4w0UnEnE/zzcopp4AuTfJorIg
oz+itCTYe18HMUA9/ylSFXA64wdsuCj0zXnNiYwosiuN3TXfOB0zohKq
fkeXt
```

4. IANA Considerations

IANA has registered the media type application/cms in the Standards tree using the applications provided in Section 2 of this document.
IANA has established two subtype registries called "CMS Encapsulating Content Types" and "CMS Inner Content Types". Entries in these registries are allocated by Expert Review [RFC5226]. The Expert will determine whether the content is an ECT or an ICT, where the rule is that an ICT does not encapsulate another content type while an ECT does encapsulate another content type.

Initial values are as follows:

### CMS Encapsulating Content Types

<table>
<thead>
<tr>
<th>Name</th>
<th>Document</th>
<th>Object Identifier</th>
</tr>
</thead>
<tbody>
<tr>
<td>authData</td>
<td>[RFC5652]</td>
<td>1.2.840.113549.1.9.16.1.2</td>
</tr>
<tr>
<td>compressedData</td>
<td>[RFC3274]</td>
<td>1.2.840.113549.1.9.16.1.9</td>
</tr>
<tr>
<td>contentCollection</td>
<td>[RFC4073]</td>
<td>1.2.840.113549.1.9.16.1.19</td>
</tr>
<tr>
<td>contentInfo</td>
<td>[RFC5652]</td>
<td>1.2.840.113549.1.9.16.1.6</td>
</tr>
<tr>
<td>contentWithAttrs</td>
<td>[RFC4073]</td>
<td>1.2.840.113549.1.9.16.1.20</td>
</tr>
<tr>
<td>encryptedEnvelopedData</td>
<td>[RFC5083]</td>
<td>1.2.840.113549.1.9.16.1.23</td>
</tr>
<tr>
<td>encryptedKeyPkg</td>
<td>[RFC6032]</td>
<td>2.16.840.1.101.2.1.2.78.2</td>
</tr>
<tr>
<td>digestData</td>
<td>[RFC5652]</td>
<td>1.2.840.113549.1.9.16.1.5</td>
</tr>
<tr>
<td>encryptedData</td>
<td>[RFC5652]</td>
<td>1.2.840.113549.1.9.16.1.6</td>
</tr>
<tr>
<td>envelopedData</td>
<td>[RFC5652]</td>
<td>1.2.840.113549.1.9.16.1.3</td>
</tr>
<tr>
<td>signedData</td>
<td>[RFC5652]</td>
<td>1.2.840.113549.1.9.16.1.2</td>
</tr>
</tbody>
</table>

### CMS Inner Content Types

<table>
<thead>
<tr>
<th>Name</th>
<th>Document</th>
<th>Object Identifier</th>
</tr>
</thead>
<tbody>
<tr>
<td>firmwarePackage</td>
<td>[RFC4108]</td>
<td>1.2.840.113549.1.9.16.1.16</td>
</tr>
<tr>
<td>firmwareLoadReceipt</td>
<td>[RFC4108]</td>
<td>1.2.840.113549.1.9.16.1.17</td>
</tr>
<tr>
<td>firmwareLoadError</td>
<td>[RFC4108]</td>
<td>1.2.840.113549.1.9.16.1.18</td>
</tr>
<tr>
<td>aKeyPackage</td>
<td>[RFC5958]</td>
<td>2.16.840.1.101.2.1.2.78.5</td>
</tr>
<tr>
<td>sKeyPackage</td>
<td>[RFC6031]</td>
<td>1.2.840.113549.1.9.16.1.25</td>
</tr>
<tr>
<td>trustAnchorList</td>
<td>[RFC5914]</td>
<td>1.2.840.113549.1.9.16.1.34</td>
</tr>
<tr>
<td>TAMP-statusQuery</td>
<td>[RFC5934]</td>
<td>2.16.840.1.101.2.1.2.77.1</td>
</tr>
<tr>
<td>TAMP-statusResponse</td>
<td>[RFC5934]</td>
<td>2.16.840.1.101.2.1.2.77.2</td>
</tr>
<tr>
<td>TAMP-update</td>
<td>[RFC5934]</td>
<td>2.16.840.1.101.2.1.2.77.3</td>
</tr>
<tr>
<td>TAMP-updateConfirm</td>
<td>[RFC5934]</td>
<td>2.16.840.1.101.2.1.2.77.4</td>
</tr>
<tr>
<td>TAMP-apexUpdate</td>
<td>[RFC5934]</td>
<td>2.16.840.1.101.2.1.2.77.5</td>
</tr>
<tr>
<td>TAMP-apexUpdateConfirm</td>
<td>[RFC5934]</td>
<td>2.16.840.1.101.2.1.2.77.6</td>
</tr>
<tr>
<td>TAMP-communityUpdate</td>
<td>[RFC5934]</td>
<td>2.16.840.1.101.2.1.2.77.7</td>
</tr>
<tr>
<td>TAMP-communityUpdateConfirm</td>
<td>[RFC5934]</td>
<td>2.16.840.1.101.2.1.2.77.8</td>
</tr>
<tr>
<td>TAMP-seqNumAdjust</td>
<td>[RFC5934]</td>
<td>2.16.840.1.101.2.1.2.77.9</td>
</tr>
<tr>
<td>TAMP-seqNumAdjustConfirm</td>
<td>[RFC5934]</td>
<td>2.16.840.1.101.2.1.2.77.10</td>
</tr>
<tr>
<td>TAMP-error</td>
<td>[RFC5934]</td>
<td>2.16.840.1.101.2.1.2.77.11</td>
</tr>
<tr>
<td>keyPackageReceipt</td>
<td>[RFC7191]</td>
<td>2.16.840.1.101.2.1.2.78.3</td>
</tr>
<tr>
<td>keyPackageError</td>
<td>[RFC7191]</td>
<td>2.16.840.1.101.2.1.2.78.6</td>
</tr>
</tbody>
</table>
5. Security Considerations

See the answer to the Security Considerations template questions in Section 2.
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