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Requi renents for GWPLS Applications of PCE
Abst r act

The initial effort of the PCE (Path Conputation El ement) WG focused
mainly on MPLS. As a next step, this docunment describes functional
requi rements for GVWPLS applications of PCE.

Status of This Meno

Thi s docunent is not an Internet Standards Track specification; it is
publ i shed for infornmational purposes.

Thi s docunent is a product of the Internet Engineering Task Force
(ITETF). It represents the consensus of the IETF community. It has
recei ved public review and has been approved for publication by the
Internet Engineering Steering Group (IESG. Not all docunents
approved by the | ESG are a candidate for any |level of Internet

St andard; see Section 2 of RFC 5741.

I nformati on about the current status of this document, any errata,

and how to provide feedback on it nmay be obtained at
http://ww. rfc-editor.org/info/rfc7025.
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initial effort of the PCE (Path Conputation El enent) WG focused
mai nly on solving the path conputation problemw thin a domain or
different domains in MPLS networks. As with MPLS, service
providers (SPs) have also cone up with requirenments for path
conputation in GWLS-control | ed networks [ RFC3945], such as those
based on Wavel ength Division Miltiplexing (WM,

i pl exing (TDM, or Ethernet.

Time Division

[ RFC4655] and [ RFC4657] di scuss the franmework and requirenents for
PCE on both packet MPLS networks and GWPLS-controll ed networks. This
docunent conpl enents those RFCs by providing considerations of GWLS
applications in the intradomai n and interdomai n networki ng

ronments and indicating a set of requirements for the extended

envi
def i

O ani

nition of PCE-rel ated protocols.
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2.

2.

Note that the requirenents for interlayer and inter-area traffic
engi neering (TE) described in [ RFC6457] and [ RFC4927] are outside of
the scope of this docunent.

Constrai ned Shortest Path First (CSPF) conputation within a domain or
over donmins for signaling GWLS Label Switched Paths (LSPs) is
usual ly nore stringent than that of MPLS TE LSPs [ RFC4216], because
the additional constraints, e.g., interface switching capability,
link encoding, link protection capability, Shared Ri sk Link G oup
(SRLG [RFC4202], and so forth, need to be considered to establish
GWLS LSPs. The GWPLS signaling protocol [RFC3473] is designed
taking into account bidirectionality, switching type, encoding type,
and protection attributes of the TE |inks spanned by the path, as
wel |l as LSP encodi ng and switching type of the endpoints,
appropriately.

Thi s docunent provides requirenents for GWLS applications of PCE in
support of GWPLS path conputation, included are requirenents for both
i ntradomai n and interdonai n environnents.

GWLS Applications of PCE
Pat h Conputation in GWLS Networks

Figure 1 depicts a nodel GVWPLS network, consisting of an ingress
link, a transit link, as well as an egress link. W wll use this
nodel to investigate consistent guidelines for GWLS path
conputation. Each link at each interface has its own sw tching
capability, encoding type, and bandw dt h.

I ngress Transit Egr ess
R IR + [inkl-2 +o-- - + i nk2-3 +o---- + i nk3-4 +o---- +
| Nodel| ------------ >| Node2| ------------ >| Node3|------------ >| Node4|
| | <ooeeeeaaees | | <o oeeeoaaees | | <ooeeeeaaees | |
+----- + [ink2-1 +----- + [ink3-2 +----- + [ink4-3 +----- +

Figure 1. Path Computation in GWPLS Networks

For the sinplicity in consideration, the follow ng basic assunptions
are made when the LSP is created.

(1) Switching capabilities of outgoing links fromthe ingress and
egress nodes (linkl-2 and Iink4-3 in Figure 1) are consistent
wi th each other.

(2) Switching capabilities of all transit |inks, including incom ng
links to the ingress and egress nodes (link2-1 and |ink3-4) are
consistent with switching type of an LSP to be created.
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(3) Encoding types of all transit links are consistent with the
encodi ng type of an LSP to be created.

GWLS-control |l ed networks (e.g., GWLS-based TDM networ ks) are
usual |y responsible for transmtting data for the client |ayer.
These GWPLS-control | ed networks can provide different types of
connections for customer services based on different service
bandwi dt h requests.

The applications and the correspondi ng additional requirements for
appl ying PCE to GWLS-based TDM networks are described in this
section. In order to sinplify the description, this docunment only
di scusses the scenario in Synchronous Digital H erarchy (SDH)
networks as an exanple (see Figure 2). The scenarios in Synchronous
Optical Network (SONET) or Optical Transport Network (OIN) are

simlar.
N1 N2
S e + S e + S e +
| | ------- | R R | | Homo--- +
Ho- - - + | | ---1 | | | |
Al [ + | [ + | |
| | | Ho-o---- +
| | | PCE
| | |
| Ho--- - + |
| | | |
| | | ----- | |
| Ho-o- - + | |
| N5 | |
| ||
S RS + S RS +
| | | | AREEER
| |- | R | |
S R, + S R, + +--m - - +
N3 N4 A2

Figure 2: A Sinple TDM (SDH) Net work

Figure 2 shows a sinple TDM (SDH) network topol ogy, where N1, N2, N3,
N4, and N5 are all SDH switches; Al and A2 are client devices (e.qg.

Et hernet switches). Assune that one Ethernet service with 100 Mit/s
bandwi dth is required fromAl to A2 over this network. The client

Et hernet service could be provided by a Virtual Container 4 (VC4)
container fromNl to N4; it could al so be provided by three

concat enated VC-3s (contiguous or virtual concatenation) fromNLl to
N4.
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In this scenario, when the ingress node (e.g., Nl) receives a client
service transmitting request, the type of containers (one VC-4 or
three concatenated VC 3s) could be determ ned by the PCC (Path
Conputation Cient), e.g., NL or Network Management System (NVS)
However, it could al so be determ ned automatically by the PCE based
on policy [RFC5394]. |If it is determ ned by the PCC, then the PCC
shoul d be capabl e of specifying the ingress node and egress node,
signal type, the type of the concatenation, and the nunber of the
concatenation in a PCReq (Path Conputati on Request) message. The PCE
shoul d consi der those paraneters during path conputation. The route
information (co-routing or diverse routing) should be specified in a
PCRep (Path Conputation Reply) nessage if path conputation is
performed successfully.

As descri bed above, the PCC should be capabl e of specifying TE
attributes defined in the next section, and the PCE shoul d compute a
pat h accordi ngly.

Where a GWLS network consists of interdonmain (e.g., inter-AS or
inter-area) GWLS-controlled networks, requirements on the path
conputation follow [ RFC5376] and [ RFCA4726] .

2.2. Unnunbered Interface

GWPLS supports unnunbered interface IDs as defined in [ RFC3477]; this
neans that the endpoints of the path may be unnunbered. It should

al so be possible to request a path consisting of the mxture of
nunbered |inks and unnunbered |inks, or a P2MP (Point-to-Miltipoint)
path with different types of endpoints. Therefore, the PCC should be
capabl e of indicating the unnunbered interface ID of the endpoints in
the PCReq nessage.

2.3. Asymmetric Bandw dth Path Conputation

Per [ RFC6387], GWPLS signaling can be used for setting up an
asymmetric bandwidth bidirectional LSP. |If a PCE is responsible for
path conputation, it should be capable of conputing a path for the

bi directional LSP with asymetric bandwi dth. This nmeans that the PCC
shoul d be able to indicate the asynmetric bandwi dth requirements in
forward and reverse directions in the PCReq nessage.
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3. Requirenments for GWLS Applications of PCE
3.1. Requirements on Path Conputation Request

As for path conputation in GWLS-control |l ed networks as discussed in
Section 2, the PCE should appropriately consider the GWLS TE
attributes listed bel ow once a PCC or another PCE requests a path
conputation. The path cal cul ation request nessage fromthe PCC or
the PCE nust contain the information specifying appropriate
attributes. According to [RFC5440], [PCE-WSON-REQ, and RSVP
procedures such as explicit |abel control (ELC), the additiona
attributes introduced are as foll ows:

(1) Swi tching capability/type: as defined in [ RFC3471], [RFC4203],
and all current and future val ues.

(2) Encodi ng type: as defined in [RFC3471], [RFC4203], and al
current and future val ues.

(3) Signal type: as defined in [RFC4606] and all current and future
val ues.

(4) Concat enation type: In SDH SONET and OTN, two ki nds of
concat enati on nodes are defined: contiguous concatenation
whi ch requires co-routing for each nenber signal and that al
the interfaces along the path support this capability, and
virtual concatenation, which allows diverse routing for menber
signals and requires that only the ingress and egress
interfaces support this capability. Note that for the virtua
concatenation, it may al so specify co-routing or diverse
routing. See [RFC4606] and [ RFC4328] about concatenation
i nfornmation.

(5) Concat enati on nunber: Indicates the nunber of signals that are
requested to be contiguously or virtually concatenated. Also
see [ RFC4606] and [ RFC4328].

(6) Technol ogy-specific | abel (s): as defined in [ RFC4606],
[ RFC6060], [RFC6002], or [RFC6205].

(7) End-to-End (E2E) path protection type: as defined in [RFC4872],
e.g., 1+1 protection, 1:1 protection, (pre-planned) rerouting,
etc.

(8) Admi ni strative group: as defined in [ RFC3630] .

(9) Li nk protection type: as defined in [ RFC4203].
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(10) Support for unnunbered interfaces: as defined in [RFC3477].

(11) Support for asymmetric bandwi dth requests: as defined in
[ RFC6387] .

(12) Support for explicit label control during the path conputation

(13) Support of label restrictions in the requests/responses,
simlar to RSVP-TE ERO (Explicit Route Object) and XRO (Excl ude
Route nject), as defined in [RFC3473] and [ RFC4874].

3.2. Requirenments on Path Conputation Reply

As described above, a PCE should conmpute the path that satisfies the
constraints specified in the PCReq message. Then, the PCE shoul d
send a PCRep nmessage, including the conputation result, to the PCC.
For a Path Conputation Reply nmessage (PCRep) in GVWPLS networks, there
are sonme additional requirenments. The PCEP (PCE comruni cation
protocol) PCRep nmessage must be extended to neet the follow ng

requi renents.

(1) Path conputation with concatenation

In the case of path conputation involving concatenation, when a
PCE receives the PCReq nessage specifying the concatenation
constraints described in Section 3.1, the PCE should conpute a
path accordingly.

For path computation invol ving contiguous concatenation, a
single route is required, and all the interfaces along the route
shoul d support contiguous concatenati on capability. Therefore,
the PCE should conmpute a path based on the contiguous
concatenation capability of each interface and only one ERO t hat
shoul d carry the route information for the response.

For path conputation involving virtual concatenation, only the
i ngress/egress interfaces need to support virtual concatenation
capability, and there may be diverse routes for the different
menber signals. Therefore, nmultiple ERCs may be needed for the
response. Each ERO may represent the route of one or multiple
menber signals. When one ERO represents nmultiple menber
signals, the nunber nmust be specified.
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(2) Label constraint

In the case that a PCC does not specify the exact |abel (s) when
requesting a |l abel-restricted path and the PCE is capabl e of
perform ng the route conputation and | abel assignnent
conput ati on procedure, the PCE needs to be able to specify the
| abel of the path in a PCRep nessage.

Wavel ength restriction is a typical case of label restriction
More generally, |abel swi tching and sel ection constraints may
apply in GWLS-control |l ed networks, and a PCC may request a PCE
to take | abel constraint into account and return an ERO
containing the | abel or set of labels that fulfill the PCC
request.

(3) Roles of the routes

When a PCC specifies the protection type of an LSP, the PCE
shoul d conpute the working route and the correspondi ng
protection route(s). Therefore, the PCRep should allowto

di stingui sh the working (nominal) and the protection routes.
According to these routes, the RSVP-TE procedure appropriately
creates both the working and the protection LSPs, for exanple,
with the ASSOCI ATI ON obj ect [ RFC6689] .

3.3. GWLS PCE Managenent

Thi s docunent does not change any of the managenment or operationa
details for networks that utilize PCE. (Please refer to [ RFCA4655]
for manageability considerations for a PCE-based architecture.)
However, this docunent proposes the introduction of several PCEP
objects and data for the better integration of PCE with GWLS
networks. Those protocol elements will need to be visible in any
management tools that apply to the PCE, PCC, and PCEP. That
includes, but is not [imted to, adding appropriate objects to

exi sting PCE M B nodul es that are used for nodeling and nonitoring
PCEP depl oynents [PCEP-M B]. |deas for what objects are needed may
be guided by the rel evant GWLS extensions in GWLS-TE- STD-M B

[ RFC4802] .

4. Security Considerations

PCEP extensions to support GWPLS shoul d be considered under the sane
security as current PCE work, and this extension will not change the
underlying security issues. Section 10 of [RFC5440] describes the
list of security considerations in PCEP. At the time [RFC5440] was
publ i shed, TCP Authentication Option (TCP-AO had not been fully
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6.

6.

specified for securing the TCP connections that underlie PCEP
sessions. TCP-AO [ RFC5925] has now been published, and PCEP
i mpl enent ati ons should fully support TCP- AO according to [ RFC6952].
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