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Abst ract

The | ETF has produced nany specifications related to Presence and

I nstant Messaging with the Session Initiation Protocol (SIP).

Col l ectively, these specifications are known as SIP for Instant
Messagi ng and Presence Leveragi ng Extensions (SIMPLE). This docunent
serves as a guide to the SIMPLE suite of specifications. It

cat egori zes the specifications, explains what each is for, and how
they relate to each other

Status of This Meno

Thi s docunent is not an Internet Standards Track specification; it is
publ i shed for infornmational purposes.

Thi s docunent is a product of the Internet Engineering Task Force
(ITETF). It represents the consensus of the IETF community. It has
recei ved public review and has been approved for publication by the
Internet Engineering Steering Group (IESG. Not all docunents
approved by the | ESG are a candidate for any |level of Internet

St andard; see Section 2 of RFC 5741.

I nformati on about the current status of this document, any errata,

and how to provide feedback on it nmay be obtained at
http://ww. rfc-editor.org/info/rfc6914.
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Thi s docunent is subject to BCP 78 and the I ETF Trust’'s Lega
Provisions Relating to | ETF Docunents
(http://trustee.ietf.org/license-info) in effect on the date of
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include Sinplified BSD License text as described in Section 4.e of
the Trust Legal Provisions and are provided without warranty as
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1. Introduction

The | ETF has produced nany specifications related to Presence and

I nstant Messaging with the Session Initiation Protocol (SIP)

[ RFC3261]. Collectively, these specifications are known as SIP for

I nstant Messagi ng and Presence Leveragi ng Extensions (SIMPLE). These
specifications cover topics ranging fromprotocols for subscription
and publication to presence docunent formats to protocols for
nmanagi ng privacy preferences. The |arge nunber of specifications can
make it hard to figure out exactly what SIMPLE is, what
specifications cover it, what functionality it provides, and how
these specifications relate to each ot her
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Thi s docunent serves to address these problens. It provides an
enuner ati on of the protocols that nmake up the SI MPLE suite of
specifications fromIETF. It categorizes theminto related areas of
functionality, briefly explains the purpose of each, and how the
specifications relate to each other. Each specification also
includes a letter that designates its category [ RFC2026]. These

val ues are:

S: Standards Track
E: Experinmental
B: Best Current Practice
. Informational

2. Presence
SI MPLE provides for both presence and instant nessaging (I M
capabilities. Though both of these fit underneath the broad SI MPLE
unbrella, they are well separated from each other and are supported
by different sets of specifications. That is a key part of the
SI MPLE story; presence is much broader than just IM and it enables
conmuni cati ons using voice and video along with IM

The SI MPLE presence specifications can be broken up into:

o The core protocol machinery, which provides the actual SIP
ext ensions for subscriptions, notifications, and publications

o Presence docunents, which are XML docunents that provide for rich
presence and are carried by the core protocol machinery

o Privacy and policy, which are docunments for expressing privacy
pref erences about how those presence docunents are to be shown (or
not shown) to other users

o Provisioning, which describes how users manage their privacy
policies, buddy lists, and other pieces of information required
for SIMPLE presence to work

o Optimzations, which are inprovenents in the core protoco

machi nery that were defined to i nprove the performance of SIMLE
particularly on wireless |links
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2.1. Core Protocol Machinery

RFC 6665, SIP-Specific Event Notification (S): [RFC6665] defines the
SUBSCRI BE and NOTI FY met hods for SIP, form ng the core of the SIP
event notification franework. To actually use the franmework,
ext ensions need to be defined for specific event packages.
Presence is defined as an event package [RFC3856] within this
framewor k. Packages exist for other, non-presence related
functions, such as nessage waiting indicators and dialog state
changes.

RFC 3856, A Presence Event Package for the Session Initiation
Protocol (SIP) (S): [RFC3856] defines an event package for
i ndi cating user presence through SIP. Through this package, a SIP
user agent (UA) can ask to be notified of the presence state of a
presentity (presence entity). The contents of the NOTIFY nmessages
in this package are presence docunments di scussed in Section 2.2.

RFC 4662, A Session Initiation Protocol (SIP) Event Notification
Extensi on for Resource Lists (S): [RFC4662] defines an extension
to [ RFC3265] (which has now been obsol eted by RFC 6665) that
allows a client to subscribe to a list of resources using a single
subscription. The server, called a Resource List Server (RLS)
wi Il "expand" the subscription and subscribe to each individua
nmenber of the list. Its primary usage with presence is to allow
subscriptions to "buddy lists". Wthout RFC 4662, a UA woul d need
to subscribe to each presentity individually. Wth RFC 4662, they
can have a single subscription to all buddies. A user can nanage
the entries in their buddy Iist using the provisioning nechanisns
in Section 2.4.

RFC 5367, Subscriptions to Request-Contained Resource Lists in the
Session Initiation Protocol (SIP) (S): [RFC5367] is very sinilar
to RFC 4662. It allows a client to subscribe to a list of
resources using a single subscription. However, with this
nmechani sm the list is included within the body of the SUBSCRI BE
request. In RFC 4662, it is provisioned ahead of tine on the
server.

RFC 3903, Session Initiation Protocol (SIP) Extension for Event State
Publication (S): [RFC3903] defines the PUBLISH method. Wth this
net hod, a UA can publish its current state for any event package,

i ncludi ng the presence event package. Once an agent publishes its
presence state, the presence server would send notifications of
this state change usi ng RFC 3856.
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2.2. Presence Docunents

Once a user has generated a subscription to presence using the core
prot ocol machinery, they will receive notifications (SIP NOTIFY
requests) that contain presence information. That presence
information is in the formof an XM. presence docunent. Severa
speci fications have been defined to describe this docunent format,
focusing on rich, multinmedi a presence.

RFC 3863, Presence Information Data Format (PIDF) (S): [RFC3863]
defines the baseline XM. format for a presence docunent. It
defines the concept of a tuple as representing a basic
conmuni cation nodality and defines a sinple status for it (open or
cl osed).

RFC 4479, A Data Model for Presence (S): [RFC4479] extends the basic
nodel in RFC 3863. It introduces the concepts of device and
person status and explains how these relate to each other. It
descri bes how presence docunents are used to represent
conmuni cati ons systens states in a consistent fashion. Mre than
RFC 3863, it defines what a presence docunent is and what it
neans.

RFC 4480, RPID: Rich Presence Extensions to the Presence Information
Data Format (PIDF) (S): [RFC4480] adds nmany nore attributes to
the presence docunment schenmm, building upon the nodel in RFC 4479.
It allows for indications of activities, nmoods, places and pl ace
types, icons, and indications of whether or not a user is idle.

RFC 4481, Timed Presence Extensions to the Presence Information Data
Format (PIDF) to Indicate Status Information for Past and Future
Time Intervals (S): [RFC4481] adds attributes to the presence

docunent schemm, again buil ding upon the nodel in RFC 4479. It
al l ows docunents to indicate status for the future or the past.
For exanple, a user can indicate that they will be unavail able for

voi ce comuni cations from2 p.m to 3 p.m due to a neeting

RFC 4482, CIPID: Contact Information for the Presence |Infornation
Data Format (S): [RFC4482] adds attributes to the presence
docunent schema for contact information, such as a vCard, display
nane, honepage, icon, or sound (such as the pronunciation of their
nane) .

RFC 5196, Session Initiation Protocol (SIP) User Agent Capability
Extension to Presence Information Data Format (PIDF) (S)
[ RFC5196] adds even nore attributes to the presence docunent
schema, this time to allow indication of capabilities for the user
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agent. For exanple, the extensions can indicate whether a UA
supports audi o and video, what SIP nethods it supports, and so on

2.3. Privacy and Policy

The rich presence capabilities defined by the specifications in
Section 2.2 introduces a strong need for privacy preferences. Users
nmust be able to approve or deny subscriptions to their presence and

i ndi cate what information such watchers can see. In SIMPLE, this is
acconpl i shed through policy docurments upl oaded to the presence server
usi ng the provisioning nechanisns in Section 2.4.

RFC 4745, Common Policy: A Docunent Fornmat for Expressing Privacy
Preferences (S): [RFC4A745] defines a general XM. framework for
expressing privacy preferences for both geol ocation information
and presence information. It introduces the concepts of
conditions, actions, and transformations that are applied to
privacy-sensitive data. The common policy framework provides
privacy safety, a property by which network error or version
inconpatibilities can never cause nore information to be reveal ed
to a watcher than the user woul d otherw se desire.

RFC 5025, Presence Authorization Rules (S): [RFC5025] uses the
framework of RFC 4745 to define a policy docunent format for
descri bi ng presence-privacy policies. Besides basic yes/no
approvals, this format allows a user to control what kind of
information a watcher is allowed to see.

RFC 3857, A Watcher Information Event Tenpl at e- Package for the
Session Initiation Protocol (SIP) (S): [RFC3857], also known as
wat cherinfo, provides a nechanismfor a user agent to find out
what subscriptions are in place for a particular event package.
Though it was defined to be used for any event package, it has
particul ar applicability for presence. It is used to provide
reactive authorization. Wth reactive authorization, a user gets
alerted if someone tries to subscribe to their presence, so that
they may provide an authorization decision. Wtcherinfo is used
to provide the alert that sonmeone has subscribed to a user’s
presence.

RFC 3858, An Extensible Markup Language (XM.) Based Format for
Wat cher Information (S): |[RFC3858] is the conpanion to RFC 3857.
It specifies the XML fornmat of watcherinfo that is carried in
notifications for the event tenpl ate package in RFC 3857.
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2.4. Provisioning

Proper operation of a SIMPLE presence systemrequires that severa
pi eces of data are correctly managed by the users and provi si oned
into the system These include buddy lists (used by the resource
list subscription nechanismin RFC 4662) and privacy policies (such
as those described by the XML format in [ RFC5025]).

In SIMPLE, nmanagenent of this data is handl ed by the Extensible

Mar kup Language (XM.) Configurati on Access Protocol (XCAP) [RFC4825].
XCAP is used by the user agent to mani pul ate buddy lists, privacy
policy, and other data that is represented by XM. docunents stored on
a server.

RFC 4825, The Extensi bl e Markup Language (XM.) Configuration Access
Protocol (XCAP) (S): [RFC4825] specifies XCAP, a usage of HTTP
that allows a user agent to mani pulate the contents of XM
docunents stored on a server. It can be used to nani pul ate any
kind of XM., and the protocol itself is independent of the
particul ar schema of the data it is nodifying. XM schenmas have
been defined for buddy lists, privacy policies, and offline
presence status, allowing all of those to be managed by a user
wi th XCAP.

RFC 5875, An Extensible Markup Language (XM.) Configuration Access
Protocol (XCAP) Diff Event Package (S): [RFC5875] defines an
extension to the SIP user agent configuration profile, allowi ng a
user agent to |learn about changes in its documents on an XCAP
server. Wth this nechanism there can be a change made by
soneone else to a buddy list or privacy policy docunment, and a UA
will find out that a new version is available.

RFC 5874, An Extensible Markup Language (XM.) Docunent Format for
I ndicating a Change in XM. Configuration Access Protocol (XCAP)
Resources (S): [RFC5874] defines an XML format for indicating
changes in XCAP docunents. It makes use of an XM diff fornat
defined in [RFC5261]. It is used in conjunction with [ RFC5875] to
alert a user agent of changes nade by sonmeone else to their
provi si oned dat a.

RFC 4826, Extensible Markup Language (XM.) Formats for Representing
Resource Lists (S): [RFC4826] defines two XM. docunent formats
used to represent buddy lists. One is sinply a list of users (or
nore generally, resources), and the other defines a buddy I|ist
whose nenbership is conmposed of a list of users or resources.
These |ists can be nani pul ated by XCAP, allow ng a user to add or
renove nenbers fromtheir buddy lists. The buddy list is also
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accessed by the resource |ist server specified in RFC 4662 for
processing resource |ist subscriptions.

RFC 4827, An Extensible Markup Language (XM.) Confi guration Access
Prot ocol (XCAP) Usage for Manipul ati ng Presence Docunent Contents
(S): [RFC4827] defines an XCAP usage that allows a user to store
an "offline" presence docunent. This is a presence status that is
used by a presence server when there are no presence docunents
published for that user by any user agents currently running.

2.5. Federation

Federation refers to the interconnection of different presence and

i nstant nessagi ng systens for the purposes of comunications.
Federati on can be between domains or within a domain. A document has
been devel oped that descri bes how presence and | M federation worKks.

RFC 5344, Presence and Instant Messagi ng Peering Use Cases (1):
[ RFC5344] describes a basic set of presence and instant nmessaging
use cases for federating between providers.

2.6. Optimzations

When runni ng over wireless |inks, presence can be a very expensive
service. Notifications often get sent when the change is not really
rel evant to the watcher. Furthernore, when a notification is sent,
it contains the full presence state of the watcher, rather than just
an indication of what changed. Optinizations have been defined to
address both of these cases.

RFC 4660, Functional Description of Event Notification Filtering
(S): [RFC4660] defines a mechanismthat allows a watcher to
include filters in its subscription. These filters limt the
cases in which notifications are sent. It is used in conjunction
with RFC 4661, which specifies the XML format of the filters
thensel ves. The nechani sm though targeted for presence, can be
applied to any SIP event package.

RFC 4661, An Extensible Markup Language (XM.)-Based Format for Event
Notification Filtering (S): [RFC4661] defines an XM. fornmat used
with the event notification filtering mechani smdefined in RFC
4660 [ RFC4660] .

RFC 5262, Presence Information Data Fornmat (PIDF) Extension for
Partial Presence (S): [RFC5262] defines a new XML format for
representing changes in presence docunments, called a partial PIDF
docunent. This format contains an XM. patch operation [ RFC5261]
that, when applied to the previous presence docunent, yields the
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new presence docurment. The partial PIDF docunent is included in
presence notifications when a watcher indicates that they support
the format.

RFC 5263, Session Initiation Protocol (SIP) Extension for Partia
Notification of Presence Information (S): [RFC5263] defines a
nmechani sm for receiving notifications that contain partia
presence docunents.

RFC 5264, Publication of Partial Presence Information (S): [RFC5264]
defines a mechani smfor publishing presence status using a partia
Pl DF docunent.

RFC 5261, An Extensible Markup Language (XM.) Patch Operations
Framework Utilizing XM. Pat h Language (XPath) Selectors (S)
[ RFC5261] defines an XML structure for representing changes in XM
docunents. It is a formof "diff" but specifically for XM
docunents. It is used by several of the optimzation nmechani sns
defined for SIMPLE

RFC 5112, The Presence-Specific Static Dictionary for Signaling
Conpression (Sigconmp) (S): [RFC5112] defines a dictionary for
usage with Signaling Conpression (Sigconp) [RFC3320] to inprove
the conpressibility of presence docunents.

RFC 6446, Session Initiation Protocol (SIP) Event Notification
Extension for Notification Rate Control (S): [RFC6446] specifies
mechani sns for adjusting the rate of SIP event notifications.
These nechani sns can be applied in subscriptions to all SIP event
packages.

3. Instant Messaging

SI MPLE defines two nodes of instant nmessaging. These are page node
and session node. |In page node, instant nessages are sent by sending
a SIP request that contains the contents of the instant nessage. In
session nmode, IMis viewed as another nedia type -- along with audio
and video -- and an INVITE request is used to set up a session that
includes IMas a nmedia type. While page node is nore efficient for
one or two message conversations, session node is nore efficient for
| onger conversations since the nessages are not sent through the SIP
servers. Furthernore, by viewing IMas a nedia type, all of the
features available in SIP signhaling -- third party call control
forking, and so on, are available for IM
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3.1. Page Mde

RFC 3428, Session Initiation Protocol (SIP) Extension for |nstant
Messaging (S): [RFC3428] introduces the MESSAGE net hod, which can
be used to send an instant message through SIP signaling.

RFC 5365, Multipl e-Reci pi ent MESSAGE Requests in the Session
Initiation Protocol (SIP) (S): [RFC5365] defines a nmechanism
whereby a client can send a single SIP MESSAGE to nultiple
reci pients. This is acconplished by including the list of
reci pients as an object in the body and having a network server
send a copy to each recipient.

3.2. Session Mde

RFC 4975, The Message Session Relay Protocol (MSRP) (S): [RFC4975]
defines a small text-based protocol for exchanging arbitrarily
sized content of any kind between users. An MSRP session is set
up by exchanging certain information, such as an MSRP URI, within
SI P and Session Description Protocol (SDP) signaling.

RFC 3862, Common Presence and | nstant Messaging (CPIM: Message
Format (S): [RFC3862] defines a wapper around instant nessage
content providing nmetadata, such as the sender and recipient
identity. The CPIMformat is carried in MSRP

RFC 4976, Relay Extensions for the Message Sessions Relay Protoco
(MBRP) (S): [RFC4976] adds support for relays to MSRP. These
rel ay servers receive MSRP nessages and send themtowards the
destination. They provide support for firewall and NAT traversa
and allow for features such as recording and inspection to be
i mpl ement ed.

RFC 6135, An Alternative Connection Mdel for the Message Session
Rel ay Protocol (MSRP) (S): [RFC6135] allows clients to negotiate
whi ch endpoint in a session will establish the MBRP connecti on.
Wthout this specification, the client generating the SDP offer
woul d initiate the connection

RFC 6714, Connection Establishment for Media Anchoring (CEMA) for the
Message Session Relay Protocol (MSRP) (S): [RFC6714] allows
m ddl eboxes to anchor the MSRP connection, without the need for
m ddl eboxes to nodify the MSRP nessages; thus, it also enables a
secure end-to-end MSRP conmuni cati on in networks where such
nm ddl eboxes are depl oyed.
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3.

3.

3. I MChat Rooms

In SIMPLE, IMmulti-user chat (also known as chat-roons) are provided
using regul ar SIP conferencing nechani sns. The framework for SIP
conf erenci ng [ RFC4353] and conference control [RFC5239] describe how
all Sl P-based conferencing works; including joining and | eaving,

persi stent and tenporary conferences, floor control and noderation
and | earni ng of conference nenbershi p, anmongst other functions. Al
that is necessary are extensions to provide features that are
specific to I M

Multi-party Chat Using the Message Session Relay Protocol (NMSRP)
(Work in Progress): [SIMPCHAT] defines how MSRP is used to
provi de support for nicknanes and private chat within an I M
conf er ence.

4, | M Feat ures

Several specifications have been witten to provide | Mspecific
features for SIMPLE. These include "is-typing" indications, allow ng
a user to know when their nessaging peer is conposing a response and
all owi ng a user to know when their I M has been received via delivery
notifications.

RFC 3994, Indication of Message Conposition for |Instant Messaging
(S): [RFC3994] defines an XM. fornmat that can be sent in instant
nmessages that indicates the status of message conposition. This
provides the fam liar "is-typing" indication in |IMsystenms, but
al so supports voice, video, and other nessage types.

RFC 5438, Instant Message Disposition Notification (IMDN) (S)
[ RFC5438] provides delivery notifications of IMreceipt. This
allows a user to know with certainty that a nmessage has been
recei ved.

Security Considerations

Thi s specification is an overview of existing specifications and does
not introduce any security considerations on its own.
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