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Abst r act

Real -tinme nedia streans that use RTP are, to sone degree, resilient
agai nst packet |osses. Receivers may use the base nechani sns of the
Real -time Transport Control Protocol (RTCP) to report packet
reception statistics and thus allow a sender to adapt its

transm ssion behavior in the md-term This is the sole neans for

f eedback and feedback-based error repair (besides a few codec-

speci fic nechani sns). This docunent defines an extension to the
Audi o-visual Profile (AVP) that enables receivers to provide,
statistically, nmore i medi ate feedback to the senders and thus all ows
for short-term adaptati on and efficient feedback-based repair

nmechani sns to be inplenmented. This early feedback profile (AVPF)

nmai ntai ns the AVP bandw dth constraints for RTCP and preserves
scalability to | arge groups.

at, et al. St andards Track [ Page 1]



RFC 4585 RTP/ AVPF July 2006

Tabl e of Contents

1. IntroduCti On ... e 3
1.1, Defini tions ... 3
1.2, Termnol OQY . ...t 5

2. RTP and RTCP Packet Formats and Protocol Behavior ............... 6
2. L. RIP 6
2.2. Underlying Transport Protocols .......... ... ... ... ... 6

3. Rules for RTCP Feedback ....... ... . .. .. . .. i, 7
3. 1. Conpound RTCP Feedback Packets .......... .. .. ... ... ... ... ... 7
3.2, AlgorithmQutline . ... ... .. e 8
3.3. Modes of Qperation .......... .. e 9
3.4. Definitions and AlgorithmOverview ........................ 11
3.5. AVPF RTCP Scheduling Algorithm ......... ... ... . ... ......... 14

3.5.1. Initialization ...... .. .. . . 15
3.5.2. Early Feedback Transmission ........................ 15
3.5.3. Regular RTCP Transmi SSion ................cuuuienn... 18
3.5.4. OGther Considerations .......... ... ... 19
3.6. Considerations on the Goup Size ...........0iiiiiiinio... 20
3.6.1. ACK Mode .. .t 20
3.6.2. NACK MOOE .. ittt e e e e 20
3.7. Sunmary of Decision Steps .......... ... 22
3.7.1. General HNts ... ... . 22
3.7.2. Media Session Attributes ......... ... .. .. .. .. . . ..., 22

4. SDP Defini tions ... 23
4.1. Profile ldentification ........ ... .. .. . . . . . .. 23
4.2. RTCP Feedback Capability Attribute ........ ... ... ... .... 23
4.3. RTCP Bandwidth Modifiers ......... . .. .. . i, 27
A 4. EXANPl @S .. 27

5. Interworking and Coexi stence of AVP and AVPF Entities .......... 29

6. Format of RTCP Feedback Messages ..............oiiiiiinnnnnnnn. 31
6.1. Conmon Packet Fornmat for Feedback Messages ................ 32
6.2. Transport Layer Feedback Messages ......................... 34

6.2.1. Generic NACK .. .. .. 34
6. 3. Payl oad- Speci fic Feedback Messages ............. ... ... ..... 35
6.3.1. Picture Loss Indication (PLI) ...................... 36
6.3.2. Slice Loss Indication (SLI) ........................ 37
6.3.3. Reference Picture Selection Indication (RPSI) ...... 39
6.4. Application Layer Feedback Messages ....................... 41

7. Early Feedback and Congestion Control .......................... 41

8. Security Considerati ONS . ..... ... ... 42

9. TANA Considerati ONS . ... ...t e 43

10. Acknow edgemBnt S .. ... e 47

11, ReferenCes ... ... 48
11.1. Normative References ........ ... . . . . .. 48
11. 2. Informative References ....... ... . .. . . . .. .. i, 48

at, et al. St andards Track [ Page 2]



RFC 4585 RTP/ AVPF July 2006

1

1

| ntroducti on

Real -tinme nedia streans that use RTP are, to sone degree, resilient
agai nst packet losses. RTP [1] provides all the necessary nechani sns
to restore ordering and timng present at the sender to properly
reproduce a nedia streamat a recipient. RTP also provides

conti nuous feedback about the overall reception quality from al
receivers -- thereby allowi ng the sender(s) in the md-term(in the
order of several seconds to minutes) to adapt their codi ng schenme and
transm ssi on behavior to the observed network quality of service
(QS). However, except for a few payl oad-specific nechanisns [6],
RTP makes no provision for tinmely feedback that would all ow a sender
to repair the nmedia streamimediately: through retransni ssions,
retroactive Forward Error Correction (FEC) control, or nedia-specific
mechani sns for some video codecs, such as reference picture

sel ecti on.

Current nechani sns available with RTP to inprove error resilience

i ncl ude audi o redundancy coding [13], video redundancy codi ng [ 14],
RTP-1 evel FEC [11], and general considerations on nore robust media
streans transm ssion [12]. These mechani sms may be applied
proactively (thereby increasing the bandw dth of a given nedia
stream). Alternatively, in sufficiently small groups with smal
round-trip tines (RTTs), the senders may performrepair on-demand,
usi ng the above mechani sns and/ or nedi a- encodi ng- speci fi ¢ approaches.
Note that "small group" and "sufficiently small RTT" are both highly
appl i cati on dependent.

Thi s docunent specifies a nodified RTP profile for audio and vi deo
conferences with mninmal control based upon [1] and [2] by neans of
two nodifications/additions: Firstly, to achieve tinely feedback, the
concept of Early RTCP nessages as well as algorithns allow ng for

| owdel ay feedback in small nulticast groups (and preventing feedback
i mpl osion in |arge ones) are introduced. Special consideration is
given to point-to-point scenarios. Secondly, a small nunber of
gener al - pur pose feedback nessages as well as a format for codec- and
application-specific feedback information are defined for

transm ssion in the RTCP payl oads.

1. Definitions
The definitions fromRTP/RTCP [1] and the "RTP Profile for Audio and

Vi deo Conferences with Mnimal Control"” [2] apply. In addition, the
followi ng definitions are used in this document:
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Early RTCP node
The node of operation in that a receiver of a nmedia streamis
often (but not always) capable of reporting events of interest
back to the sender close to their occurrence. |In Early RTCP node,
RTCP packets are transmitted according to the timng rules defined
in this docunent.

Early RTCP packet:
An Early RTCP packet is a packet which is transnmitted earlier than
woul d be allowed if follow ng the scheduling algorithmof [1], the
reason being an "event" observed by a receiver. Early RTCP
packets may be sent in Imredi ate Feedback and in Early RTCP node.
Sending an Early RTCP packet is also referred to as sending Early
Feedback in this document.

Event:
An observation made by the receiver of a nmedia streamthat is
(potentially) of interest to the sender -- such as a packet |oss
or packet reception, frame loss, etc. -- and thus useful to be

reported back to the sender by neans of a feedback nessage.

Feedback (FB) message:
An RTCP nessage as defined in this docunent is used to convey

i nformation about events observed at a receiver -- in addition to
| ong-termreceiver status infornmation that is carried in RTCP
receiver reports (RRs) -- back to the sender of the nedia stream

For the sake of clarity, feedback nessage is referred to as FB
nmessage t hroughout this docunent.

Feedback (FB) threshol d:
The FB threshold indicates the transition between |Inredi ate
Feedback and Early RTCP npbde. For a multiparty scenario, the FB
threshol d i ndicates the nmaxi mum group size at which, on average,
each receiver is able to report each event back to the sender(s)
i mediately, i.e., by means of an Early RTCP packet w thout having
to wait for its regularly scheduled RTCP interval. This threshold
is highly dependent on the type of feedback to be provided,
network QoS (e.g., packet loss probability and distribution),
codec and packetization schene in use, the session bandw dth, and
application requirements. Note that the al gorithns do not depend
on all senders and receivers agreeing on the same value for this
threshold. It is nerely intended to provide conceptual guidance
to application designers and is not used in any cal cul ati ons. For
the sake of clarity, the termfeedback threshold is referred to as
FB t hreshol d t hroughout this docunent.
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| medi at e Feedback node:
A nmode of operation in which each receiver of a nedia streamis
statistically, capable of reporting each event of interest
i medi ately back to the nmedia stream sender. |In Inmediate
Feedback node, RTCP FB nessages are transmitted according to the
timng rules defined in this docunent.

Medi a packet:
A medi a packet is an RTP packet.

Regul ar RTCP node:
Mode of operation in which no preferred transm ssion of FB
nessages is allowed. |Instead, RTCP nessages are sent follow ng
the rules of [1]. Neverthel ess, such RTCP nessages nay contain
f eedback i nformati on as defined in this docunent.

Regul ar RTCP packet:
An RTCP packet that is not sent as an Early RTCP packet.

RTP sender:
An RTP sender is an RTP entity that transmits nmedi a packets as
wel | as RTCP packets and receives Regular as well as Early RTCP
(i.e., feedback) packets. Note that the RTP sender is a |logica

role and that the sane RTP entity may at the same tine act as an
RTP recei ver.

RTP recei ver:
An RTP receiver is an RTP entity that receives nedia packets as
wel | as RTCP packets and transmits Regular as well as Early RTCP
(i.e., feedback) packets. Note that the RTP receiver is a |logica

role and that the sane RTP entity nmay at the same tine act as an
RTP sender.

1.2. Term nol ogy
The key words "MJST", "MJST NOT*, "REQU RED', "SHALL", "SHALL NOT",

"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
document are to be interpreted as described in RFC 2119 [5].
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2. RTP and RTCP Packet Formats and Protocol Behavi or

2.1. RITP

The rules defined in [2] also apply to this profile except for those
rul es nmentioned in the foll ow ng:

RTCP packet types:
Two additional RTCP packet types are registered and the
correspondi ng FB nessages to convey feedback information are
defined in Section 6 of this nmeno.

RTCP report intervals:
Thi s docunent describes three nodes of operation that influence
the RTCP report intervals (see Section 3.2 of this menp). In
Regul ar RTCP node, all rules from[1] apply except for the
recommended minimal interval of five seconds between two RTCP
reports fromthe sane RTP entity. |In both Inmmedi ate Feedback and
Early RTCP nodes, the mininal interval of five seconds between two
RTCP reports is dropped and, additionally, the rules specified in
Section 3 of this nmeno apply if RTCP packets containing FB
nmessages (defined in Section 4 of this nenp) are to be
transmtted.

The rules set forth in [1] nay be overridden by session
descriptions specifying different paraneters (e.g., for the
bandwi dt h share assigned to RTCP for senders and receivers,
respectively). For sessions defined using the Session Description
Protocol (SDP) [3], the rules of [4] apply.

Congestion control
The sane basic rules as detailed in [2] apply. Beyond this, in
Section 7, further consideration is given to the inmpact of
f eedback and a sender’s reaction to FB nessages.

2.2. Underlying Transport Protocols

RTP is intended to be used on top of unreliable transport protocols,
i ncludi ng UDP and t he Dat agram Congesti on Control Protocol (DCCP).
This section briefly describes the specifics beyond plain RTP
operation introduced by RTCP feedback as specified in this neno.

UDP: UDP provides best-effort delivery of datagrans for point-to-
point as well as for multicast communications. UDP does not
support congestion control or error repair. The RTCP-based
feedback defined in this menmo is able to provide mniml support
for limted error repair. As RTCP feedback is not guaranteed to
operate on sufficiently small timescales (in the order of RTT),
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RTCP feedback is not suitable to support congestion control. This
meno addresses both unicast and nulticast operation

DCCP: DCCP [19] provides for congestion-controlled but unreliable

dat agram fl ows for uni cast comunications. Wth TCP Friendly Rate
Control (TFRC)-based [20] congestion control (CCID 3), DCCP is
particularly suitable for audio and vi deo comuni cati ons. DCCP s
acknow edgenent nessages nay provide detail ed feedback reporting
about received and m ssed datagrans (and thus about congestion).

VWhen runni ng RTP over DCCP, congestion control is performed at the
DCCP | ayer and no additional mechanisns are required at the RTP

| ayer. Furthernore, an RTCP-feedback-capabl e sender may | everage
the nore frequent DCCP-based feedback and thus a receiver nay
refrain fromusing (additional) Generic Feedback messages where
appropri ate.

3. Rules for RTCP Feedback
3.1. Conpound RTCP Feedback Packets

Two conponents constitute RTCP-based feedback as described in this

docunent :

o Status reports are contained in sender report (SR)/received report
(RR) packets and are transnmitted at regular intervals as part of
conpound RTCP packets (which al so include source description
(SDES) and possi bly other messages); these status reports provide
an overall indication for the recent reception quality of a media
stream

0 FB nessages as defined in this docunent that indicate |oss or
reception of particular pieces of a nedia stream (or provi de sone
other formof rather immedi ate feedback on the data received).

Rul es for the transm ssion of FB nessages are newy introduced in
this docunent.

RTCP FB nessages are just another RTCP packet type (see Section 4).

Therefore, multiple FB nmessages MAY be conbined in a single conmpound

RTCP packet and they MAY al so be sent combined with other RTCP

packets.

Conpound RTCP packets contai ning FB nessages as defined in this

document MJST contain RTCP packets in the order defined in [1]:

0 OPTIONAL encryption prefix that MIST be present if the RTCP
packet (s) is to be encrypted according to Section 9.1 of [1].

o MANDATORY SR or RR
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o MANDATORY SDES, which MJST contain the CNAME item all other SDES
itens are OPTI ONAL.
o One or nore FB nessages.

The FB message(s) MJST be placed in the conpound packet after RR and
SDES RTCP packets defined in [1]. The ordering with respect to other
RTCP extensions is not defined.

Two types of compound RTCP packets carrying feedback packets are used
in this docunent:

a) Mninal conmpound RTCP feedback packet

A mnimal conmpound RTCP feedback packet MJST contain only the
mandatory information as |isted above: encryption prefix if
necessary, exactly one RR or SR, exactly one SDES with only the
CNAME item present, and the FB message(s). This is to mnimze
the size of the RTCP packet transmtted to convey feedback and
thus to naxinm ze the frequency at which feedback can be provided
while still adhering to the RTCP bandwi dth linitations.

Thi s packet format SHOULD be used whenever an RTCP FB nessage is
sent as part of an Early RTCP packet. This packet type is
referred to as mninmal conmpound RTCP packet in this docunent.

b) (Full) conmpound RTCP feedback packet

A (full) conpound RTCP feedback packet MAY contain any additiona
nunber of RTCP packets (additional RRs, further SDES itens, etc.).
The above ordering rules MIST be adhered to.

Thi s packet format MJST be used whenever an RTCP FB nessage is
sent as part of a Regular RTCP packet or in Regular RTCP node. It
MAY al so be used to send RTCP FB nmessages in | medi ate Feedback or
Early RTCP nmode. This packet type is referred to as full conpound
RTCP packet in this docunent.

RTCP packets that do not contain FB nessages are referred to as non-
FB RTCP packets. Such packets MJST follow the format rules in [1].

3.2. Algorithm<cutline
FB nmessages are part of the RTCP control streanms and thus subject to
the RTCP bandwi dth constraints. This nmeans, in particular, that it

may not be possible to report an event observed at a receiver
i medi ately back to the sender. However, the value of feedback
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given to a sender typically decreases over tinme -- in terns of the
nedia quality as perceived by the user at the receiving end and/or
the cost required to achieve nedia streamrepair

RTP [1] and the conmonly used RTP profile [2] specify rul es when
conpound RTCP packets should be sent. This docunent nodifies those
rules in order to allow applications to tinmely report events (e.g.

| oss or reception of RTP packets) and to accommpdate al gorithns that
use FB nessages.

The nodified RTCP transm ssion al gorithmcan be outlined as foll ows:
As |l ong as no FB nessages have to be conveyed, conpound RTCP packets
are sent following the rules of RTP [1] -- except that the five-
second mninmuminterval between RTCP reports is not enforced. Hence,
the interval between RTCP reports is only derived fromthe average
RTCP packet size and the RTCP bandwi dth share avail able to the

RTP/ RTCP entity. Optionally, a mninuminterval between Regul ar RTCP
packets may be enforced.

If a receiver detects the need to send an FB nessage, it may do so
earlier than the next regular RTCP reporting interval (for which it
woul d be schedul ed foll owi ng the above regular RTCP al gorithm.
Feedback suppression is used to avoid feedback inplosion in
nmultiparty sessions: The receiver waits for a (short) random
dithering interval to check whether it sees a corresponding FB
nessage from any other receiver reporting the sanme event. Note that
for point-to-point sessions there is no such delay. If a
correspondi ng FB nessage from anot her nenber is received, this

recei ver refrains fromsending the FB nmessage and continues to foll ow
the Regul ar RTCP transm ssion schedule. |In case the receiver has not
yet seen a corresponding FB nessage from any other nenber, it checks
whether it is allowed to send Early feedback. |f sending Early
feedback is pernissible, the receiver sends the FB nessage as part of
a mni mal conpound RTCP packet. The permi ssion to send Early

f eedback depends on the type of the previous RTCP packet sent by this
receiver and the tine the previous Early feedback nmessage was sent.

FB nmessages may al so be sent as part of full conpound RTCP packets,
which are transmitted as per [1] (except for the five-second | ower
bound) in regular intervals.

3.3. Modes of Operation

RTCP- based feedback may operate in one of three nodes (Figure 1) as
described bel ow. The npde of operation is just an indication of

whet her or not the receiver will, on average, be able to report al
events to the sender in a tinely fashion; the node does not influence
the al gorithmused for scheduling the transm ssion of FB nessages.
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And, depending on the reception quality and the locally nonitored

state of the RTP session, individual receivers may not (and do not
have to) agree on a common perception on the current node of
operation.

a) | mredi ate Feedback node: In this node, the group size is belowthe

b)

at,

FB threshol d, which gives each receiving party sufficient

bandwi dth to transnit the RTCP feedback packets for the intended
purpose. This neans that, for each receiver, there is enough
bandwi dth to report each event by neans of a virtually "imedi ate"
RTCP feedback packet.

The group size threshold is a function of a nunber of paraneters
i ncluding (but not necessarily limted to): the type of feedback
used (e.g., ACK vs. NACK), bandwi dth, packet rate, packet |oss
probability and distribution, nmedia type, codec, and the (worst
case or observed) frequency of events to report (e.g., frame
recei ved, packet |ost).

As a rough estimate, let N be the average nunber of events to be
reported per interval T by a receiver, B the RTCP bandwi dth
fraction for this particular receiver, and R the average RTCP
packet size, then the receiver operates in |Inmedi ate Feedback node
as long as N<=B*T/ R

Early RTCP node: In this node, the group size and ot her paraneters
no | onger allow each receiver to react to each event that woul d be
worth reporting (or that needed reporting). But feedback can
still be given sufficiently often so that it allows the sender to
adapt the media streamtransm ssion accordingly and thereby

i ncrease the overall nedia playback quality.

Usi ng the above notation, Early RTCP node can be roughly
characterized by N> B*T/R as "l ower bound”. An estimate for an
upper bound is nore difficult. Setting N=1, we obtain for a given
R and Bthe interval T = R'B as average interval between events to
be reported. This informati on can be used as a hint to determn ne
whet her or not early transm ssion of RTCP packets is useful.

Regul ar RTCP Mobde: From sone group size upwards, it is no |onger
useful to provide feedback for individual events fromreceivers at
all -- because of the tinme scale in which the feedback coul d be
provi ded and/ or because in |large groups the sender(s) have no
chance to react to individual feedback anynore.

No precise group size threshold can be specified at which this

node starts but, obviously, this boundary matches the upper bound
of the Early RTCP node as specified in itemb) above.
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As the feedback al gorithm described in this docunent scal es snoothly,
there is no need for an agreenent anong the participants on the
preci se values of the respective FB thresholds within the group
Hence, the borders between all these npdes are soft.

ACK
f eedback
V
:<- - - - NACK feedback - - - ->//
I mredi at e |
Feedback nmode || Early RTCP node Regul ar RTCP node
<:::::::::::::>| | <=============>/ [ <= ================>
: | |
R []--------------- I > group size
2 | |
Appl i cation-specific FB Threshol d
= f(data rate, packet |oss, codec, ...)

Figure 1. Moddes of operation

As stated before, the respective FB threshol ds depend on a nunber of
techni cal paranmeters (of the codec, the transport, the type of

f eedback used, etc.) but also on the respective application
scenarios. Section 3.6 provides sone useful hints (but no precise
cal cul ations) on estimating these thresholds.

3.4. Definitions and Al gorithm Overvi ew

The foll owi ng pi eces of state infornmation need to be maintained per
receiver (largely taken from[1]). Note that all variables (except
initemh) below) are calcul ated i ndependently at each receiver.

Therefore, their local values may differ at any given point in tine.

a) Let "senders" be the number of active senders in the RTP session

b) Let "nenbers" be the current estinmate of the nunber of receivers
in the RTP session.

c) Let tn and tp be the time for the next (last) schedul ed RTCP RR
transm ssion cal culated prior to tinmer reconsideration

d) Let Tmin be the minimal interval between RTCP packets as per [1].
Unlike in [1], the initial Tmn is set to 1 second to allow for
some group size sanpling before sending the first RTCP packet.
After the first RTCP packet is sent, Tmin is set to O.
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e) Let T rr be the interval after which, having just sent a regularly
schedul ed RTCP packet, a receiver would schedul e the transm ssion
of its next Regular RTCP packet. This value is obtained follow ng
the rules of [1] but with Tmn as defined in this document: T rr =
T (the "calculated interval" as defined in [1]) with tn =tp + T.
T rr always refers to the last value of T that has been conputed
(because of reconsideration or to determine tn). T.rr is also
referred to as Regular RTCP interval in this docunent.

f) Let tO be the tine at which an event that is to be reported is
detected by a receiver.

g) Let T dither_nmax be the maxi muminterval for which an RTCP
f eedback packet MAY be additionally delayed to prevent inplosions
in multiparty sessions; the value for T _dither_max is dynamically
cal cul at ed based upon T_rr (or may be derived by neans of anot her
mechani sm common across all RTP receivers to be specified in the
future). For point-to-point sessions (i.e., sessions with exactly
two nmenbers with no change in the group size expected, e.g.
uni cast streaning sessions), T dither max is set to O.

h) Let T_max_fb_delay be the upper bound within which feedback to an
event needs to be reported back to the sender to be useful at all
This value is application specific, and no values are defined in
this docunent.

i) Let te be the time for which a feedback packet is schedul ed.

j) Let T fd be the actual (random zed) delay for the transm ssion of
FB nmessage in response to an event at tine tO.

k) Let allow early be a Bool ean variable that indicates whether the
receiver currently may transmt FB nmessages prior to its next
regul arly scheduled RTCP interval tn. This variable is used to
throttle the feedback sent by a single receiver. allowearly is
set to FALSE after Early feedback transmi ssion and is set to TRUE
as soon as the next Regular RTCP transm ssion takes place.

) Let avg_rtcp_size be the noving average on the RTCP packet size as
defined in [1].

M Let T rr_interval be an OPTIONAL mininmal interval to be used

bet ween Regul ar RTCP packets. If T rr_interval == 0, then this
vari abl e does not have any inmpact on the overall operation of the
RTCP feedback algorithm If T_rr_interval = 0, then the next
Regul ar RTCP packet will not be scheduled T rr after the | ast
Regul ar RTCP transmission (i.e., at tp+T_rr). Instead, the next
Regul ar RTCP packet will be delayed until at least T rr_interva
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after the last Regular RTCP transmssion, i.e., it will be
scheduled at or later than tp+T rr_interval. Note that
T_rr_interval does not affect the calculation of T_rr and tp;

i nstead, Regul ar RTCP packets schedul ed for transm ssion before
tp+T_rr_interval will be suppressed if, for exanple, they do not
contain any FB nessages. The T _rr_interval does not affect
transm ssi on scheduling of Early RTCP packets.

Note: Providing T_rr_interval as an independent variable is neant
to mnimze Regul ar RTCP feedback (and thus bandw dth consunpti on)
as needed by the application while additionally allow ng the use
of nore frequent Early RTCP packets to provide tinely feedback
Thi s goal could not be achieved by reducing the overall RTCP
bandwi dt h as RTCP bandwi dth reducti on would al so i npact the
frequency of Early feedback

n) Let t_rr_last be the point in time at which the |ast Regul ar RTCP
packet has been schedul ed and sent, i.e., has not been suppressed
due to T rr_interval.

0) Let T_retention be the time w ndow for which past FB nessages are
stored by an AVPF entity. This is to ensure that feedback
suppression also works for entities that have recei ved FB nessages
fromother entities prior to noticing the feedback event itself.

T retention MJST be set to at |east 2 seconds.

p) Let MTd be the timeout value for a receiver to be considered
i nactive (as defined in [1]).

The feedback situation for an event to report at a receiver is
depicted in Figure 2 below. At tinme t0O, such an event (e.g., a
packet |loss) is detected at the receiver. The receiver decides --
based upon current bandw dth, group size, and other application-
specific parameters -- that an FB nmessage needs to be sent back to
the sender.

To avoid an inplosion of feedback packets in nultiparty sessions, the
recei ver MJST del ay the transm ssion of the RTCP feedback packet by a
random anount of time T_fd (with the random nunber evenly distributed
inthe interval [0, T_dither_max]). Transm ssion of the conpound
RTCP packet MJST then be scheduled for te = t0 + T_fd.

The T dither_max paraneter is derived fromthe Regular RTCP interval,
T rr, which, in turn, is based upon the group size. A future
document may al so specify other calculations for T_dither_max (e.g.
based upon RTT) if it can be assured that all RTP receivers will use
the sanme mechani sm for cal culating T_dither_max.
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For a certain application scenario, a receiver nay determ ne an upper
bound for the acceptable | ocal delay of FB nessages: T_nax_fb_del ay.
If an a priori estimation or the actual calculation of T_dither_max

i ndi cates that this upper bound MAY be violated (e.g., because

T dither_max > T _max_fb_delay), the receiver MAY decide not to send
any feedback at all because the achievable gain is considered

i nsufficient.

If an Early RTCP packet is scheduled, the tine slot for the next
Regul ar RTCP packet MUST be updated accordingly to have a new tn
(tn=tp+2*T_rr) and a new tp (tp=tp+T_rr) afterwards. This is to
ensure that the short-term average RTCP bandwi dth used with Early
f eedback does not exceed the bandw dth used without Early feedback

event to

report

det ect ed
|
| RTCP feedback range
| (T_max_fb_del ay)

\2,0.0.0.0.0.0.0.9.9.9.99.9.9.9.9.999999966.604 ) )
[---4-------- T +--- - - Fom e oo - | |-------- +--->
| | | | ( ( |
| to te |
tp tn
\ /
\/

T dit her _max
Figure 2: Event report and paraneters for Early RTCP scheduling
3.5. AVPF RTCP Schedul i ng Al gorithm

Let SO be an active sender (out of S senders) and |l et N be the nunber
of receivers with R being one of these receivers.

Assune that R has verified that using feedback nechanisns is
reasonabl e at the current constellation (which is highly application
speci fic and hence not specified in this docunent).

Assune further that T rr _interval is 0, if no mninmal interva

bet ween Regul ar RTCP packets is to be enforced, or T rr_interval is
set to sone neani ngful value, as given by the application. This

val ue then denotes the mninmal interval between Regul ar RTCP packets.

Wth this, a receiver R MJST use the following rules for transmtting
one or nore FB nessages as minimal or full conmpound RTCP packet.
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3.5.1. Initialization

Initially, R MJST set allowearly = TRUE and t_rr_last = NaN (Not - a-
Nunber, i.e., some invalid value that can be distinguished froma
valid tine).

Furthernore, the initialization of the RTCP variables as per [1]
appl i es except for the initial value for Tmin. For a point-to-point
session, the initial Tmn is set to 0. For a nultiparty session
Tmnis initialized to 1.0 seconds.

3.5.2. Early Feedback Transni ssion

Assume that R had schedul ed the | ast Regul ar RTCP RR packet for
transm ssion at tp (and sent or suppressed this packet at tp) and has
schedul ed the next transm ssion (including possible reconsideration
as per [1]) for tn =tp + T_rr. Assunme also that the | ast Regul ar
RTCP packet transm ssion has occurred at t_rr_|ast.

The Early Feedback al gorithmthen conprises the followi ng steps:

1. At time t0, R detects the need to transnit one or nore FB
nmessages, e.d., because nmedia "units" need to be ACKed or NACKed,
and finds that providing the feedback information is potentially
useful for the sender

2. Rfirst checks whether there is already a conmpound RTCP packet
cont ai ni ng one or nmore FB messages schedul ed for transni ssion
(either as Early or as Regul ar RTCP packet).

2a) If so, the new FB nessage MUST be included in the schedul ed
packet; the scheduling of the waiting conpound RTCP packet
MUST remai n unchanged. Wen doing so, the avail abl e feedback
i nformati on SHOULD be nerged to produce as few FB nessages as
possi ble. This conpletes the course of inmmediate actions to
be taken.

2b) If no compound RTCP packet is already schedul ed for
transm ssion, a new (mninmal or full) conmpound RTCP packet
MJST be created and the minimal interval for T _dither_max MJST
be chosen as foll ows:
i) If the session is a point-to-point session, then

T dither_nmax = 0.
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ii) If the session is a multiparty session, then
T dither_max =1 * T_rr
with | =0.5.

The value for T dither_nmax MAY be cal cul ated differently
(e.g., based upon RTT), which MJST then be specified in a
future docunent. Such a future specification MJST ensure that
all RTP receivers use the sane nmechanismto calcul ate

T di ther_max.

The val ues given above for T dither_nmax are mininal val ues.
Appl i cation-specific feedback considerati ons may make it
worthwhile to increase T_dither_nax beyond this value. This
is up to the discretion of the inplenenter.

3. Then, R MJST check whether its next Regul ar RTCP packet woul d be
within the tine bounds for the Early RTCP packet triggered at tO,
i.e., if t0O + T_dither_max > tn.

3a) If so, an Early RTCP packet MJST NOT be schedul ed; i nstead,
the FB nmessage(s) MJIST be stored to be included in the Regul ar
RTCP packet scheduled for tn. This conpletes the course of
i mredi ate actions to be taken

3b) Otherwi se, the follow ng steps are carried out.

4. R MJUST check whether it is allowed to transmt an Early RTCP
packet, i.e., allow early == TRUE, or not.

4a) If allow early == FALSE, then R MJST check the tine for the
next schedul ed Regul ar RTCP packet:

1. If tn - t0 < T_max_fb_delay, then the feedback could stil
be useful for the sender, despite the late reporting.
Hence, R MAY create an RTCP FB nessage to be included in
the Regul ar RTCP packet for transmi ssion at tn.
2. Oherwise, R MIST discard the RTCP FB nmessage.
This conpletes the i mredi ate course of actions to be taken
4b) If allow early == TRUE, then R MJUST schedul e an Early RTCP

packet for te =t0 + RND * T _dither_nax with RND being a
pseudo random function evenly distributed between 0 and 1
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5. R MJST detect overlaps in FB nessages received from ot her nenbers
of the RTP session and the FB nessages R wants to send.
Therefore, while a nenber of the RTP session, R MJST conti nuously
nmonitor the arrival of (mniml) conmpound RTCP packets and store
each FB message contained in these RTCP packets for at |east
T retention. Wen scheduling the transmi ssion of its own FB
nessage followi ng steps 1 through 4 above, R MJST check each of
the stored and newWy received FB nessages fromthe RTCP packets
received during the interval [tO - T_retention ; te] and act as
fol | ows:

5a) If R understands the received FB nessage’s senantics and the
nessage contents is a superset of the feedback R wanted to
send, then R MJUST discard its own FB nessage and MJST re-
schedul e the next Regul ar RTCP packet transnission for tn (as
cal cul ated before).

5b) If R understands the received FB nessage’s senantics and the
nessage contents is not a superset of the feedback R wanted to
send, then R SHOULD transnit its own FB nessage as schedul ed.
If there is an overlap between the feedback information to
send and the feedback information received, the amount of
feedback transmitted is up to R R MAY | eave its feedback
information to be sent unchanged, R MAY as well elimnate any
redundancy between its own feedback and the feedback received
so far from other session nenbers.

5c¢) If R does not understand the received FB nessage’s semantics,
R MAY keep its own FB nessage schedul ed as an Early RTCP
packet, or R MAY re-schedul e the next Regul ar RTCP packet
transm ssion for tn (as cal cul ated before) and MAY append the
FB nmessage to the now regul arly schedul ed RTCP nessage.

Note: Wth 5c), receiving unknown FB nmessages may not lead to
f eedback suppression at a particular receiver. As a
consequence, a given event may cause Mdifferent types of FB
nessages (which are all appropriate but not nutually
understood) to be schedul ed, so that a "large" receiver group
may effectively be partitioned into at nost M groups. Anong
menbers of each of these M groups, feedback suppression wll
occur follow ng 5a and 5b but no suppression w |l happen
across groups. As a result, QM RTCP FB nessages may be
received by the sender. Hence, there is a chance for a very
limted feedback inplosion. However, as sender(s) and al
recei vers nmake up the same application using the same (set of)
codecs in the same RTP session, only little divergence in
semantics for FB nessages can safely be assumed and,
therefore, Mis assuned to be small in the general case.
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3.

5.

G ven further that the QM FB nessages are randony
distributed over a tinme interval of T dither_max, we find that
the resulting Iimted nunber of extra conpound RTCP packets
(a) is assumed not to overwhel mthe sender and (b) shoul d be
conveyed as all contain conplenentary pieces of informtion

6. If Rs FB nessage(s) was not suppressed by other receiver FB
nessages as per 5, when te is reached, R MJST transnit the
(m nimal) conpound RTCP packet containing its FB nessage(s). R
then MUST set allow early = FALSE, MJST recalculate tn =tp +
2*T_rr, and MUST set tp to the previous tn. As soon as the newy
calculated tn is reached, regardl ess whether R sends its next
Regul ar RTCP packet or suppresses it because of T rr_interval, it
MUST set allow early = TRUE again

3. Regular RTCP Transm ssion

Ful | conpound RTCP packets MJST be sent in regular intervals. These
packets MAY al so contain one or nore FB nessages. Transm ssion of
Regul ar RTCP packets is schedul ed as foll ows:

If T rr _interval == 0, then the transnm ssion MJST follow the rules as
specified in Sections 3.2 and 3.4 of this document and MJUST adhere to
the adjustnments of tn specified in Section 3.5.2 (i.e., skip one
regular transnission if an Early RTCP packet transm ssion has
occurred). Tinmer reconsideration takes place when tn is reached as
per [1]. The Regular RTCP packet is transmitted after tiner

reconsi deration. Wenever a Regul ar RTCP packet is sent or
suppressed, allow early MJST be set to TRUE and tp, tn MJST be
updated as per [1]. After the first transm ssion of a Regular RTCP
packet, Tmin MJUST be set to O.

If T_rr_interval != 0, then the calculation for the transm ssion
times MJUST follow the rules as specified in Sections 3.2 and 3.4 of
this document and MJUST adhere to the adjustments of tn specified in
Section 3.5.2 (i.e., skip one regular transmssion if an Early RTCP
transm ssi on has occurred). Tinmer reconsideration takes place when
tn is reached as per [1]. After timer reconsideration, the follow ng
actions are taken:

1. If no Regul ar RTCP packet has been sent before (i.e., if t_rr_|last
== NaN), then a Regul ar RTCP packet MJST be schedul ed. Stored FB
nessages MAY be included in the Regul ar RTCP packet. After the
schedul ed packet has been sent, t _rr _last MJST be set to tn. Tmin
MUST be set to O.
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2. Oherwise, a tenmporary value T rr_current_interval is calcul ated
as follows:

Trr_current_interval = RND*T_rr_interva

with RND being a pseudo random function evenly distributed between
0.5 and 1.5. This dithered value is used to determ ne one of the
followi ng alternatives:

2a) If t_rr_last + T_rr_current_interval <= tn, then a Regul ar
RTCP packet MJST be schedul ed. Stored RTCP FB nessages MAY be
i ncluded in the Regul ar RTCP packet. After the schedul ed
packet has been sent, t _rr_last MJST be set to tn.

2b) If t_rr_last + T_rr_current_interval > tn and RTCP FB nessages
have been stored and are awaiting transm ssion, an RTCP packet
MJST be schedul ed for transmission at tn. This RTCP packet
MAY be a mininal or a Regular RTCP packet (at the discretion
of the inplenenter), and the conmpound RTCP packet MJST i ncl ude
the stored RTCP FB nessage(s). t_rr_last MJST remain
unchanged.

2c) Oherwise (if t_rr_last + T_rr_current_interval > tn but no
stored RTCP FB nessages are awaiting transm ssion), the
conpound RTCP packet MJST be suppressed (i.e., it MJST NOT be
scheduled). t_rr_last MJST renai n unchanged.

In all the four cases above (1, 2a, 2b, and 2c), allow early MJST be
set to TRUE (possibly after sending the Regul ar RTCP packet) and tp
and tn MUST be updated following the rules of [1] except for the five
second mi ni mum

3.5.4. O her Considerations
If T_rr_interval '= 0, then the tineout cal culation for RTP/ AVPF

entities (Section 6.3.5 of [1]) MJST be nodified to use T rr_interva
instead of Tmin for computing Td and thus MTd for timng out RTP

entities.
VWhenever a conpound RTCP packet is sent or received -- mnimal or
full conmpound, Early or Regular -- the avg_rtcp_size variable MJST be

updat ed accordingly (see [1]) and subsequent conputations of tn MJST
use the new avg_rtcp_size.
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3.6. Considerations on the Group Size

This section provides sone guidelines to the group sizes at which the
various feedback nmodes may be used.

3.6.1. ACK Mode

The RTP session MJST have exactly two nenbers and this group size
MUST NOT grow, i.e., it MJST be point-to-point comrunications.
Uni cast addresses SHOULD be used in the session description

For unidirectional as well as bi-directional conmunication between
two parties, 2.5% of the RTP session bandwidth is available for RTCP
traffic fromthe receivers including feedback. For a 64-kbit/s

streamthis yields 1,600 bit/s for RTCP. |If we assume an average of
96 bytes (=768 bits) per RTCP packet, a receiver can report 2 events
per second back to the sender. |f acknow edgenents for 10 events are

collected in each FB nessage, then 20 events can be acknow edged per
second. At 256 kbit/s, 8 events could be reported per second; thus,
the ACKs may be sent in a finer granularity (e.g., only comnbining
three ACKs per FB nessage).

From 1l Mit/s upwards, a receiver would be able to acknow edge each
i ndi vidual franme (not packet!) in a 30-fps video stream

ACK strategies MIST be defined to work properly with these bandwi dth
l[imtations. An indication whether or not ACKs are allowed for a
session and, if so, which ACK strategy shoul d be used, MAY be
conveyed by out-of-band nmechani snms, e.g., media-specific attributes
in a session description using SDP

3.6.2. NACK Mdde

Negati ve acknow edgenents (and the other types of feedback exhibiting
simlar reporting characteristics) MJST be used for all sessions with
a group size that may grow larger than two. O course, NACKs MAY be
used for point-to-point conmunications as well.

Whet her or not the use of Early RTCP packets shoul d be considered
depends upon a nunber of parameters including session bandw dt h,
codec, special type of feedback, and number of senders and receivers.

The nost inportant paraneters when determ ning the node of operation
are the allowed mininal interval between two conmpound RTCP packets
(T_rr) and the average nunber of events that presumably need
reporting per time interval (plus their distribution over tine, of
course). The minimuminterval can be derived fromthe avail abl e RTCP
bandwi dt h and the expected average size of an RTCP packet. The
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nunber of events to report (e.g., per second) may be derived fromthe
packet |oss rate and sender’s rate of transmitting packets. From
these two val ues, the allowable group size for the | mredi ate Feedback
node can be cal cul at ed.

As stated in Section 3.3:

Let N be the average nunber of events to be reported per interva
T by a receiver, B the RTCP bandwi dth fraction for this particular
receiver, and R the average RTCP packet size, then the receiver
operates in I medi ate Feedback node as | ong as N<=B*T/R

The upper bound for the Early RTCP nbde then solely depends on the
acceptable quality degradation, i.e., how many events per tine
i nterval may go unreported.

As stated in Section 3.3:

Usi ng the above notation, Early RTCP node can be roughly
characterized by N> B*T/R as "l ower bound". An estimate for an
upper bound is nore difficult. Setting N=1, we obtain for a given
R and Bthe interval T = RI'B as average interval between events to
be reported. This information can be used as a hint to determ ne
whet her or not early transm ssion of RTCP packets is useful.

Example: |If a 256-kbit/s video with 30 fps is transmitted through a
network with an MIU size of some 1,500 bytes, then, in npbst cases,
each frame would fit in into one packet |eading to a packet rate of

30 packets per second. |If 5% packet |oss occurs in the network
(equally distributed, no inter-dependence between receivers), then
each receiver will, on average, have to report 3 packets | ost each

two seconds. Assuming a single sender and nore than three receivers,
this yields 3.75% of the RTCP bandwi dth all ocated to the receivers
and thus 9.6 kbit/s. Assuming further a size of 120 bytes for the
aver age conpound RTCP packet allows 10 RTCP packets to be sent per

second or 20 in two seconds. |If every receiver needs to report three
| ost packets per two seconds, this yields a maxi mum group size of 6-7
receivers if all loss events are reported. The rules for

transm ssion of Early RTCP packets shoul d provide sufficient
flexibility for nost of this reporting to occur in a tinely fashion

Extending this exanple to determ ne the upper bound for Early RTCP
node could lead to the foll owi ng considerations: assunme that the
underlying coding scheme and the application (as well as the tolerant
users) allow on the order of one |oss without repair per two seconds.
Thus, the nunmber of packets to be reported by each receiver decreases
to two per two seconds and increases the group size to 10. Assum ng
further that some nunber of packet | osses are correl ated, feedback
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3.

3.

3.

7.

7.

7.

traffic is further reduced and group sizes of some 12 to 16 (maybe
even 20) can be reasonably well supported using Early RTCP node.

Note that all these considerations are based upon statistics and wll
fail to hold in some cases.

Sunmary of Decision Steps
1. Ceneral Hints

Bef ore even consi dering whether or not to send RTCP feedback
i nformati on, an application has to determ ne whether this mechani sm
is applicable:

1) An application has to decide whether -- for the current ratio of
packet rate with the associated (application-specific) maximm
f eedback delay and the currently observed round-trip tine (if
avai |l abl e) -- feedback nechani sns can be applied at all

Thi s deci sion nay be based upon (and dynamically revised
following) RTCP reception statistics as well as out-of-band
mechani sns.

2) The application has to decide -- for a certain observed error
rate, assigned bandw dth, frame/packet rate, and group size --
whet her (and whi ch) feedback nechani sns can be appli ed.

Regul ar RTCP reception statistics provide valuable input to this
step, too.

3) If the application decides to send feedback, the application has
to follow the rules for transmtting Early RTCP packets or Regul ar
RTCP packets containi ng FB nessages.

4) The type of RTCP feedback sent should not duplicate information
avail able to the sender froma | ower |ayer transport protocol
That is, if the transport protocol provides negative or positive
acknow edgenent s about packet reception (such as DCCP), the
recei ver shoul d avoid repeating the same information at the RTCP
| ayer (i.e., abstain from sending Generic NACKs).

2. Media Session Attributes

Medi a sessions are typically described using out-of-band nechani sns
to convey transport addresses, codec information, etc., between
sender(s) and receiver(s). Such a mechanismis two-fold: a format
used to describe a media session and anot her mechani sm for
transporting this description
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In the | ETF, the Session Description Protocol (SDP) is currently used
to describe nedia sessions while protocols such as SIP, Session
Announcenent Protocol (SAP), Real Tinme Stream ng Protocol (RTSP), and
HTTP (anobng ot hers) are used to convey the descriptions.

A medi a session description format MAY include paraneters to indicate
that RTCP feedback nmechani sns are supported in this session and which
of the feedback mechani sms MAY be appli ed.

To do so, the profile "AVPF'" MJIST be indicated i nstead of "AVP".
Further attributes may be defined to show which type(s) of feedback
are support ed.

Section 4 contains the syntax specification to support RTCP feedback
with SDP. Simlar specifications for other nedia session description
formats are outside the scope of this docunent.

4. SDP Definitions

This section defines a nunber of additional SDP paraneters that are
used to describe a session. Al of these are defined as nedia-I|eve
attri butes.

4.1. Profile Identification

The AV profile defined in [4] is referred to as "AVP' in the context
of, e.g., the Session Description Protocol (SDP) [3]. The profile
specified in this docunent is referred to as "AVPF".

Feedback information following the nodified timng rules as specified
in this docunment MJUST NOT be sent for a particular nedia session

unl ess the description for this session indicates the use of the
"AVPF" profile (exclusively or jointly with other AV profiles).

4.2. RTCP Feedback Capability Attribute

A new payl oad fornmat-specific SDP attribute is defined to indicate
the capability of using RTCP feedback as specified in this document:
"a=rtcp-fb". The "rtcp-fb" attribute MIUST only be used as an SDP
media attribute and MJUST NOT be provided at the session level. The
"rtcp-fb" attribute MJUST only be used in nedia sessions for which the
"AVPF" is specified.

The "rtcp-fb" attribute SHOULD be used to indicate which RTCP FB
nmessages MAY be used in this nedia session for the indicated payl oad
type. A wldcard payload type ("*") MAY be used to indicate that the
RTCP feedback attribute applies to all payload types. |If severa
types of feedback are supported and/or the sanme feedback shall be

at, et al. St andards Track [ Page 23]



RFC 4585 RTP/ AVPF July 2006

specified for a subset of the payl oad types, several "a=rtcp-fb"
i nes MJUST be used.

If no "rtcp-fb" attribute is specified, the RTP receivers MAY send
f eedback using other suitable RTCP feedback packets as defined for
the respective nmedia type. The RTP receivers MJST NOT rely on the
RTP senders reacting to any of the FB nessages. The RTP sender NMNAY
choose to ignore sone feedback nmessages.

If one or nore "rtcp-fb" attributes are present in a nedia session
description, the RTCP receivers for the nmedia session(s) containing
the "rtcp-fb"

o MUST ignore all "rtcp-fb" attributes of which they do not fully
understand the semantics (i.e., where they do not understand the
meani ng of all values in the "a=rtcp-fb" line);

0 SHOULD provide feedback information as specified in this docunent
usi ng any of the RTCP feedback packets as specified in one of the
"rtcp-fb" attributes for this nedia session; and

o MJST NOT use other FB nessages than those listed in one of the
"rtcp-fb" attribute |ines.

When used in conjunction with the offer/answer nodel [8], the offerer
MAY present a set of these AVPF attributes to its peer. The answerer
MUST renove all attributes it does not understand as well as those it
does not support in general or does not wish to use in this
particul ar medi a session. The answerer MJST NOT add feedback
paranmeters to the nedia description and MJUST NOT alter values of such
paranmeters. The answer is binding for the nmedia session, and both

of ferer and answerer MJST only use feedback mechani sms negotiated in
this way. Both offerer and answerer MAY independently decide to send
RTCP FB nessages of only a subset of the negotiated feedback

mechani sns, but they SHOULD react properly to all types of the

negoti ated FB nessages when received.

RTP senders MJUST be prepared to receive any kind of RTCP FB nessages
and MUST silently discard all those RTCP FB nessages that they do not
under st and.

The syntax of the "rtcp-fb" attribute is as follows (the feedback
types and optional paranmeters are all case sensitive):

(In the following ABNF, fnt, SP, and CRLF are used as defined in
[3].)
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rtcp-fb-syntax = "a=rtcp-fb:" rtcp-fb-pt SP rtcp-fb-val CRLF

rtcp-fb-pt = " ; wWildcard: applies to all formats
[ fnt ; as defined in SDP spec
rtcp-fb-val "ack" rtcp-fb-ack-param

"nack" rtcp-fb-nack-param
"trr-int" SP 1*DIA T
rtcp-fb-id rtcp-fb-param

~~

rtcp-fb-id

1*(al pha-numeric / "-" [ "_")
rtcp-fb-param SP "app" [SP byte-string]
SP token [ SP byte-string]
; enpty

~=

rtcp-fb-ack-param = SP "rpsi"

[/ SP "app" [SP byte-string]
/| SP token [SP byte-string]
/

, enpty

rtcp-fb-nack-param= SP "pli"
/ SP "sli"
/[ SP "rpsi"
[ SP "app" [SP byte-string]
/ SP token [SP byte-string]
[ ; enpty

The literals of the above grammar have the foll owi ng semanti cs:
Feedback type "ack":

Thi s feedback type indicates that positive acknow edgenents for
f eedback are support ed.

The feedback type "ack" MJUST only be used if the nmedia session is
allowed to operate in ACK node as defined in Section 3.6. 1.

Par amret ers MJST be provided to further distinguish different types
of positive acknow edgenent feedback

The paranmeter "rpsi" indicates the use of Reference Picture
Sel ection Indication feedback as defined in Section 6.3.3.
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If the paraneter "app" is specified, this indicates the use of
application |ayer feedback. |In this case, additional paraneters
foll owi ng "app" MAY be used to further differentiate various types
of application |ayer feedback. This docunent does not define any
paraneters specific to "app".

Further paraneters for "ack" MAY be defined in other docunents.
Feedback type "nack":

Thi s feedback type indicates that negative acknow edgenments for
f eedback are support ed.

The feedback type "nack", wi thout paraneters, indicates use of the
Generic NACK feedback format as defined in Section 6.2.1.

The following three paraneters are defined in this docunent for
use with "nack"” in conjunction with the nedia type "vi deo"

o "pli" indicates the use of Picture Loss Indication feedback as
defined in Section 6.3. 1.

o "sli" indicates the use of Slice Loss Indication feedback as
defined in Section 6.3.2.

o "rpsi" indicates the use of Reference Picture Selection
I ndi cation feedback as defined in Section 6.3.3.

"app" indicates the use of application |ayer feedback. Additiona
paraneters after "app" MAY be provided to differentiate different
types of application |ayer feedback. No paraneters specific to
"app" are defined in this docunent.

Further parameters for "nack"” MAY be defined in other docunents.
O her feedback types <rtcp-fb-id>:

O her docunents MAY define additional types of feedback; to keep
the grammar extensible for those cases, the rtcp-fb-id is

i ntroduced as a pl acehol der. A new feedback schene name MUST to
be uni que (and thus MIUST be registered with 1ANA). Along with a
new nane, its semantics, packet formats (if necessary), and rules
for its operation MJST be specified.
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Regul ar RTCP minimuminterval "trr-int":

The attribute "trr-int" is used to specify the mninmminterva

T rr_interval between two Regular (full compound) RTCP packets in
mlliseconds for this nmedia session. [If "trr-int" is not
specified, a default value of 0 is assuned.

Note that it is assuned that nore specific information about
application | ayer feedback (as defined in Section 6.4) wll be
conveyed as feedback types and paraneters defined el sewhere. Hence,
no further provision for any types and paraneters is made in this
docunent .

Further types of feedback as well as further paraneters may be
defined in other docunents.

It is up to the recipients whether or not they send feedback
information and up to the sender(s) (how) to nmake use of feedback
provi ded.

4.3. RTCP Bandwi dth Modifiers

The standard RTCP bandwi dth assignments as defined in [1] and [2] MAY
be overridden by bandwidth nodifiers that explicitly define the
maxi mum RTCP bandwi dth. For use with SDP, such nodifiers are
specified in [4]: "b=RS:<bw>" and "b=RR <bw>" MAY be used to assignh a
di fferent bandwi dth (measured in bits per second) to RTP senders and
recei vers, respectively. The precedence rules of [4] apply to
determ ne the actual bandwi dth to be used by senders and receivers.

Applications operating knowi ngly over highly asymretric |inks (such

as satellite links) SHOULD use this nechanismto reduce the feedback
rate for high bandwi dth streanms to prevent deterministic congestion

of the feedback path(s).

4. 4. Exanples

Exanmpl e 1: The followi ng session description indicates a session nade
up fromaudi o and DTMF [ 18] for point-to-point comruni cation in which
the DTMF stream uses Ceneric NACKs. This session description could
be contained in a SIP INVITE, 200 OK, or ACK message to indicate that
its sender is capable of and willing to receive feedback for the DTM
streamit transmts.

ce 3203093520 3203093520 I N I P4 host.exanpl e.com
ia with feedback

—wnw o<
I I I

oz ® O
o&-
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c=I N I P4 host.exanpl e.com
mFaudi o 49170 RTP/ AVPF 0 96
a=rtpmap: 0 PCMJ 8000

a=rt pmap: 96 tel ephone-event/ 8000
a=fnmt p: 96 0-16

a=rtcp-fb: 96 nack

This all ows sender and receiver to provide reliable transm ssion of
DTMF events in an audi o session. Assuming a 64-kbit/s audi o stream
with one receiver, the receiver has 2.5% RTCP bandwi dt h avail abl e for
the negative acknow edgenent stream i.e., 250 bytes per second or
sone 2 RTCP feedback nmessages every second. Hence, the receiver can
i ndi vidually comruni cate up to two missing DITMF audi o packets per
second.

Exampl e 2: The foll owi ng session description indicates a nulticast

vi deo-only session (using either H 261 or H 263+) with the video
source accepting Generic NACKs for both codecs and Reference Picture
Sel ection for H 263. Such a description nay have been conveyed using
t he Session Announcemnent Protocol (SAP).

v=0
o=al i ce 3203093520 3203093520 I N I P4 host. exanpl e.com
s=Mul ticast video with feedback

t=3203130148 3203137348

mraudi o 49170 RTP/ AVP O

c=IN I P4 224.2.1.183

a=rtpmap: 0 PCMJ 8000

mevi deo 51372 RTP/ AVPF 98 99

c=IN P4 224.2.1.184

a=rt pmap: 98 H263- 1998/ 90000

a=rt pmap: 99 H261/ 90000

a=rtcp-fb:* nack

a=rtcp-fb: 98 nack rps

The sender may use an incomng Generic NACK as a hint to send a new
intra-frame as soon as possible (congestion control pernitting).
Recei pt of a Reference Picture Selection Indication (RPSI) nessage
all ows the sender to avoid sending a large intra-frame; instead it
may continue to send inter-frames, however, choosing the indicated
frame as new encodi ng reference.

Exampl e 3: The followi ng session description defines the same nedia
session as exanple 2 but allows for mnixed-nbde operation of AVP and
AVPF RTP entities (see also next section). Note that both nedia
descriptions use the sane addresses; however, two nmr |lines are needed
to convey information about both applicable RTP profil es.
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v=0
o=al i ce 3203093520 3203093520 I N | P4 host. exanpl e. com
s=Mul ticast video with feedback

t =3203130148 3203137348

nmraudi o 49170 RTP/ AVP 0

c=IN I P4 224.2.1.183

a=rtpmap: 0 PCMJ 8000

nmevi deo 51372 RTP/ AVP 98 99

c=IN I P4 224.2.1.184

a=rt pmap: 98 H263- 1998/ 90000

a=rtpmap: 99 H261/ 90000

nrvi deo 51372 RTP/ AVPF 98 99

c=IN I P4 224.2.1.184

a=rt pmap: 98 H263- 1998/ 90000

a=rt pmap: 99 H261/ 90000

a=rtcp-fb:* nack

a=rtcp-fb:98 nack rps

Note that these two n¥ |ines SHOULD be grouped by sone appropriate
mechanismto indicate that both are alternatives actually conveying
the same contents. A sanple framework by which this can be
achieved is defined in [10].

In this exanple, the RTCP feedback-enabl ed receivers will gain an
occasi onal advantage to report events earlier back to the sender
(which nmay benefit the entire group). On average, however, all RTP
receivers will provide the sane ambunt of feedback. The

i nterworking between AVP and AVPF entities is discussed in depth in
the next section.

5. Interworking and Coexi stence of AVP and AVPF Entities

The AVPF profile defined in this document is an extension of the
AVP profile as defined in [2]. Both profiles follow the same basic
rul es (including the upper bandwidth Ilinmt for RTCP and the
bandwi dt h assi gnments to senders and receivers). Therefore,
senders and receivers using either of the two profiles can be

mxed in a single session (see Exanple 3 in Section 4.5).

AVP and AVPF are defined in a way that, from a robustness point of
view, the RTP entities do not need to be aware of entities of the

respective other profile: they will not disturb each other’s
functioning. However, the quality of the nedia presented nay
suffer.

The foll owi ng considerations apply to senders and receivers when
used in a conbi ned session
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o AVP entities (senders and receivers)

AVP senders will receive RTCP feedback packets from AVPF
receivers and ignore these packets. They will see occasiona

cl oser spacing of RTCP nessages (e.g., violating the five-second
rule) by AVPF entities. As the overall bandw dth constraints
are adhered to by both types of entities, they will still get
their share of the RTCP bandwi dth. However, while AVP entities
are bound by the five-second rule, depending on the group size
and sessi on bandw dth, AVPF entities may provide nore frequent
RTCP reports than AVP ones will. Also, the overall reporting
may decrease slightly as AVPF entities nmay send bi gger conpound
RTCP packets (due to the extra RTCP packets).

If T_rr_interval is used as | ower bound between Regul ar RTCP
packets, T rr_interval is sufficiently large (e.g., T_rr_interva
> MTd as per Section 6.3.5 of [1]), and no Early RTCP packets
are sent by AVPF entities, AVP entities may accidentally tine
out those AVPF group nenbers and hence underesti mate the group
size. Therefore, if AVP entities may be involved in a nedia
session, T_rr_interval SHOULD NOT be |arger than five seconds.

o AVPF entities (senders and receivers)

If the dynanmically calculated T rr is sufficiently small (e.g.
| ess than one second), AVPF entities may accidentally tinme out
AVP group menbers and hence underesti nate the group size.

Therefore, if AVP entities nmay be involved in a nedia session,
T rr_interval SHOULD be used and SHOULD be set to five seconds.

In conclusion, if AVP entities may be involved in a nedia
session and T rr_interval is to be used, T rr_interval SHOULD be
set to five seconds.

o AVPF senders

AVPF senders will receive feedback infornmation only from AVPF
receivers. |If they rely on feedback to provide the target nedia
quality, the quality achieved for AVP receivers may be subopti nal

o AVPF receivers
AVPF receivers SHOULD send Early RTCP feedback packets only if
all sending entities in the media session support AVPF. AVPF

receivers MAY send feedback information as part of regularly
schedul ed conpound RTCP packets followi ng the timng rul es of

at, et al. St andards Track [ Page 30]



RFC 4585 RTP/ AVPF July 2006

[1] and [2] also in nedia sessions operating in mxed node.
However, the receiver providing feedback MJUST NOT rely on the
sender reacting to the feedback at all

6. Format of RTCP Feedback Messages

This section defines the format of the | ow delay RTCP feedback
nessages. These nessages are classified into three categories as
fol | ows:

- Transport |ayer FB messages
- Payl oad-specific FB nessages
- Application |ayer FB nmessages

Transport |ayer FB nessages are intended to transmit general purpose
f eedback information, i.e., information independent of the particular
codec or the application in use. The information is expected to be
generated and processed at the transport/RTP layer. Currently, only
a generic negative acknow edgenent (NACK) nessage is defined.

Payl oad- speci fic FB nessages transport information that is specific
to a certain payload type and will be generated and acted upon at the
codec "layer". This docunent defines a common header to be used in
conjunction with all payl oad-specific FB nessages. The definition of
specific nessages is left either to RTP payload format specifications
or to additional feedback format docunents.

Application |layer FB nessages provide a means to transparently convey
feedback fromthe receiver’s to the sender’s application. The

i nformati on contained in such a nessage is not expected to be acted
upon at the transport/RTP or the codec |ayer. The data to be
exchanged between two application instances is usually defined in the
application protocol specification and thus can be identified by the
application so that there is no need for additional externa

i nformati on. Hence, this docunment defines only a conmon header to be
used along with all application |layer FB nessages. Froma protoco
poi nt of view, an application |layer FB nessage is treated as a
speci al case of a payl oad-specific FB nessage.

Not e: Proper processing of sonme FB nessages at the medi a sender
side may require the sender to know which payl oad type the FB
nessage refers to. Mst of the time, this know edge can |ikely be
derived froma nedia streamusing only a single payload type.
However, if several codecs are used simultaneously (e.g., with
audi o and DTMF) or when codec changes occur, the payl oad type

i nformati on may need to be conveyed explicitly as part of the FB
message. This applies to al
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payl oad-specific as well as application |layer FB nessages. It is
up to the specification of an FB nessage to defi ne how payl oad
type information is transmitted.

Thi s docunent defines two transport |layer and three (video) payl oad-
specific FB nmessages as well as a single container for application

| ayer FB nessages. Additional transport |ayer and payl oad-specific

FB nmessages MAY be defined in other docunments and MJST be registered
through | ANA (see Section 9, "I ANA Considerations").

The general syntax and semantics for the above RTCP FB nessage types
are described in the follow ng subsecti ons.

6. 1. Conmon Packet Format for Feedback Messages

Al FB nmessages MUST use a conmon packet format that is depicted in
Fi gure 3:

0 1 2 3
01234567890123456789012345678901
T T R i e e e e o S e SRR R

| V=2| P| FMT | PT |  ength

B s i S i I i S S S i i

| SSRC of packet sender

e s S i e S S El th s i R SR S

| SSRC of nedi a source

T Lk R e T e i ik i Sl TR R o
Feedback Control Information (FCl)

Figure 3: Commobn Packet Format for Feedback Messages

The fields V, P, SSRC, and | ength are defined in the RTP
specification [2], the respective meani ng being summari zed bel ow

version (V): 2 bhits
This field identifies the RTP version. The current version is 2.

padding (P): 1 bit
If set, the padding bit indicates that the packet contains
addi ti onal padding octets at the end that are not part of the
control information but are included in the Iength field.
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Feedback nessage type (FMI): 5 bits
This field identifies the type of the FB nessage and is
interpreted relative to the type (transport |ayer, payl oad-
specific, or application |ayer feedback). The values for each of
the three feedback types are defined in the respective sections
bel ow.

Payl oad type (PT): 8 bits
This is the RTCP packet type that identifies the packet as being
an RTCP FB nmessage. Two val ues are defined by the | ANA

Nare | Value | Brief Description

__________ e
RTPFB | 205 | Transport |ayer FB nessage
PSFB | 206 | Payl oad-specific FB nessage

Length: 16 bits
The length of this packet in 32-bit words mnus one, including the
header and any padding. This is in line with the definition of
the length field used in RTCP sender and receiver reports [3].

SSRC of packet sender: 32 bits
The synchroni zation source identifier for the originator of this
packet .

SSRC of nedia source: 32 bits
The synchroni zation source identifier of the media source that
this piece of feedback information is related to.

Feedback Control Information (FCl): variable length
The followi ng three sections define which additional informtion
MAY be included in the FB nessage for each type of feedback
transport |ayer, payl oad-specific, or application |ayer feedback
Note that further FClI contents MAY be specified in further
docunent s.

Each RTCP feedback packet MJST contain at |east one FB nessage in the
FCl field. Sections 6.2 and 6.3 define for each FCl type, whether or
not multiple FB nmessages MAY be conpressed into a single FCl field

If this is the case, they MIST be of the same type, i.e., sane FMI

If nultiple types of feedback messages, i.e., several FMIs, need to
be conveyed, then several RTCP FB nessages MJUST be generated and
SHOULD be concatenated in the same conpound RTCP packet.
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6. 2. Transport Layer Feedback Messages

Transport |ayer FB nessages are identified by the value RTPFB as RTCP
nmessage type.

A single general purpose transport |ayer FB nessage is defined in
this docunment: Generic NACK. It is identified by neans of the FMI
paraneter as foll ows:

0: unassi gned

1: Generi c NACK

2-30: unassigned

31: reserved for future expansion of the identifier nunber space

The foll owi ng subsection defines the formats of the FCl field for
this type of FB nessage. Further generic feedback messages MAY be
defined in the future.

6.2.1. Generic NACK
The Generic NACK nessage is identified by PT=RTPFB and FMI=1

The FCI field MJUST contain at | east one and MAY contain nore than one
CGeneri ¢ NACK

The CGeneric NACK is used to indicate the | oss of one or nbre RTP
packets. The |ost packet(s) are identified by the means of a packet
identifier and a bit mask.

Generi ¢ NACK feedback SHOULD NOT be used if the underlying transport
protocol is capable of providing simlar feedback information to the
sender (as may be the case, e.g., with DCCP).

The Feedback Control Information (FCl) field has the foll ow ng Syntax
(Figure 4):

0 1 2 3
01234567890123456789012345678901
T I e A S T i S S e S i e NUp S S

| PI D | BLP
T T T T S KT i T S S BUp S A S S S .

Figure 4. Syntax for the Generic NACK nessage
Packet ID (PID): 16 bits

The PID field is used to specify a | ost packet. The PID field
refers to the RTP sequence number of the |ost packet.
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bi t mask of follow ng | ost packets (BLP): 16 bits
The BLP allows for reporting |osses of any of the 16 RTP packets
i medi ately followi ng the RTP packet indicated by the PID. The
BLP's definition is identical to that given in [6]. Denoting the
BLP's |least significant bit as bit 1, and its nost significant bit
as bit 16, then bit i of the bit mask is set to 1 if the receiver
has not received RTP packet number (PID+i) (nodulo 2716) and
indicates this packet is lost; bit i is set to O otherwise. Note
that the sender MJUST NOT assune that a receiver has received a
packet because its bit nmask was set to 0. For example, the |east
significant bit of the BLP would be set to 1 if the packet
corresponding to the PID and the foll owi ng packet have been | ost.
However, the sender cannot infer that packets PID+2 through Pl D+16
have been received sinply because bits 2 through 15 of the BLP are
0; all the sender knows is that the receiver has not reported them
as lost at this tinme.

The I ength of the FB nmessage MJUST be set to 2+n, with n being the
nunber of Generic NACKs contained in the FCl field.

The Generic NACK nessage inmplicitly references the payl oad type
through the sequence nunber(s).

6. 3. Payl oad- Speci fic Feedback Messages

Payl oad- Speci fic FB nessages are identified by the value PT=PSFB as
RTCP nessage type.

Three payl oad-specific FB nmessages are defined so far plus an
application | ayer FB nessage. They are identified by neans of the
FMI parameter as foll ows:

0: unassi gned

1: Picture Loss Indication (PLI)

2: Slice Loss Indication (SLI)

3: Ref erence Picture Sel ection Indication (RPSI)
4-14: unassi gned

15: Application |layer FB (AFB) nessage
16- 30: unassi gned
31: reserved for future expansion of the sequence number space

The foll owi ng subsections define the FCl formats for the payl oad-
speci fic FB nessages, Section 6.4 defines FCl format for the
application | ayer FB nessage.
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6.3.1. Picture Loss Indication (PLI)
The PLI FB message is identified by PT=PSFB and FMI=1
There MUST be exactly one PLI contained in the FCl field.
6.3.1.1. Semantics

Wth the Picture Loss Indication nessage, a decoder infornms the
encoder about the | oss of an undefined ambunt of coded vi deo data

bel onging to one or nore pictures. Wen used in conjunction with any
vi deo codi ng schene that is based on inter-picture prediction, an
encoder that receives a PLI becones aware that the prediction chain
may be broken. The sender MAY react to a PLI by transmitting an
intra-picture to achi eve resynchroni zati on (naking this nmessage
effectively simlar to the FIR nmessage as defined in [6]); however,
the sender MJUST consider congestion control as outlined in Section 7,
which MAY restrict its ability to send an intra frane.

O her RTP payl oad specifications such as RFC 2032 [6] al ready define
a feedback nechanismfor sone for certain codecs. An application
supporting both schemes MJIST use the feedback nechani sm defined in
this specification when sendi ng feedback. For backward conmpatibility
reasons, such an application SHOULD al so be capable to receive and
react to the feedback schene defined in the respective RTP payl oad
format, if this is required by that payload fornat.

6.3.1.2. Message Format

PLI does not require paranmeters. Therefore, the length field MIST be
2, and there MJST NOT be any Feedback Control Infornmation.

The senmantics of this FB nessage is independent of the payload type.
6.3.1.3. Timng Rules

The timng follows the rules outlined in Section 3. In systens that
enpl oy both PLI and other types of feedback, it may be advisable to
follow the Regular RTCP RRtimng rules for PLI, since PLI is not as
delay critical as other FB types.

6.3.1.4. Remarks

PLI messages typically trigger the sending of full intra-pictures.
Intra-pictures are several tines larger then predicted (inter-)
pictures. Their size is independent of the time they are generated.
In nost environnments, especially when enploying bandwidth-limted
links, the use of an intra-picture inplies an allowed delay that is a
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significant multitude of the typical frane duration. An exanple: If
the sending frame rate is 10 fps, and an intra-picture is assuned to
be 10 tines as big as an inter-picture, then a full second of |atency
has to be accepted. 1In such an environnent, there is no need for a
particul ar short delay in sending the FB nessage. Hence, waiting for
the next possible tinme slot allowed by RTCP timing rules as per [2]
with Tm n=0 does not have a negative inpact on the system

per f or mance.

6.3.2. Slice Loss Indication (SLI)
The SLI FB nessage is identified by PT=PSFB and FMI=2.

The FCl field MJUST contain at | east one and MAY contain nore than one
SLI.

6.3.2.1. Semantics

Wth the Slice Loss Indication, a decoder can inform an encoder that

it has detected the loss or corruption of one or several consecutive

macr obl ock(s) in scan order (see below). This FB nmessage MJST NOT be
used for video codecs with non-uniform dynam cally changeabl e

macr obl ock sizes such as H 263 with enabled Annex Q In such a case

an encoder cannot always identify the corrupted spatial region

6.3.2. 2. For mat

The Slice Loss Indication uses one additional FCI field, the content
of which is depicted in Figure 6. The length of the FB nessage MJUST
be set to 2+n, with n being the nunber of SLIs contained in the FC
field.

0 1 2 3
01234567890123456789012345678901
B s i S i I i S S S i i

| First | Nunber | PicturelD
e b i T T e T S s S R S e T O i i Tk i RIS S S

Figure 6: Syntax of the Slice Loss Indication (SLI)

First: 13 bits
The macrobl ock (MB) address of the first |ost macroblock. The MB
nunbering is done such that the macroblock in the upper |eft
corner of the picture is considered nmacrobl ock nunber 1 and the
nunber for each nacrobl ock increases fromleft to right and then
fromtop to bottomin raster-scan order (such that if there is a
total of N macroblocks in a picture, the bottomright macrobl ock
i s consi dered nmacrobl ock nunber N)
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Nurber: 13 bits
The nunber of | ost macrobl ocks, in scan order as di scussed above.

PicturelD: 6 bits
The six least significant bits of the codec-specific identifier
that is used to reference the picture in which the | oss of the
nmacr obl ock(s) has occurred. For many video codecs, the PicturelD
is identical to the Tenporal Reference.

The applicability of this FB message is limted to a small set of
vi deo codecs; therefore, no explicit payload type information is
provi ded.

6.3.2.3. Timng Rules

The efficiency of algorithms using the Slice Loss Indication is
reduced greatly when the Indication is not transmtted in a tinely
fashi on. Mbtion conpensation propagates corrupted pixels that are
not reported as being corrupted. Therefore, the use of the al gorithm
di scussed in Section 3 is highly recomended.

6.3.2.4. Remarks

The term Slice is defined and used here in the sense of MPEG 1 -- a
consecutive nunber of nacrobl ocks in scan order. Mre recent video
codi ng standards sonetines have a different understanding of the term
Slice. In H 263 (1998), for exanple, a concept known as "rectangul ar
slice" exists. The |oss of one rectangular slice my lead to the
necessity of sending nore than one SLI in order to precisely identify
the region of |ost/danaged MBs.

The first field of the FCI defines the first macrobl ock of a picture
as 1 and not, as one could suspect, as 0. This was done to align
this specification with the comparabl e mechanismavailable in ITUT
Rec. H. 245 [24]. The maxi mum nunber of macrobl ocks in a picture
(2**13 or 8192) corresponds to the maxi mum picture sizes of nost of
the ITUT and | SO | EC video codecs. |f future video codecs offer

| arger picture sizes and/or smaller nmacrobl ock sizes, then an

additi onal FB nmessage has to be defined. The six |east significant
bits of the Tenporal Reference field are deened to be sufficient to
i ndicate the picture in which the | oss occurred.

The reaction to an SLI is not part of this specification. One

typical way of reacting to an SLI is to use intra refresh for the
affected spatial region.
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Al gorithns were reported that keep track of the regions affected by
notion conpensation, in order to allow for a transmission of Intra
macrobl ocks to all those areas, regardless of the timng of the FB
(see H 263 (2000) Appendix | [17] and [15]). Although the tim ng of
the FB is less critical when those algorithnms are used than if they
are not, it has to be observed that those algorithns correct |arge
parts of the picture and, therefore, have to transmt much higher
data volunme in case of del ayed FBs.

6.3.3. Reference Picture Selection Indication (RPSI)
The RPSI FB nessage is identified by PT=PSFB and FMI=3.
There MUST be exactly one RPSI contained in the FCI field.
6.3.3.1. Semantics

Modern vi deo codi ng standards such as MPEG 4 visual version 2 [16] or
H. 263 version 2 [17] allow using ol der reference pictures than the
nost recent one for predictive coding. Typically, a first-in-first-
out queue of reference pictures is maintained. |f an encoder has

| earned about a | oss of encoder-decoder synchronicity, a known-as-
correct reference picture can be used. As this reference picture is
temporally further away then usual, the resulting predictively coded
picture will use nore bits.

Both MPEG 4 and H. 263 define a binary format for the "payl oad" of an
RPSI nessage that includes information such as the tenmporal 1D of the
damaged picture and the size of the danaged region. This bit string
is typically small (a couple of dozen bits), of variable |ength, and
sel f-contained, i.e., contains all information that is necessary to
performreference picture selection

Both MPEG 4 and H. 263 all ow the use of RPSI with positive feedback
information as well. That is, pictures (or Slices) are reported that
were decoded without error. Note that any form of positive feedback
MUST NOT be used when in a nultiparty session (reporting positive

f eedback about individual reference pictures at RTCP intervals is not
expected to be of much use anyway).
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6.3.3.2. Fornmat
The FClI for the RPSI nessage follows the format depicted in Figure 7:

0 1 2 3
01234567890123456789012345678901
T T o i T T R e T S S  EE CEC st o S o
| PB | 0] Payl oad Type]| Native RPSI bit string
e L o e e e R e o ok S NI SR SRR S
| defi ned per codec | Padding (0)
+- +

+
-+
i s T S i S S S i s St SN o +

Figure 7: Syntax of the Reference Picture Selection Indication (RPSI)

PB: 8 bhits
The nunber of unused bits required to pad the I ength of the RPSI
nmessage to a nultiple of 32 bits.

0: 1 bit
MUST be set to zero upon transnission and ignored upon reception

Payl oad Type: 7 bits
I ndi cates the RTP payload type in the context of which the native
RPSI bit string MJST be interpreted.

Native RPSI bit string: variable I ength
The RPSI information as natively defined by the video codec.

Paddi ng: #PB bits
A nunber of bits set to zero to fill up the contents of the RPSI
nessage to the next 32-bit boundary. The nunber of padding bits
MUST be indicated by the PB field.

6.3.3.3. Timng Rules

RPSI is even nore critical to delay than algorithns using SLI. This
i s because the older the RPSI nessage is, the nore bits the encoder
has to spend to re-establish encoder-decoder synchronicity. See [15]
for sonme informati on about the overhead of RPSI for certain bit
rate/frame rate/l oss rate scenari os.

Therefore, RPSI nessages should typically be sent as soon as
possi bl e, enploying the algorithm of Section 3.
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6.4. Application Layer Feedback Messages

Application |layer FB nessages are a special case of payl oad-specific
nmessages and are identified by PT=PSFB and FMI=15. There MJST be
exactly one application |ayer FB nessage contained in the FCl field,
unl ess the application | ayer FB nessage structure itself allows for
stacking (e.g., by neans of a fixed size or explicit length

i ndi cator).

These nessages are used to transport application-defined data
directly fromthe receiver’'s to the sender’s application. The data
that is transported is not identified by the FB message. Therefore,
the application MIUST be able to identify the nessage payl oad.

Usual |y, applications define their own set of messages, e.g., NEWPRED
nmessages in MPEG 4 [16] (carried in RTP packets according to RFC 3016
[23]) or FB nmessages in H 263/ Annex N, U [17] (packetized as per RFC
2429 [14]). These nmessages do not need any additional infornmation
fromthe RTCP nessage. Thus, the application nessage is sinply
placed into the FCl field as follows and the length field is set
accordi ngly.

Application Message (FCl): variable |length
This field contains the original application nessage that shoul d
be transported fromthe receiver to the source. The format is

application dependent. The length of this field is variable. |If
the application data is not 32-bit aligned, padding bits and bytes
MJUST be added to achieve 32-bit alignment. Identification of

padding is up to the application |layer and not defined in this
speci fication.

The application |ayer FB nessage specificati on MUST define whether or
not the nessage needs to be interpreted specifically in the context
of a certain codec (identified by the RTP payload type). If a
reference to the payload type is required for proper processing, the
application | ayer FB nessage specification MIUST define a way to
conmuni cate the payload type infornmation as part of the application

| ayer FB nessage itself.

7. FEarly Feedback and Congestion Contro
In the previous sections, the FB nessages were defined as well as the
timng rules according to which to send these nessages. The way to

react to the feedback received depends on the application using the
f eedback mechani sms and hence i s beyond the scope of this docunent.
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However, across all applications, there is a conmon requirenent for
(TCP-friendly) congestion control on the nedia stream as defined in
[1] and [2] when operating in a best-effort network environnment.

It should be noted that RTCP feedback itself is insufficient for
congestion control purposes as it is likely to operate at much sl ower
timescal es than other transport |ayer feedback nechani sns (that

usual ly operate in the order of RTT). Therefore, additiona
nmechani sns are required to perform proper congestion control

A congestion control algorithmthat shares the avail abl e bandw dth
reasonably fairly with competing TCP connections, e.g., TFRC [7],
MUST be used to determine the data rate for the nedia streamw thin
the bounds of the RTP sender’s and the nedia session’s capabilities
if the RTP/ AVPF session is transmitted in a best-effort environment.

8. Security Considerations

RTP packets transporting information with the proposed payl oad format
are subject to the security considerations discussed in the RTP
specification [1] and in the RTP/AVP profile specification [2]. This
profil e does not specify any additional security services.

This profile nodifies the timng behavior of RTCP and elim nates the
m ni mum RTCP interval of five seconds and allows for earlier feedback
to be provided by receivers. Goup nenbers of the associated RTP
session (possibly pretending to represent a |large nunber of entities)
may disturb the operation of RTCP by sending |arge nunbers of RTCP
packets thereby reducing the RTCP bandw dth avail abl e for Regul ar
RTCP reporting as well as for Early FB nessages. (Note that an
entity need not be a nenber of a nulticast group to cause these
effects.) Simlarly, malicious menbers may send very |arge RTCP
nmessages, thereby increasing the avg_rtcp_size variable and reducing
the effectively avail able RTCP bandw dt h.

Feedback information nay be suppressed if unknown RTCP feedback
packets are received. This introduces the risk of a nmalicious group
menber reducing Early feedback by sinply transmitting payl oad-

speci fic RTCP feedback packets with random contents that are not
recogni zed by any receiver (so they will suppress feedback) or by the
sender (so no repair actions will be taken).

A malicious group nenber can also report arbitrary high loss rates in
the feedback information to make the sender throttle the data

transm ssion and increase the anount of redundancy information or
take other action to deal with the pretended packet loss (e.g., send
fewer frames or decrease audio/video quality). This may result in a
degradation of the quality of the reproduced nmedia stream
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Finally, a malicious group nenber can act as a | arge nunber of group
menbers and thereby obtain an artificially large share of the Early
f eedback bandwi dth and reduce the reactivity of the other group
menbers -- possibly even causing themto no | onger operate in

| mredi ate or Early feedback node and thus underm ning the whol e
purpose of this profile.

Senders as well as receivers SHOULD behave conservatively when
observing strange reporting behavior. For excessive failure
reporting fromone or a few receivers, the sender MAY decide to no

| onger consider this feedback when adapting its transm ssion behavi or
for the nedia stream |In any case, senders and receivers SHOULD
still adhere to the maxi mum RTCP bandwi dt h but nmake sure that they
are capable of transnitting at | east regularly schedul ed RTCP
packets. Senders SHOULD carefully consider how to adjust their
transm ssi on bandw dt h when encountering strange reporting behavi or
they MUST NOT increase their transm ssion bandwi dth even if ignoring
suspi ci ous feedback.

Attacks using fal se RTCP packets (Regular as well as Early ones) can
be avoi ded by authenticating all RTCP nmessages. This can be achieved
by using the AVPF profile together with the Secure RTP profile as
defined in [22]; as a prerequisite, an appropriate conbination of
those two profiles (an "SAVPF") is being specified [21]. Note that,
when enpl oyi ng group authentication (as opposed to source

aut hentication), the aforementi oned attacks nay be carried out by
mal i ci ous or mal functioni ng group nenbers in possession of the right
keyi ng materi al

9. | ANA Consi derations

The foll owing contact information shall be used for all registrations
i ncl uded here:

Cont act : Joerg Ot
mai |l to:jo@cmorg
tel: +358-9-451- 2460

The feedback profile as an extension to the profile for audi o-visua

conferences with mnimal control has been registered for the Session
Description Protocol (specifically the type "proto"): "RTP/ AVPF".
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SDP Protocol ("proto"):
Nare: RTP/ AVPF
Long form Ext ended RTP Profile with RTCP-based Feedback

Type of name:

proto

Type of attribute: Media level only

Pur pose:
Ref erence

RFC 4585
RFC 4585

SDP Attribute ("att-field"):

Attribute nane: rtcp-fb
Long form RTCP Feedback paraneter
Type of nane: att-field

Type of attribute: Media level only
Subj ect to charset: No

Pur pose: RFC 4585
Ref er ence: RFC 4585
Val ues: See this docunment and registrations bel ow

A new registry has been set up for the "rtcp-fb" attribute, with the
followi ng registrations created initially: "ack", "nack", "trr-int",
and "app" as defined in this docunent.

Initial value registration for the attribute "rtcp-fb"
Val ue nane: ack
Long narne: Posi tive acknow edgenent
Ref er ence: RFC 4585.
Val ue nane: nack
Long nane: Negati ve Acknow edgenent
Ref er ence: RFC 4585.
Val ue nane: trr-int
Long nane: M ni mal receiver report interva
Ref er ence: RFC 4585.
Val ue nane: app
Long narne: Appl i cati on-defined paraneter
Ref er ence: RFC 4585.

at, et al.

Further entries may be registered on a first-cone first-serve basis.
Each new registration needs to indicate the paraneter nane and the
syntax of possible additional arguments. For each new registration
it is mandatory that a pernmanent, stable, and publicly accessible
docunent exists that specifies the semantics of the registered
paraneter, the syntax and senmantics of its paraneters as well as
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correspondi ng feedback packet formats (if needed).
regi stration procedures of [3] apply.

The genera

For use with both "ack" and "nack", a joint sub-registry has been set
up that initially registers the foll ow ng val ues:

Initial value registration for the attribute values "ack" and "nack":

Val ue nane: sli

Long narne: Slice Loss Indication
Usabl e with: nack

Ref er ence: RFC 4585.

Val ue nane: pli

Long nane: Pi cture Loss Indication
Usabl e with: nack

Ref er ence: RFC 4585.

Val ue nane: r psi

Long nane: Ref erence Picture Selection Indication
Usabl e with: ack, nack

Ref er ence: RFC 4585.

Val ue nane: app

Long nane: Application |ayer feedback
Usabl e with: ack, nack

Ref er ence: RFC 4585.

Further entries may be registered on a first-cone first-serve basis.
Each registration needs to indicate the paraneter nane, the syntax of
possi bl e additi onal argunments, and whether the paraneter is
applicable to "ack" or "nack" feedback or both or sone different
"rtcp-fb" attribute parameter. For each new registration, it is
mandatory that a permanent, stable, and publicly accessible docunent
exi sts that specifies the semantics of the registered paraneter, the
syntax and semantics of its paraneters as well as correspondi ng

f eedback packet formats (if needed). The general registration
procedures of [3] apply.

Two RTCP Control Packet Types: for the class of transport |ayer FB
messages ("RTPFB") and for the class of payl oad-specific FB nessages
("PSFB"). Per Section 6, RTPFB=205 and PSFB=206 have been added to
the RTCP registry.
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RTP RTCP Contro

As AVPF defines additiona
"reserved"

Nane:
Long nane:
Val ue:
Ref er ence

Name:
Long nane:
Val ue:
Ref er ence

RTP/ AVPF

Packet types (PT):

RTPFB

Ceneri ¢ RTP Feedback
205

RFC 4585.

PSFB

Payl oad- speci fic
206

RFC 4585.

RTCP payl oad types, the corresponding

RTP payl oad type space (72-76, as defined in [2]), has

been expanded accordingly.

A new sub-regi stry has been set up for the FMI val ues for

both the

RTPFB payl oad type and the PSFB payl oad type, with the follow ng
registrations created initially:

Wthin the RTPFB range, the following two format (FMI) val ues are
initially registered:

Name:
Long nane:
Val ue:
Ref erence

Name:
Long nane:
Val ue:
Ref er ence

Generic NACK

CGeneri c negative acknow edgenent
1

RFC 4585.

Ext ensi on

Reserved for future extensions
31

RFC 4585.

Wthin the PSFB range, the following five format (FMI) val ues are
initially registered:

at,

Name:
Long nane:
Val ue:
Ref er ence:

Name:
Long nane:
Val ue:
Ref erence

et al.

PLI

Pi cture Loss | ndication
1

RFC 4585.

SLI

Slice Loss Indication
2

RFC 4585.
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Name: RPSI
Long nane: Ref erence Picture Selection Indication
Val ue: 3
Ref er ence: RFC 4585.
Nare: AFB
Long nane: Application Layer Feedback
Val ue: 15
Ref er ence: RFC 4585.
Nane: Ext ensi on
Long nane: Reserved for future extensions.
Val ue: 31
Ref er ence: RFC 4585.

10.

at,

Further entries may be registered foll owing the "Specification

Required" rules as defined in RFC 2434 [9]. Each registration needs
to indicate the FMI value, if there is a specific FB nmessage to go
into the FCl field, and whether or not nultiple FB nessages nmay be

stacked in a single FCl field. For each newregistration, it is
mandatory that a permanent, stable, and publicly accessible docunent
exi sts that specifies the semantics of the registered paraneter as
wel |l as the syntax and semantics of the associated FB nessage (if
any). The general registration procedures of [3] apply.
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contained in BCP 78, and except as set forth therein, the authors
retain all their rights.

Thi s docunent and the information contained herein are provided on an
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WARRANTI ES OF MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE

Intell ectual Property
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Intell ectual Property Rights or other rights that m ght be clained to
pertain to the inplenentation or use of the technol ogy described in
this document or the extent to which any |icense under such rights

m ght or mght not be available; nor does it represent that it has
made any independent effort to identify any such rights. Information
on the procedures with respect to rights in RFC docunents can be
found in BCP 78 and BCP 79.

Copi es of IPR disclosures made to the | ETF Secretariat and any
assurances of licenses to be nmade available, or the result of an
attenpt nade to obtain a general |icense or permission for the use of
such proprietary rights by inplenenters or users of this
specification can be obtained fromthe |ETF on-line | PR repository at
http://ww.ietf.org/ipr.

The 1ETF invites any interested party to bring to its attention any
copyrights, patents or patent applications, or other proprietary
rights that may cover technology that may be required to inpl enent
this standard. Pl ease address the infornation to the |IETF at
ietf-ipr@etf.org.
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