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Abst r act

For the purpose of Ceneralized Milti-Protocol Label Switching (GVPLS)
signaling, in certain cases a conbination of <link identifier, |abel>
is not sufficient to unambiguously identify the appropriate resource
used by a Label Switched Path (LSP). Such cases are handl ed by using
the link bundling construct, which is described in this docunent.
Thi s docunent updates the interface identification TLVs, which are
defined in the GWLS Signaling Functional Description
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1. I nt roducti on

For the purpose of Generalized Milti-Protocol Label Switching (GWLS)
signaling, in certain cases a conbination of <link identifier, |abel>
is not sufficient to unambiguously identify the appropriate resource
used by a Label Switched Path (LSP). Such cases are handl ed by using
the link bundling construct, which is described in this docunent.
Thi s docunent updates the interface identification TLVs, which are
defined in the GWLS Signaling Functional Description

1.1. Specification of Requirenments
The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",

"SHOULD', "SHOULD NOT", "RECOWMENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in RFC 2119 [ RFC2119].
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2. Link Bundling

As defined in [GWLS-ROUTING, a traffic engineering (TE) link is a
| ogi cal construct that represents a way to group/map information
about certain physical resources (and their properties) that

i nterconnect LSRs with information that is used by Constrai ned SPF
(for the purpose of path conputation) and by GVWPLS signali ng.

As stated in [ GWLS- ROUTI NG, depending on the nature of resources
that forma particular TE link for the purpose of GWLS signaling, in
some cases a conbination of <TE link identifier, |abel> is sufficient
to unanbi guously identify the appropriate resource used by an LSP

In other cases, a conbination of <TE link identifier, |abel> is not
sufficient. Consider, for exanple, a TE |link between a pair of
SONET/ SDH cross-connects, where this TE link is conposed of severa
fibers. In this case the label is a TDMtinme slot, and noreover

this time slot is significant only within a particular fiber. Thus,
when signaling an LSP over such a TE |ink, one needs to specify not
just the identity of the link, but also the identity of a particular
fiber within that TE link, as well as a particular label (tine slot)
within that fiber. Such cases are handl ed by using the |ink bundling
construct, which is described in this docunent.

Consider a TE link such that, for the purpose of GWLS signaling, a
conbi nation of <TE link identifier, |abel> is not sufficient to
unanbi guously identify the appropriate resources used by an LSP. In
this situation, the link bundling construct assunes that the set of
resources that formthe TE link could be partitioned into disjoint
subsets, such that (a) the partition is mnimal, and (b) wthin each
subset, a label is sufficient to unanbiguously identify the
appropriate resources used by an LSP. W refer to such subsets as
“conmponent links", and to the whole TE link as a "bundl ed |ink".
Furthernore, we restrict the identifiers that can be used to identify
conponent |inks such that they are unique for a given node. On a
bundl ed I'ink, a conbination of <conponent link identifier, label>is
sufficient to unanbiguously identify the appropriate resources used
by an LSP.

The partition of resources that forma bundled Iink into conponent
links has to be done consistently at both ends of the bundled |ink.
Both ends of the bundled Iink also have to understand the other end s
conponent link identifiers.

The purpose of link bundling is to inprove routing scalability by
reduci ng the anmount of information that has to be handl ed by OSPF
and/or 1S-1S. This reduction is acconplished by performng

i nformati on aggregation/abstraction. As with any other information
aggregation/abstraction, this results in |osing sone of the
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information. To limt the anbunt of | osses, one needs to restrict
the type of information that can be aggregat ed/ abstracted.

2.1. Restrictions on Bundling

Al'l conponent links in a bundl e have the same Link Type (i.e.

poi nt-to-point or nulti-access), the sane Traffic Engi neering netric,
the sane set of resource classes at each end of the links, and nust
begin and end on the same pair of LSRs.

A Forwardi ng Adj acency may be a conponent link; in fact, a bundle can
consist of a mx of point-to-point |inks and FAs.

If the conponent links are all nulti-access links, the set of 1S 1S
or OSPF routers that are connected to each component |ink rmust be the
same, and the Designated Router for each conponent |ink nust be the
same. |If these conditions cannot be enforced, multi-access |inks
must not be bundl ed.

Conponent link identifiers MJST be uni que across both TE and
conponent link identifiers on a particular node. This means that
unnurbered i dentifiers have a node-w de scope, and that numnbered
identifiers have the sane scope as | P addresses.

2.2. Routing Considerations

A conponent |ink nay be either nunbered or unnunbered. A bundl ed
link may itself be nunbered or unnunbered, independent of whether the
conponent |inks of that bundled |ink are nunbered.

Handl i ng identifiers for unnunbered conponent |inks, including the
case in which a link is forned by a Forwarding Adjacency, follows the
sane rules as those for an unnunbered TE |link (see Section "Link
Identifiers" of [RFC3477]/[RFC3480]). Furthernore, link |loca
identifiers for all unnunmbered |inks of a given LSR (whet her
conponent |inks, Forwardi ng Adjacencies, or bundled Iinks) MJST be
uni que in the context of that LSR

The "liveness" of the bundled link is determ ned by the |iveness of
each of the conponent links within the bundled Iink; a bundled |ink
is alive when at |east one of its conponent links is determ ned to be
alive. The liveness of a conponent |ink can be determ ned by any of
several nmeans: |1S-1S or OSPF hellos over the component |ink, RSVP
Hell o, LMP hellos (see [LMP]), or fromlayer 1 or layer 2

i ndi cations.
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Once a bundled link is deternmined to be alive, it can be advertised
as a TE link and the TE information can be flooded. |If IS 1S/ OSPF
hell os are run over the conponent l|inks, 1S 1S/ OSPF flooding can be
restricted to just one of the component |inks. Procedures for doing
this are outside the scope of this docunent.

In the future, as new Traffic Engineering paraneters are added to
I S-1S and OSPF, they should be acconpani ed by descriptions as to how
they can be bundl ed, and possible restrictions on bundling.

2.3. Signaling Considerations

Because information about the bundled link is flooded, but

i nformati on about the conmponent links is not, typically, an LSP's ERO
will identify the bundled link to be used for the LSP, but not the
conponent link. While Discovery of conponent link identities to be
used in an EROis outside the scope of the docunent, it is envisioned
that such information may be provided via configuration or via future
RRO extensions. Wen the bundled link is identified in an ERO or is
dynam cally identified, the choice of the component link for the LSP
is alocal matter between the two LSRs at each end of the bundl ed
l'ink.

Signaling nust identify both the conponent |ink and | abel to use.
The choi ce of the component link to use is always made by the sender
of the Path/ REQUEST message. |If an LSP is bidirectional [RFC3471],
the sender chooses a conponent link in each direction. The handling
of labels is not nodified by this docunent.

Conponent link identifiers are carried in RSVP nessages, as descri bed
in section 8 of [RFC3473]. Conponent link identifiers are carried in
CR-LDP nessages, as described in section 8 of [RFC3473]. Additiona
processing related to unnunbered links is described in the
"Processing the | F_ID RSVP_HOP object"/"Processing the IF_ID TLV"

and "Unnunber ed Forwardi ng Adj acenci es” sections of

[ RFC3477] /[ RFC3480] .

[ RFC3471] defines the Interface ldentification type-Iength-value
(TLV) types. This docunent specifies that the TLV types 1, 2, and 3
SHOULD be used to indicate conmponent links in I F_ID RSVP_HOP objects
and | F_ID TLVs.

Type 1 TLVs are used for |Pv4 nunbered conponent |ink identifiers.
Type 2 TLVs are used for |Pv6 nunbered component |ink identifiers.

Type 3 TLVs are used for unnunbered conponent |ink identifiers.
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The Conponent Interface TLVs, TLV types 4 and 5, SHOULD NOT be used.
Note, in Path and REQUEST nessages, |ink identifiers MJST be
specified fromthe sender’s perspective.

Except in the special case noted below, for a unidirectional LSP

only a single TLV SHOULD be used in an IF_ID RSVP_HOP object or IF_ID
TLV. This TLV indicates the conponent link identifier of the
downstream data channel on which | abel allocation nust be done.

Except in the special case noted below, for a bidirectional LSP, only
one or two TLVs SHOULD be used in an I F_ID RSVP_HOP object or IF_ID
TLV. The first TLV always indicates the conponent link identifier of
t he downstream data channel on which | abel allocation nmust be done.
When present, the second TLV al ways indicates the conponent |ink
identifier of the upstream data channel on which |abel allocation
must be done. When only one TLV is present, it indicates the
conponent link identifier for both downstream and upstream dat a
channel s.

In the special case where the sane |label is to be valid across al
conponent |inks, two TLVs SHOULD be used in an | F_I D RSVP_HOP obj ect
or IF_IDTLV. The first TLV indicates the TE link identifier of the
bundl e on which | abel allocation nust be done. The second TLV

i ndi cates a bundl e scope label. For TLV types 1 and 2, this is done
by using the special bit value of all ones (1) (e.g., OxFFFFFFFF for
atype 1 TLV). Per [RFC3471], for TLV types 3, 4, and 5, this is
done by setting the Interface IDfield to the special val ue
OXFFFFFFFF. Note that this special case applies to both

uni directional and bidirectional LSPs.

Al t hough it SHOULD NOT be used, when used, the type 5 TLV MUST NOT be
the first TLV in an IF_ID RSVP_HOP object or IF_ID TLV.

2.3.1. Interface ldentification TLV For mat

This section nodifies section 9.1.1. of [RFC3471]. The definition of
the I P Address field of the TLV types 3, 4, and 5 is clarified.

For types 3, 4, and 5, the Value field has an identical format to
the contents of the C Type 1 LSP_TUNNEL_I NTERFACE | D obj ect
defined in [RFC3477]. Note that this results in the renam ng of
the IP Address field defined in [ RFC3471].
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2.3.2. Errored Conponent ldentification

When Interface ldentification TLVs are used, the TLVs are al so used
to indicate the specific conmponents associated with an error. For
RSVP, this means that any received TLVs SHOULD be copied into the

| F I D ERROR _SPEC object (see Section 8.2 in [RFC3473]). The Error
Node Address field of the object SHOULD i ndicate the TE Link
associated with the error. For CRLDP, this nmeans that any received
TLVs SHOULD be copied into the IF_ID Status TLV (see Section 8.2 in
[ RFC3472]). The HOP Address field of the TLV SHOULD i ndicate the TE
Li nk associated with the error

3. Traffic Engineering Paraneters for Bundl ed Links

In this section, we define the Traffic Engineering paraneters to be
advertised for a bundled |ink, based on the configuration of the
conponent |inks and of the bundled link. The definition of these
paraneters for component |inks was undertaken in [ RFC3784] and

[ RFC3630]; we use the term nology from [ RFC3630].

3.1. OSPF Link Type

The Link Type of a bundled link is the (unique) Link Type of the
conponent links. Note that this parameter is not present in IS 1S

3.2. OSPF Link ID

For point-to-point links, the Link ID of a bundled link is the
(unique) Router ID of the neighbor. For nulti-access links, this is
the interface address of the (unique) Designated Router. Note that
this paranmeter is not present in |IS-IS.

3.3. Local and Rempte Interface | P Address
Note that in IS-1S, the Local Interface IP Address is known as the
I Pv4 Interface Address and the Renpte Interface |IP Address is known
as the |1 Pv4 Nei ghbor Address.
If the bundled link is nunmbered, the Local Interface |IP Address is

the |l ocal address of the bundled link; simlarly, the Renpte
Interface |P Address is the renmpte address of the bundled |ink
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3.4. Local and Renmpote ldentifiers

If the bundled link is unnunbered, the link local identifier is set
to the identifier chosen for the bundle by the advertising LSR The
link renpote identifier is set to the identifier chosen by the

nei ghboring LSR for the reverse link corresponding to this bundle, if
known; otherw se, this is set to 0.

3.5. Traffic Engineering Metric

The Traffic Engineering Metric for a bundled link is that of the
conponent |inks.

3.6. Maxi mum Bandwi dt h

This paraneter is not used. The maxi num LSP Bandw dth (as descri bed
bel ow) repl aces the Maxi mum Bandwi dth for bundl ed Iinks.

3.7. Maxi mum Reservabl e Bandwi dt h

For a given bundled I'ink, we assume that either each of its conponent
links is configured with the Maxi mum Reservabl e Bandwi dth, or the
bundled Iink is configured with the Maxi mum Reservabl e Bandwi dth. In
the former case, the Maxi mum Reservabl e Bandwi dth of the bundled Iink
is set to the sumof the Maxi mum Reservabl e Bandw dt hs of al

conponent |inks associated with the bundled Iink

3.8. Unreserved Bandw dth

The unreserved bandwi dth of a bundled Iink at priority p is the sum
of the unreserved bandwi dths at priority p of all the conponent |inks
associated with the bundled Iink

3.9. Resource Casses (Administrative G oups)

The Resource Classes for a bundled |ink are the sane as those of the
conponent |inks.

3.10. Maxi mum LSP Bandwi dt h

The Maxi mum LSP Bandwi dth takes the place of the Maxi num Bandwi dt h.
For an unbundl ed |ink, the Maxi num Bandwi dth is defined in

[ GWPLS- ROUTI NG . The Maxi num LSP Bandwi dth of a bundled |ink at
priority pis defined to be the nmaxi num of the Maxi mum LSP Bandwi dt h
at priority p of all of its conponent |inks.
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The details of how Maxi mum LSP Bandwi dth is carried in IS- IS is given
in [GWLS-1SIS]. The details of how Maxi mum LSP Bandwi dth is carried
in OSPF is given in [ GWLS- OSPF] .

4. Bandwi dth Accounting

The RSVP (or CR-LDP) Traffic Control nodule, or its equivalent, on an
LSR with bundl ed |inks nust apply adm ssion control on a per-
conponent |ink basis. An LSP with a bandw dth requirenent b and
setup priority p fits in a bundled link if at |east one conponent
link has a maxi num LSP bandwi dth >= b at priority p. |If there are
several such links, the inplenmentation will choose which link to use
for the LSP

In order to know the maxi mum LSP bandwi dth (per priority) of each
conponent link, the Traffic Control nodule nust track the unreserved
bandwi dth (per priority) for each conponent |ink.

A change in the unreserved bandw dth of a conponent link results in a
change in the unreserved bandw dth of the bundled link. It also
potentially results in a change in the nmaxi mum LSP bandwi dth of the
bundl e; thus, the maxi mum LSP bandw dt h shoul d be reconput ed.

If one of the conponent |inks goes down, the associated bundled Iink
remai ns up and continues to be advertised, provided that at |east one
conponent |ink associated with the bundled Iink is up. The
unreserved bandwi dth of the conponent link that is down is set to
zero, and the unreserved bandw dth and maxi nrum LSP bandw dth of the
bundl e nust be reconmputed. |If all the conponent |inks associ ated
with a given bundled |ink are down, the bundled Iink MJST not be
advertised into OSPF/IS-1S.

5. Security Considerations

Thi s docunent defines ways of utilizing procedures defined in other
docunents, referenced herein. Any security issues related to those
procedures are addressed in the referenced docunents. Thus, this
docunent raises no new security issues for RSVP-TE [ RFC3209] or CR-
LDP [ RFC3212].

6. | ANA Consi derations
Thi s docunent changes the reconmended usage of two of the
Interface_|I D Types defined in [RFC3471]. For this reason, the | ANA
regi stry of GWLS Signaling Parameters has been updated to read:

4 12 COVPONENT_| F_DOWNSTREAM - DEPRECATED
5 12 COVPONENT_| F_UPSTREAM - DEPRECATED
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