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note concentrates upon (1) the HOST- HOST procedures

and (2) the inplenentation of the correspondi ng prograns in GORDO
(Operating Systemof the UCLA HOST).
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The first section is closely related to the BBN reports No. 1822 and
1763[ 1] and specifies the HOST functions for exchanging nessages. It
nostly deals with |inks and connections, nessage structure,
transactions, and control nessages.

The second section is software oriented; it explains howthe HOST
functions are inplenented and integrated into GORDO. It is involved
with data structures, progranms, buffers, interrupt processing, etc.

[1] Parts of this section are taken fromor referred to those
reports.

2. HOST- HOST PROCEDURES

2.1 Ceneralities
The basic idea is that several users, at a given HOST, should
simul taneously be able to utilize the network by tine-sharing its
physical facilities.
This inplies that within each HOST operating system there must exi st
a special programthat multiplexes outgoing nessages fromthe users
into the network and distributes incom ng nessages to the appropriate
users. We will call this special programthe Network program

2.2 Links and Connections (See figure 1)
2.2.1 Definitions

It is convenient to consider the Network as a black box - a system
whose behavi or is known but whose mechani snms are not - for

conmuni cati ng nmessages between renote users rather than between pairs
of HOST conputers.

(a) Logical connections

We define a | ogical connection as being a comunication path
linking two users at renote HOST[s].

Wth that concept, a user (user program) in a HOST computer can
(1) establish several |ogical connections to any renote HOST
users, and (2) send or receive nessages over those connections.
Connections appear to users as full dupl ex.

One of the purposes of the Network programis to serve the

users in establishing, identifying, and maintaining these
connecti ons.
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Logi cal Iinks

Each | ogical connection is made of a pair of directional |inks:
one for transmtting, the other for receiving.

Those links, called |ogical |inks, are established by the
Net wor k prograns and used by them

Note here that users are only interested in connections and are
conpl etely unaware of links. Relationships between |inks and
connections are carried out by the Network program

One of the advantages to define a connection as a pair of
directional links is that a HOST will have the capability to
[ oop himself through its IMP (it opens a connection to
hinself). This feature can be useful for debuggi ng purposes.

Further on through this paper we will not use any nore the
attribute logical when referring either to links or
connecti ons.

Connection types

In order to reach a high flexibility in utilizing the Network there
is advantage to classify the connections.

Thr ee

types of connections are distinguished: (a) contro

connection, (b) primary connection, and (c) auxiliary connection.

(a)

Thi
of

Control connection

s connection has a special status and is unique between a pair
HOST[s], e.g., if the Network includes x HOST[s], there are at

nost x control connections issued from one HOST.

Thi

s connection is used by renote Network prograns for passing

control nessages back and forth. Control nessages are basic to
the establishnent/del etion of standard connections. (See 2.4.2)

Not
whi

Let

Del oche

e here that this control connection is the only connection
ch is not used by the HOST users.

us descri be now the standard connecti ons.
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(b) Primary connection
These connections connect renote users.
A primary connecti on:

* |'s uni que between a pair of users and is the first to be
est abl i shed.

* |s "teletype-like", i.e.
ASCI | characters are transmtted
- Echoes are generated by the renote HOST,;
- The receiving HOST[s] scan for break characters;
- The transmission rate is slow (less than 20
characters/sec).

* Is mainly used for transmtting control comuands, e.g.
for log-in into a renote HOST operating system

(c) Auxiliary connection
These connections al so connect renpte users:
An auxiliary connection:
* |s opened in parallel to a primary connection and is not
uni que, i.e., several auxiliary connections can be

est abl i shed bet ween users.

* |s used for transmtting |arge volunes of data (file
oriented).

* |s used either for binary or character transnission

[Figure 1 - Links and Connections - see PDF file]

Del oche [ Page 4]



RFC 11 Host - Host Software Procedures in GORDO August 1969

2.3 Message Structure

The HOST[s] conmunicate with each other via nmessages. A nessage may
vary in length up to 8095 bits (See down bel ow the structure).

Larger transm ssion nmust therefore be broken up by HOST users into a
sequence of such nessages.

A message structure is identified on figure 2.
It includes the foll ow ng:

(1) A leader (32 bits): Message type, Source/Destination HOST,
link nunber. (See BBN report No. 1822, pp 13, 17)

(2) A marketing (32 bits when sent by the Sigma 7) for starting a
nmessage text on a word boundary. (See BBN report No. 1822,
pp. 17, 19)

(3) The nessage text (Max: 8015 bits for the Sigma 7). It nostly
consi sts of user’'s text. However, it may represent
i nformati on for use by the Network prograns. (Contro
nmessages, see 2.4.2)

(4) A checksum (16 bits). |Its purpose is to check, at the HOST
| evel, the right transm ssion of a nessage. (Changes in bit
pattern or packet transposition; packets are defined in BBN
report No. 1763, p. 13) See down bel ow for checksum
cal cul ation.

(5) A padding for solving word | ength m snatch problenms. (See BBN
report No. 1822, p. 17, 19.). As far as software is
concerned, padding is only involved at nessage reception for
del i neati ng message ends. (At transm ssion the hardware takes
care of the padding.)

Remar k:
Checksum cal cul ati on:
The last 16 bits of every nessage sent by a HOST is a checksum
Thi s checksumis conputed on the whol e nmessage incl udi ng any
mar ki ng, but excluding the 32 bit |eader and any padding. To
conpute the checksum

1. Consider the nmessage to be padded with zeroes to a | ength of
8640 bhits.

2. Section the 8640 bits into six 1440-bit segnments, SO, Sl1...Sb.
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3. Section each 1440-bit segnent S into 90 16-bit el enents, TO,
T1...T89.

4. Define a function [(+)], which takes two 16-bit el enments as
i nputs and outputs a 16-bit elenent. This function is defined

by

Tm[(+)] Tn Tm[(+)] Tn, if Tm+ Tn < 2[exp 16]

Tm[(+)] Tn Tm[(+)] Tn - 2[exp 16] + 1, if Tm+ Tn >= 2[exp
16]

5. For each 1440-bit segnent Si conpute G = K(Si), where
K(S) =TO [(+)] T1 + ..... T89

6. Conmputer C =
QO (H]C(H]C(n]c(H]c(H]C(H]C. ...[(H)]C

(Notice that C1[(+)]Cl is just Cl rotated |left one bit)

The nunber Cis the checksum The reason the C are rotated by
bits is to detect packet transposition

[Figure 2 - Format of a nmessage sent by the Signma 7 - see PDF file]
2.4 User Transactions

From what has been di scussed until here, the Network appears to a
user as a bunch of connections. Let us now explain how one can make
use of these connections.

First, we are going to describe the set of transactions that a user
shoul d be able to access for utilizing the connection facilities.

Then, we are going to explain the role of the Network programfor the
execution of these transactions. This will cover a HOST- HOST
protocol in which control nessages are exchanged between network

pr ogr ans.

For expl anation purposes those transactions are represented, at the
user level, in the formof subroutine calls and paraneters. However,
this does not inmply at all that the inplenmentation will closely
follow this pattern. (W are nore involved here with the description
than the inplenentati on aspect, see chapter 3.)
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2.4.1 List of transactions

Li sted bel ow are the descriptions of subroutines that could be at
user’s disposal for creating/breaking connections and
transmtting/receiving data over them This set of subroutines can
be considered as a kind of interface between the user |evel and the
net wor k program | evel .

(a) Open primary connection

OPENPRI M ( CONNECTI D, HOSTI D, BUFFADDR, [ OPT])

CONNECTI D: Connection identification #

HOSTID:  Renpte HOST identification #

BUFFADDR: Buffer address for inconi ng nessages.

OPT: Options such as nessage required after successfu
connection establishnent, "full echo" (each nessage is
transmtted back by the renote HOST for checking purpose),
etc.

Remark: [ ] neans optiona
(b) Open auxiliary connection

OPENAUX ( CONNECTI D, BUFFADDR, N, [OPT])

CONNECTI D: Connection identification #, i.e., the
identification of the corresponding prinmary
connection (First a user has to open a primary
connecti on).

BUFFADDR: Sane meani ng as above.

N:  Nunmber of auxiliary connections that shoul d be opened.

OPT: Sane neani ng as above.

(c) Transmi ssion over connection

TRANSM ( CONNECTI D, NO, BUFFADDR, N, [OPT])

CONNECTI D: Connection identification #

NO Connection #. The primary connection is always referred to
as being NO=0. An auxiliary connection nunber corresponds
to the order in which it has been established. (The first
auxiliary opened is referred to by NO=1, the second by
NO=2, etc.)

BUFFADDR: Buffer address of the nessage to be transnmtted.

N.  Message size (byte nunber)

OPT: Options such as data type (characters vs. binary), trace

bit, etc.
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(d) Cose connection

CLOSE (CONNECTID, [N}, [NQ)

CONNECTI D Connection identification #.

N:  Nunmber of connections to be closed. I|If omtted al
connections in use by the user, included the primary link
are cl osed.

NG In case of Ndifferent fromzero this nunber indicates the

auxiliary connection # to be cl osed.

2.4.2 HOST-HOST protocol and control nessages

The HOST- HOST protocol is carried out by the Network prograns. |t
mai nly invol ves the execution of the previous transactions (initiated
by users) and covers a HOST- HOST di al ogue.

This dialogue fulfills control procedures for opening or breaking
connections and consists in exchangi ng control nessages over the
control link. A control nessage has a structure identical to that of
a regular nessage; it only differs fromit by the text which is for
use by Network prograns instead of users.

Let us insist that this control procedure is conpletely unrelated to
transm ssion control procedures inplenented in the I MP computers. W
are here at the HOST | evel (Network prograns), and therefore contro
nessages, that are going to be described below, are transnmitted over
the IMP[s] |ike regular nessages.

Consi der now the previous transactions and descri be for each of them
whi ch nmessages are exchanged over which links. Each case will be
expl ai ned by nmeans of trivial exanples.

We suppose that a HOST(x) user wants to a renote HOST(y) program
cal | ed URSA.

(a) Open a primary connection: (OPENPRI M
The HOST (x)'s Network program waken up (See 3.3) by a use for
opening a primary connection, starts a dialogue with the HOST
(y)’s Network program

(i) HOST(x) sends the foll owi ng control nessage

HOST( x) Control link HOST(y)

ENQ PRRMO 1 2
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ENQ Enquiry for connection establishnment (one ASCl |
character)

PRI M Connection type: prinmary (one special character)

012 Qutgoing link #. It is a decinmal nunber (3 ASC
characters), e.g., link #12.

This link # has been determined by the HOST(x)
Net wor k program (See i npl enentation: 3.3)

(ii) HOST(y) acknow edges by sending back the foll ow ng contro

nmessage:
HOST( x) Control link HOST(y)
ACK ENQPRIM0O 1 2 0 1 5

ACK: Posi tive acknow edgment (one ASCI| character)

ENQ PRRM O 1 2: Sanme neaning as above. This part of the
nessage is returned for checking purposes.

015: Incoming link #. It follows the same pattern as
the outgoing link #. This link # has been
determ ned by the HOST(y) Network program

Now t he connection is established; it will use
links #12 and 15 for exchangi ng user nessages.
The connection is said to be in a pre-log-in
state, i.e., the renpte HOST(y) expects its
standard | og-in procedures.

Transm ssion over primary connection: (TRANSM
By nmeans of TRANSM subroutines referring to the primary
connection, the HOST(x) user is able to sign-in into the
HOST(y) operating systemand then to call for the URSA program
(HOST(y) user prograny.
The Network progranms at both ends will use the link #12 and #15
for passing al ong nessages. These nessages are standard
nmessages whose contents serve for log in sequence.
A trivial exanple could be:

HOST( x) Prim Link #12 HOST(y)
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HOST( x) Prim Link #15 HOST(y)
i ReADyY T

HOST( x) Prim Link #12 HOST(y)
L uRrRsA ”

(c) Open an auxiliary connection: (OPENAUXI)

In a very simlar manner as (a) an auxiliary connection is
est abl i shed bet ween HOST(x) and HOST(y). For so doing control

nessages are exchanged over the control |ink.
HOST( x) Control 1ink HOST(y)
. EQAXO25 ”
HOST( x) Control link HOST(y)
AR EQAXO025021
Now t he auxiliary connection is established, it will use l|inks

#25 and 21 for exchangi ng standard nessages.
(d) Transm ssion over auxiliary connection: (TRANSM

By means of TRANSM subroutines referring to the auxiliary
connection, the users at both ends can exchange dat a:

HOST( x) Aux. Link #25 HOST(y)
""" Xx XX T

HOST( x) Aux. Link #21 HOST(y)
D S

(e) dose connections: (CLOSE)
This is carried out in a simlar manner as (a). The user calls

a CLOSE subroutine and then the Network prograns at both ends
exchange control nessages.
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HOST( x) Control Link HOST(y)
EOT 001012

ECT: End of transm ssion (one ASCI| character)

001: No. of connections to be closed (3 deci nal ASCI
characters)

012: Cutgoing link # to be cl osed.

Then HOST(y) acknow edges back as in (a).
HOST( x) Control Link HOST(y)
ACKEOT 001012015

Remark 1 - In (a), (c), and (e) HOST(y) may answer back a
nmessage including a negative acknow edgement character NAK

i nstead of ACK. This for nany various reasons such as: wong
sequence, connection al ready opened, and so forth. The nessage
could be NAK I ND, where IND is an al phanunerical character
indicating, in a coded form why the previous bl ock has been
refused. Upon receiving back such acknow edgments HOST(x) will
repeat its message until HOST(y) accepts it. An emergency
procedure will take place if too many successive "NAK nessages”

occur.
Remark 2 - On each of the above illustrations (arrows) only the
nmessage text is represented. |In fact, conplete messages (wth

| eader, marking, padding...) are exchanged over these |inks.

3. | MPLEMENTATI ON | N GORDO
3.1 Introduction to GORDO

GORDO is a tinme-sharing systeminplenmented on SDS Sigma 7. W
outline bel ow sone of the characteristics relevant to our paper

3.1.1 GORDO file system
The file systemis page oriented. 1t is conposed of files and
directories. A file consists of a heading and a nunber of pages

whi ch conpose the body of the file. A directory consists of a nunber
of entries that point to either files or other directories.
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3.1.2 GORDO process

* A process is a program (procedures and data) plus its |ogica
environnent. In other words a process is a program which is known
and controlled by the GORDO schedul er

* A user (a job) may have several processes as different as
conpil er, | oader, editor, application program etc. A process is
created through a systemcall (FORK).

* The space a process can refer to is the Virtual Space of 128k word
length. A part (8k) of it is reserved for the operating system
the other part (120k) is directly accessed by the user. This

later may fill or nodify its part of the virtual space upon
"coupling’ . (See below service calls) pages taken fromdifferent
files. Figure 3 illustrates this coupling.

* A process can request for services by nmeans of systemcalls. The
systemcalls rel evant to our paper are:

WAKE for awaking (set active) a sl eeping process

SLEEP  for putting asleep another process (or itself)

COUPLE for coupling a page fromthe file space to the virtua
space.

* A process ordinarily runs in slave node. However if it is set up
as an | /O process it can access privileged instructions.

* Processes can share data through files attached to "mail box"
directories.

Remark: Through this note the words process and program are used
i nt er-changeabl y.

[Figure 3 - Virtual Space and Coupling - see PDF file]
3.2 Software Organization Overview
Figure 4 illustrates the overall organization.

The systemis based upon two main prograns: the "Network" and the
“Handl er".

The Handler is an I/Ointerrupt routine closely related to the | M-
HOST hardware interface. 1t serves the Network process in
transmtting an receiving network nessages.

The Network process carries out nost of the work.
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Its main function is to satisfy the users’ requests for opening/
cl osing connections and transmtting/receiving network nessages. For
so doi ng,

*

it establishes, identifies, and breaks the |inks upon using the
al l ocation tables (HOST, CONNECT, |NPUT LINK; see 3.3.1.1)

it is aware of the presence of new users upon exploring the
Net work mail box directory;

it conmunicates with active users by means of shared pages through
whi ch nessages and requests are exchanged (connection shared

pages) ;
it formats incom ng/outgoing nessages in a working page. This
wor ki ng page has an extension (energency ring);

it conmunicates with the Handl er by neans of a shared page (1/0O
conmuni cati on page) which contains the 1/O comunication buffers.

[Figure 4 - Software organization overview - see PDF fil e]

3.3 Software Description

3. 3.

Data Structures

3.3.1.1 Allocation tables: HOST, CONNECT, | NPUT LI NK

The Networ k program establishes, identifies, and breaks |inks and
connections upon using 3 tables:

A table sorted by renote HOST #.
A table sorted by connection #.
A table sorted by input Iink #.

(a) HOST table (see figure 5)

It is a bit table indicating the free outgoing links. It
has the foll owi ng characteristics:

* Location: Disc resident
*  Coupling: Coupled to the Network process virtual space.

* Size: As many slots as renote HOST[s].
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Sl ot structure: As many bits as possible outgoing |links
to a renote HOST, i.e., 256

Access: Indexing. Each slot is accessed through a rempte
HOST #.

Specific feature: Throughout the whole table no nore
than 64 bits can be turned on. This
figure corresponds to the maxi mum
nunber of outgoing |inks that can be
activated at one tinme (No matter what
is the nunmber of renote HOST[s]).

(b) CONNECT table

This table keeps track of all the connections’ environment.

It

*

Del oche

has the foll owi ng characteristics:

Location: Disc resident

Coupling: Couples to the Network process virtual space
Size: As many slots as connections in use.

Sl ot structure: See figure 6. Each slot is 2 word
[ engt h

Access: Indexing. Each slot is accessed through a
connection #. See 3.4 the way it is handl ed.

Specific feature 1. The slot structure corresponding to
a primary connection i s not
identical to that of an auxiliary
connection (See figure 7). This
because user identifications and
requests are done through primary
shared pages.

Specific feature 2: This table is handled in paralle
with the connection pages (See 3.3.2

(b))
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* Specific feature 3: This table is mainly used for
transmtting nessages. (For each
connection it contains the outgoing
link # and renpte HOST #, i.e., al
the information required for
transmtting a nmessage.)

(c) INPUT LINK table

This table keeps track of all the incomng (input) |inks and
so is closely related to the CONNECT table.

[Figure 5 - HOST table - see PDF file]
[Figure 6 - CONNECT table: Slot structure - see PDF file]
[Figure 7 - INSERT LINK table: Slot structure - see PDF file]
It has the follow ng characteristics:
* Location: Disc resident.
* Coupling: Coupled to the Network process virtual space.

* Size: As many slots as inconming links, i.e., as
connecti ons

* Slot structure: See figure 7. Each slot is 1 word
 ength

* Access: Hashing. The hashed key value is mainly based
upon the inconing link # and the renote HOST #.

* Specific feature 1: This table is also used for
nmonentarily menorizing the
connecti on nunber whil e establishing
the next connection. See 3.4 the
way it is handl ed.

* Specific feature 2: This table is primarily used upon
recei ving nessages. (For each
incoming link it contains the
correspondi ng connection #, i.e.
indirectly the user identification
to which the nessage should be
passed al ong)
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3.3.1.2 Buffer pages

Al'l the pages that are now to be described contain two buffers
(input and output). These buffers are used for either passing
al ong or processing nessages.

The size of each of these buffers should at | east be equal to that
of a message, i.e., 8095 bits. W have chosen a buffer size of
253 words (8096 bits) so that both of the buffers are included

wi thin one page (512 words). The 6 remmining words of the page
are generally used for control

A typical buffer page structure is identified on figure 8.
(a) 1/0O comunication page
See figure 9.

This 1/0O comruni cation page is used as an interface between the
Handl er and t he Network program

In the buffers of this page the nessages are assenbl ed (input)
or de-assenbled (output) word by word by the Handler, e.g., a
"ready to go" nessage, sorted by the Network programin the
out put buffer, is shipped out word by word by the Handl er

Mai n characteristics:

Location: Resident in core: Locked page

Coupling: Coupled to the Network process virtual space

Content: * Input buffer (253 words) for inconi ng nessages

Qut put buffer (253 words) for outgoi ng nessages
I nput control zone (6 half words)
* Qutput control zone (6 half words)

Structure: See figure 9.

Specific feature: * The input buffer is filled by the
Handl er (read from hardware) and enptied
by the Network program

* Vice versa for the output buffer

(b) Connection shared pages (User-Network shared zone)
General features:
* There are as many shared pages as connections.

* These pages shared between the network and the user
processes constitute a comunication zone for (1) passing
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the nessages back and forth, and (2) exchanging contro
information, e.g., a request for establishing new
connecti ons.

5

in characteristics:

Location: Disc resident
* Coupling: Coupled to both a user process virtual space and
t he
networ k process virtual space.
* Content: - Input buffer (253 words) for incom ng nmessages
- Qutput buffer (253 words) for outgoi ng nessages
- Input control zone (6 half words)
- Qutput control zone (6 half words)
Structure: See figure 10.
Specific feature 1: - The input buffer is filled by the
Net wor k and enptied by the user
- Vice versa for the output buffer.

* Specific feature 2: The control zone corresponding to a
primary connection shared page differs
fromthat of an auxiliary connection.
This because it is via a "primry
connection control zone" that
auxi | i ary connection establishnent
requests are transmtted to the
Net wor k process.

Wor ki ng page
Ceneral feature

* This page allows the Network and the Handl er prograns to
wor k i ndependently on different nessages and so contributes to
an overl apping. For instance, when the Handler is busy
transmtting a message to the hardware, the Network program can
format (| eader, narking, etc.) the reset nmessage to be shi pped
out, so that it can reinitiate the Handler as soon as it is
free.

Mai n characteristics:
Location: Disc resident
Coupling: Coupled to the Network process virtual space

* Content: - Input buffer (253 words) for incom ng nessages
- Qutput buffer (253 words) for outgoi ng nessages
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Remar k:

During reception it may happen that a user programis not ready
to accept a new nessage. In that case, to avoid clogging up
the system the Network stores nmomentarily the incom ng nessage
in one of the buffer of the enmergency ring. (If thisringis
full a help routine will be invoked.)

During em ssion all operations are synchronized with the

RFNM s], therefore such procedures need not be provided. (The
Net wor k program allows a user to re-emt only when having
received the RFNM of the previous transmtted nmessage.)

[Figure 8 - Typical buffer page - see PDF file]

[Figure 9 - I/0O Conmuni cation page structure - see PDF fil e]

[Figure 10 - Connection shared page structure - see PDF file]

3.3.2 Programs

3.3.2.1 Handl er program

Ceneral features:

It

is an |/Ointerrupt routine which drives the | M/ HOST har dwar e

interface in order to transnmit or receive nmessages. Transm ssion
and reception are carried out in a full duplex node.

Mai n characteristics:

*

*

Del oche

Location: Core resident. The Handler is in the same nenory
zone as the operating system and can be consi dered
as part of it.

Initiation: By the | MP-HOST hardware interrupt. This interrupt
is triggered either:

* during transm ssion when a nessage word is
conpletely sent to the | MP

* during recepti on when a nmessage word has been
conpletely received fromthe I MP

* during idle time when the hardware received
either a ’'start input’ or ’'start output’ order
fromthe Sigma 7 CPU. Those orders are issued by
the Network program for provoking interrupts back
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(consequently for indirectly initiating the
Handl er) .

* Main functions: * Enpties the output buffer upon transmtting
its content (outgoing nessage to the I M
This operation is carried out word by word
(32 bits) and nmakes use of "Wite" orders for
driving the HOST-1MP har dwar e.

* Fills the input buffer with data received
from HOST- I MP hardware (incom ng nmessage) .
This operation is also carried out word by
word and nakes use of "Read" orders for
driving the HOST-1MP har dwar e.

* \Wakes up the Network program when any of the
previ ous operations is conplete.

3.3.2.2 Network program
Ceneral features:

Thi s program serves the user for opening/closing connections and
transmtting/receiving nessages. It uses the Handler as an aid
for inter-facing with the hardware.

For the GORDO point of viewit is a regular process and treated as
such.

Mai n characteristics:

* Location: Disc resident. Mre precisely it is on disc when
asl eep and called in core when awakened by a
program

* Initiation: It is initiated through 'WAKE service calls

i ssued either by a user process or by the Handl er
* Min functions: * Establishes/del etes outgoing connections upon
users’ requests. For so doing it sends
control messages (see 2.4.2) to renpte
HOST[s] in order to get links
established/rel eased; it then notifies back

t he users.
* | nsures the processing of incomng contro
nessages (transmtted over control |inks),

e.g., for contributing to
est abl i shnent s/ del eti ons of connecti ons
(those requested by renote HOSTS)
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* Prepares transm ssion of outgoing nessages.
It picks up text nmessages from shared pages
(the messages are stored there by users),
formats them (adds | eader, marking,
checksum .), and passes themalong to the
Handl er for transm ssion

* | nsures delivery of incomng nessages. It is
the opposite of the above operation. The
users to which the nmessages shoul d be
delivered are identified through the |eaders.

* Virtual space configuration: See figure 11

* Specific feature: It is integrated as an I/ O process, so that
it can access privileged instruction (RD W
for indirectly initiating the Handl er).

[Figure 11 - Network Process Virtual Space - see PDF file]
3.4 Software Procedures

The detail ed software procedures are given on the flowharts attached
wi th Appendi x A

However, to get a quick understanding of the inplementation we |ist
bel ow sone typical software procedures.

3.4.1 Description of some typical sequences

Consi der sonme of the transactions at user’s disposal (See 2.4) and
poi nt out the basic software procedures they inply. For each case we
will delineate (i) what the user programdoes and (ii) what the

Net wor k program does.

(a) Open a primary link (See also 2.4.2)
(i) Wsat the user program does[1]:

* it stores in the Network mail box directory the nane of
afile, e.g., DATA

* it couples the first page of this file to its virtua
space;

* it stores information in this page (its job/process #,
the remote HOST #, e.qg., (i));
it wakes up the Network process;
it goes to sleep.
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(ii) What the Network program does:

*

it explores the Network mail box directory and accesses
the file DATA;

it couples the first page of this file to its virtua
space (Shared Zone, see 3.3.1.2). Suppose this page to
be kth in the shared zone; k is the internal connection
#,

it explores the ith slot of the new HOST table (See
3.3.1.1 (a)) and selects the first bit =0, e.g., the
(al pha)th bit; alpha corresponds to the outgoing |ink
#,

it stores information (job/process #, renote HOST #
(i), outgoing link # (alpha)) in the kth slot of the
CONNECT table (See 3.3.1.2).

it monentarily stores the connection # (k) in the I NPUT
LINK table. This is carried out upon creating an entry
in this table (Hashing the key value: "outgoing link #
(al pha) + renpte HOST # (i) + outgoing flag".);

it prepares the nessage text ENQ PRRM O 0 a and fornmats
a conpl ete nmessage in adding | eader, marking, checksum
etc.;

it checks the Handler state (bit in I/O | ocked page).

If the Handler is free, it stores the "ready to go
control nessage in the output buffer of the 1/0O | ocked
page, initiates the Handl er, and goes to sleep. Else
it goes to sleep.

After a while the Handl er wakes up the Network process because it has
received a conplete nessage. W suppose this nessage be the contro
nessage sent by the renote HOST for acknow edgi ng the establishnment
of the connection. The nessage text shoul d be:

ACK ENQ PRIM O 0 al pha 0 O beta

where beta is the incomng link # (See 2.4.2)

Let’s see now what the Network program does when receiving the above
control message:

*

Del oche

it retrieves the connection # previously stored in the
I NPUT LI NK tabl e upon re-hashing the sane key val ue
(See above). Also it deletes this entry;

it creates an entry in the INPUT LINK table for the
incoming link. For so doing it hashes the key val ue:
"incomng link # (beta]) + renote HOST # (i) +
"incomng flag". In this entry it stores the HOST #
(i), the incomng link # (beta), and connection # (k);
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it updates the kth slot of the CONNECT table in storing
the incomng link # (beta);

it turns on the "net-user’ bit in the kth shared page
(page corresponding to the primary connection that has
just been opened) and wakes up the user process;

it goes to sleep.

Transmit a nessage over primary |ink

[1]

Del oche

(i) Wat the user program does[1].

*

it stores the nessage text in the output buffer of the
primary connection shared page (see 3.3.1.2);

it turns on the '"user-net’ bit of this page and wakes
up the Network process;

it goes to sleep.

(ii) What the Network program does:

*

it looks for user request, i.e., it explores in
sequence the connection shared pages and selects the
one that has its "user-net’ bit turned on. Suppose k
be the selected page # on the shared list, Kis the
connection #;

it determ nes the request type in testing the 'request
bits’ of the shared page k. It finds out that it is a
request for transmitting a nmessage.

it takes the nessage text fromthe output buffer of the
shared page k, formats it into a conplete nmessage and
transmts to the Handler in a very simlar way as above
(See Open a prinmary |ink).

it goes to sleep.

Remark: |In a first phase the user will directly wite the

network functions in his program Later on
subroutines will be put at user’s disposal. These
subroutines will be very close to those described in
2.4,
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APPENDI X A
Fl owcharts
[see PDF file for flowcharts]

[ This RFC was put into machine readable formfor entry ]
[ into the online RFC archives by Bob German 8/99 ]
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