I nt ernet Engi neering Task Force (1 ETF) IJ. Wjnands

Request for Comments: 7441 Ci sco Systens, Inc.
Updates: 6514 E. Rosen
Cat egory: Standards Track Juni per Networks, Inc.
| SSN: 2070-1721 U. Joorde

Deut sche Tel ekom
January 2015

Encodi ng Mul ti point LDP (nmlLDP) Forwardi ng Equi val ence O asses (FECs)
in the NLRI of BGP MCAST- VPN Rout es

Abst ract

Many service providers offer "BGP/ MPLS I P VPN' service to their
custonmers. Existing | ETF standards specify the procedures and
protocols that a service provider uses in order to offer this service
to custoners who have | P unicast and IP nulticast traffic in their
VPNs. It is also desirable to be able to support custoners who have
MPLS nulticast traffic in their VPNs. This docunment specifies the
procedures and protocol extensions that are needed to support
custonmers who use the Miultipoint LDP (nliDP) as the control protoco
for their MPLS multicast traffic. Existing standards do provide sone
support for custoners who use nLDP, but only under a restrictive set
of circumstances. This docunent generalizes the existing support to
i nclude all cases where the custoner uses nmLDP, w thout any
restrictions. This docunment updates RFC 6514.

Status of This Menp
This is an Internet Standards Track document.

Thi s docunent is a product of the Internet Engineering Task Force
(ITETF). It represents the consensus of the IETF community. It has
recei ved public review and has been approved for publication by the
I nternet Engineering Steering Goup (IESG. Further information on
Internet Standards is available in Section 2 of RFC 5741.

I nformati on about the current status of this document, any errata,

and how to provide feedback on it nmay be obtained at
http://ww. rfc-editor.org/info/rfc7441.
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1. Introduction

Many service providers (SPs) offer BG/ MPLS I P VPN service to their
custonmers. Wen a customer has IP nulticast traffic inits VPN, the
service provider needs to signal the customer multicast states across
the backbone. A customer with IP nulticast traffic is typically
using PIM (Protocol |ndependent Multicast) [PIM and/or |GW
(I'nternet G oup Managenent Protocol) [IGW] as the nulticast contro
protocol inits VPN. The IP multicast states of these protocols are
conmonly denoted as "(S, Q" and/or "(*, Q" states, where "S" is a

mul ticast source address and "G' is a multicast group address.

[ M/PN- BGP] specifies the way an SP may use BGP to signal a custoner’s
IP nulticast states across the SP backbone. This is done by using
Mul ti protocol BGP Updates whose Subsequent Address Fanmily ldentifier
(SAFI) val ues contain the codepoint for MCAST-VPN (as defined in

[ WPN-BGP]). The NLRI (Network Layer Reachability Information) field
of these BGP Updates includes a customer Milticast Source field and a
customer Multicast Goup field, thus enabling the custonmer’s (S, G or
(*, G states to be encoded in the NLRI
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It is also desirable for the BGP/ MPLS | P VPN service to be able to
support customers who are using MPLS nulticast, either instead of or
in addition to IP nulticast. This docunent specifies the procedures
and protocol extensions needed to support customers who use mnLDP
[MLDP] to create and maintain Point-to-Miltipoint (P2MP) and/or

Mul tipoint-to-Miltipoint (MP2MP) Label Switched Paths (LSPs). Wile
nLDP is not the only protocol that can be used to create and nmintain
mul ti poi nt LSPs, consideration of other MPLS multicast contro
protocols is outside the scope of this docunent.

VWhen a customer is using mLDP in its VPN, the customer nulticast
states associated with nLDP are denoted by an nlLDP FEC El enent
(Forwar di ng Equi val ence C ass El enent; see [nLDP]) instead of by an
(S, G or (*,G. Thus, it is necessary to have a way to encode a
customer’s nmLDP FEC El enents in the NLRI field of the BGP MCAST- VPN
routes.

Wil e [ WPN-BGP] does specify a way of encoding an nLDP FEC El enent
in the MCAST-VPN NLRI field, the encoding specified therein nakes a
variety of restrictive assunpti ons about the custoner’'s use of nlLDP
(These assunptions are described in Section 2 of this document.) The
pur pose of this docunent is to update RFC 6514 [ M/PN-BGP] so that
customers using nLDP in their VPNs can be supported even when those
assunptions do not hol d.

Sone SPs use the MVPN procedures to provide "global table multicast”
service (i.e., multicast service that is not in the context of a VPN
to custoners. Methods for doing this are specified in [GTM and in

[ SEAMLESS- MCAST] . The procedures described in this docunment can be
used along with the procedures of [GIM or [SEAM.ESS- MCAST] to

provi de gl obal table nulticast service to custoners that use MPLS
multicast in a global table context.

The key words "MJST", "MJST NOT", "REQU RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in [RFC2119].

2. Why This Docunment |s Needed
An nlDP FEC El erent consists of a FEC Type, a Root Node, and an

Opaque Val ue. nlLDP uses several FEC Types and, in particul ar, uses
the FEC Type to distinguish between P2MP LSPs and MP2MP LSPs.
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Section 11.1.2 of [MWPN-BGP] ("Originating Routes: nlDP as the
C-Multicast Protocol") states:

VWhenever a PE [Provider Edge router] receives, fromone of its CEs
[ Cust omer Edge routers], a P2MP Label Map <X, Y, L> over interface
I, where X is the Root Node Address, Y is the Qpaque Value, and L
is an MPLS |abel ... the PE constructs a Source Tree Join

C-mul ticast route whose MCAST-VPN NLRI contains X as the Milticast
Source field, and Y as the Miulticast Goup field.

In other words, the Root Node of the nliDP FEC El ement appears in the
Mul ticast Source field, and the Qpaque Val ue of the nlLDP FEC El enent
appears in the Miulticast Goup field.

This method of encoding an nmLDP FEC in an MCAST-VPN NLRI can only be
used if all of the follow ng conditions hold:

1. A custonmer using nLDP is not also using PIMIGW

The encoding in [ WPN BGP] does not specify any way in which one
can determ ne, upon receiving a BG Update, whether the Milticast
Goup field contains an | P address or whether it contains an nlLDP
FEC El enent Opaque Value. Therefore, it m ght not uniquely
identify a customer nulticast state if the customer is using both
PIMIGW and mLDP in its VPN

2. A custoner using nLDP is using only the nmLDP P2MP FEC El erent and
is not using the mLDP MP2MP FEC El erent .

The encoding in [ WPN-BGP] does not specify any way to encode the
type of the nLDP FEC El enent; it just assunes it to be a P2MP FEC
El ement .

3. A customer using mLDP is using only an nlLDP Opaque Val ue type for
whi ch the Opaque Value is exactly 32 bits or 128 bits |ong.

The use of Multicast Group fields that have other lengths is
declared by [ WPN-BGP] to be "out of scope" of that docunent
(see, e.g., Section 4.3 of that docunent).

This condition holds if the customer uses only the nLDP "Generic
LSP Identifier" Opaque Val ue type (defined in [nLDP]). However,
nLDP supports nmany ot her Opaque Val ue types whose I ength is not
restricted to be 32 or 128 bits.

The purpose of this docunent is to update [ MMPN-BGP] so that

customers using nLDP can be supported, even when these conditions do
not hol d.
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3. Encoding an nLDP FEC in the MCAST- VPN NLRI

When nliDP is used as the customer nulticast control protocol,
[ M/PN- BGP] presupposes that an niDP FEC El erent will be encoded in
the NLRI of the followi ng three MCAST-VPN route types:

- GCnmulticast Source Tree Join route,
- S-PMSl A-Droute, and
- Leaf A-D route.

The ot her four MCAST-VPN route types defined in [ WPN BGP] do not
ever need to carry nLDP FEC El enents. The G nulticast Shared Tree
Join route and the Source Active A-D route are used to conmmunicate
state about unidirectional shared trees; since nLDP does not have

uni directional shared trees, these routes are not used to signal nlLDP
states. The Intra-AS |-PMSI A-D route and the Inter-AS |-PMSI A-D
route do not identify specific custoner nulticast states and hence do
not carry any information that is specific to the customer’s

mul ti cast control protocol.

Thi s docunent defines three new route types:

- CMilticast Source Tree Join route for C-multicast nlLDP,
- S-PMBl A-Droute for Cnulticast nDP, and

- Leaf A-Droute for Gmnulticast nLDP.

The term"C-nulticast nLDP' in the nanmes of these route types is
intended to indicate that the NLRI of these routes contains nLDP FEC
El enent s.

Each of these route types corresponds to a route type defined in

[ MVPN-BGP]. | ANA has been requested to allocate codepoints for these
three route types such that (a) the high-order two bits have the

val ue 0x01, and (b) the low order six bits have the same value as the
codepoints for the corresponding route types from [ MWPN BGP] .

In general, the procedures defined in other MVPN specifications for
the C-Milticast Source Tree Join route, the S-PMSI A-D route, and the
Leaf A-Droute also apply to the CMilticast Source Tree Join route
for Gmulticast nLDP, the S-PMSI A-D route for C-nulticast nLDP, and
the Leaf A-D route for Cnulticast nLDP, respectively. However, the
NLRI of these three new route types is constructed differently than
the NLRI of the corresponding routes from[MWPN BGP]: the Milticast
Source Length, Milticast Source, Milticast G oup Length, and
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Multicast Group fields are omtted, and in their place is a single
nmLDP FEC El enent, as defined in [nmLDP]. (See Section 2.2 of [nlLDP]
for a diagramof the nLDP FEC El enent.)

As a result, the NLRI of an S-PMSI A-D route for G rmulticast nDP
will consist of a Route Distinguisher, followed by the nLDP FEC,
followed by the Originating Router’s | P Address field.

The NLRI of a Cnulticast Source Tree Join route for G mnulticast nlLDP
will consist of a Route Distinguisher, followed by the Source AS,
foll owed by the niDP FEC.

In a Leaf A-Droute for Cnulticast nLDP that has been derived from
an S-PMSI A-D route for Cnulticast nmLDP, the Route Key field remins
the NLRI of the S-PMSI A-D route fromwhich it was derived.

In a Leaf A-Droute for Cnulticast nLDP that has not been derived
froman S-PMSI A-D, the Route Key field is as specified in

[ SEAMLESS- MCAST], except that the Multicast Source Length, Milticast
Source, Milticast Goup Length, and Multicast Group fields are
onmitted, and in their place is a single nLDP FEC El ement. Thus, the
Route Key field consists of a Route Distinguisher, an mLDP FEC

El ement, and the | P address of the Ingress PE router.

Pl ease note that [BGP-ERR], Section 5.4 ("Typed NLRI") is applicable
if the Route Type field of the NLRI of a received MCAST-VPN route
contains an unrecogni zed value. Any such routes will be discarded.

An nlLDP FEC El erent contains an address famly field whose value is
fromIANA s "Address Family Nunbers"” registry. The value of the
address famly field identifies the address fanily of the Root Node
Address field of the FEC El enent. Wen an nLDP FEC El enent is
encoded into the NLRI of a BGP Update whose SAFI is MCAST-VPN, the
address fanm |y of the Root Node Address (as indicated in the FEC

El ement) MJST correspond to the address famly that is identified in
the Address Fam |y ldentifier (AFl) field of that BG Update. These
two address famly fields are considered to correspond to each other
under the followi ng conditions:

- they contain identical values,

- the BGP Update’'s AFl field identifies IPv4 as the address famly,
and the nLDP FEC El enent identifies "Milti-Topol ogy | Pv4" as the
address fam |y of the Root Node, or

- the BGP Update’s AFl field identifies IPv6 as the address famly,

and the nmLDP FEC El enent identifies "Milti-Topol ogy | Pv6" as the
address fam |y of the Root Node.
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4.

For nmore information about the "nmulti-topol ogy" address families, see
[ LDP- MI] and [ nLDP- MT] .

W | dcar ds

[ MVPN- W LDCARDS] speci fies encodi ngs and procedures that allow

"wil dcards" to be specified in the NLRI of S-PMsl A-D routes. A set
of rules are given that specify when a customer nulticast flow

"mat ches" a given S-PMSI A-D route whose NLRI contains w | dcards.
However, the use of these wildcards is defined only for the case
where the custonmer is using PIMas its nulticast control protocol.
The use of wildcards when the custoner is using nLDP as its multicast
control protocol is outside the scope of this docunent.

| ANA Consi der ati ons

[ M/PN- BGP] does not create a registry for the allocation of new
MCAST- VPN Rout e Type values. |In retrospect, it seens that it should
have done so. | ANA has created a new registry called "BG MCAST- VPN
Rout e Types", which references this docunent and [ WPN BGP]. The
regi stry has been created under the top-level registry: "Border

Gat eway Protocol (BGP) Paraneters”

<http://ww. i ana. or g/ assi gnment s/ bgp- paraneters>. The al |l ocati on
policy is "Standards Action". Values may be assigned from one of
several ranges:

- Range 0x01-0x3f: Generic/Pl M Range. Values are assigned fromthis
range when the NLRI format associated with the route type
presupposes that PIMor 1GW is the Cmulticast control protocol
or when the NLRI format associated with the route type is
i ndependent of the C-nulticast control protocol.

- Range 0x43-0x7f: mLDP Range. Values are assigned fromthis range
when the NLRI format associated with the route type presupposes
that nmLDP is the C-nulticast control protocol.

- Range 0x80-0xff: This range is reserved; values should not be
assigned fromthis range.

In general, whenever an assignment is requested fromthis registry,
two codepoi nts should be requested at the sane tinme: one fromthe
Generic/PIMrange and one fromthe nLDP range. The two codepoints
shoul d have the sane |loworder 6 bits. |If one of the two codepoints
is not actually needed, it should be regi stered anyway and marked as
"Reserved".
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The "BGP MCAST- VPN Rout e Types" contains the following initia
assi gnment s:

W j nands,

Val ue Meani ng Ref erence
0x00  Reserved This RRC
0x01 Intra-AS | -PMSI A-D route This RFC, [ RFC6514]
0x02 Inter-AS | -PMSI A-D route This RFC, [RFC6514]
0x03 S-PMBlI A-D route This RFC, [ RFC6514]
0x04 Leaf A-D route This RFC, [ RFC6514]
0x05 Source Active A-D route This RFC, [RFC6514]
0x06 Shared Tree Join route This RFC, [RFC6514]
0x07 Source Tree Join route This RFC, [ RFC6514]
0x08- 0x3f Unassi gned (Ceneric/PlIMrange) This RFC
0x40- 0x42 Reserved This RFC
0x43 S-PMSI A-D route for

C-mul ticast nLDP This RFC
0x44 Leaf A-D route for Gmulticast nLDP This RFC
0x45- 0x46 Reserved This RFC
0x47 Source Tree Join route for

C-nul ticast nmLDP This RFC
0x48- 0x7f Unassi gned (nliDP range) This RFC
0x80- Oxf f Reserved This RFC

Security Consi derations

Thi s docunent specifies a nmethod of encoding an nLDP FEC El enent in

the NLRI
[ MVPN- BGP] .

are applicable,

et al.

of some of the BGP Update nessages that are specified in

The security considerations of [nliDP] and of [ MVPN- BGP]

St andards Track

but no new security considerations are raised.
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