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1. Introduction

YANG [ RFC6020] is a data nodeling | anguage used to node

configuration and state data mani pul ated by the Network Configuration
Prot ocol (NETCONF) [RFC6241]. The YANG | anguage supports a small set
of built-in data types and provi des nechani sns to derive other types

fromthe built-in types.

Thi s docunent introduces a collection of conmpbn data types derived
fromthe built-in YANG data types. The derived types are designed to
be applicable for nodeling all areas of managenent information. The
definitions are organi zed in several YANG nodul es. The
"ietf-yang-types" nodul e contains generally useful data types. The
"ietf-inet-types" nodule contains definitions that are relevant for
the Internet protocol suite.

Thi s docunent adds new type definitions to the YANG nodul es and
obsol etes [ RFC6021]. For further details, see the revision
statenents of the YANG nodules in Sections 3 and 4 or the sumary in
Appendi x A.

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "NOT RECOMVENDED', "MAY", and
"OPTIONAL" in this docunent are to be interpreted as described in BCP
14 [ RFC2119].
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2. Overview

This section provides a short overview of the types defined in
subsequent sections and their equivalent Structure of Managenent
Information Version 2 (SMv2) [RFC2578] [ RFC2579] data types. A YANG
data type is equivalent to an SMv2 data type if the data types have
the same set of values and the semantics of the values are

equi val ent .

Table 1 lists the types defined in the ietf-yang-types YANG nodul e
and the corresponding SMv2 types (- indicates there is no
correspondi ng SMv2 type).

count er 32 Count er 32 ( SNMPv2- SM)

zer 0- based- count er 32 Zer oBasedCount er 32 ( RMON2- M B)
count er 64 Count er 64 ( SNMPv2- SM)

zer 0- based- count er 64 Zer oBasedCount er 64 ( HCNUM TC)
gauge32 Gauge32 ( SNWVPv2- SM)

gauge64 Count er BasedGauge64 ( HCNUM TC)

| |
| |
| |
| |
| |
| |
| object-identifier - |
| object-identifier-128 OBJECT | DENTI FI ER |
| yang-identifier - |
| date-and-tine |
| timeticks |
| timestamp |
| phys-address |
| mac-address |
| xpathl.0 |
| hex-string |
| uuid |
| dotted-quad |

Ti meTi cks ( SNVPv2- SM)
Ti meSt anp ( SNMPv2-TC)
PhysAddr ess ( SNVPv2- TC)
MacAddr ess ( SNMPv2- TC)

Table 1: ietf-yang-types
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Table 2 lists the types defined in the ietf-inet-types YANG nodul e
and the corresponding SMv2 types (if any).

o m e e e a e oo o m e e e e e e e e e e e e e e e e e e e e e e e e +
| YANG type | Equival ent SMv2 type (nodul e) |
o e e e e e oo o e m e e e e e e e e e e e e e e e e e e m e oo - o +

i p-version | net Ver si on (| NET- ADDRESS- M B)

dscp Dscp (DI FFSERV- DSCP- TC)

i pv6-fl ow | abel | Pv6FI owLabel (| PV6- FLOW LABEL- M B)

port - number | net Port Nurber (| NET- ADDRESS- M B)

as- numnber | net Aut ononmousSyst emNunber

(1 NET- ADDRESS- M B)
i p- addr ess -

|

|

|

|

|

|

|

| ipva-address

| ipv6-address

| ip-address-no-zone
| i1pv4-address-no-zone
| ipv6-address-no-zone
| ip-prefix
| ipva-prefix
| ipv6-prefix
| dommi n-nane
| host
| uri

Uri (UR-TC M B)

Table 2: ietf-inet-types
3. Core YANG Derived Types
The ietf-yang-types YANG nodul e references [| EEES802], [I|S(O834-1],
[ RFC2578], [RFC2579], [RFC2856], [RFC3339], [RFC4122], [RFC4502],
[ RFC6020], [XPATH], and [ XSD TYPES] .
<CODE BEG NS> file "ietf-yang-types@013-07-15. yang"
nodul e ietf-yang-types {

nanespace "urn:ietf:parans: xm:ns:yang:ietf-yang-types";
prefix "yang";

or gani zati on
"I ETF NETMOD ( NETCONF Data Mddel i ng Language) Worki ng G oup";

cont act

"WG Web: <http://tools.ietf.org/wy/ netnod/ >
WG List: <mailto:netnod@etf. org>
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WG Chair: David Kessens
<mai | t 0o: davi d. kessens@sn. conp

WG Chai r: Juergen Schoenwael der
<mai |l to:j.schoenwael der @ acobs-uni versity. de>

Edi tor: Juer gen Schoenwael der
<mai | to:j.schoenwael der @ acobs- uni versity. de>"

description
"This nmodul e contains a collection of generally useful derived
YANG dat a types.

Copyright (c) 2013 | ETF Trust and the persons identified as
authors of the code. All rights reserved.

Redi stri bution and use in source and binary forns, with or

wi thout nodification, is permtted pursuant to, and subject
to the license terns contained in, the Sinplified BSD License
set forth in Section 4.c of the |ETF Trust’s Legal Provisions
Rel ating to | ETF Documents
(http://trustee.ietf.org/license-info).

This version of this YANG nodule is part of RFC 6991; see
the RFC itself for full legal notices.";

revi sion 2013-07-15 {

description

"This revision adds the foll ow ng new data types:
- yang-identifier
- hex-string
- uuid
- dotted-quad”;

ref erence

"RFC 6991: Common YANG Data Types";

}

revi sion 2010-09-24 {
description
"Initial revision.";
ref erence
"RFC 6021: Common YANG Data Types";

}

[*** collection of counter and gauge types ***/

typedef counter32 {
type uint 32;
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description

"The counter32 type represents a non-negative integer
that nonotonically increases until it reaches a
maxi mum val ue of 2732-1 (4294967295 decimal), when it
wraps around and starts increasing again from zero.

Counters have no defined "initial’ value, and thus, a
single value of a counter has (in general) no information
content. Discontinuities in the nonotonically increasing
value normally occur at re-initialization of the
managenment system and at other tines as specified in the
description of a schema node using this type. |If such

ot her tinmes can occur, for exanple, the creation of

a schema node of type counter32 at tinmes other than
re-initialization, then a correspondi ng schema node
shoul d be defined, with an appropriate type, to indicate
the last discontinuity.

The counter32 type should not be used for configuration
schema nodes. A default statenent SHOULD NOT be used in
conbi nati on with the type counter32.

In the value set and its semantics, this type is equival ent
to the Counter32 type of the SMv2.";
reference
"RFC 2578: Structure of Managenent Information Version 2
(SMv2)";
}

typedef zero-based-counter32 {
type yang: count er 32;
default "0";
description
"The zero-based-counter32 type represents a counter 32
that has the defined "initial’ value zero.

A schema node of this type will be set to zero (0) on creation
and will thereafter increase nonotonically until it reaches

a maxi mum val ue of 2732-1 (4294967295 decimal), when it

wraps around and starts increasing again from zero.

Provi ded that an application discovers a new schema node

of this type within the mininumtinme to wap, it can use the
"initial' value as a delta. It is inportant for a managenent
station to be aware of this mininmnumtine and the actual tine
between polls, and to discard data if the actual time is too
long or there is no defined m nimumtime.
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In the value set and its semantics, this type is equival ent
to the ZeroBasedCounter32 textual convention of the SMv2.";
reference
"RFC 4502: Rempte Network Monitoring Managenent |nformation
Base Version 2";

}

typedef counter64 {
type uint 64;
description
"The counter64 type represents a non-negative integer
that nonotonically increases until it reaches a
maxi mum val ue of 2764-1 (18446744073709551615 deci mal),
when it waps around and starts increasing again from zero.

Counters have no defined "initial’ value, and thus, a
single value of a counter has (in general) no information
content. Discontinuities in the nonotonically increasing
value normally occur at re-initialization of the
managenment system and at other tines as specified in the
description of a schema node using this type. |If such
other times can occur, for exanple, the creation of

a schema node of type counter64 at times other than
re-initialization, then a correspondi ng schema node
shoul d be defined, with an appropriate type, to indicate
the last discontinuity.

The counter64 type should not be used for configuration
schema nodes. A default statenment SHOULD NOT be used in
conbination with the type counter64.

In the value set and its semantics, this type is equival ent
to the Counter64 type of the SMv2.";
ref erence
"RFC 2578: Structure of Managenent Information Version 2
(SMv2)";
}

typedef zero-based-counter64 {
type yang: count er 64;
default "0";
description
"The zero-based-counter64 type represents a counter64 that
has the defined "initial’ value zero.
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A schema node of this type will be set to zero (0) on creation
and will thereafter increase nonotonically until it reaches

a maxi mum val ue of 2764-1 (18446744073709551615 deci mal),

when it waps around and starts increasing again from zero.

Provi ded that an application discovers a new schema node

of this type within the mininumtinme to wap, it can use the
"initial' value as a delta. It is inportant for a managenent
station to be aware of this mininumtine and the actual tine
between polls, and to discard data if the actual time is too
long or there is no defined m nimumtime.

In the value set and its semantics, this type is equival ent
to the ZeroBasedCounter64 textual convention of the SMv2.";

reference
"RFC 2856: Textual Conventions for Additional Hi gh Capacity
Data Types";
}
typedef gauge32 {
type uint32;

description

"The gauge32 type represents a non-negative integer, which
may i ncrease or decrease, but shall never exceed a maxi mum
val ue, nor fall below a mninumvalue. The naxi num val ue
cannot be greater than 2732-1 (4294967295 decinal), and
the m ni mum val ue cannot be smaller than 0. The val ue of
a gauge32 has its maxi mum val ue whenever the information
bei ng nodel ed is greater than or equal to its maxi mum
val ue, and has its mnimum val ue whenever the information
bei ng nodeled is snaller than or equal to its m ni mum val ue.
If the information being nodel ed subsequently decreases
bel ow (i ncreases above) the nmaxi mum (i ni munm) val ue, the
gauge32 al so decreases (increases).

In the value set and its semantics, this type is equival ent
to the Gauge32 type of the SMv2.";
ref erence
"RFC 2578: Structure of Managenent Information Version 2
(SMv2)";
}

typedef gauge64 {
type uint 64;
description
"The gauge64 type represents a non-negative integer, which
may increase or decrease, but shall never exceed a maxi mum
val ue, nor fall below a mninmum value. The nmaxi mum val ue
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cannot be greater than 2764-1 (18446744073709551615), and
the mni mum val ue cannot be snaller than 0. The val ue of

a gauge64 has its maxi mum val ue whenever the information
bei ng nodel ed is greater than or equal to its maxi mm

val ue, and has its m ni mum val ue whenever the information
bei ng nodeled is snaller than or equal to its m ni mum val ue.
If the information being nodel ed subsequently decreases

bel ow (i ncreases above) the maxi mum (m ni num val ue, the
gaugeb64 al so decreases (increases).

In the value set and its semantics, this type is equival ent
to the Count er BasedGauge64 SMv2 textual convention defined

in RFC 2856";
ref erence
"RFC 2856: Textual Conventions for Additional Hi gh Capacity
Data Types";

}

[*** collection of identifier-related types ***/

typedef object-identifier {
type string {
pattern " (([0-2](\.[1-3]?[0-9]))](2\. (O] ([2-9]1\d*))))’
} + (V. (01([1-9]\d*))) ™"

description
"The object-identifier type represents adninistratively
assigned names in a registration-hierarchical -nane tree.

Val ues of this type are denoted as a sequence of nunerica
non- negative sub-identifier values. Each sub-identifier
val ue MUST NOT exceed 2732-1 (4294967295). Sub-identifiers
are separated by single dots and without any internediate
whi t espace.

The ASN. 1 standard restricts the value space of the first
sub-identifier to O, 1, or 2. Furthernore, the val ue space
of the second sub-identifier is restricted to the range
0to 39 if the first sub-identifier is 0 or 1. Finally,
the ASN. 1 standard requires that an object identifier

has al ways at |east two sub-identifiers. The pattern
captures these restrictions.

Al 't hough the nunber of sub-identifiers is not linmited,
nodul e designers should realize that there may be

i mpl enentations that stick with the SMv2 linmt of 128
sub-identifiers.
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This type is a superset of the SMv2 OBJECT | DENTI FI ER type
since it is not restricted to 128 sub-identifiers. Hence,
this type SHOULD NOT be used to represent the SMv2 OBJECT
| DENTI FI ER type; the object-identifier-128 type SHOULD be
used instead.";

ref erence
"1 SMA834-1: Information technol ogy -- Open Systemns
I nterconnection -- Procedures for the operation of CS

Regi stration Authorities: General procedures and top
arcs of the ASN.1 hject ldentifier tree"

}

typedef object-identifier-128 {
type object-identifier {
pattern "\d*(\.\d*){1, 127} ;
}
description
"This type represents object-identifiers restricted to 128

sub-identifiers.

In the value set and its semantics, this type is equival ent
to the OBJECT | DENTIFI ER type of the SMv2.";
reference
"RFC 2578: Structure of Managenent Information Version 2
(SMv2)";
}

typedef yang-identifier {
type string {
length "1..max";
pattern '[a-zA-Z J[a-zA-Z0-9\- _.]*";
pattern . |..|["xX].*|.[*mM.*|..[~L].*";

description
"A YANG identifier string as defined by the "identifier’
rule in Section 12 of RFC 6020. An identifier nust
start with an al phabetic character or an underscore
followed by an arbitrary sequence of al phabetic or
nuneric characters, underscores, hyphens, or dots.

A YANG identifier MJUST NOT start with any possible
conbi nati on of the | owercase or uppercase character
sequence 'xm’'.";
reference
"RFC 6020: YANG - A Data Mdeling Language for the Network
Configuration Protocol (NETCONF)";
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[*** collection of types related to date and tine***/

typedef date-and-tine {
type string {
pattern '\ d{4}-\d{2}-\d{2} T\Nd{2}:\d{2}:\d{2}(\.\d+)?
+ 7 (Z[V+H\-T1\Vd{2}:\d{2})"’
}

description

"The date-and-time type is a profile of the |1SO 8601
standard for representation of dates and tinmes using the
Gregorian calendar. The profile is defined by the
date-tine production in Section 5.6 of RFC 3339.

The date-and-tinme type is conpatible with the dateTime XM
schema type with the follow ng notable exceptions:

(a) The date-and-tinme type does not allow negative years.

(b) The date-and-tinme tinme-offset -00:00 indicates an unknown
time zone (see RFC 3339) while -00:00 and +00:00 and Z
all represent the same tinme zone in dateTine.

(c) The canonical format (see below) of data-and-tine val ues
differs fromthe canonical format used by the dateTime XM
schema type, which requires all times to be in UTC using
the time-offset 'Z

This type is not equivalent to the DateAndTi me textua
convention of the SMv2 since RFC 3339 uses a different
separator between full-date and full-tinme and provi des
hi gher resolution of tine-secfrac.

The canonical format for date-and-time values with a known tine
zone uses a nuneric tinme zone offset that is cal cul ated using
the device' s configured known offset to UTC time. A change of
the device's offset to UTC tine will cause date-and-tinme val ues
to change accordingly. Such changes night happen periodically
in case a server follows automatically daylight saving tine
(DST) time zone of fset changes. The canonical format for
dat e-and-time values with an unknown time zone (usually
referring to the notion of local tinme) uses the time-offset
-00:00.";

reference

"RFC 3339: Date and Tine on the Internet: Tinmestanps
RFC 2579: Textual Conventions for SMv2
XSD- TYPES: XML Schenma Part 2: Datatypes Second Edition";
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typedef tineticks {

type uint 32;

description
"The tineticks type represents a non-negative integer that
represents the time, nodulo 2732 (4294967296 decimal), in
hundredt hs of a second between two epochs. Wen a schema
node is defined that uses this type, the description of
the schema node identifies both of the reference epochs.

In the value set and its semantics, this type is equival ent
to the TimeTicks type of the SMv2.";
reference
"RFC 2578: Structure of Managenent Information Version 2
(SMv2)";
}

typedef tinmestamp {

type yang:tineticks;

description
"The tinestanp type represents the value of an associ ated
timeti cks schema node at which a specific occurrence
happened. The specific occurrence nmust be defined in the
description of any schema node defined using this type. Wen
the specific occurrence occurred prior to the last time the
associated tinmeticks attribute was zero, then the tinestanp
value is zero. Note that this requires all tinmestanp val ues
to be reset to zero when the value of the associated tineticks
attribute reaches 497+ days and waps around to zero.

The associated tineticks schema node nust be specified
in the description of any schema node using this type.

In the value set and its semantics, this type is equival ent
to the TimeStanmp textual convention of the SMv2.";
reference
"RFC 2579: Textual Conventions for SMv2";

}

[*** collection of generic address types ***/
typedef phys-address {

type string {
pattern ' ([0-9a-fA-F]{2}(:[0-9a-fA-F]{2})*)?";
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description

"Represents nedia- or physical-level addresses represented
as a sequence octets, each octet represented by two hexadeci ma
nunbers. COctets are separated by colons. The canonica
representati on uses | owercase characters.

In the value set and its semantics, this type is equival ent
to the PhysAddress textual convention of the SMv2.";
reference
"RFC 2579: Textual Conventions for SMv2";

}

typedef nac-address {

type string {
pattern '[0-9a-fA-F] {2} (:[0-9a-fA-F] {2}){5}’

description
"The mac-address type represents an | EEE 802 MAC address.

The canoni cal representation uses | owercase characters.

In the value set and its semantics, this type is equival ent
to the MacAddress textual convention of the SMv2.";
ref erence
"I EEE 802: |EEE Standard for Local and Metropolitan Area
Net wor ks: Overvi ew and Architecture
RFC 2579: Textual Conventions for SMv2";

}

[*** col |l ection of XM.-specific types ***/

typedef xpathl.O0 {
type string;
description
"This type represents an XPATH 1.0 expression.

When a schena node is defined that uses this type, the
description of the schema node MJST specify the XPath
context in which the XPath expression is evaluated.";

ref erence
"XPATH: XML Pat h Language (XPath) Version 1.0";
}

[*** collection of string types ***/
typedef hex-string {

type string {
pattern ' ([0-9a-fA-F] {2} (:[0-9a-fA-F]{2})*)?
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description

"A hexadecimal string with octets represented as hex digits
separated by colons. The canonical representation uses
| oner case characters.";

}

typedef uuid {
type string {
pattern '[0-9a-fA-F]{8}-[0-9a-fA-F]{4}-[0-9a-fA-F]{4}-’
+ '[0-9a-fA-F]{4}-[0-9a-fA-F] {12}’
}

description

"A Universally Unique IDentifier in the string representation
defined in RFC 4122. The canoni cal representation uses
| ower case characters.

The following is an exanple of a UUIDin string representation:
f 81d4f ae- 7dec- 11d0- a765- 00a0c91le6bf 6

reférence
"RFC 4122: A Universally Unique IDentifier (UU D) URN
Namespace";

}

typedef dotted-quad {
type string {
pattern
"(([0-9]][1-9][0-9]|1[0-9][0-9]|2[0-4][0-9]|25[0-5])\.){3}"
+ " ([0-9]|[1-9][0-9]|1[0-9][0-9]|2[0-4][0-9]]|25[0-5])";

description
"An unsigned 32-bit nunber expressed in the dotted-quad

notation, i.e., four octets witten as deci mal nunbers
and separated with the .’ (full stop) character.";
}
}
<CODE ENDS>

4. Internet-Specific Derived Types

The ietf-inet-types YANG nodul e references [ RFCO768], [RFC0791],
[ RFC0793], [RFC0952], [RFC1034], [RFC1123], [RFC1930], [RFC2460],
[ RFC2474], [RFC2780], [RFC2782], [RFC3289], [RFC3305], [RFC3595],
[ RFC3986], [RFC4001], [RFC4007], [RFC4271], [RFC4A291], [RFC4340],
[ RFC4960], [RFC5017], [RFC5890], [RFC5952], and [ RFC6793].
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<CODE BEGA NS> file "ietf-inet-types@013-07-15. yang"
nodul e ietf-inet-types {

nanespace "urn:ietf:paranms:xm:ns:yang:ietf-inet-types”;
prefix "inet";

or gani zati on
"I ETF NETMOD ( NETCONF Dat a Mbdel i ng Language) Worki ng G oup”;

cont act
"WG Web: <http://tools.ietf.org/wy/ netnod/ >
WG List: <mmilto:netnod@etf.org>

WG Chair: David Kessens
<muai | t 0o: davi d. kessens@sn. conp

WG Chai r: Juergen Schoenwael der
<mai | to:j.schoenwael der @ acobs- uni versity. de>

Edi tor: Juer gen Schoenwael der
<mai | to:j.schoenwael der @ acobs- uni versity. de>"

description
"This nmodul e contains a collection of generally useful derived
YANG data types for Internet addresses and rel ated things.

Copyright (c) 2013 | ETF Trust and the persons identified as
authors of the code. Al rights reserved.

Redi stri bution and use in source and binary forns, with or

wi t hout nodification, is permtted pursuant to, and subject
to the license ternms contained in, the Sinplified BSD License
set forth in Section 4.c of the | ETF Trust’s Legal Provisions
Rel ating to | ETF Docunents
(http://trustee.ietf.org/license-info).

This version of this YANG nodule is part of RFC 6991; see
the RFC itself for full legal notices.";

revi sion 2013-07-15 {

description

"This revision adds the follow ng new data types:
- i p-address-no-zone
- i pv4- address- no-zone
- i pv6-address-no-zone";

ref erence

"RFC 6991: Commpn YANG Data Types";
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}

revi sion 2010-09-24 {
description
"Initial revision.";
ref erence

"RFC 6021: Common YANG Data Types";
}

[*** collection of types related to protocol fields ***/

typedef ip-version {
type enuneration {
enum unknown {
val ue "0";
description

"An unknown or unspecified version of the Internet
protocol .";

}

enum i pv4d {
val ue "1";
description

"The 1 Pv4 protocol as defined in RFC 791.";
}
enum i pv6 {
val ue "2";
description

"The 1 Pv6 protocol as defined in RFC 2460.";
}

}

description
"This val ue represents the version of the IP protocol

In the value set and its semantics, this type is equival ent

to the I netVersion textual convention of the SMv2.";
ref erence

"RFC 791: Internet Protoco

RFC 2460: Internet Protocol, Version 6 (lIPv6) Specification

RFC 4001: Textual Conventions for |Internet Network Addresses”;
}

typedef dscp {
type uint8 {
range "0..63";
}

description

"The dscp type represents a Differentiated Services Code Point
that may be used for marking packets in a traffic stream
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In the value set and its semantics, this type is equival ent
to the Dscp textual convention of the SMv2.";
reference
"RFC 3289: Managenent Information Base for the Differentiated
Services Architecture
RFC 2474: Definition of the Differentiated Services Field
(DS Field) in the IPv4 and | Pv6 Headers
RFC 2780: | ANA Al location Cuidelines For Values In
the Internet Protocol and Rel ated Headers";

}

typedef ipv6-flowl abel {

type uint32 {
range "0..1048575";

}

description

"The ipv6-flow | abel type represents the flow identifier or Flow

Label in an | Pv6 packet header that may be used to
discrimnate traffic flows.

In the value set and its semantics, this type is equival ent
to the | Pv6Fl owLabel textual convention of the SMv2.";

ref erence

"RFC 3595: Textual Conventions for |Pv6 Fl ow Labe
RFC 2460: Internet Protocol, Version 6 (lIPv6) Specification”;

}

typedef port-nunmber {
type uint16 {
range "0..65535";
}
description
"The port-nunber type represents a 16-bit port nunber of an
Internet transport-Ilayer protocol such as UDP, TCP, DCCP, or
SCTP. Port nunbers are assigned by 1ANA. A current |ist of
all assignments is available from<http://ww.iana. org/>.

Note that the port number value zero is reserved by 1ANA. In
situations where the value zero does not nmake sense, it can
be excluded by subtyping the port-nunber type.
In the value set and its semantics, this type is equival ent
to the I netPortNunber textual convention of the SMv2.";
reference
"RFC 768: User Datagram Protoco
RFC 793: Transm ssion Control Protoco
RFC 4960: Stream Control Transm ssion Protoco
RFC 4340: Dat agram Congestion Control Protocol (DCCP)
RFC 4001: Textual Conventions for Internet Network Addresses”;
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}

[*** collection of types related to autononobus systens ***/

typedef as-nunber {

type uint 32;

description
"The as-nunber type represents autononous system nunbers
which identify an Autononpbus System (AS). An ASis a set
of routers under a single technical adm nistration, using
an interior gateway protocol and commpn netrics to route
packets within the AS, and using an exterior gateway
protocol to route packets to other ASes. | ANA maintains
the AS nunber space and has del egated | arge parts to the
regi onal registries.

Aut ononpbus system nunbers were originally limted to 16
bits. BGP extensions have enlarged the aut ononmous system
nunber space to 32 bits. This type therefore uses an uint32
base type without a range restriction in order to support

a larger autononous system nunber space.

In the value set and its semantics, this type is equival ent
to the | net Aut ononbusSyst emNunber textual convention of
the SMv2.";

ref erence
"RFC 1930: Cuidelines for creation, selection, and registration
of an Aut ononous System (AS)
RFC 4271: A Border Gateway Protocol 4 (BGP-4)
RFC 4001: Textual Conventions for Internet Network Addresses
RFC 6793: BGP Support for Four-Cctet Autononmous System (AS)
Nunber Space";

}

[*** collection of types related to |I P addresses and host names ***/

typedef ip-address {
type union {
type inet:ipv4-address;
type inet:ipv6-address;

description

"The i p-address type represents an | P address and is IP
version neutral. The format of the textual representation
inplies the IP version. This type supports scoped addresses

by all owi ng zone identifiers in the address format.";
reference

"RFC 4007: |Pv6 Scoped Address Architecture"”
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}

typedef ipv4-address {
type string {
pattern
"(([0-9]|[1-9][0-9]]1[0-9][0-9]]2[0-4][0-9]]25[0-5])\.){3}"
+ "([0-9]|[1-9][0-9]|1[0-9][0-9]|2[0-4][0-9]|25[0-5])"
+  (A\p{N}\p{L}]+)?";

description
"The i pv4-address type represents an | Pv4 address in
dotted-quad notation. The |IPv4 address may include a zone
i ndex, separated by a % sign

The zone index is used to disanbiguate identical address
val ues. For link-local addresses, the zone index wll
typically be the interface index nunmber or the name of an
interface. |If the zone index is not present, the default
zone of the device will be used.

The canonical format for the zone index is the nunerica
format"

}

typedef ipv6-address {
type string {

pattern ((:][0-9a-fA-F]{0,4}):)([0-9a-fA-F]{0,4}:){0, 5}’
"((([0-9a-fA-F]{0,4}:)?2(:|[0-9a-fA-F] {0, 4})) |’
"(((25[0-5][2[0-4][0-9]|[01] ?[0-9]?[0-9])\.) {3}’
(25[0-5]I2[0-4][0-9]|[01]?[0-9]?[0-9])))
(A\p{NF\ p{L}]+)?";

pattern (CLr=T+) {6y ([ ]+ [“:]+)|( I
OO+ A ) 2 (] +) [A 1+)7?)°
(%) ?

}

description
"The i pv6-address type represents an | Pv6 address in ful
m xed, shortened, and shortened-nm xed notation. The |PV6
address may include a zone index, separated by a % sign

The zone index is used to disanbiguate identical address
val ues. For link-1ocal addresses, the zone index wll
typically be the interface index nunber or the nanme of an
interface. |If the zone index is not present, the default
zone of the device will be used.
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The canoni cal format of | Pv6 addresses uses the textua
representation defined in Section 4 of RFC 5952. The
canoni cal format for the zone index is the nunerica
format as described in Section 11.2 of RFC 4007.";

ref erence

"RFC 4291: |P Version 6 Addressing Architecture
RFC 4007: | Pv6 Scoped Address Architecture
RFC 5952: A Reconmendation for | Pv6 Address Text

Repr esent ati on";

}

typedef i p-address-no-zone {
type union {
type inet:ipv4-address-no-zone;
type inet:ipv6-address-no-zone;

description

"The i p-address-no-zone type represents an | P address and is
| P version neutral. The format of the textual representation
inplies the IP version. This type does not support scoped
addresses since it does not allow zone identifiers in the
address format.";

reference

"RFC 4007: |Pv6 Scoped Address Architecture"”

}

typedef ipv4-address-no-zone {
type inet:ipv4-address {
pattern '[0-9\.]*";
}
description
"An | Pv4 address without a zone index. This type, derived from
i pv4-address, may be used in situations where the zone is
known fromthe context and hence no zone index is needed.";

}

typedef ipv6-address-no-zone {
type inet:ipv6-address {
pattern '[0-9a-fA-F:\.]*";
}
description
"An | Pv6 address without a zone index. This type, derived from
i pv6-address, nmay be used in situations where the zone is
known fromthe context and hence no zone index is needed.";
reference
"RFC 4291: |P Version 6 Addressing Architecture
RFC 4007: |1 Pv6 Scoped Address Architecture
RFC 5952: A Recommendation for |Pv6 Address Text
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Repr esent ati on";

}

typedef ip-prefix {
type union {
type inet:ipvéd-prefix;
type inet:ipv6-prefix;

description

"The ip-prefix type represents an IP prefix and is IP
version neutral. The format of the textual representations
inplies the IP version.";

}

typedef ipva-prefix {

type string {

pattern
"(([0-9]][1-9][0-9]]1[0-9][0-9]]2[0-4][0-9]]25[0-5])\.){3}"
+ "([0-9]|[1-9][0-9]|1[0-9][0-9]|2[0-4][0-9]]|25[0-5])"

} + 1 (([0-91)[([1-2][0-9])[(3[0-2]))";

description
"The ipv4-prefix type represents an | Pv4 address prefix.
The prefix length is given by the nunber follow ng the
sl ash character and must be | ess than or equal to 32.

A prefix length value of n corresponds to an |IP address
mask that has n contiguous 1-bits fromthe nost
significant bit (MSB) and all other bits set to O.

The canonical fornat of an IPv4 prefix has all bits of
the I Pv4 address set to zero that are not part of the
| Pv4 prefix.";

}

typedef ipv6-prefix {
type string {

pattern ' ((:|[0-9a-fA-F]{0,4}):)([0-9a-fA-F]{0,4}:){0, 5}’

+ " ((([0-9a-fTA-F]{0,4}:)?(:|[0-9a-fA-F] {0,4})) ]|’

+ " (((25[0-5]|2[0-4][0-9]|[01]?[0-9]?[0-9])\.){3}’

+ " (25[0-5]|2[0-4][0-9]|[01]?[0-9]?[0-9])))"’

+ (1 (([0-9]) 1 ([0-91{2})| (1[0-1][0-9])|(12[0-8])))";
pattern " (([": ]+ ){6}(([*: ]+ [ ]1H)IC.*\..)N)|”

+ () [T 2o ([ T+ ) * [ ] 4) ?)°

+ (/.47
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description

"The i pv6-prefix type represents an | Pv6 address prefix.
The prefix length is given by the nunber follow ng the
sl ash character and nmust be | ess than or equal to 128.

A prefix length value of n corresponds to an |IP address
mask that has n contiguous 1-bits fromthe nost
significant bit (MSB) and all other bits set to O.

The 1 Pv6 address should have all bits that do not bel ong
to the prefix set to zero

The canonical fornat of an IPv6 prefix has all bits of
the I Pv6 address set to zero that are not part of the
| Pv6 prefix. Furthernore, the |Pv6 address is represented
as defined in Section 4 of RFC 5952.";
reference
"RFC 5952: A Recommendation for |Pv6 Address Text
Repr esent ati on";

}

[*** col |l ection of domain name and URl types ***/

typedef domai n-nane {
type string {
pattern
"((([a-zA-Z0-9_]([a-zA-Z0-9\-_]){0,61})?[a-zA-Z0-9]\.)*’
+ '([a-zA-Z20-9 ] ([a-zA-Z0-9\- _]1){0,61})?[a-zA-Z0-9]\.?)’
+1|\.1;
length "1..253";
}
description
"The donai n-nanme type represents a DNS domai n nane. The
nane SHOULD be fully qualified whenever possible.

I nternet donain nanes are only | oosely specified. Section
3.5 of RFC 1034 reconmmends a syntax (nodified in Section
2.1 of RFC 1123). The pattern above is intended to allow
for current practice in domain nane use, and sonme possible
future expansion. It is designed to hold various types of
domai n nanes, including names used for A or AAAA records
(host nanes) and other records, such as SRV records. Note
that Internet host nanes have a stricter syntax (described
in RFC 952) than the DNS recomendations in RFCs 1034 and
1123, and that systenms that want to store host nanes in
schema nodes using the domai n-nane type are reconmended to
adhere to this stricter standard to ensure interoperability.
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The encoding of DNS nanes in the DNS protocol is limted
to 255 characters. Since the encoding consists of |abels
prefixed by a length bytes and there is a trailing NULL
byte, only 253 characters can appear in the textual dotted
not at i on.

The description clause of schena nodes using the donai n-nane
type MUST descri be when and how t hese nanmes are resolved to

| P addresses. Note that the resolution of a domain-nanme val ue
may require to query nultiple DNS records (e.g., A for |Pv4
and AAAA for 1Pv6). The order of the resolution process and
whi ch DNS record takes precedence can either be defined
explicitly or may depend on the configuration of the

resol ver.

Domai n- name val ues use the US-ASCI| encoding. Their canonica

format uses | owercase US-ASCI| characters. |Internationalized
domai n nanes MJST be A-labels as per RFC 5890.";
reference

"RFC 952: DoD Internet Host Table Specification
RFC 1034: Domai n Names - Concepts and Facilities
RFC 1123: Requirements for Internet Hosts -- Application
and Support
RFC 2782: A DNS RR for specifying the location of services
(DNS SRV)
RFC 5890: Internationalized Domain Names in Applications
(IDNA): Definitions and Docunent Franmework";
}

typedef host {

type union {
type inet:ip-address;
type inet: domai n- nane;

description
"The host type represents either an I P address or a DNS
dormai n nane. ";

}

typedef uri {
type string;
description
"The uri type represents a Uniform Resource Identifier
(URI') as defined by STD 66.

nj ects using the uri type MIST be in US-ASCI| encoding,

and MUST be nornmalized as described by RFC 3986 Sections
6.2.1, 6.2.2.1, and 6.2.2.2. Al unnecessary
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percent -encoding is renoved, and all case-insensitive
characters are set to | owercase except for hexadeci nma
digits, which are normalized to uppercase as described in
Section 6.2.2.1.

The purpose of this nornmalization is to help provide
unique URIs. Note that this normalization is not
sufficient to provide uniqueness. Two URIs that are
textual ly distinct after this normalization may still be
equi val ent .

oj ects using the uri type may restrict the schenes that
they permit. For exanple, 'data:’ and 'urn:’ schenes
m ght not be appropriate.

A zero-length URI is not a valid URI. This can be used to
express 'URl absent’ where required.

In the value set and its semantics, this type is equival ent
to the Ui SMv2 textual convention defined in RFC 5017.";
reference
"RFC 3986: Uniform Resource ldentifier (URI): Generic Syntax
RFC 3305: Report fromthe Joint WBC/I ETF URI Pl anni ng I nterest
Group: Uniform Resource ldentifiers (URIs), URLs,
and Uni form Resource Nanes (URNs): Carifications
and Recommendat i ons
RFC 5017: M B Textual Conventions for Uniform Resource
Identifiers (URIS)";

}
<CCDE ENDS>
5. | ANA Consi der ati ons

Thi s docunent registers two URIs in the |ETF XM. registry [ RFC3688].
Foll owing the format in RFC 3688, the follow ng regi strations have
been made.

URI: urn:ietf:parans: xm:ns:yang:ietf-yang-types
Regi strant Contact: The NETMOD WG of the | ETF.
XM.: NA, the requested URI is an XM. nanespace

URI: urn:ietf:parans: xm:ns:yang:ietf-inet-types

Regi strant Contact: The NETMOD WG of the | ETF.
XM.: N A, the requested URI is an XML nanespace
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Thi s docunent registers two YANG nodul es in the YANG Modul e Nanes
regi stry [ RFC6020] .

nane: i etf-yang-types

nanespace: urn:ietf:paranms: xm:ns:yang:ietf-yang-types
prefix: yang

ref erence: RFC 6991

nane: ietf-inet-types

nanespace: urn:ietf:paranms: xm:ns:yang:ietf-inet-types
prefix: i net

ref erence: RFC 6991

6. Security Considerations

Thi s docunent defines common data types using the YANG data nodel i ng
| anguage. The definitions thensel ves have no security inpact on the
Internet, but the usage of these definitions in concrete YANG nodul es
m ght have. The security considerations spelled out in the YANG
speci fication [ RFC6020] apply for this docunent as well.
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Appendi x A.  Changes from RFC 6021
This version adds new type definitions to the YANG nodul es. The
foll owi ng new data types have been added to the ietf-yang-types
nmodul e:
o yang-identifier
0 hex-string
o uuid

o dotted-quad

The foll owi ng new data types have been added to the ietf-inet-types
nodul e:

0 i p-address-no-zone

0 i pv4-address-no-zone

o i pv6-address-no-zone
Aut hor’ s Addr ess
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