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Abst r act

The Real Tine Stream ng Protocol, or RTSP, is an application-I|eve
protocol for control over the delivery of data with real-tine
properties. RTSP provides an extensible framework to enabl e
control | ed, on-denmand delivery of real-tine data, such as audi o and
vi deo. Sources of data can include both |ive data feeds and stored
clips. This protocol is intended to control multiple data delivery
sessions, provide a neans for choosing delivery channels such as UDP
mul ticast UDP and TCP, and provide a means for choosing delivery
mechani sns based upon RTP (RFC 1889).
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1 I ntroduction
1.1 Purpose

The Real -Tine Stream ng Protocol (RTSP) establishes and controls
either a single or several tinme-synchronized streans of continuous
nedi a such as audio and video. It does not typically deliver the
continuous streans itself, although interleaving of the continuous
nmedia streamwith the control streamis possible (see Section 10.12).
In other words, RTSP acts as a "network renote control" for

mul ti nedi a servers.

The set of streans to be controlled is defined by a presentation
description. This menorandum does not define a format for a
presentati on description

There is no notion of an RTSP connection; instead, a server maintains
a session labeled by an identifier. An RTSP session is in no way tied
to a transport-level connection such as a TCP connection. During an
RTSP session, an RTSP client may open and close many reliable
transport connections to the server to issue RTSP requests.
Alternatively, it may use a connectionless transport protocol such as
UDP.

The streans controlled by RTSP may use RTP [1], but the operation of
RTSP does not depend on the transport mechanismused to carry
continuous nedia. The protocol is intentionally simlar in syntax
and operation to HITP/1.1 [2] so that extension mechanisms to HITP
can in nost cases al so be added to RTSP. However, RTSP differs in a
nunber of inportant aspects from HTTP:

* RTSP introduces a nunber of new nethods and has a different
protocol identifier

* An RTSP server needs to maintain state by default in al nost al
cases, as opposed to the statel ess nature of HITP.
Both an RTSP server and client can issue requests.

* Data is carried out-of-band by a different protocol. (There is an
exception to this.)

* RTSP is defined to use |1 SO 10646 (UTF-8) rather than | SO 8859-1
consistent with current HTM. internationalization efforts [3].

* The Request-URI al ways contains the absolute URI. Because of
backward conpatibility with a historical blunder, HITP/ 1.1 [2]
carries only the absolute path in the request and puts the host
nane in a separate header field.

This makes "virtual hosting" easier, where a single host with one
| P address hosts several docunent trees.
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The protocol supports the follow ng operations:

Retrieval of media fromnedia server:
The client can request a presentation description via HITP or
some other nethod. If the presentation is being nulticast, the
presentation description contains the multicast addresses and
ports to be used for the continuous nedia. If the presentation
is to be sent only to the client via unicast, the client
provi des the destination for security reasons.

Invitation of a nedia server to a conference:
A nmedi a server can be "invited" to join an existing
conference, either to play back nmedia into the presentation or
to record all or a subset of the nmedia in a presentation. This
node is useful for distributed teaching applications. Severa
parties in the conference may take turns "pushing the renote
control buttons."”

Addition of nedia to an existing presentation
Particularly for live presentations, it is useful if the
server can tell the client about additional nedia becom ng
avai |l abl e.

RTSP requests may be handl ed by proxies, tunnels and caches as in
HTTP/ 1.1 [2].

1.2 Requirenents

The key words "MJST", "MJST NOT", "REQU RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOWMENDED', "MAY"', and "OPTIONAL" in this
docunent are to be interpreted as described in RFC 2119 [4].

1.3 Term nol ogy

Sone of the term nol ogy has been adopted fromHITP/ 1.1 [2]. Terms not
listed here are defined as in HITP/1.1.

Aggregate control
The control of the nmultiple streanms using a single tineline by
the server. For audio/video feeds, this neans that the client
may issue a single play or pause nessage to control both the
audi o and vi deo feeds.

Conf er ence:

a nmultiparty, multimedia presentation, where "nulti" inplies
greater than or equal to one.
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Cient:
The client requests continuous nedia data fromthe nedia
server.

Connecti on:
A transport layer virtual circuit established between two
prograns for the purpose of comunication.

Container file:
A file which may contain multiple nedia streans which often
conpri se a presentation when played together. RTSP servers nay
of fer aggregate control on these files, though the concept of
a container file is not enbedded in the protocol

Cont i nuous nedi a:
Data where there is a timng rel ati onship between source and
sink; that is, the sink nust reproduce the timng relationship
that existed at the source. The nbst comobn exanpl es of
conti nuous nedia are audi o and notion video. Continuous media
can be real-tinme (interactive), where there is a "tight"
timng relationship between source and sink, or streamn ng
(pl ayback), where the relationship is less strict.

Entity:
The infornmation transferred as the payl oad of a request or
response. An entity consists of nmetainformation in the form of
entity-header fields and content in the formof an entity-
body, as described in Section 8.

Media initialization:
Dat at ype/ codec specific initialization. This includes such
things as clockrates, color tables, etc. Any transport-
i ndependent information which is required by a client for
pl ayback of a media streamoccurs in the nedia initialization
phase of stream setup.

Medi a paraneter:
Paranmeter specific to a nmedia type that may be changed before
or during stream pl ayback

Medi a server:
The server providing playback or recording services for one or
nore media streans. Different nmedia streans within a
presentation nay originate fromdifferent nedia servers. A
nmedi a server nmay reside on the same or a different host as the
web server the presentation is invoked from
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Medi a server indirection
Redirection of a nedia client to a different nedia server.

(Medi a) stream
A single media instance, e.g., an audio streamor a video
streamas well as a single whiteboard or shared application
group. Wen using RTP, a stream consists of all RTP and RTCP
packets created by a source within an RTP session. This is
equi valent to the definition of a DSM CC strean([5]).

Message:
The basic unit of RTSP communi cation, consisting of a
structured sequence of octets nmatching the syntax defined in
Section 15 and transnmitted via a connection or a
connecti onl ess protocol

Partici pant:
Menber of a conference. A participant may be a machine, e.g.
a nedia record or playback server.

Presentati on:
A set of one or nore streans presented to the client as a
conpl ete nedia feed, using a presentation description as
defined below. In nobst cases in the RTSP context, this inplies
aggregate control of those streans, but does not have to.

Presentati on description:
A presentation description contains information about one or
nore nedia streans within a presentation, such as the set of
encodi ngs, network addresses and infornation about the
content. Oher |ETF protocols such as SDP (RFC 2327 [6]) use
the term"session" for a live presentation. The presentation
description nay take several different formats, including but
not limted to the session description format SDP

Response:
An RTSP response. |f an HITP response is neant, that is
i ndicated explicitly.

Request :
An RTSP request. If an HTTP request is nmeant, that is
i ndicated explicitly.

RTSP sessi on
A conpl ete RTSP "transaction", e.g., the viewing of a novie.
A session typically consists of a client setting up a
transport mechanismfor the continuous nedia stream (SETUP),
starting the streamw th PLAY or RECORD, and cl osing the
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stream wi t h TEARDOWN

Transport initialization:
The negotiation of transport information (e.g., port nunbers,
transport protocols) between the client and the server.

1.4 Protocol Properties
RTSP has the foll owi ng properties:

Ext endabl e:
New net hods and paraneters can be easily added to RTSP

Easy to parse:
RTSP can be parsed by standard HTTP or M ME parsers.

Secur e:
RTSP re-uses web security nechanisns. Al HITP authentication
nechani sns such as basic (RFC 2068 [2, Section 11.1]) and
di gest authentication (RFC 2069 [8]) are directly applicable.
One may al so reuse transport or network |ayer security
nmechani sis.

Transport-i ndependent:
RTSP nay use either an unreliable datagram protocol (UDP) (RFC
768 [9]), a reliable datagram protocol (RDP, RFC 1151, not
wi dely used [10]) or a reliable stream protocol such as TCP
(RFC 793 [11]) as it inplements application-level reliability.

Mul ti-server capabl e:
Each nedia streamwi thin a presentation can reside on a
di fferent server. The client autonmatically establishes severa
concurrent control sessions with the different media servers.
Medi a synchroni zation is perforned at the transport |evel.

Control of recording devices:
The protocol can control both recordi ng and pl ayback devi ces,
as well as devices that can alternate between the two nodes
("VCR").

Separation of streamcontrol and conference initiation
Stream control is divorced frominviting a nedia server to a
conference. The only requirenent is that the conference
initiation protocol either provides or can be used to create a
uni que conference identifier. In particular, SIP [12] or H 323
[13] may be used to invite a server to a conference.
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Sui tabl e for professional applications:
RTSP supports frame-1level accuracy through SMPTE tinme stanps
to allow renote digital editing.

Presentation description neutral
The protocol does not inpose a particular presentation
description or netafile format and can convey the type of
format to be used. However, the presentation description nust
contain at |east one RTSP URI.

Proxy and firewall friendly:
The protocol should be readily handled by both application and
transport-layer (SOCKS [14]) firewalls. Afirewall may need to
understand the SETUP net hod to open a "hole" for the UDP nedia
stream

HTTP-friendly:
Where sensi bl e, RTSP reuses HTTP concepts, so that the
existing infrastructure can be reused. This infrastructure
includes PICS (Platformfor Internet Content Selection
[15,16]) for associating |abels with content. However, RTSP
does not just add methods to HTTP since the controlling
continuous nedi a requires server state in nmpst cases.

Appropriate server control
If aclient can start a stream it must be able to stop a
stream Servers should not start streaming to clients in such
a way that clients cannot stop the stream

Transport negotiation:
The client can negotiate the transport nethod prior to
actually needing to process a continuous nedia stream

Capability negotiation:
If basic features are disabled, there nust be some cl ean
mechani smfor the client to determ ne which nethods are not
going to be inplenented. This allows clients to present the
appropriate user interface. For exanple, if seeking is not
al l owed, the user interface must be able to disallow noving a
sliding position indicator.

An earlier requirenent in RTSP was nmulti-client capability.
However, it was determ ned that a better approach was to nake sure
that the protocol is easily extensible to the multi-client
scenario. Streamidentifiers can be used by several contro
streans, so that "passing the renote" woul d be possible. The
protocol woul d not address how several clients negotiate access;
this is left to either a "social protocol"” or some other floor
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control mechani sm
1.5 Extendi ng RTSP

Since not all media servers have the same functionality, nedia
servers by necessity will support different sets of requests. For
exanpl e:

* A server may only be capabl e of playback thus has no need to
support the RECORD request.

* A server may not be capabl e of seeking (absolute positioning) if
it is to support live events only.

* Some servers may not support setting stream paraneters and thus
not support CGET_PARAMETER and SET PARAMETER

A server SHOULD i mpl enent all header fields described in Section 12.

It is up to the creators of presentation descriptions not to ask the
i npossi ble of a server. This situation is simlar in HITP/ 1.1 [2],
where the nmethods described in [H19.6] are not |likely to be supported
across all servers.

RTSP can be extended in three ways, listed here in order of the
magni t ude of changes support ed:

* Existing nethods can be extended with new paraneters, as |ong as
these paranmeters can be safely ignored by the recipient. (This is
equi val ent to addi ng new paranmeters to an HTM_ tag.) If the
client needs negative acknow edgenent when a nmethod extension is
not supported, a tag corresponding to the extension nmay be added
inthe Require: field (see Section 12.32).

* New net hods can be added. If the recipient of the nessage does
not understand the request, it responds with error code 501 ( Not
i mpl enent ed) and the sender should not attenpt to use this nethod
again. Aclient may al so use the OPTIONS nethod to inquire about
net hods supported by the server. The server SHOULD list the
net hods it supports using the Public response header

* A new version of the protocol can be defined, allow ng al nost al
aspects (except the position of the protocol version number) to
change.

1.6 Overall Operation

Each presentation and nmedia streammay be identified by an RTSP URL
The overall presentation and the properties of the nedia the
presentation is nmade up of are defined by a presentation description
file, the format of which is outside the scope of this specification
The presentation description file may be obtained by the client using
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HTTP or other neans such as emmil and may not necessarily be stored
on the nedia server.

For the purposes of this specification, a presentation descriptionis
assuned to describe one or nore presentations, each of which

mai ntains a common tine axis. For sinplicity of exposition and

wi thout | oss of generality, it is assuned that the presentation
description contains exactly one such presentation. A presentation
may contain several nedia streans.

The presentation description file contains a description of the nedia
streans making up the presentation, including their encodings,

| anguage, and other paranmeters that enable the client to choose the
nost appropriate conbination of nmedia. In this presentation
description, each nmedia streamthat is individually controllable by
RTSP is identified by an RTSP URL, which points to the nmedia server
handl i ng that particular media stream and nanes the stream stored on
that server. Several nedia streans can be | ocated on different
servers; for exanple, audio and video streans can be split across
servers for | oad sharing. The description also enunerates which
transport methods the server is capable of.

Besi des the nedi a paraneters, the network destinati on address and
port need to be determ ned. Several nbdes of operation can be
di stingui shed:

Uni cast :
The nedia is transmitted to the source of the RTSP request,
with the port nunber chosen by the client. Alternatively, the
nedia is transmitted on the same reliable streamas RTSP

Mul ticast, server chooses address:
The nedi a server picks the nmulticast address and port. This is
the typical case for a live or near-nmedi a- on-denand
transm ssion.

Mul ticast, client chooses address:
If the server is to participate in an existing nulticast
conference, the multicast address, port and encryption key are
gi ven by the conference description, established by neans
out side the scope of this specification

1.7 RTSP States
RTSP controls a stream which may be sent via a separate protocol
i ndependent of the control channel. For exanple, RTSP control nay

occur on a TCP connection while the data flows via UDP. Thus, data
delivery continues even if no RTSP requests are received by the nedia
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server. Also, during its lifetinme, a single nedia stream may be
controll ed by RTSP requests issued sequentially on different TCP
connections. Therefore, the server needs to mmintain "session state"
to be able to correlate RTSP requests with a stream The state
transitions are described in Section A

Many nethods in RTSP do not contribute to state. However, the
following play a central role in defining the allocation and usage of
stream resources on the server: SETUP, PLAY, RECORD, PAUSE, and
TEARDOWN.

SETUP:
Causes the server to allocate resources for a streamand start
an RTSP session.

PLAY and RECORD:
Starts data transm ssion on a stream all ocated via SETUP.

PAUSE
Tenporarily halts a streamwi thout freeing server resources.

TEARDOWN:
Frees resources associated with the stream The RTSP session
ceases to exi st on the server.

RTSP met hods that contribute to state use the Session header
field (Section 12.37) to identify the RTSP session whose state
i s being mani pul ated. The server generates session identifiers
in response to SETUP requests (Section 10.4).

1.8 Relationship with ther Protocols

RTSP has some overlap in functionality with HTTP. It al so may
interact with HTTP in that the initial contact with stream ng content
is often to be nade through a web page. The current protoco
specification ainms to allow di fferent hand-off points between a web
server and the nedia server inplenmenting RTSP. For exanple, the
presentation description can be retrieved using HTTP or RTSP, which
reduces roundtrips in web-browser-based scenarios, yet also allows
for standal one RTSP servers and clients which do not rely on HITP at
all.

However, RTSP differs fundanentally fromHITTP in that data delivery
takes place out-of-band in a different protocol. HITP is an
asymmetric protocol where the client issues requests and the server
responds. In RTSP, both the nedia client and media server can issue
requests. RTSP requests are al so not stateless; they may set
paranmeters and continue to control a media streamlong after the
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request has been acknow edged.

Re-using HTTP functionality has advantages in at |east two areas,
nanely security and proxies. The requirenents are very sinlar, so
having the ability to adopt HTTP work on caches, proxies and
authentication is val uabl e.

While nmost real-time nedia will use RTP as a transport protocol, RTSP
is not tied to RTP.

RTSP assunes the exi stence of a presentation description format that
can express both static and tenporal properties of a presentation
contai ning several nedia streans.

2 Not ati onal Conventi ons

Since many of the definitions and syntax are identical to HITP/ 1.1,
this specification only points to the section where they are defined
rather than copying it. For brevity, [HX Y] is to be taken to refer
to Section X.Y of the current HTTP/ 1.1 specification (RFC 2068 [2]).

Al'l the nechani sns specified in this docunment are described in both
prose and an augnment ed Backus-Naur form (BNF) simlar to that used in
[H2.1]. It is described in detail in RFC 2234 [17], with the

di fference that this RTSP specification maintains the "1#" notation
for conma-separated lists.

In this neno, we use indented and small er-type paragraphs to provide
background and notivation. This is intended to give readers who were
not involved with the formulation of the specification an
under st andi ng of why things are the way that they are in RTSP

3 Protocol Paraneters
3.1 RTSP Version

[H3.1] applies, with HITP repl aced by RTSP
3.2 RTSP URL

The "rtsp" and "rtspu" schenes are used to refer to network resources
via the RTSP protocol. This section defines the schene-specific
syntax and semantics for RTSP URLs.

rtsp_URL = ( "rtsp:" | "rtspu:" )
“/1" host [ ":" port ] [ abs_path ]
host = <A legal Internet host domain nanme of |P address

(in dotted decinal form, as defined by Section 2.1
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of RFC 1123 \cite{rfcl123}>
port = *DIAT

abs path is defined in [H3.2.1].

Note that fragnment and query identifiers do not have a well -defined
neaning at this tine, with the interpretation left to the RTSP
server.

The scheme rtsp requires that conmands are issued via a reliable
protocol (within the Internet, TCP), while the schenme rtspu identifies
an unreliable protocol (within the Internet, UDP).

If the port is enpty or not given, port 554 is assunmed. The semantics
are that the identified resource can be controlled by RTSP at the
server listening for TCP (schene "rtsp") connections or UDP (scheme
"rtspu") packets on that port of host, and the Request-URH for the
resource is rtsp URL

The use of I P addresses in URLs SHOULD be avoi ded whenever possible
(see RFC 1924 [19]).

A presentation or a streamis identified by a textual media
identifier, using the character set and escape conventions [H3.2] of
URLs (RFC 1738 [20]). URLs may refer to a stream or an aggregate of
streans, i.e., a presentation. Accordingly, requests described in
Section 10 can apply to either the whole presentation or an individua
streamwi thin the presentation. Note that some request methods can
only be applied to streans, not presentations and vice versa.

For exanple, the RTSP URL:
rtsp:// media. exanpl e. com 554/t wi st er/audi ot rack

identifies the audio streamwi thin the presentation "tw ster", which
can be controlled via RTSP requests issued over a TCP connection to
port 554 of host nmedi a. exanpl e. com

Al so, the RTSP URL:
rtsp:// media. exanpl e. com 554/t wi st er

identifies the presentation "tw ster”, which may be conposed of
audi o and vi deo streans.

This does not inply a standard way to reference streans in URLS.
The presentation description defines the hierarchical relationships
in the presentation and the URLs for the individual streans. A
presentation description may nane a stream "a.nov" and the whol e
presentation "h.nmov".
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The path conponents of the RTSP URL are opaque to the client and do
not inply any particular file systemstructure for the server.

Thi s decoupling also allows presentation descriptions to be used
wi th non- RTSP nedi a control protocols sinply by replacing the
schene in the URL.

3.3 Conference ldentifiers

Conference identifiers are opaque to RTSP and are encoded using
standard URI encoding nethods (i.e., LWS is escaped with % . They can
contain any octet value. The conference identifier MJUST be globally
uni que. For H. 323, the conferencelD value is to be used.

conference-id = 1*xchar

Conference identifiers are used to all ow RTSP sessions to obtain
paranmeters frommulti media conferences the nmedia server is
participating in. These conferences are created by protocols
out si de the scope of this specification, e.g., H 323 [13] or SIP
[12]. Instead of the RTSP client explicitly providing transport
information, for exanple, it asks the media server to use the
val ues in the conference description instead.

3.4 Session ldentifiers

Session identifiers are opaque strings of arbitrary | ength. Linear
white space nmust be URL-escaped. A session identifier MJST be chosen
randomy and MJST be at | east eight octets long to make guessing it
nore difficult. (See Section 16.)

session-id = 1*( ALPHA | DA T | safe )
3.5 SMPTE Rel ative Ti mestanps

A SMPTE rel ative tinmestanp expresses tine relative to the start of
the clip. Relative tinestanps are expressed as SMPTE tine codes for
frane-1 evel access accuracy. The time code has the format

hour s: m nut es: seconds: frames. subfranmes, with the origin at the start
of the clip. The default snmpte format is "SMPTE 30 drop" format, with
frane rate is 29.97 frames per second. O her SMPTE codes NMAY be
supported (such as "SMPTE 25") through the use of alternative use of
"snpte tine". For the "frames" field in the tine value can assune

the val ues 0 through 29. The difference between 30 and 29.97 franes
per second is handled by dropping the first two frame indices (val ues
00 and 01) of every mnute, except every tenth mnute. If the frame
value is zero, it my be omtted. Subframes are nmeasured in

one- hundredth of a frane.
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snpte-range = snpte-type "=" snpte-tine "-" [ snpte-tine |
snpt e-type = "snpte" | "snpte-30-drop" | "snpte-25"
; other timecodes may be added
snpte-time = 1*2DIGT ":" 1*2DIGT ":" 1*2DIGT [ ":" 1*2DIA T ]
[ "." 1*2DIGA T ]
Exanpl es:

snmpt e=10: 12: 33: 20-

snmpt e=10: 07: 33-

snpt e=10: 07: 00- 10: 07: 33: 05. 01
snpt e- 25=10: 07: 00- 10: 07: 33: 05. 01

3.6 Nornal Play Tine

Normal play time (NPT) indicates the stream absol ute position
relative to the beginning of the presentation. The tinmestanp consists
of a decimal fraction. The part left of the deciml may be expressed
in either seconds or hours, mnutes, and seconds. The part right of
the deci mal point neasures fractions of a second.

The begi nning of a presentation corresponds to 0.0 seconds. Negative
val ues are not defined. The special constant now is defined as the
current instant of a live event. It may be used only for |live events.

NPT is defined as in DSMCC. "Intuitively, NPT is the clock the

vi ewer associates with a program It is often digitally displayed on
a VCR NPT advances nornally when in normal play node (scale = 1),
advances at a faster rate when in fast scan forward (high positive
scal e ratio), decrenents when in scan reverse (high negative scale
ratio) and is fixed in pause node. NPT is (logically) equivalent to
SMPTE tinme codes." [5]

npt - r ange = ( npt-time "-" [ npt-tine ] ) | ( "-" npt-time )
npt-time = "now' | npt-sec | npt-hhmss

npt - sec = 1*DATJ[ "." *DAT]

npt - hhmmss = npt-hh ":" npt-mnm":" npt-ss [ "." *DIAT ]

npt - hh = 1*DAT ; any positive nunber

npt - mm = 1*2DIG T ; 0-59

npt - ss = 1*2DIG T ; 0-59

Exampl es:

npt =123. 45- 125
npt =12: 05: 35. 3-
npt =now

The syntax conforns to | SO 8601. The npt-sec notation is optim zed

for automatic generation, the ntp-hhmss notation for consunption
by hunman readers. The "now' constant allows clients to request to
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receive the live feed rather than the stored or tine-del ayed
version. This is needed since neither absolute tinme nor zero tine
are appropriate for this case

3.7 Absolute Tine

Absolute tine is expressed as | SO 8601 tinmestanps, using UTC (GMI).
Fractions of a second may be indicated.

ut c-range = "clock" "=" utc-time "-" [ utc-tine ]

utc-time = utc-date "T" utc-time "Z"

utc-date = 8DIAT ;< YYYYMVDD >
utc-tine = 6DIAT [ "." fraction ] ; < HHWES. fraction >

Exanpl e for Novenber 8, 1996 at 14h37 and 20 and a quarter seconds
urc:

19961108T143720. 25Z
3.8 Option Tags

Option tags are unique identifiers used to designate new options in
RTSP. These tags are used in Require (Section 12.32) and Proxy-
Require (Section 12.27) header fields.

Synt ax:
option-tag = 1*xchar

The creator of a new RTSP option should either prefix the option with
a reverse donmain narme (e.g., "comfoo.nynewfeature" is an apt nane
for a feature whose inventor can be reached at "foo.con'), or

regi ster the new option with the Internet Assigned Nunmbers Authority
(1 ANA) .

3.8.1 Registering New Option Tags with | ANA

When registering a new RTSP option, the follow ng information should
be provi ded:

* Nanme and description of option. The nane may be of any |ength,
but SHOULD be no nore than twenty characters |ong. The nane MJST
not contain any spaces, control characters or periods.

* | ndication of who has change control over the option (for
exanple, IETF, 1SO, ITU T, other international standardization
bodi es, a consortiumor a particul ar conpany or group of
conpani es) ;
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* Areference to a further description, if available, for exanple
(in order of preference) an RFC, a published paper, a patent
filing, a technical report, docunented source code or a conputer
manual

* For proprietary options, contact information (postal and emnai
addr ess) ;

4 RTSP Message

RTSP is a text-based protocol and uses the | SO 10646 character set in
UTF- 8 encodi ng (RFC 2279 [21]). Lines are term nated by CRLF, but
recei vers should be prepared to also interpret CR and LF by

t hensel ves as |ine term nators.

Text - based protocols make it easier to add optional paraneters in a
sel f-descri bi ng manner. Since the nunber of paraneters and the
frequency of commands is |ow, processing efficiency is not a
concern. Text-based protocols, if done carefully, also allow easy

i mpl enentati on of research prototypes in scripting |anguages such
as Tcl, Visual Basic and Perl.

The 10646 character set avoids tricky character set switching, but
is invisible to the application as long as US-ASCI| is being used.
This is also the encoding used for RTCP. |SO 8859-1 transl ates
directly into Unicode with a high-order octet of zero. |SO 8859-1
characters with the nost-significant bit set are represented as
1100001x 10xxxxxx. (See RFC 2279 [21])

RTSP nessages can be carried over any |ower-|ayer transport protoco
that is 8-bit clean.

Requests contain nmethods, the object the nethod is operating upon and
paraneters to further describe the nethod. Methods are idenpotent,
unl ess ot herwi se noted. Methods are al so designed to require little
or no state maintenance at the nedia server.

4.1 Message Types
See [H4. 1]

4.2 Message Headers
See [H4. 2]

4.3 Message Body

See [ H4. 3]
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4.4 Message Length

When a nmessage body is included with a nessage, the length of that
body is deternined by one of the following (in order of precedence):

1. Any response nessage whi ch MJUST NOT include a nessage body
(such as the 1xx, 204, and 304 responses) is always terni nated
by the first enpty line after the header fields, regardless of
the entity-header fields present in the nessage. (Note: An
enpty line consists of only CRLF.)

2. If a Content-Length header field (section 12.14) is present,
its value in bytes represents the I ength of the nessage-body.
If this header field is not present, a value of zero is
assumned.

3. By the server closing the connection. (Cl osing the connection
cannot be used to indicate the end of a request body, since
that would | eave no possibility for the server to send back a
response.)

Note that RTSP does not (at present) support the HTTP/ 1.1 "chunked"
transfer coding(see [H3.6]) and requires the presence of the
Cont ent - Lengt h header field.

G ven the noderate length of presentation descriptions returned,
the server should always be able to determine its length, even if
it is generated dynam cally, making the chunked transfer encoding
unnecessary. Even though Content-Length nmust be present if there is
any entity body, the rules ensure reasonabl e behavior even if the
length is not given explicitly.

5 General Header Fields

See [H4.5], except that Pragma, Transfer-Encoding and Upgrade headers
are not defined:

Cache- Contr ol : Section 12.8
Connecti on Section 12.10
Dat e Section 12.18
Vi a Section 12.43

gener al - header

6 Request

A request message froma client to a server or vice versa includes,
within the first line of that message, the method to be applied to
the resource, the identifier of the resource, and the protoco
version in use
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Request = Request - Li ne ; Section 6.1
*( gener al - header ; Section 5
| request - header ; Section 6.2
| entity-header ) ; Section 8.1
CRLF
[ nessage- body ] ; Section 4.3
6.1 Request Line
Request - Li ne = Met hod SP Request-URI SP RTSP-Version CRLF
Met hod = " DESCRI BE" ; Section 10.2
| " ANNOUNCE" ; Section 10.3
| " GET_PARAMETER' ; Section 10.8
| " OPTI ONS" ; Section 10.1
| " PAUSE" ; Section 10.6
| " PLAY" ; Section 10.5
| " RECORD" ; Section 10.11
| " REDI RECT" ; Section 10.10
| " SETUP" ; Section 10.4
| " SET_PARAMETER' ; Section 10.9
| " TEARDOWN' ; Section 10.7
| ext ensi on- net hod
ext ensi on-net hod = t oken
Request-URI = "*" | absolute_URI
RTSP-Version = "RTSP* "/" 1*DIGAT "." 1*DIA T
6.2 Request Header Fields
request - header = Accept ; Section 12

Accept - Encodi ng
Accept - Language Section 12.
Aut hori zati on Section 12.5

7 1
| © Section 12.2
| ; 3
| 1
| From :© Section 12.20
I ;
| 7
| ;
| ;

| f-Modified-Since Section 12.23
Range Section 12.29
Ref er er Section 12.30
User - Agent Section 12.41

Note that in contrast to HTTP/1.1 [2], RTSP requests al ways contain
the absolute URL (that is, including the schene, host and port)
rather than just the absol ute path.
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HTTP/ 1.1 requires servers to understand the absolute URL, but
clients are supposed to use the Host request header. This is purely
needed for backward-conpatibility with HITP/ 1.0 servers, a

consi deration that does not apply to RTSP

The asterisk "*" in the Request-URI neans that the request does not
apply to a particular resource, but to the server itself, and is only
al | owed when the nethod used does not necessarily apply to a
resource. One exanple would be:

OPTIONS * RTSP/ 1.0
7 Response
[H6] applies except that HTTP-Version is replaced by RTSP-Version
Al so, RTSP defines additional status codes and does not define sone
HTTP codes. The valid response codes and the methods they can be used
with are defined in Table 1.

After receiving and interpreting a request nessage, the recipient
responds with an RTSP response nessage.

Response = St at us- Li ne ; Section 7.1
*( gener al - header ; Section 5
| response- header ; Section 7.1.2
| entity-header ) ; Section 8.1
CRLF
[ nessage- body ] ; Section 4.3

7.1 Status-Line

The first line of a Response nessage is the Status-Line, consisting
of the protocol version followed by a numeric status code, and the
textual phrase associated with the status code, with each el enent
separated by SP characters. No CR or LF is allowed except in the
final CRLF sequence.

St atus-Line = RTSP- Ver si on SP St at us- Code SP Reason- Phrase CRLF
7.1.1 Status Code and Reason Phrase

The Status-Code elenent is a 3-digit integer result code of the
attenpt to understand and satisfy the request. These codes are fully
defined in Section 11. The Reason-Phrase is intended to give a short
textual description of the Status-Code. The Status-Code is intended
for use by automata and the Reason-Phrase is intended for the human
user. The client is not required to exanm ne or display the Reason-
Phr ase.
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The first digit of the Status-Code defines the class of response. The
last two digits do not have any categorization role. There are 5
val ues for the first digit:

1xx: Informational - Request received, continuing process
2xX: Success - The action was successfully received, understood,
and accepted

* 3xx: Redirection - Further action nust be taken in order to
conpl ete the request

* 4xx: Client Error - The request contains bad syntax or cannot be
fulfilled

* 5xx: Server Error - The server failed to fulfill an apparently
val i d request

The individual values of the numeric status codes defined for
RTSP/ 1. 0, and an exanple set of correspondi ng Reason-Phrase’s, are
presented bel ow. The reason phrases listed here are only recommended
- they nay be replaced by | ocal equivalents wthout affecting the
protocol. Note that RTSP adopts nobst HTTP/ 1.1 [2] status codes and
adds RTSP-specific status codes starting at x50 to avoid conflicts
with newy defined HTTP status codes.
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St at us- Code

Schul zri nne,

et.

al .

Real

"100"
" 200"
"201"
"250"
" 300"
" 301"
" 302"
" 303"
" 304"
" 305"
"400"
"401"
" 402"
" 403"
" 404"
"405"
"406"
"407"
" 408"
"410"
"411"
"412"
"413"
"414"
"415"
"451"
" 452"
"453"
" 454"
" 455"
" 456"
" 457"
" 458"
" 459"
"460"
"461"
" 462"
" 500"
"501"
"502"
"503"
" 504"
" 505"
"551"

Ti me Stream ng Protocol Apr i

Cont i nue

XK

Creat ed

Low on Storage Space
Mul ti pl e Choi ces

Moved Permanentl|y

Moved Tenporarily

See O her

Not Modifi ed

Use Proxy

Bad Request

Unaut hori zed

Payment Required
For bi dden

Not Found

Met hod Not Al | owed

Not Accept abl e

Proxy Aut hentication Required
Request Ti ne- out

Gone

Length Required
Precondition Fail ed
Request Entity Too Large
Request - URI Too Large
Unsupported Media Type
Par anet er Not Under st ood
Conf erence Not Found

Not Enough Bandwi dt h
Sessi on Not Found

Met hod Not Valid in This State

1998

Header Field Not Valid for Resource

I nval i d Range

Parameter |Is Read-Only

Aggr egat e operation not all owed
Only aggregate operation all owed
Unsupported transport
Destination unreachabl e
Internal Server Error

Not | nmpl ement ed

Bad Gat eway

Servi ce Unavail abl e

Gat eway Ti ne-out

RTSP Versi on not supported
Option not supported

ext ensi on- code
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ext ensi on-code = 3DDAT
Reason- Phrase = *<TEXT, excluding CR LF>

RTSP status codes are extensible. RTSP applications are not required
to understand the neaning of all registered status codes, though such
understanding i s obviously desirable. However, applications MJST
understand the class of any status code, as indicated by the first
digit, and treat any unrecogni zed response as bei ng equivalent to the
x00 status code of that class, with the exception that an

unr ecogni zed response MJUST NOT be cached. For exanple, if an
unrecogni zed status code of 431 is received by the client, it can
safely assune that there was sonething wong with its request and
treat the response as if it had received a 400 status code. In such
cases, user agents SHOULD present to the user the entity returned
with the response, since that entity is likely to include hunman-
readabl e informati on which will explain the unusual status.

Code reason

100 Conti nue al

200 (0 ¢ al

201 Created RECORD
250 Low on Storage Space RECORD
300 Mul ti pl e Choices al

301 Moved Permanently al

302 Moved Temporarily al

303 See O her al |

305 Use Proxy al
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400 Bad Request al
401 Unaut hori zed al
402 Paynment Required al
403 For bi dden al
404 Not Found al
405 Met hod Not Al | owed al
406 Not Acceptabl e al
407 Proxy Aut hentication Required al
408 Request Ti neout al
410 Gone al |
411 Lengt h Required al
412 Precondition Fail ed DESCRI BE, SETUP
413 Request Entity Too Large al
414 Request - URI Too Long al
415 Unsupported Media Type al
451 I nval id parameter SETUP
452 Il egal Conference ldentifier SETUP
453 Not Enough Bandwi dt h SETUP
454 Sessi on Not Found al
455 Met hod Not Valid In This State al
456 Header Field Not Valid al
457 I nval i d Range PLAY
458 Paranmeter |Is Read-Only SET_PARAMETER
459 Aggregate Operation Not Allowed al
460 Only Aggregate Operation Al owed al
461 Unsupported Transport al
462 Desti nati on Unreachabl e al
500 Internal Server Error al
501 Not | npl enent ed al
502 Bad Gat eway al
503 Servi ce Unavail abl e al
504 Gat eway Ti neout al
505 RTSP Versi on Not Supported al
551 Option not support al

Table 1. Status codes and their usage with RTSP net hods
7.1.2 Response Header Fields

The response-header fields allow the request recipient to pass

addi tional information about the response which cannot be placed in
the Status-Line. These header fields give information about the
server and about further access to the resource identified by the
Request - URI
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response- header = Locati on ; Section 12.25
| Pr oxy- Aut henti cat e ; Section 12.26
| Public ; Section 12.28
| Retry-After ; Section 12.31
| Server ; Section 12. 36
| Vary ; Section 12.42
| WAV Aut henti cat e ; Section 12. 44

Response-header field nanes can be extended reliably only in

conbi nati on with a change in the protocol version. However, new or
experimental header fields MAY be given the senmantics of response-
header fields if all parties in the comunication recognize themto
be response-header fields. Unrecogni zed header fields are treated as
entity-header fields.

8 Entity

Request and Response nessages MAY transfer an entity if not otherw se
restricted by the request nethod or response status code. An entity
consi sts of entity-header fields and an entity-body, although sone
responses will only include the entity-headers.

In this section, both sender and recipient refer to either the client
or the server, depending on who sends and who receives the entity.

8.1 Entity Header Fields
Entity-header fields define optional metainformation about the

entity-body or, if no body is present, about the resource identified
by the request.

entity-header Al | ow ; Section 12.4
Cont ent - Base ; Section 12.11
Cont ent - Encodi ng ; Section 12.12
Cont ent - Language ; Section 12.13

Section 12.14
Section 12.15
Section 12.16
Section 12.19
Section 12.24

Cont ent - Locat i on
Cont ent - Type
Expires
Last - Mbdi fi ed
ext ensi on- header
ext ensi on- header = nessage- header

|
|
|
| Content - Lengt h
|
|
|
|
|

The extensi on- header mechani sm all ows additional entity-header fields
to be defined w thout changing the protocol, but these fields cannot
be assuned to be recogni zable by the recipient. Unrecognized header
fields SHOULD be ignored by the recipient and forwarded by proxies.
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8.2 Entity Body
See [H7. 2]
9 Connections
RTSP requests can be transnitted in several different ways:

* persistent transport connections used for severa
request -response transacti ons;
one connection per request/response transaction
connectionl ess node.

The type of transport connection is defined by the RTSP URI (Section
3.2). For the scheme "rtsp", a persistent connection is assumned,
while the schenme "rtspu" calls for RTSP requests to be sent without
setting up a connecti on.

Unli ke HTTP, RTSP allows the nedia server to send requests to the
media client. However, this is only supported for persistent
connections, as the media server otherwi se has no reliable way of
reaching the client. Also, this is the only way that requests from
medi a server to client are likely to traverse firewalls.

9.1 Pipelining

A client that supports persistent connections or connectionl ess node
MAY "pipeline" its requests (i.e., send multiple requests w thout
waiting for each response). A server MJST send its responses to those
requests in the sane order that the requests were received.

9.2 Reliability and Acknow edgenents

Requests are acknow edged by the receiver unless they are sent to a
mul ticast group. If there is no acknow edgenent, the sender nay
resend the sane nmessage after a tineout of one round-trip tine (RTT).
The round-trip tinme is estinated as in TCP (RFC 1123) [18], with an
initial round-trip value of 500 ns. An inplenentation MAY cache the

l ast RTT measurenent as the initial value for future connections.

If areliable transport protocol is used to carry RTSP, requests MJST
NOT be retransmitted; the RTSP application MJST instead rely on the
underlying transport to provide reliability.

If both the underlying reliable transport such as TCP and t he RTSP
application retransmt requests, it is possible that each packet
loss results in two retransm ssions. The receiver cannot typically
take advantage of the application-layer retransm ssion since the
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transport stack will not deliver the application-I|ayer

retransm ssion before the first attenpt has reached the receiver.
If the packet | oss is caused by congestion, multiple

retransm ssions at different |layers will exacerbate the congestion.

If RTSP is used over a snall-RTT LAN, standard procedures for
optimzing initial TCP round trip estinates, such as those used in
T/ TCP (RFC 1644) [22], can be benefici al

The Ti nestanp header (Section 12.38) is used to avoid the
retransm ssi on anbiguity problem[23, p. 301] and obvi ates the need
for Karn's al gorithm

Each request carries a sequence nunber in the CSeq header (Section
12.17), which is incremented by one for each distinct request
transmtted. If a request is repeated because of |ack of

acknow edgenent, the request MJST carry the original sequence nunber
(i.e., the sequence nunber is not increnented).

Systens inplementing RTSP MJST support carrying RTSP over TCP and MAY
support UDP. The default port for the RTSP server is 554 for both UDP
and TCP

A nunber of RTSP packets destined for the same control end point may
be packed into a single | ower-layer PDU or encapsulated into a TCP
stream RTSP data MAY be interleaved with RTP and RTCP packets.

Unli ke HTTP, an RTSP nessage MJST contain a Content-Length header
whenever that nessage contains a payload. O herw se, an RTSP packet
is termnated with an enpty line inmediately follow ng the |ast
nessage header.

10 Met hod Definitions

The net hod token indicates the method to be perforned on the resource
identified by the Request-URI. The method is case-sensitive. New

net hods may be defined in the future. Method nanes may not start with
a $ character (decinmal 24) and nust be a token. Methods are

summari zed in Table 2.
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10.

net hod direction obj ect requi r enent
DESCRI BE C >S P, S reconmmended
ANNOUNCE C>S, S->C P, S opti ona
GET_PARAMETER C>S, S->C P, S optiona
OPTI ONS C>S, S->C P, S required
(S->C. optional)
PAUSE C>S P, S recomended
PLAY C->S P, S required
RECORD C>S P, S opti ona
REDI RECT S->C P, S optiona
SETUP C>S S required
SET_PARAMETER C>S, S->C P, S optiona
TEARDOMN C>S P, S required

Tabl e 2: Overview of RTSP nethods, their direction, and what
objects (P: presentation, S stream) they operate on

Not es on Table 2: PAUSE is recomended, but not required in that a
fully functional server can be built that does not support this

net hod, for exanple, for live feeds. If a server does not support a
particul ar method, it MJST return "501 Not |nplenmented" and a client
SHOULD not try this nethod again for this server.

1 OPTIONS

The behavior is equivalent to that described in [H9.2]. An OPTIONS
request may be issued at any tine, e.g., if the client is about to
try a nonstandard request. It does not influence server state.

Exanpl e:

C->S: OPTIONS * RTSP/1.0
CSeq: 1
Require: inplicit-play
Pr oxy- Requi re: gzi pped- nessages

S->C. RTSP/1.0 200 &K
CSeq: 1
Publ i c: DESCRI BE, SETUP, TEARDOMN, PLAY, PAUSE

Note that these are necessarily fictional features (one would hope
that we woul d not purposefully overlook a truly useful feature just
so that we could have a strong exanple in this section).
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10. 2 DESCRI BE

The DESCRIBE nmethod retrieves the description of a presentation or
nmedi a object identified by the request URL froma server. It may use
the Accept header to specify the description formats that the client
under st ands. The server responds with a description of the requested
resource. The DESCRIBE reply-response pair constitutes the nedia
initialization phase of RTSP

Exanpl e:

C->S: DESCRIBE rtsp://server.exanple.confizzle/foo RTSP/ 1.0
CSeq: 312
Accept: application/sdp, application/rtsl, application/nheg

S->C. RTSP/ 1.0 200 XK
CSeq: 312
Date: 23 Jan 1997 15:35:06 GMI
Cont ent - Type: application/sdp
Content-Length: 376

v=0

o=rmhandl ey 2890844526 2890842807 IN | P4 126.16.64.4
s=SDP Seni nar

i =A Semi nar on the session description protoco
u=http://wwmv. cs. ucl . ac. uk/ st af f/ M Handl ey/ sdp. 03. ps
e=nj h@si.edu (Mark Handl ey)

c=IN I P4 224.2.17.12/ 127

t=2873397496 2873404696

a=recvonly

mraudi o0 3456 RTP/ AVP 0

mevi deo 2232 RTP/ AVP 31

nFwhi t eboard 32416 UDP \W\B

a=orient:portrait

The DESCRI BE response MUST contain all nedia initialization
information for the resource(s) that it describes. If a nedia client
obtains a presentation description froma source other than DESCRI BE
and that description contains a conplete set of nedia initialization
paraneters, the client SHOULD use those paraneters and not then
request a description for the same nmedia via RTSP

Additionally, servers SHOULD NOT use the DESCRI BE response as a neans
of media indirection.

Clear ground rules need to be established so that clients have an

unamnbi guous nmeans of know ng when to request media initialization
i nformation via DESCRI BE, and when not to. By forcing a DESCRI BE
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response to contain all media initialization for the set of streans
that it describes, and discouragi ng use of DESCRIBE for nedia

i ndirection, we avoid | ooping problens that nmight result from other
appr oaches.

Media initialization is a requirenment for any RTSP-based system
but the RTSP specification does not dictate that this nust be done
via the DESCRI BE net hod. There are three ways that an RTSP client
may receive initialization information:

* via RTSP's DESCRI BE net hod;

* via some other protocol (HTTP, email attachnent, etc.);

* via the command line or standard input (thus working as a browser
hel per application |aunched with an SDP file or other media
initialization format).

In the interest of practical interoperability, it is highly
recormmended that mnimal servers support the DESCRIBE net hod, and
hi ghly recommended that mininmal clients support the ability to act
as a "hel per application" that accepts a nedia initialization file
from standard i nput, command |ine, and/or other neans that are
appropriate to the operating environnment of the client.

10. 3 ANNOUNCE
The ANNOUNCE net hod serves two purposes:

VWhen sent fromclient to server, ANNOUNCE posts the description of a
presentation or media object identified by the request URL to a
server. \When sent fromserver to client, ANNOUNCE updates the session
description in real-tine.

If a new media streamis added to a presentation (e.g., during a live
presentation), the whole presentation description should be sent
again, rather than just the additional conponents, so that conmponents
can be del et ed.

Exanpl e:

C->S: ANNOUNCE rtsp://server.exanple.conifizzle/foo RTSP/ 1.0
CSeq: 312
Date: 23 Jan 1997 15:35:06 GMVI
Sessi on: 47112344
Cont ent - Type: application/sdp
Cont ent - Lengt h: 332

v=0
o=nhandl ey 2890844526 2890845468 IN | P4 126. 16.64.4
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s=SDP Seni nar

i =A Semi nar on the session description protoco
u=http://wwmv. cs. ucl . ac. uk/ st af f/ M Handl ey/ sdp. 03. ps
e=nj h@si.edu (Mark Handl ey)

c=IN | P4 224.2.17.12/ 127

t =2873397496 2873404696

a=recvonly

mraudi o 3456 RTP/ AVP 0

nmevi deo 2232 RTP/ AVP 31

S->C. RTSP/1.0 200 &K
CSeq: 312

10. 4 SETUP

The SETUP request for a URI specifies the transport mechanismto be
used for the streaned nedia. A client can issue a SETUP request for a
streamthat is already playing to change transport paraneters, which
a server MAY allow. If it does not allowthis, it MJST respond with
error "455 Method Not Valid In This State". For the benefit of any
intervening firewalls, a client nust indicate the transport
paranmeters even if it has no influence over these paraneters, for
exanpl e, where the server advertises a fixed multicast address.

Since SETUP includes all transport initialization information,
firewalls and other internedi ate network devices (which need this
i nformati on) are spared the nore arduous task of parsing the
DESCRI BE response, which has been reserved for nedia
initialization.

The Transport header specifies the transport paraneters acceptable to
the client for data transmi ssion; the response will contain the
transport paranmeters selected by the server.

C->S: SETUP rtsp://exanpl e.com foo/bar/baz.rmRTSP/ 1.0
CSeq: 302
Transport: RTP/ AVP; uni cast; client port=4588-4589

S->C. RTSP/ 1.0 200 K
CSeq: 302
Date: 23 Jan 1997 15:35:06 GMI
Session: 47112344
Transport: RTP/ AVP; uni cast;
client port=4588-4589; server_ port=6256-6257

The server generates session identifiers in response to SETUP

requests. If a SETUP request to a server includes a session
identifier, the server MUST bundle this setup request into the
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10.

exi sting session or return error "459 Aggregate Operation Not
Al'l owed" (see Section 11.3.10).

5 PLAY

The PLAY nethod tells the server to start sending data via the
nmechani sm specified in SETUP. A client MJUST NOT issue a PLAY request
until any outstanding SETUP requests have been acknow edged as
successful .

The PLAY request positions the normal play tinme to the begi nning of
the range specified and delivers streamdata until the end of the
range i s reached. PLAY requests nmay be pipelined (queued); a server
MUST queue PLAY requests to be executed in order. That is, a PLAY
request arriving while a previous PLAY request is still active is
del ayed until the first has been conpl et ed.

This all ows precise editing.

For exanple, regardl ess of how cl osely spaced the two PLAY requests
in the exanple below arrive, the server will first play seconds 10
through 15, then, inmrediately follow ng, seconds 20 to 25, and
finally seconds 30 through the end.

C->S: PLAY rtsp://audi o. exanpl e.confaudio RTSP/ 1.0
CSeq: 835
Session: 12345678
Range: npt=10-15

C->S: PLAY rtsp://audi o. exanpl e.confaudio RTSP/ 1.0
CSeq: 836
Session: 12345678
Range: npt=20-25

C->S: PLAY rtsp://audi o. exanpl e. com audi o RTSP/ 1.0
CSeq: 837
Sessi on: 12345678
Range: npt=30-

See the description of the PAUSE request for further exanples.

A PLAY request without a Range header is legal. It starts playing a
stream fromthe begi nning unl ess the stream has been paused. If a
stream has been paused via PAUSE, streamdelivery resunes at the
pause point. If a streamis playing, such a PLAY request causes no
further action and can be used by the client to test server liveness.
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The Range header nay also contain a tinme paraneter. This paraneter
specifies a tine in UTC at which the playback should start. |If the
nmessage is received after the specified time, playback is started

i medi ately. The time paraneter may be used to aid in synchronization
of streams obtained fromdifferent sources.

For a on-demand stream the server replies with the actual range that
will be played back. This may differ fromthe requested range if

al i gnment of the requested range to valid frame boundaries is
required for the media source. If no range is specified in the
request, the current position is returned in the reply. The unit of
the range in the reply is the sanme as that in the request.

After playing the desired range, the presentation is automatically
paused, as if a PAUSE request had been issued.

The foll owi ng exanpl e plays the whol e presentation starting at SMPTE
time code 0:10:20 until the end of the clip. The playback is to start
at 15:36 on 23 Jan 1997.

C->S: PLAY rtsp://audio.exanple.comtw ster.en RTSP/ 1.0
CSeq: 833
Session: 12345678
Range: snpte=0:10: 20-;ti ne=19970123T153600Z

S->C. RTSP/1.0 200 XK
CSeq: 833
Date: 23 Jan 1997 15:35:06 GMI
Range: snpte=0:10: 22-;ti ne=19970123T153600Z

For playing back a recording of a live presentation, it may be
desirable to use clock units:

C->S: PLAY rtsp://audi o. exanpl e. com neeting.en RTSP/ 1.0
CSeq: 835
Sessi on: 12345678
Range: c¢l ock=19961108T142300Z-19961108T143520Z

S->C. RTSP/ 1.0 200 &K
CSeq: 835
Date: 23 Jan 1997 15:35:06 GMI

A nmedi a server only supporting playback MJUST support the npt format
and MAY support the clock and snpte formats.
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10. 6 PAUSE

The PAUSE request causes the streamdelivery to be interrupted
(halted) tenporarily. If the request URL nanes a stream only

pl ayback and recording of that streamis halted. For exanple, for
audio, this is equivalent to nuting. If the request URL nanes a
presentation or group of streams, delivery of all currently active
streanms within the presentation or group is halted. After resum ng
pl ayback or recording, synchronization of the tracks MJST be

mai nt ai ned. Any server resources are kept, though servers MAY cl ose
the session and free resources after being paused for the duration
specified with the timeout paraneter of the Session header in the
SETUP nessage.

Exanpl e:

C->S: PAUSE rtsp://exanple.com fizzle/foo RTSP/1.0
CSeq: 834
Sessi on: 12345678

S->C. RTSP/ 1.0 200 &K
CSeq: 834
Date: 23 Jan 1997 15:35:06 GMI

The PAUSE request may contain a Range header specifying when the
stream or presentation is to be halted. W refer to this point as the
"pause point". The header must contain exactly one val ue rather than
atine range. The normal play time for the streamis set to the pause
poi nt. The pause request becomes effective the first time the server
is encountering the time point specified in any of the currently
pendi ng PLAY requests. |If the Range header specifies a tine outside
any currently pendi ng PLAY requests, the error "457 Invalid Range" is
returned. If a nedia unit (such as an audio or video franme) starts
presentation at exactly the pause point, it is not played or

recorded. |If the Range header is missing, streamdelivery is
interrupted inmedi ately on receipt of the nessage and the pause point
is set to the current normal play tine.

A PAUSE request discards all queued PLAY requests. However, the pause
point in the nedia stream MJUST be maintai ned. A subsequent PLAY
request w thout Range header resumes fromthe pause point.

For exanple, if the server has play requests for ranges 10 to 15 and
20 to 29 pending and then receives a pause request for NPT 21, it
woul d start playing the second range and stop at NPT 21. If the pause
request is for NPT 12 and the server is playing at NPT 13 serving the
first play request, the server stops imediately. If the pause
request is for NPT 16, the server stops after conpleting the first
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10.

pl ay request and discards the second play request.

As anot her example, if a server has received requests to play ranges
10 to 15 and then 13 to 20 (that is, overlapping ranges), the PAUSE
request for NPT=14 would take effect while the server plays the first
range, with the second PLAY request effectively being ignored,
assum ng the PAUSE request arrives before the server has started

pl ayi ng the second, overl apping range. Regardl ess of when the PAUSE
request arrives, it sets the NPT to 14.

If the server has already sent data beyond the time specified in the
Range header, a PLAY would still resume at that point intinme, as it
is assuned that the client has discarded data after that point. This
ensures continuous pause/play cycling wthout gaps.

7 TEARDOMN

The TEARDOWN request stops the streamdelivery for the given URI
freeing the resources associated with it. If the URl is the
presentation URI for this presentation, any RTSP session identifier
associated with the session is no longer valid. Unless all transport
paraneters are defined by the session description, a SETUP request
has to be issued before the session can be played again

Exanpl e:
C->S: TEARDOMN rtsp://exanple.comfizzlel/foo RTSP/1.0
CSeq: 892
Session: 12345678
S->C. RTSP/ 1.0 200 XK
CSeq: 892

8 GET_PARAMETER

The GET_PARAMETER request retrieves the value of a paraneter of a
presentation or streamspecified in the URI. The content of the reply
and response is left to the inplenentati on. GET_PARAMETER with no
entity body nay be used to test client or server liveness ("ping").

Exanpl e:

S->C. CGET_PARAMETER rtsp://exanple.com fizzle/foo RTSP/ 1.0
CSeq: 431
Cont ent - Type: text/paraneters
Sessi on: 12345678
Content - Lengt h: 15

packets_recei ved
jitter
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9

C->S: RTSP/1.0 200 XK
CSeq: 431
Content-Lengt h: 46
Cont ent - Type: text/paraneters

packets received: 10
jitter: 0.3838

The "text/paraneters" section is only an exanple type for
parameter. This nmethod is intentionally | oosely defined with the
intention that the reply content and response content will be
defined after further experinentation.

SET_PARAMETER

This method requests to set the value of a paraneter for a
presentation or stream specified by the URI

A request SHOULD only contain a single paraneter to allow the client
to determne why a particular request failed. |If the request contains
several paranmeters, the server MJST only act on the request if all of
the paraneters can be set successfully. A server MJIST allow a
paranmeter to be set repeatedly to the sanme value, but it MAY disall ow
changi ng parameter val ues.

Note: transport paraneters for the nedia stream MJST only be set with
the SETUP command.

Restricting setting transport paranmeters to SETUP is for the
benefit of firewalls.

The paraneters are split in a fine-grained fashion so that there
can be nore meaningful error indications. However, it may nmake
sense to allow the setting of several paraneters if an atomc
setting is desirable. Imagi ne device control where the client does
not want the canera to pan unless it can also tilt to the right
angle at the sane tine.

Exanpl e:

C->S: SET_PARAMETER rtsp://exanple.com fizzle/foo RTSP/1.0
CSeq: 421
Content-1ength: 20
Content-type: text/paraneters

bar param bar st uf f

S->C. RTSP/1.0 451 Invalid Paraneter
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CSeq: 421
Content-1ength: 10
Content-type: text/paraneters

bar par am

The "text/paraneters"” section is only an exanple type for
paraneter. This nethod is intentionally |oosely defined with the
intention that the reply content and response content will be
defined after further experinentation.

10 REDI RECT

A redirect request inforns the client that it must connect to another
server location. It contains the nmandatory header Location, which

i ndicates that the client should issue requests for that URL. It nay
contai n the parameter Range, which indicates when the redirection
takes effect. If the client wants to continue to send or receive
nedia for this URI, the client MJUST i ssue a TEARDOMN request for the
current session and a SETUP for the new session at the designated
host .

Thi s exanple request redirects traffic for this URI to the new server
at the given play tine:

S->C. REDI RECT rtsp://exanple.conmfizzle/foo RTSP/1.0
CSeq: 732
Location: rtsp://bigserver.com 8001
Range: cl ock=19960213T143205Z-

11 RECCRD

This method initiates recording a range of nedia data according to
the presentation description. The timestanp reflects start and end
time (UTC). If no time range is given, use the start or end tine
provided in the presentation description. If the session has already
started, comence recordi ng i mediately.

The server decides whether to store the recorded data under the
request-URI or another URI. If the server does not use the request-
URI, the response SHOULD be 201 (Created) and contain an entity which
describes the status of the request and refers to the new resource,
and a Location header.

A medi a server supporting recording of live presentati ons MJST
support the clock range format; the snpte fornmat does not nake sense.
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In this exanple, the nedia server was previously invited to the
conference indicated.

C->S: RECORD rtsp://exanpl e. com nmeeti ng/ audi 0. en RTSP/ 1.0
CSeq: 954
Sessi on: 12345678
Conference: 128.16. 64. 19/ 32492374

12 Enmbedded (I nterleaved) Binary Data

Certain firewal |l designs and other circunstances nay force a server
to interl eave RTSP nethods and streamdata. This interleaving should
general | y be avoi ded unl ess necessary since it conplicates client and
server operation and inposes additional overhead. Interleaved binary
data SHOULD only be used if RTSP is carried over TCP

Stream data such as RTP packets is encapsul ated by an ASCI| doll ar
sign (24 hexadecimal), followed by a one-byte channel identifier
followed by the | ength of the encapsul ated binary data as a binary,
two-byte integer in network byte order. The streamdata foll ows

i medi ately afterwards, without a CRLF, but including the upper-I|ayer
protocol headers. Each $ bl ock contains exactly one upper-I|ayer
protocol data unit, e.g., one RTP packet.

The channel identifier is defined in the Transport header with the
i nterl eaved paraneter(Section 12.39).

VWhen the transport choice is RTP, RTCP nessages are also interleaved
by the server over the TCP connection. As a default, RTCP packets are
sent on the first avail abl e channel higher than the RTP channel. The
client MAY explicitly request RTCP packets on anot her channel. This
is done by specifying two channels in the interleaved paraneter of
the Transport header(Section 12.39).

RTCP i s needed for synchronization when two or nore streans are
interleaved in such a fashion. Also, this provides a conveni ent way
to tunnel RTP/ RTCP packets through the TCP control connection when
required by the network configuration and transfer them onto UDP
when possi bl e.

C->S: SETUP rtsp://foo.conmlbar.file RTSP/ 1.0
CSeq: 2
Transport: RTP/ AVP/ TCP; i nterl eaved=0-1

S->C. RTSP/ 1.0 200 &K
CSeq: 2
Date: 05 Jun 1997 18:57:18 GMI
Transport: RTP/ AVP/ TCP; i nterl eaved=0-1
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Session: 12345678

C->S: PLAY rtsp://foo.combar.file RTSP/1.0
CSeq: 3
Session: 12345678

S->C. RTSP/ 1.0 200 &K
CSeq: 3
Session: 12345678
Date: 05 Jun 1997 18:59:15 GMI
RTP-Info: url=rtsp://foo.com bar.file;
seq=232433; rt pti me=972948234

S->C. $\000{2 byte length}{"length" bytes data, w RTP header}
S->C. $\000{2 byte length}{"length" bytes data, w RTP header}
S->C. $\1001{2 byte length}{"l ength" bytes RTCP packet}
Status Code Definitions
Where applicable, HTTP status [HLO] codes are reused. Status codes
that have the sane neaning are not repeated here. See Table 1 for a
listing of which status codes may be returned by which requests.
1 Success 2xx

1.1 250 Low on Storage Space

The server returns this warning after receiving a RECORD request that

it may not be able to fulfill conmpletely due to insufficient storage
space. |f possible, the server should use the Range header to
i ndicate what time period it may still be able to record. Since other

processes on the server nmy be consuming storage space
si mul taneously, a client should take this only as an estinmate.

2 Redirection 3xx

See [ H10. 3].

Wthin RTSP, redirection may be used for |oad bal ancing or
redirecting streamrequests to a server topologically closer to the

client. Mechanisns to determ ne topological proximty are beyond the
scope of this specification.
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3 Cdient Error 4xx
3.1 405 Method Not Al |l owed

The nethod specified in the request is not allowed for the resource
identified by the request URI. The response MJST include an All ow
header containing a list of valid nethods for the requested resource.
This status code is also to be used if a request attenpts to use a
nmet hod not indicated during SETUP, e.g., if a RECORD request is

i ssued even though the node parameter in the Transport header only
speci fi ed PLAY.

3.2 451 Par anmeter Not Under st ood

The recipient of the request does not support one or nore paraneters
contained in the request.

3.3 452 Conference Not Found

The conference indicated by a Conference header field is unknown to
the nmedi a server.

3.4 453 Not Enough Bandw dt h

The request was refused because there was insufficient bandw dth.
This may, for exanple, be the result of a resource reservation
failure.

3.5 454 Session Not Found

The RTSP session identifier in the Session header is m ssing,
invalid, or has tined out.

3.6 455 Method Not Valid in This State

The client or server cannot process this request in its current
state. The response SHOULD contain an Al |l ow header to make error
recovery easier.

3.7 456 Header Field Not Valid for Resource
The server could not act on a required request header. For exanple,

i f PLAY contains the Range header field but the stream does not allow
seeki ng.
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3.8 457 Invalid Range

The Range val ue given is out of bounds, e.g., beyond the end of the
presentation.

3.9 458 Paraneter |Is Read-Only

The paraneter to be set by SET _PARAMETER can be read but not
nodi fi ed.

3.10 459 Aggregate Operation Not All owed

The requested nethod may not be applied on the URL in question since
it is an aggregate (presentation) URL. The nmethod nmay be applied on a
stream URL.

3.11 460 Only Aggregate Operation All owed

The requested nethod may not be applied on the URL in question since
it is not an aggregate (presentation) URL. The nethod may be applied
on the presentation URL.

3.12 461 Unsupported Transport

The Transport field did not contain a supported transport
speci fication.

3. 13 462 Destination Unreachabl e

The data transm ssion channel could not be established because the
client address could not be reached. This error will nost likely be
the result of a client attenpt to place an invalid Destination
paranmeter in the Transport field.

3.14 551 Option not supported
An option given in the Require or the Proxy-Require fields was not

supported. The Unsupported header should be returned stating the
option for which there is no support.

Schul zrinne, et. al. St andards Track [ Page 43]



RFC 2326 Real Time Stream ng Protocol April 1998

12 Header Field Definitions

HTTP/ 1.1 [2] or other, non-standard header fields not listed here
currently have no wel |l -defined meani ng and SHOULD be ignored by the
reci pi ent.

Table 3 summari zes the header fields used by RTSP. Type "g
desi gnat es general request headers to be found in both requests and
responses, type "R' designates request headers, type "r" designates
response headers, and type "e" designates entity header fields.
Fields marked with "reqg." in the columm | abel ed "support” MJST be

i npl enented by the recipient for a particular nmethod, while fields
marked "opt." are optional. Note that not all fields marked "req."
will be sent in every request of this type. The "req." neans only
that client (for response headers) and server (for request headers)
MUST i mpl enent the fields. The last colum lists the method for which
this header field is neaningful; the designation "entity" refers to
all nethods that return a nmessage body. Wthin this specification
DESCRI BE and GET_PARAMETER fall into this class.
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Header type support net hods

Accept R opt . entity

Accept - Encodi ng R opt . entity

Accept - Language R opt . al |

Al | ow r opt . al |

Aut hori zation R opt . al |

Bandwi dt h R opt . al |

Bl ocksi ze R opt . al |l but OPTIONS, TEARDOMN
Cache- Contr ol g opt . SETUP

Conf er ence R opt . SETUP

Connecti on g req. al |

Cont ent - Base e opt . entity

Cont ent - Encodi ng e req. SET_PARAMETER

Cont ent - Encodi ng e reqg. DESCRI BE, ANNOUNCE
Cont ent - Language e req. DESCRI BE, ANNOUNCE
Cont ent - Lengt h e reg. SET_PARAMETER, ANNOUNCE
Cont ent - Lengt h e req. entity

Cont ent - Locat i on e opt . entity

Cont ent - Type e req. SET_PARAMETER, ANNOUNCE
Cont ent - Type r req. entity

CSeq g req. al |

Dat e g opt . al |

Expi res e opt . DESCRI BE, ANNOUNCE
From R opt . al |

| f-Modified-Since R opt . DESCRI BE, SETUP
Last - Modi fi ed e opt . entity

Pr oxy- Aut henti cat e

Pr oxy- Require R req. al |

Public r opt . al |

Range R opt . PLAY, PAUSE, RECORD
Range r opt . PLAY, PAUSE, RECCRD
Ref erer R opt . al |

Require R req. al |

Retry-After r opt . al |

RTP-1nfo r req. PLAY

Scal e Rr opt . PLAY, RECORD

Sessi on Rr req. al | but SETUP, OPTI ONS
Server r opt . al |

Speed Rr opt . PLAY

Transport Rr reg. SETUP

Unsupport ed r req. al |

User - Agent R opt . al |

Vi a g opt . al |

WAV Aut henti cat e r opt . al |
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Overvi ew of RTSP header fields

1 Accept

The Accept request-header field can be used to specify certain
presentation description content types which are acceptable for the
response.

The "level" paraneter for presentation descriptions is properly
defined as part of the M ME type registration, not here.

See [H14.1] for syntax.

Exanmpl e of use:
Accept: application/rtsl, application/sdp;!level =2

2 Accept - Encodi ng

See [ H14. 3]
3 Accept - Language
See [H14.4]. Note that the | anguage specified applies to the
presentation description and any reason phrases, not the nedia
content.
4 Al ow
The Al |l ow response header field lists the methods supported by the
resource identified by the request-URI. The purpose of this field is
to strictly informthe recipient of valid nethods associated with the
resource. An Allow header field nust be present in a 405 (Method not
al | owed) response.

Exampl e of use:
Al l ow. SETUP, PLAY, RECORD, SET_PARAVMETER

5 Aut hori zati on
See [ H14. 8]
6 Bandwi dt h
The Bandw dth request header field describes the estinmated bandw dth
available to the client, expressed as a positive integer and nmeasured

in bits per second. The bandwi dth available to the client may change
during an RTSP session, e.g., due to nodemretraining.
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Bandwi dth = "Bandwi dth" ":" 1*DIA T

Exanpl e:
Bandwi dt h: 4000

12. 7 Bl ocksi ze

This request header field is sent fromthe client to the nedia server
asking the server for a particul ar nedia packet size. This packet
size does not include | ower-layer headers such as IP, UDP, or RTP
The server is free to use a bl ocksize which is |ower than the one
requested. The server MAY truncate this packet size to the cl osest
multiple of the m ninmum nedia-specific block size, or override it
with the nedia-specific size if necessary. The block size MIST be a
positive decimal number, measured in octets. The server only returns
an error (416) if the value is syntactically invalid.

12.8 Cache-Contro

The Cache-Control general header field is used to specify directives
that MUST be obeyed by all caching nechani snms al ong t he
request/response chain.

Cache directives nust be passed through by a proxy or gateway
application, regardless of their significance to that application
since the directives may be applicable to all recipients along the
request/response chain. It is not possible to specify a cache-
directive for a specific cache.

Cache-Control should only be specified in a SETUP request and its
response. Note: Cache-Control does not govern the caching of
responses as for HITP, but rather of the streamidentified by the
SETUP request. Responses to RTSP requests are not cacheabl e, except
for responses to DESCRI BE

Cache-Contro
cache-directive

"Cache-Control™ ":" 1#cache-directive
cache-request-directive
cache-response-directive
"no-cache"

"max-stal e"

"mn-fresh"
"only-if-cached"
cache- ext ensi on

“public"

“private"

"no- cache"
"no-transfornt
"must - reval i dat e"

cache-request-directive

cache-response-directive
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"proxy-revalidate"

|
| "max-age" "=" delta-seconds
| cache- ext ensi on
cache- ext ensi on = token [ "=" ( token | quoted-string ) ]

no- cache:
I ndi cates that the nedia stream MUST NOT be cached anywhere.
This allows an origin server to prevent caching even by caches
that have been configured to return stale responses to client
requests.

public:
I ndicates that the nedia streamis cacheabl e by any cache.

private:
I ndicates that the nedia streamis intended for a single user
and MUST NOT be cached by a shared cache. A private (non-
shared) cache may cache the nedi a stream

no-transform
An internediate cache (proxy) may find it useful to convert
the media type of a certain stream A proxy mght, for
exanpl e, convert between video formats to save cache space or
to reduce the anmount of traffic on a slow |link. Serious
operational problens may occur, however, when these
transformati ons have been applied to streans intended for
certain kinds of applications. For exanple, applications for
medi cal imaging, scientific data anal ysis and those using
end-to-end authentication all depend on receiving a stream
that is bit-for-bit identical to the original entity-body.
Therefore, if a response includes the no-transformdirective,
an intermedi ate cache or proxy MUST NOT change the encodi ng of
the stream Unlike HTTP, RTSP does not provide for partia
transformation at this point, e.g., allowing translation into
a different |anguage.

only-if-cached:
In sonme cases, such as tinmes of extrenely poor network
connectivity, a client may want a cache to return only those
nmedi a streanms that it currently has stored, and not to receive
these fromthe origin server. To do this, the client may
i nclude the only-if-cached directive in a request. If it
receives this directive, a cache SHOULD either respond using a
cached nedia streamthat is consistent with the other
constraints of the request, or respond with a 504 (Gateway
Ti meout) status. However, if a group of caches is being
operated as a unified systemw th good internal connectivity,
such a request MAY be forwarded within that group of caches.
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max- st al e:
Indicates that the client is willing to accept a nedia stream
that has exceeded its expiration time. If nax-stale is
assigned a value, then the client is willing to accept a

response that has exceeded its expiration tine by no nore than
the specified nunber of seconds. If no value is assigned to
nmax-stale, then the client is willing to accept a stale
response of any age.

m n-fresh:
Indicates that the client is willing to accept a nmedia stream
whose freshness lifetime is no less than its current age plus
the specified tine in seconds. That is, the client wants a
response that will still be fresh for at |east the specified
nunber of seconds.

must -reval i dat e
When the nust-revalidate directive is present in a SETUP
response received by a cache, that cache MJST NOT use the
entry after it beconmes stale to respond to a subsequent
request without first revalidating it with the origin server.
That is, the cache nust do an end-to-end revalidation every
time, if, based solely on the origin server’'s Expires, the
cached response is stale.)

9 Conference

Thi s request header field establishes a |ogical connection between a

pre-established conference and an RTSP stream The conference-id nust

not be changed for the same RTSP session

Conference = "Conference" ":" conference-id Exanpl e:
Conf erence: 199702170042. SAA08642@bi wan. arl . wust| . edu%®0St arr

A response code of 452 (452 Conference Not Found) is returned if the
conference-id is not valid.

10 Connection

See [H14. 10]

11 Content - Base

See [H14.11]

12 Cont ent - Encodi ng

See [H14. 12]
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13 Cont ent - Language
See [H14.13]
14 Content-Length

This field contains the length of the content of the nethod (i.e.
after the double CRLF followi ng the | ast header). Unlike HTTP, it
MUST be included in all messages that carry content beyond the header
portion of the nessage. If it is mssing, a default value of zero is
assuned. It is interpreted according to [H14.14].

15 Content-Location
See [H14. 15]
16 Content-Type

See [H14.18]. Note that the content types suitable for RTSP are
likely to be restricted in practice to presentation descriptions and
par anmet er - val ue types.

17 CSeq

The CSeq field specifies the sequence nunber for an RTSP request -
response pair. This field MJUST be present in all requests and
responses. For every RTSP request containing the given sequence
nunber, there will be a correspondi ng response having the sane
nunber. Any retransmitted request nmust contain the same sequence
nunber as the original (i.e. the sequence nunber is not increnented
for retransnissions of the sane request).

18 Date

See [H14.19].

19 Expires

The Expires entity-header field gives a date and time after which the
description or nedia-stream should be considered stale. The

i nterpretati on depends on the nethod:

DESCRI BE response:

The Expires header indicates a date and tinme after which the
descri ption shoul d be considered stale.
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A stal e cache entry may not nornmally be returned by a cache (either a
proxy cache or an user agent cache) unless it is first validated with
the origin server (or with an intermedi ate cache that has a fresh
copy of the entity). See section 13 for further discussion of the
expiration nodel

The presence of an Expires field does not inply that the origina
resource will change or cease to exist at, before, or after that
time.

The format is an absolute date and tinme as defined by HITP-date in
[H3.3]; it MJUST be in RFC1123-date format:

Expires = "Expires" ":" HITP-date
An exanple of its use is

Expires: Thu, 01 Dec 1994 16:00: 00 GMI
RTSP/ 1.0 clients and caches MJST treat other invalid date formats,
especially including the value "0", as having occurred in the past
(i.e., "already expired").
To mark a response as "already expired," an origin server should use
an Expires date that is equal to the Date header value. To nark a
response as "never expires," an origin server should use an Expires
dat e approxi mately one year fromthe time the response is sent.
RTSP/ 1. 0 servers should not send Expires dates nore than one year in
the future.
The presence of an Expires header field with a date val ue of sone
time in the future on a nedia streamthat otherw se would by default
be non-cacheabl e indicates that the nedia streamis cacheable, unless
i ndi cated otherwi se by a Cache-Control header field (Section 12.8).
20 From
See [H14. 22].
21 Host

This HTTP request header field is not needed for RTSP. It should be
silently ignored if sent.

22 | f-atch

See [H14.25].
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This field is especially useful for ensuring the integrity of the
presentation description, in both the case where it is fetched via
neans external to RTSP (such as HTTP), or in the case where the
server inplenmentation is guaranteeing the integrity of the
description between the time of the DESCRI BE nessage and t he SETUP
nmessage.

The identifier is an opaque identifier, and thus is not specific to
any particul ar session description |anguage.

23 I f-Mdified-Since

The |f-Modified-Since request-header field is used with the DESCRI BE
and SETUP net hods to nmake themconditional. If the requested variant
has not been nodified since the tinme specified in this field, a
description will not be returned fromthe server (DESCRI BE) or a
streamw || not be set up (SETUP). Instead, a 304 (not nodified)
response will be returned wi thout any nessage-body.

| f-Mdified-Since = "If-Mdified-Since" ":" HITP-date
An exanple of the field is:

| f-Mdified-Since: Sat, 29 Oct 1994 19:43:31 GV
24 Last-Modified
The Last-Mdified entity-header field indicates the date and tine at
which the origin server believes the presentation description or
nedi a streamwas |ast nodified. See [H14.29]. For the nethods
DESCRI BE or ANNOUNCE, the header field indicates the |ast
nodi fication date and tinme of the description, for SETUP that of the
medi a stream
25 Location
See [ H14. 30].
26 Proxy-Authenticate
See [H14. 33].
27 Proxy-Require
The Proxy-Require header is used to indicate proxy-sensitive features
that MUST be supported by the proxy. Any Proxy-Require header

features that are not supported by the proxy MJIST be negatively
acknow edged by the proxy to the client if not supported. Servers
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should treat this field identically to the Require field.

See Section 12.32 for nore details on the mechanics of this nmessage
and a usage exanpl e.

28 Public

See [ H14. 35].

.29 Range

Thi s request and response header field specifies a range of tine.
The range can be specified in a nunber of units. This specification
defines the snpte (Section 3.5), npt (Section 3.6), and cl ock
(Section 3.7) range units. Wthin RTSP, byte ranges [H14.36.1] are
not meani ngful and MJST NOT be used. The header may al so contain a
time parameter in UTC, specifying the time at which the operation is
to be made effective. Servers supporting the Range header MJST
understand the NPT range format and SHOULD understand the SMPTE range
format. The Range response header indicates what range of tine is
actually being played or recorded. If the Range header is given in a
time format that is not understood, the recipient should return "501
Not | npl ement ed”.

Ranges are hal f-open intervals, including the | ower point, but
excludi ng the upper point. In other words, a range of a-b starts
exactly at time a, but stops just before b. Only the start tinme of a
medi a unit such as a video or audio frane is relevant. As an exanpl e,
assune that video frames are generated every 40 ns. A range of 10.0-
10.1 woul d include a video frame starting at 10.0 or later tine and
woul d include a video franme starting at 10.08, even though it |asted
beyond the interval. A range of 10.0-10.08, on the other hand, would
exclude the frane at 10.08.

Range "Range" ":" 1\ #ranges-specifier

[ II;II "til’T‘E" :II UtC-tII’T'E ]
ranges-specifier = npt-range | utc-range | snpte-range

Exanpl e:
Range: cl ock=19960213T143205Z-;ti me=19970123T143720Z

The notation is simlar to that used for the HTTP/ 1.1 [2] byte-
range header. It allows clients to select an excerpt fromthe nedia
object, and to play froma given point to the end as well as from
the current location to a given point. The start of playback can be
schedul ed for any time in the future, although a server nmay refuse
to keep server resources for extended idle periods.
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30 Referer

See [H14.37]. The URL refers to that of the presentation description
typically retrieved via HITP.

31 Retry-After
See [ H14. 38].
32 Require

The Require header is used by clients to query the server about
options that it may or nay not support. The server MJST respond to
this header by using the Unsupported header to negatively acknow edge
those options which are NOT supported.

This is to make sure that the client-server interaction wll
proceed wi thout delay when all options are understood by both
sides, and only slow down if options are not understood (as in the
case above). For a well-matched client-server pair, the interaction
proceeds quickly, saving a round-trip often required by negotiation
mechani sns. In addition, it also renoves state ambiguity when the
client requires features that the server does not understand.

Require = "Require" ":" 1#option-tag
Exanpl e:
C >S: SETUP rtsp://server.com foo/ bar/baz.rm RTSP/ 1.0
CSeq: 302

Require: funky-feature
Funky- Par anet er: funkystuff

S->C RTSP/ 1. 0 551 Option not supported
CSeq: 302
Unsupported: funky-feature

C >S: SETUP rtsp://server.com foo/ bar/baz.rmRTSP/ 1.0
CSeq: 303

S->C RTSP/ 1.0 200 X
CSeq: 303

In this exanple, "funky-feature" is the feature tag which indicates
to the client that the fictional Funky-Parameter field is required.
The rel ati onship between "funky-feature" and Funky-Paraneter is not
conmuni cated via the RTSP exchange, since that relationship is an

i mut abl e property of "funky-feature"” and thus should not be
transmtted with every exchange.
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Proxi es and ot her internediary devices SHOULD i gnore features that
are not understood in this field. If a particular extension requires
that internmedi ate devices support it, the extension should be tagged
in the Proxy-Require field instead (see Section 12.27).

33 RTP-Info

This field is used to set RTP-specific paraneters in the PLAY
response.

url:
I ndi cates the stream URL which for which the foll owi ng RTP
par anet ers correspond.

seq:
I ndi cat es the sequence number of the first packet of the
stream This allows clients to gracefully deal with packets
when seeking. The client uses this value to differentiate
packets that originated before the seek from packets that
originated after the seek

rtptinme:

I ndicates the RTP timestanp corresponding to the time value in
the Range response header. (Note: For aggregate control, a
particul ar stream nay not actually generate a packet for the
Range tine value returned or inplied. Thus, there is no
guarantee that the packet with the sequence nunber indicated
by seq actually has the tinestanp indicated by rtptine.) The
client uses this value to calculate the mapping of RTP time to
NPT.

A mapping from RTP tinestanps to NTP tinestanps (wall clock) is
avail abl e via RTCP. However, this information is not sufficient to
generate a mapping from RTP tinestanps to NPT. Furthernore, in
order to ensure that this information is available at the necessary
time (imediately at startup or after a seek), and that it is
delivered reliably, this napping is placed in the RTSP contro
channel

In order to conmpensate for drift for long, uninterrupted
presentations, RTSP clients should additionally map NPT to NTP
using initial RTCP sender reports to do the nmapping, and |ater
reports to check drift against the mapping.
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Synt ax:
RTP-1nfo = "RTP-Info" ":" 1#streamurl 1*paraneter
stream url ="url" "=" url
par anet er =";" "seq" "=" 1*DIAT
| ";" "rtptime” "=" 1*DIGT
Exanpl e:

RTP-1nfo: url=rtsp://foo.com bar. avi/streani d=0; seq=45102,
url =rtsp://foo.com bar. avi/stream d=1; seq=30211

34 Scal e

A scal e value of 1 indicates normal play or record at the norma
forward viewing rate. If not 1, the value corresponds to the rate
with respect to normal viewi ng rate. For exanple, a ratio of 2
indicates twice the nornmal viewing rate ("fast forward") and a ratio
of 0.5 indicates half the normal viewing rate. In other words, a
ratio of 2 has nornmal play tinme increase at twice the wallclock rate.
For every second of elapsed (wallclock) tinme, 2 seconds of content
will be delivered. A negative value indicates reverse direction

Unl ess requested ot herwi se by the Speed paraneter, the data rate
SHOULD not be changed. | npl enentati on of scal e changes depends on the
server and nedia type. For video, a server nay, for exanple, deliver
only key frames or selected key franes. For audio, it may tinme-scale
the audio while preserving pitch or, less desirably, deliver
fragments of audio.

The server should try to approxinmate the viewing rate, but may
restrict the range of scale values that it supports. The response
MUST contain the actual scal e value chosen by the server.

If the request contains a Range paraneter, the new scale value wll
take effect at that tine.

Scale = "Scale" ":" [ "-" ] I*DAT [ "." *DAT]
Exampl e of playing in reverse at 3.5 tines normal rate:

Scale: -3.5
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Session = "Session"

35 Speed

Thi s request header fields paranmeter requests the server to deliver
data to the client at a particul ar speed, contingent on the server’s
ability and desire to serve the nmedia streamat the given speed.

| mpl enentation by the server is OPTIONAL. The default is the bit rate
of the stream

The paranmeter value is expressed as a decimal ratio, e.g., a value of
2.0 indicates that data is to be delivered twice as fast as normal. A
speed of zero is invalid. If the request contains a Range paraneter,
the new speed value will take effect at that tine.

Speed = "Speed" ":" 1*DIGAT [ "." *DAT]
Exanpl e:
Speed: 2.5

Use of this field changes the bandw dth used for data delivery. It is
meant for use in specific circunstances where preview of the
presentation at a higher or lower rate is necessary. |nplenmentors
shoul d keep in mnd that bandwi dth for the session may be negoti ated
bef orehand (by neans other than RTSP), and therefore re-negotiation
may be necessary. Wen data is delivered over UDP, it is highly
recommended that means such as RTCP be used to track packet |oss
rates.

36 Server
See [ H14. 39]
37 Session

Thi s request and response header field identifies an RTSP session
started by the media server in a SETUP response and concl uded by
TEARDOM on the presentation URL. The session identifier is chosen by
the nedia server (see Section 3.4). Once a client receives a Session
identifier, it MIUST return it for any request related to that
session. A server does not have to set up a session identifier if it
has ot her neans of identifying a session, such as dynami cally

gener ated URLs.

session-id [ ";" "timeout" "=" delta-seconds ]

The tineout paraneter is only allowed in a response header. The
server uses it to indicate to the client how long the server is
prepared to wait between RTSP commands before closing the session due
to lack of activity (see Section A). The tineout is neasured in
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seconds, with a default of 60 seconds (1 minute).

Note that a session identifier identifies a RTSP session across
transport sessions or connections. Control messages for nore than one
RTSP URL may be sent within a single RTSP session. Hence, it is
possi bl e that clients use the same session for controlling many
streans constituting a presentation, as long as all the streans cone
fromthe sane server. (See exanple in Section 14). However, nmultiple
"user" sessions for the same URL fromthe same client MJST use
different session identifiers.

The session identifier is needed to distinguish several delivery
requests for the sanme URL coming fromthe sane client.

The response 454 (Session Not Found) is returned if the session
identifier is invalid.

12. 38 Ti mest anp

The tinestanp general header describes when the client sent the
request to the server. The value of the tinmestanp is of significance
only to the client and may use any timescal e. The server MJST echo
the exact same value and MAY, if it has accurate information about
this, add a floating point nunber indicating the nunber of seconds
that has el apsed since it has received the request. The tinmestanp is
used by the client to conmpute the round-trip tinme to the server so
that it can adjust the tinmeout value for retransm ssions.

Ti mest anp
del ay

"Timestanp” ":" *(DIGT) [ "." *(DIGT) ] [ delay ]
*(DIAT) [ "." *(DIAT) ]

12. 39 Transport

Thi s request header indicates which transport protocol is to be used
and configures its paraneters such as destination address,
conpression, nmulticast tine-to-live and destination port for a single
stream It sets those values not already determ ned by a presentation
descripti on.

Transports are conma separated, listed in order of preference.
Paranmeters may be added to each transport, separated by a senicol on.

The Transport header MAY al so be used to change certain transport
paraneters. A server MAY refuse to change paraneters of an existing
stream

The server MAY return a Transport response header in the response to
i ndi cate the val ues actually chosen
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A Transport request header field may contain a |list of transport
options acceptable to the client. In that case, the server MJST
return a single option which was actual ly chosen

The syntax for the transport specifier is
transport/profilel/l ower-transport.

The default value for the "lower-transport” paraneters is specific to
the profile. For RTP/AVP, the default is UDP

Bel ow are the configuration paranmeters associated with transport:
General paraneters:

uni cast | nulticast:
mut ual |y excl usive indication of whether unicast or nulticast
delivery will be attenpted. Default value is multicast.
Clients that are capable of handling both unicast and
mul ticast transm ssion MJST indicate such capability by
including two full transport-specs with separate paraneters
for each.

desti nati on:
The address to which a streamwi |l be sent. The client may
specify the nmulticast address with the destination paraneter.
To avoid becoming the unwitting perpetrator of a renote-
control | ed deni al -of -service attack, a server SHOULD
authenticate the client and SHOULD | og such attenpts before
allowing the client to direct a nmedia streamto an address not
chosen by the server. This is particularly inportant if RTSP
commands are issued via UDP, but inplenentations cannot rely
on TCP as reliable neans of client identification by itself. A
server SHOULD not allow a client to direct nedia streams to an
address that differs fromthe address comuands are com ng
from

sour ce:
If the source address for the streamis different than can be
derived fromthe RTSP endpoi nt address (the server in playback
or the client in recording), the source MAY be specified.

This information nay al so be avail abl e through SDP. However, since
this is nore a feature of transport than nmedia initialization, the
aut horitative source for this information should be in the SETUP
response.

Schul zrinne, et. al. St andards Track [ Page 59]



RFC 2326 Real Time Stream ng Protocol April 1998

| ayers:
The nunber of nulticast layers to be used for this nedia
stream The layers are sent to consecutive addresses starting
at the destination address.

node:
The node paraneter indicates the nmethods to be supported for
this session. Valid values are PLAY and RECORD. |If not
provi ded, the default is PLAY.

append:

If the node paraneter includes RECORD, the append paraneter

i ndicates that the nedia data shoul d append to the existing
resource rather than overwite it. |If appending is requested
and the server does not support this, it MJIST refuse the
request rather than overwite the resource identified by the
URI. The append paraneter is ignored if the node paramneter
does not contai n RECORD

interl eaved:
The interl eaved parameter inplies mxing the nedia streamw th
the control streamin whatever protocol is being used by the
control stream using the mechani smdefined in Section 10.12.
The argunent provides the channel nunber to be used in the $
statenent. This parameter may be specified as a range, e.g.
i nterl eaved=4-5 in cases where the transport choice for the
nmedia streamrequires it.

This allows RTP/RTCP to be handled simlarly to the way that it is
done with UDP, i.e., one channel for RTP and the other for RTCP

Mul ticast specific:

ttl:

mul ticast tinme-to-live
RTP Specific:
port:

Thi s paraneter provides the RTP/RTCP port pair for a nulticast
session. It is specified as a range, e.g., port=3456-3457.

client_port:
Thi s paraneter provides the unicast RTP/RTCP port pair on
which the client has chosen to receive nedia data and contro
information. It is specified as a range, e.g.
client_port =3456- 3457.
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port:

Thi s paraneter provides the unicast RTP/RTCP port pair on
whi ch the server has chosen to receive nedia data and contro
information. It is specified as a range, e.g.
server_port=3456- 3457.

The ssrc paraneter indicates the RTP SSRC [24, Sec. 3] value
that should be (request) or will be (response) used by the
nmedi a server. This paraneter is only valid for unicast
transm ssion. It identifies the synchronization source to be
associ ated with the media stream

rt = "Transport™ ":"
1\ #transport - spec

rt-spec = transport-protocol /profile[/lower-transport]
*par anmet er
rt-protocol = " RTP"
= " AVP"
ransport = "TCP" | "UDP"
er = ( "unicast" | "nulticast" )
| ";" "destination" [ "=" address ]
| ";" "interleaved" "=" channel [ "-" channe
| ", " "append"
| R 1
| "t "layers" "=" 1I*DIGT
| "' "port"™ "=" port [ "-" port ]
| ";" "client_port™ "=" port [ "-" port ]
| "," "server_port™ "=" port [ "-" port ]
| ";" "ssrc" "=" ssrc
| ":" "node" = <"> 1\ #npde <">
= 1*3(DIGAT)
= 1*5(DI A T)
= 8* 8( HEX)
= 1*3(DIAT)
= host

<"> *Method <"> | Method

bort: RTP/ AVP; mul ticast;ttl=127; node="PLAY",
RTP/ AVP; uni cast ; cl i ent _port =3456- 3457; node=" PLAY"

The Transport header is restricted to describing a single RTP

strea
entit
of se

m (RTSP can also control nultiple streans as a single
y.) Making it part of RTSP rather than relying on a multitude
ssion description formats greatly sinplifies designs of

firewalls.
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12. 40 Unsupported

The Unsupported response header |ists the features not supported by
the server. In the case where the feature was specified via the
Proxy-Require field (Section 12.32), if there is a proxy on the path
between the client and the server, the proxy MJST insert a nessage
reply with an error nessage "551 Option Not Supported"

See Section 12.32 for a usage exanpl e.
12. 41 User - Agent
See [H14. 42]
12. 42 Vary
See [H14. 43]
12.43 Via
See [H14. 44].
12. 44 WNM Aut henti ca
See [ H14. 46] .
13 Cachi ng

In HTTP, response-request pairs are cached. RTSP differs
significantly in that respect. Responses are not cacheable, with the
exception of the presentation description returned by DESCRI BE or

i ncl uded with ANNOUNCE. (Since the responses for anything but
DESCRI BE and GET_PARAMETER do not return any data, caching is not
really an issue for these requests.) However, it is desirable for the
conti nuous nedi a data, typically delivered out-of-band with respect
to RTSP, to be cached, as well as the session description

On receiving a SETUP or PLAY request, a proxy ascertains whether it
has an up-to-date copy of the continuous nmedia content and its
description. It can determ ne whether the copy is up-to-date by

i ssuing a SETUP or DESCRI BE request, respectively, and conparing the
Last- Modi fied header with that of the cached copy. If the copy is not
up-to-date, it nodifies the SETUP transport paraneters as appropriate
and forwards the request to the origin server. Subsequent contro
commands such as PLAY or PAUSE then pass the proxy unnodified. The
proxy delivers the continuous nmedia data to the client, while

possi bly making a | ocal copy for later reuse. The exact behavi or
allowed to the cache is given by the cache-response directives
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described in Section 12.8. A cache MJST answer any DESCRI BE requests
if it is currently serving the streamto the requestor, as it is
possi ble that |owlevel details of the stream description may have
changed on the origin-server.

Note that an RTSP cache, unlike the HTTP cache, is of the "cut-
through" variety. Rather than retrieving the whole resource fromthe
origin server, the cache sinply copies the streaming data as it
passes by on its way to the client. Thus, it does not introduce
addi ti onal |atency.

To the client, an RTSP proxy cache appears |like a regular nedia
server, to the nmedia origin server like a client. Just as an HITP
cache has to store the content type, content |anguage, and so on for
the objects it caches, a nmedia cache has to store the presentation
description. Typically, a cache elimnates all transport-references
(that is, multicast information) fromthe presentation description
since these are independent of the data delivery fromthe cache to
the client. Information on the encodi ngs renmains the sane. |If the
cache is able to translate the cached nmedia data, it would create a
new presentation description with all the encoding possibilities it
can offer.

Exanpl es

The foll owi ng exanples refer to streamdescription formats that are
not standards, such as RTSL. The follow ng exanples are not to be
used as a reference for those formats.

1 Media on Denand (Unicast)

Client Crequests a novie frommedia servers A ( audi o. exanpl e. com
and V (video.exanmple.con). The nedia description is stored on a web
server W. The medi a description contains descriptions of the
presentation and all its streans, including the codecs that are
avai | abl e, dynam ¢ RTP payl oad types, the protocol stack, and content
i nformati on such as | anguage or copyright restrictions. It may al so
give an indication about the tineline of the novie.

In this exanple, the client is only interested in the last part of
the novi e.

C->W CET /twister.sdp HITP/ 1.1
Host: www. exanpl e. com
Accept: application/sdp

W>C:. HTTP/ 1.0 200 K
Cont ent - Type: application/sdp
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v=0

=- 2890844526 2890842807 IN | P4 192.16. 24. 202
S=RTSP Sessi on

mraudi o 0 RTP/ AVP 0
a=control :rtsp://audio. exanpl e. conl t wi st er/ audi 0. en
nmevi deo 0 RTP/ AVP 31
a=control :rtsp://video. exanpl e.conftw ster/vi deo

C->A. SETUP rtsp://audio. exanpl e.comtwi ster/audio.en RTSP/ 1.0
CSeq: 1
Transport: RTP/ AVP/ UDP; uni cast; cl i ent _port =3056- 3057

A->C. RTSP/1.0 200 XK
CSeq: 1
Session: 12345678
Transport: RTP/ AVP/ UDP; uni cast; cl i ent _port =3056- 3057;
server _port=5000-5001

C->V: SETUP rtsp://video. exanpl e.comtw ster/video RTSP/1.0
CSeq: 1
Transport: RTP/ AVP/ UDP; uni cast; cli ent _port =3058- 3059

V->C. RTSP/1.0 200 K
CSeq: 1
Sessi on: 23456789
Transport: RTP/ AVP/ UDP; uni cast; cl i ent _port =3058- 3059;
server _port=5002-5003

C->V: PLAY rtsp://video.exanple.comtw ster/video RTSP/ 1.0
CSeq: 2
Sessi on: 23456789
Range: snpte=0:10: 00-

V->C. RTSP/1.0 200 XK
CSeq: 2
Sessi on: 23456789
Range: snpte=0: 10: 00- 0: 20: 00
RTP-1nfo: url=rtsp://video.exanple.comtw ster/video;
seq=12312232;rtpti me=78712811

C->A: PLAY rtsp://audio.exanple.comtw ster/audi o.en RTSP/1.0
CSeq: 2
Sessi on: 12345678
Range: snpte=0:10: 00-

A->C. RTSP/1.0 200 K

CSeq: 2
Session: 12345678
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Range: snpte=0: 10: 00-0: 20: 00
RTP-Info: url=rtsp://audi o. exanpl e.conltw ster/audio.en
seq=876655; rt pti me=1032181

C->A: TEARDOMN rtsp://audio. exanpl e. com tw ster/audi 0. en RTSP/ 1.0
CSeq: 3
Sessi on: 12345678

A->C. RTSP/1.0 200 X
CSeq: 3

C->V: TEARDOMN rtsp://video.exanple.conltw ster/video RTSP/ 1.0
CSeq: 3
Sessi on: 23456789

V->C. RTSP/1.0 200 XK
CSeq: 3

Even t hough the audi o and video track are on two different servers,
and may start at slightly different tines and nay drift with respect
to each other, the client can synchronize the two using standard RTP
met hods, in particular the tinme scale contained in the RTCP sender
reports.

2 Streanming of a Container file

For purposes of this exanple, a container file is a storage entity in
which nmultiple continuous nedia types pertaining to the sane end-user
presentation are present. In effect, the container file represents an
RTSP presentation, with each of its conponents being RTSP streans.
Container files are a widely used neans to store such presentations.
Wil e the conponents are transported as independent streans, it is
desirable to maintain a comon context for those streans at the
server end.

Thi s enables the server to keep a single storage handl e open
easily. It also allows treating all the streans equally in case of
any prioritization of streams by the server.

It is also possible that the presentati on author may wi sh to prevent
selective retrieval of the streans by the client in order to preserve
the artistic effect of the conbined nedia presentation. Simlarly, in
such a tightly bound presentation, it is desirable to be able to
control all the streans via a single control message using an
aggregate URL.

The following is an exanmple of using a single RTSP session to contro
nmultiple streans. It also illustrates the use of aggregate URLs.
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Client Crequests a presentation fromnedia server M. The novie is
stored in a container file. The client has obtained an RTSP URL to
the container file.

G >M

M >C.

G >M

M >C:

G >M

M >C.

C- >M

DESCRI BE rtsp://foo/twi ster RTSP/1.0
CSeq: 1

RTSP/ 1.0 200 &K

CSeq: 1

Cont ent - Type: application/sdp
Content - Lengt h: 164

v=0
=- 2890844256 2890842807 IN | P4 172.16.2.93
S=RTSP Sessi on
i =An Exanpl e of RTSP Sessi on Usage
a=control :rtsp://foo/tw ster
t=0 0
nmraudi o 0 RTP/ AVP O
a=control:rtsp://foo/twi ster/audio
nrvi deo 0 RTP/ AVP 26
a=control :rtsp://foo/tw ster/video

SETUP rtsp://foo/tw ster/audio RTSP/ 1.0
CSeq: 2
Transport: RTP/ AVP; uni cast; client_ port=8000-8001

RTSP/ 1.0 200 XK

CSeq: 2

Transport: RTP/ AVP; uni cast;client port=8000-8001;
server _port=9000-9001

Session: 12345678

SETUP rtsp://foo/tw ster/video RTSP/ 1.0

CSeq: 3

Transport: RTP/ AVP; uni cast; client_port=8002-8003
Sessi on: 12345678

RTSP/ 1.0 200 &K

CSeq: 3

Transport: RTP/ AVP; uni cast; client_port=8002-8003;
server _port =9004- 9005

Sessi on: 12345678

PLAY rtsp://foo/twi ster RTSP/1.0
CSeq: 4

Range: npt =0-

Sessi on: 12345678
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M>C. RTSP/1.0 200 K
CSeq: 4
Session: 12345678
RTP-Info: url=rtsp://foo/tw ster/video;
seq=9810092; rt pti ne=3450012

C->M PAUSE rtsp://foo/tw ster/video RTSP/ 1.0
CSeq: 5
Session: 12345678

M >C. RTSP/1.0 460 Only aggregate operation all owed
CSeq: 5

C->M PAUSE rtsp://fool/tw ster RTSP/ 1.0
CSeq: 6
Session: 12345678

M>C. RTSP/1.0 200 OK
CSeq: 6
Session: 12345678

C->M SETUP rtsp://fool/tw ster RTSP/ 1.0
CSeq: 7
Transport: RTP/ AVP; uni cast; client _port=10000

M >C. RTSP/ 1.0 459 Aggregate operation not all owed
CSeq: 7

In the first instance of failure, the client tries to pause one
stream (in this case video) of the presentation. This is disallowed
for that presentation by the server. In the second instance, the
aggregate URL may not be used for SETUP and one control nessage is
required per streamto set up transport paraneters.

Thi s keeps the syntax of the Transport header sinple and all ows
easy parsing of transport information by firewalls.

3 Single Stream Container Files

Sonme RTSP servers may treat all files as though they are "contai ner
files", yet other servers may not support such a concept. Because of
this, clients SHOULD use the rules set forth in the session
description for request URLs, rather than assum ng that a consistent
URL may al ways be used throughout. Here's an exanple of how a nmulti-
stream server m ght expect a single-streamfile to be served:

Accept: application/x-rtsp-nmh, application/sdp
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CSeq: 1

S->C RTSP/1.0 200 &K
CSeq: 1
Cont ent - base: rtsp://foo.comtest.wav/
Content-type: application/sdp
Content-1ength: 48

v=0

0=- 872653257 872653257 IN | P4 172.16.2. 187
s=mu-| aw wave file

i =audi o test

t=0 0

mFaudi o 0 RTP/ AVP 0O

a=control : stream d=0

C->S SETUP rtsp://foo.conftest.wav/stream d=0 RTSP/ 1.0
Transport: RTP/ AVP/ UDP; uni cast ;
client _port=6970-6971; node=pl ay
CSeq: 2

S->C RTSP/ 1.0 200 K
Transport: RTP/ AVP/ UDP; uni cast; client_port=6970-6971
server_port=6970-6971; node=pl ay
CSeq: 2
Sessi on: 2034820394

C->S PLAY rtsp://foo.comtest.wav RTSP/1.0
CSeq: 3
Sessi on: 2034820394

S->C RTSP/ 1.0 200 &K
CSeq: 3
Sessi on: 2034820394
RTP-Info: url=rtsp://foo.comtest.wav/stream d=0;
seq=981888; rt pti me=3781123

Note the different URL in the SETUP command, and then the switch back
to the aggregate URL in the PLAY command. This nakes conpl ete sense
when there are multiple streans with aggregate control, but is |ess
than intuitive in the special case where the nunber of streans is
one.

In this special case, it is recommended that servers be forgiving of
i mpl ement ations that send:

C->S PLAY rtsp://foo.comtest.wav/stream d=0 RTSP/ 1.0
CSeq: 3
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In the worst case, servers should send back

S->C RTSP/1.0 460 Only aggregate operation all owed
CSeq: 3

One woul d al so hope that server inplenentations are also forgiving of
the follow ng:

C->S SETUP rtsp://foo.conftest.wav RTSP/ 1.0
Transport: rtp/avp/udp;client_port=6970-6971; node=pl ay
CSeq: 2

Since there is only a single streamin this file, it’s not anbi guous
what this neans.

4 Live Media Presentation Using Milticast

The nedi a server M chooses the nulticast address and port. Here, we
assune that the web server only contains a pointer to the ful
description, while the nedia server Mnaintains the full description

C->W CET /concert.sdp HITP/ 1.1
Host: www. exanpl e. com

W>C. HITP/ 1.1 200 K
Content - Type: application/x-rts

<sessi on>
<track src="rtsp://live. exanpl e.con concert/audi o">
</ sessi on>

C->M DESCRIBE rtsp://live.exanpl e.com concert/audio RTSP/ 1.0
CSeq: 1

M >C. RTSP/ 1.0 200 OK
CSeq: 1
Cont ent - Type: application/sdp
Content-Length: 44

v=0

0=- 2890844526 2890842807 IN | P4 192.16. 24. 202
s=RTSP Sessi on

mraudi o0 3456 RTP/ AVP 0
a=control:rtsp://live. exanpl e.com concert/audi o
c=IN1P4 224.2.0.1/16

C->M SETUP rtsp://live. exanpl e.com concert/audio RTSP/ 1.0
CSeq: 2
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Transport: RTP/ AVP;, nul ti cast

M >C. RTSP/ 1.0 200 K
CSeq: 2
Transport: RTP/ AVP; nul ticast; destination=224.2.0.1
port =3456-3457;ttl =16
Sessi on: 0456804596

C->M PLAY rtsp://live.exanpl e.conifconcert/audio RTSP/ 1.0
CSeq: 3
Sessi on: 0456804596

M>C. RTSP/1.0 200 K
CSeq: 3
Sessi on: 0456804596

14.5 Playing nedia into an existing session

A conference participant C wants to have the nedi a server M play back
a denp tape into an existing conference. Cindicates to the nedia
server that the network addresses and encryption keys are al ready

gi ven by the conference, so they should not be chosen by the server.
The example omits the sinple ACK responses.

C->M DESCRIBE rtsp://server. exanpl e. conf deno/ 548/ sound RTSP/ 1.0
CSeq: 1
Accept: application/sdp

M>C. RTSP/1.0 200 1 XK
Content-type: application/sdp
Content-Length: 44

v=0

0=- 2890844526 2890842807 IN | P4 192. 16. 24. 202
s=RTSP Sessi on

i =See above

t=0 0

mFaudi o 0 RTP/ AVP 0O

C->M SETUP rtsp://server. exanpl e. conl deno/ 548/ sound RTSP/ 1.0
CSeq: 2
Transport: RTP/ AVP; mul ticast; desti nati on=225.219. 201. 15;
port=7000-7001;tt| =127
Conference: 199702170042. SAA08642@bi wan. arl . wust| . edu%@0St arr

M >C. RTSP/ 1.0 200 K

CSeq: 2
Transport: RTP/ AVP; mul ticast; desti nati on=225.219. 201. 15;
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port=7000-7001; ttl =127
Session: 91389234234
Conf erence: 199702170042. SAA08642@bi wan. arl . wust| . edu%20St arr

C->M PLAY rtsp://server. exanpl e. com denp/ 548/ sound RTSP/ 1.0
CSeq: 3
Sessi on: 91389234234

M >C. RTSP/ 1.0 200 K
CSeq: 3

14. 6 Recording

The conference participant client C asks the nmedia server Mto record
the audi o and video portions of a nmeeting. The client uses the
ANNOUNCE met hod to provide meta-informati on about the recorded
session to the server.

C->M ANNOUNCE rtsp://server.exanpl e.confneeting RTSP/ 1.0
CSeq: 90
Cont ent - Type: application/sdp
Content-Length: 121

v=0

o=caneral 3080117314 3080118787 IN | P4 195.27.192. 36
s=|I ETF Meeting, Miunich - 1

i =The thirty-ninth ETF neeting will be held in Mnich, Germany
u=http://ww.ietf.org/ meetings/Mnich. htm

e=| ETF Channel 1 <ietf39-nbone@ni - koel n. de>

p=I ETF Channel 1 +49-172-2312 451

c=IN I P4 224.0.1.11/127

t =3080271600 3080703600

a=t ool : sdr v2.4a6

a=type:test

mraudi o 21010 RTP/ AVP 5

c=IN I P4 224.0.1.11/127

a=ptinme: 40

mevi deo 61010 RTP/ AVP 31

c=IN P4 224.0.1.12/127

M>C. RTSP/1.0 200 K
CSeq: 90

C->M SETUP rtsp://server. exanpl e. conf neeti ng/ audi otrack RTSP/ 1.0
CSeq: 91
Transport: RTP/ AVP; nul ticast; destination=224.0.1.11
port=21010-21011; node=record;ttl =127
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M>C. RTSP/1.0 200 K
CSeq: 91
Sessi on: 50887676
Transport: RTP/ AVP; nul ticast; destination=224.0.1.11
port=21010-21011; node=record; ttl =127

C->M SETUP rtsp://server.exanpl e.coni neeting/videotrack RTSP/ 1.0
CSeq: 92
Sessi on: 50887676
Transport: RTP/ AVP; nul ti cast; destination=224.0.1.12;
port=61010-61011; node=record; ttl =127

M >C. RTSP/ 1.0 200 K
CSeq: 92
Transport: RTP/ AVP; nul ti cast; destinati on=224.0.1.12;
port=61010-61011; node=record;ttl =127

C->M RECORD rtsp://server.exanpl e.com neeting RTSP/ 1.0
CSeq: 93
Sessi on: 50887676
Range: cl ock=19961110T1925-19961110T2015

M>C. RTSP/1.0 200 K
CSeq: 93

15 Synt ax

The RTSP syntax is described in an augnmented Backus- Naur form ( BNF)
as used in RFC 2068 [2].

15.1 Base Syntax

OCTET = <any 8-bit sequence of data>
CHAR = <any US-ASCI| character (octets 0 - 127)>
UPALPHA = <any US-ASCI| uppercase letter "A'.."Z">
LOALPHA = <any US-ASCI| |owercase letter "a".."z">
ALPHA = UPALPHA | LOALPHA
DAT = <any US-ASCI| digit "0".."9">
CTL = <any US-ASCII control character
(octets 0 - 31) and DEL (127)>
CR = <US-ASCI|I CR, carriage return (13)>
LF = <US-ASCI | LF, linefeed (10)>
SP = <US-ASCI | SP, space (32)>
HT = <US- ASCI | HT, horizontal-tab (9)>
<"> = <US- ASCI | doubl e-quote mark (34)>
CRLF = CR LF
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LWE = [CRLF] 1*( SP | HT)
TEXT = <any OCTET except CTLs>
tspeci al S = Il(ll | Il) n | n <Il | n >Il | n @
| A S S S
| A S I R A A
| {1 "} | SP| HT
t oken = 1*<any CHAR except CTLs or tspecial s>
guot ed-string = ( <"> *(qgdtext) <">)
gdt ext = <any TEXT except <">>
guot ed- pai r = "\" CHAR
nessage- header = field-nane ":" [ field-value ] CRLF
field-nane = t oken
field-value = *( field-content | LWS)
fiel d-content = <t he OCTETs nmking up the field-value and
consi sting of either *TEXT or
conbi nati ons of token, tspecials, and
guot ed-stri ng>
Saf e = Il\ $Il | n - n | n _Il | n . n | n +Il
extra R I U I () I T I
hex = bdT| "A" | "B"| "C | "D | "E"| "F"|
"a" | "b" | "c¢" | "d" | "e" | "f"
escape = "\% hex hex
reser Ved = n ; n | Il/ n | n ?Il | n : n | n @ | n &Il | n :Il
unr eserved alpha | digit | safe | extra

xchar unreserved | reserved | escape

16 Security Considerations

Because of the simlarity in syntax and usage between RTSP servers
and HTTP servers, the security considerations outlined in [HL5]
apply. Specifically, please note the foll ow ng:

Aut henti cati on Mechani sms:
RTSP and HTTP share comon aut henticati on schenes, and thus
shoul d follow the same prescriptions with regards to
aut hentication. See [H15.1] for client authentication issues,
and [H15.2] for issues regarding support for nmultiple
aut henti cati on nechani sns.

Abuse of Server Log Information:
RTSP and HTTP servers will presumably have simlar |ogging
mechani sns, and thus shoul d be equally guarded in protecting
the contents of those logs, thus protecting the privacy of the
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users of the servers. See [H15.3] for HTTP server
recomendati ons regardi ng server |ogs.

Transfer of Sensitive Information:
There is no reason to believe that information transferred via
RTSP nay be any | ess sensitive than that normally transmtted
via HTTP. Therefore, all of the precautions regarding the
protection of data privacy and user privacy apply to
i mpl ementors of RTSP clients, servers, and proxies. See
[H15.4] for further details.

Attacks Based On File and Path Nanes:
Though RTSP URLs are opaque handl es that do not necessarily
have file systemsemantics, it is anticipated that many
i mpl enentations will translate portions of the request URLs
directly to file systemcalls. In such cases, file systens
SHOULD fol |l ow the precautions outlined in [HL5.5], such as
checking for ".." in path conponents.

Personal | nformation:
RTSP clients are often privy to the same information that HTTP
clients are (user nane, location, etc.) and thus should be
equal ly. See [H15.6] for further recomendati ons.

Privacy |ssues Connected to Accept Headers:
Since may of the same "Accept"” headers exist in RTSP as in
HTTP, the same caveats outlined in [H15.7] with regards to
their use should be foll owed.

DNS Spoofi ng:
Presunably, given the |longer connection tines typically
associ ated to RTSP sessions relative to HITP sessions, RTSP
client DNS optim zations should be | ess preval ent.
Nonet hel ess, the reconmendati ons provided in [H15.8] are stil
rel evant to any inplenentation which attenpts to rely on a
DNS-to- 1 P mappi ng to hold beyond a single use of the mapping.

Locati on Headers and Spoofi ng:
If a single server supports nmultiple organizations that do not
trust one another, then it nmust check the values of Location
and Content-Location headers in responses that are generated
under control of said organizations to nake sure that they do
not attenpt to invalidate resources over which they have no
authority. ([H15.9])

In addition to the recomendations in the current HTTP specification

(RFC 2068 [2], as of this witing), future HITP specifications may
provi de additional guidance on security issues.
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| owi ng are added considerations for RTSP i npl ementati ons.

Concentrated denial -of-service attack:

The protocol offers the opportunity for a rempte-controlled
deni al -of -service attack. The attacker may initiate traffic
flows to one or nore | P addresses by specifying themas the
destination in SETUP requests. Wile the attacker’s | P address
may be known in this case, this is not always useful in
prevention of nore attacks or ascertaining the attackers
identity. Thus, an RTSP server SHOULD only allow client-
specified destinations for RTSP-initiated traffic flows if the
server has verified the client’s identity, either against a
dat abase of known users using RTSP authentication nmechani sms
(preferably digest authentication or stronger), or other
secure neans.

Sessi on hijacking:

Since there is no relation between a transport |ayer
connection and an RTSP session, it is possible for a malicious
client to issue requests with random session identifiers which
woul d af fect unsuspecting clients. The server SHOULD use a

| arge, random and non-sequential session identifier to

m nimze the possibility of this kind of attack.

Aut henti cati on:

Stream

Servers SHOULD i npl enent bot h basic and di gest [8]

aut hentication. In environments requiring tighter security for
the control messages, the RTSP control stream may be

encrypt ed.

i ssues:

RTSP only provides for streamcontrol. Streamdelivery issues
are not covered in this section, nor in the rest of this meno.
RTSP i mpl enentations will nost likely rely on other protocols
such as RTP, IP multicast, RSVP and | GW, and shoul d address
security considerations brought up in those and other
appl i cabl e specifications.

Persistently suspici ous behavi or:

RTSP servers SHOULD return error code 403 (Forbi dden) upon
receiving a single instance of behavior which is deened a
security risk. RTSP servers SHOULD al so be aware of attenpts
to probe the server for weaknesses and entry points and MAY
arbitrarily disconnect and ignore further requests clients
which are deened to be in violation of local security policy.
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Appendi x A: RTSP Protocol State Machines

The RTSP client and server state machi nes describe the behavior of
the protocol from RTSP session initialization through RTSP session
term nation

State is defined on a per object basis. An object is uniquely
identified by the stream URL and the RTSP session identifier. Any
request/reply using aggregate URLs denoting RTSP presentations
conposed of nmultiple streams will have an effect on the individua
states of all the streams. For exanple, if the presentation /novie
contains two streans, /novie/audio and /novie/video, then the

foll owi ng comand

PLAY rtsp://foo.com novie RTSP/ 1.0
CSeq: 559
Sessi on: 12345678
will have an effect on the states of novie/audi o and novi e/ vi deo.

Thi s exanpl e does not inply a standard way to represent streans in
URLs or a relation to the filesystem See Section 3.2.

The requests OPTI ONS, ANNOUNCE, DESCRI BE, GET_PARAMETER
SET_PARAMETER do not have any effect on client or server state and
are therefore not listed in the state tables.

A1l Cient State Mchine

The client can assune the follow ng states:

Init:
SETUP has been sent, waiting for reply.
Ready:
SETUP reply received or PAUSE reply received while in Playing
state.
Pl ayi ng:
PLAY reply received
Recor di ng:

RECORD reply received

In general, the client changes state on receipt of replies to
requests. Note that some requests are effective at a future tine or
position (such as a PAUSE), and state al so changes accordingly. If no
explicit SETUP is required for the object (for exanple, it is
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avail able via a multicast group), state begins at Ready. In this
case, there are only two states, Ready and Pl aying. The client also
changes state from Pl ayi ng/ Recording to Ready when the end of the
requested range i s reached.

The "next state" colum indicates the state assuned after receiving a
success response (2xx). If a request yields a status code of 3xx, the

state becones Init, and a status code of 4xx yields no change in
state. Messages not

client in that state,
state, as |isted above.

listed for each state MJUST NOT be issued by the
with the exception of messages not affecting
Receiving a REDIRECT fromthe server is

equi valent to receiving a 3xx redirect status fromthe server.

state nmessage sent next state after response
I nit SETUP Ready
TEARDOWN I nit
Ready PLAY Pl ayi ng
RECORD Recor di ng
TEARDOMN [ nit
SETUP Ready
Pl ayi ng PAUSE Ready
TEARDOWN I nit
PLAY Pl ayi ng
SETUP Pl ayi ng (changed transport)
Recor di ng PAUSE Ready
TEARDOMN [ nit
RECORD Recor di ng
SETUP Recordi ng (changed transport)
A. 2 Server State Machine

The server can assune the follow ng states:

Init:
The initial state, no valid SETUP has been received yet.
Ready:
Last SETUP received was successful, reply sent or after
pl ayi ng, |ast PAUSE received was successful, reply sent.
Pl ayi ng:
Last PLAY received was successful, reply sent. Data is being
sent.
Recor di ng:

The server is recording nedia data
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In general, the server changes state on receiving requests. If the
server is in state Playing or Recording and in unicast node, it MAY
revert to Init and tear down the RTSP session if it has not received
"wel | ness" information, such as RTCP reports or RTSP commuands, from
the client for a defined interval, with a default of one mnute. The
server can declare another tinmeout value in the Session response
header (Section 12.37). If the server is in state Ready, it MAY
revert to Init if it does not receive an RTSP request for an interva
of nore than one mnute. Note that some requests (such as PAUSE) may
be effective at a future time or position, and server state changes
at the appropriate time. The server reverts fromstate Pl aying or
Recording to state Ready at the end of the range requested by the
client.

The REDI RECT nessage, when sent, is effective imediately unless it
has a Range header specifying when the redirect is effective. In such
a case, server state will also change at the appropriate tine.

If no explicit SETUP is required for the object, the state starts at
Ready and there are only two states, Ready and Pl ayi ng.

The "next state" colum indicates the state assuned after sending a
success response (2xx). If a request results in a status code of 3xx,
the state becomes Init. A status code of 4xx results in no change.

state nmessage received next state
I nit SETUP Ready
TEARDOWN I nit
Ready PLAY Pl ayi ng
SETUP Ready
TEARDOMN I nit
RECORD Recor di ng
Pl ayi ng PLAY Pl ayi ng
PAUSE Ready
TEARDOWN I nit
SETUP Pl ayi ng
Recor di ng RECORD Recor di ng
PAUSE Ready
TEARDOWN I nit
SETUP Recor di ng
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Appendi x B: Interaction with RTP

RTSP allows nmedia clients to control sel ected, non-contiguous
sections of nedia presentations, rendering those streans with an RTP
nmedi a | ayer[24]. The nedia | ayer rendering the RTP stream shoul d not
be affected by junmps in NPT. Thus, both RTP sequence nunbers and RTP
ti mestanps MJST be continuous and nobnotonic across junps of NPT,

As an exampl e, assune a clock frequency of 8000 Hz, a packetization
interval of 100 ms and an initial sequence number and timestanp of
zero. First we play NPT 10 through 15, then skip ahead and play NPT
18 through 20. The first segnent is presented as RTP packets with
sequence nunbers 0 through 49 and tinestanp 0 through 39, 200. The
second segnment consists of RTP packets with sequence nunber 50
through 69, with tinmestanps 40, 000 through 55, 200.

We cannot assume that the RTSP client can comunicate with the RTP
nedi a agent, as the two may be independent processes. |f the RTP
ti mestanp shows the sanme gap as the NPT, the nedia agent will
assume that there is a pause in the presentation. If the junp in
NPT is | arge enough, the RTP tinestanp may roll over and the media
agent may believe | ater packets to be duplicates of packets just

pl ayed out.

For certain datatypes, tight integration between the RTSP | ayer and
the RTP layer will be necessary. This by no nmeans precludes the
above restriction. Combi ned RTSP/ RTP nedia clients shoul d use the
RTP-Info field to determ ne whether incom ng RTP packets were sent
before or after a seek.

For continuous audi o, the server SHOULD set the RTP marker bit at the
begi nni ng of serving a new PLAY request. This allows the client to
perform pl ayout del ay adaptation

For scaling (see Section 12.34), RTP tinestanps should correspond to
the playback timng. For exanple, when playing video recorded at 30
franes/second at a scale of two and speed (Section 12.35) of one, the
server woul d drop every second frame to nmaintain and deliver video
packets with the normal tinestanp spacing of 3,000 per frame, but NPT
woul d i ncrease by 1/15 second for each video frame.

The client can maintain a correct display of NPT by noting the RTP
timestanp value of the first packet arriving after repositioning. The
sequence paraneter of the RTP-Info (Section 12.33) header provides
the first sequence nunber of the next segnent.
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Appendi x C. Use of SDP for RTSP Session Descriptions

The Session Description Protocol (SDP, RFC 2327 [6]) may be used to
describe streanms or presentations in RTSP. Such usage is linmted to
speci fyi ng neans of access and encodi ng(s) for:

aggregate control
A presentation conposed of streans from one or nore servers
that are not avail able for aggregate control. Such a
description is typically retrieved by HITP or other non-RTSP
means. However, they may be received with ANNOUNCE net hods.

non- aggregate control
A presentation conposed of multiple streams froma single
server that are avail able for aggregate control. Such a
description is typically returned in reply to a DESCRI BE
request on a URL, or received in an ANNOUNCE net hod.

Thi s appendi x describes how an SDP file, retrieved, for exanple,

t hrough HTTP, determnines the operation of an RTSP session. It also
describes how a client should interpret SDP content returned in reply
to a DESCRI BE request. SDP provides no nmechani sm by which a client
can di stinguish, w thout human gui dance, between several nedia
streans to be rendered sinultaneously and a set of alternatives
(e.g., two audio streans spoken in different |anguages).

C.1 Definitions

The terms "session-level”, "media-level" and other key/attribute
nanes and val ues used in this appendix are to be used as defined in
SDP (RFC 2327 [6]):

C. 1.1 Control URL
The "a=control:" attribute is used to convey the control URL. This
attribute is used both for the session and nedia descriptions. |f
used for individual nedia, it indicates the URL to be used for
controlling that particular media stream If found at the session
level, the attribute indicates the URL for aggregate control

Exampl e:
a=control :rtsp://exanpl e.com foo

This attribute may contain either relative and absol ute URLs,

following the rules and conventions set out in RFC 1808 [25].
| mpl ement ati ons should |l ook for a base URL in the foll owi ng order
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1. The RTSP Content-Base field
2. The RTSP Content-Location field
3. The RTSP request URL

If this attribute contains only an asterisk (*), then the URL is
treated as if it were an enpty enbedded URL, and thus inherits the
entire base URL.

C. 1.2 Media streans
The "nme" field is used to enunerate the streans. It is expected that

all the specified streans will be rendered with appropriate
synchroni zation. If the session is unicast, the port nunber serves as

a recomendation fromthe server to the client; the client still has
to include it in its SETUP request and nmay ignore this
recommendation. |If the server has no preference, it SHOULD set the

port number value to zero

Exanpl e:
mrFaudi o 0 RTP/ AVP 31

C. 1. 3 Payl oad type(s)

The payl oad type(s) are specified in the "nm" field. In case the

payl oad type is a static payload type from RFC 1890 [ 1], no other
information is required. In case it is a dynanic payload type, the
nmedia attribute "rtpmap" is used to specify what the nmedia is. The
"encodi ng nane" within the "rtpmap" attribute nay be one of those
specified in RFC 1890 (Sections 5 and 6), or an experimental encoding
with a "X-" prefix as specified in SDP (RFC 2327 [6]). Codec-
specific paranmeters are not specified in this field, but rather in
the "fntp" attribute described bel ow. |nplenmentors seeking to

regi ster new encodi ngs should follow the procedure in RFC 1890 [1].

If the media type is not suited to the RTP AV profile, then it is
recommended that a new profile be created and the appropriate profile
nanme be used in lieu of "RTP/AVP" in the "m" field.

C. 1.4 Format-specific paraneters
Format - speci fic paraneters are conveyed using the "fntp" nedia
attribute. The syntax of the "fntp" attribute is specific to the

encodi ng(s) that the attribute refers to. Note that the packetization
interval is conveyed using the "ptine" attribute.
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C. 1.5 Range of presentation

The "a=range" attribute defines the total tinme range of the stored
session. (The length of live sessions can be deduced fromthe "t" and
"r" parameters.) Unless the presentation contains nmedia streans of

di fferent durations, the range attribute is a session-I|eve

attribute. The unit is specified first, followed by the val ue range.
The units and their values are as defined in Section 3.5, 3.6 and
3.7.

Exampl es:
a=r ange: npt =0- 34. 4368
a=range: cl ock=19971113T2115- 1997111372203

C.1.6 Time of availability

The "t=" field MJST contain suitable values for the start and stop
times for both aggregate and non-aggregate streamcontrol. Wth
aggregate control, the server SHOULD i ndicate a stop tinme value for
which it guarantees the description to be valid, and a start tine
that is equal to or before the tine at which the DESCRI BE request was
received. It MAY also indicate start and stop times of 0, meaning
that the session is always available. Wth non-aggregate control, the
val ues shoul d reflect the actual period for which the session is
avai l abl e in keeping with SDP semantics, and not depend on other
nmeans (such as the life of the web page containing the description)
for this purpose.

C. 1.7 Connection Information

In SDP, the "c=" field contains the destination address for the nedi a
stream However, for on-denand uni cast streans and sone nulticast
streans, the destination address is specified by the client via the
SETUP request. Unless the media content has a fixed destination
address, the "c=" field is to be set to a suitable null value. For
addresses of type "IP4", this value is "0.0.0.0".

C. 1.8 Entity Tag

The optional "a=etag" attribute identifies a version of the session
description. It is opaque to the client. SETUP requests may incl ude
this identifier in the If-Match field (see section 12.22) to only
al | ow session establishnent if this attribute value still corresponds
to that of the current description. The attribute value is opaque and
may contain any character allowed within SDP attribute val ues.

Exampl e:
a=et ag: 158bb3e7c7f d62ce67f 12b533f 06b83a
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One coul d argue that the "o=" field provides identica
functionality. However, it does so in a manner that woul d put
constraints on servers that need to support multiple session
description types other than SDP for the sane piece of media
content.

C. 2 Aggregate Control Not Avail abl e

If a presentation does not support aggregate control and multiple
nmedi a sections are specified, each section MJST have the control URL
specified via the "a=control :" attribute.

Exanpl e:
v=0
0=- 2890844256 2890842807 I N | P4 204.34.34.32
s=|l cane froma web page
t=0 0
c=INI1P4 0.0.0.0
mevi deo 8002 RTP/ AVP 31
a=control :rtsp://audio.conl nmovi e. aud
mraudi o 8004 RTP/ AVP 3
a=control :rtsp://video.conl novi e. vid

Note that the position of the control URL in the description inplies
that the client establishes separate RTSP control sessions to the
servers audi o. com and vi deo. com

It is recormended that an SDP file contains the conplete nedia
initialization information even if it is delivered to the nmedia
client through non-RTSP neans. This is necessary as there is no
nmechani smto indicate that the client should request nore detail ed
nedi a stream i nformation via DESCRI BE

C.3 Aggregate Control Avail able

In this scenario, the server has nmultiple streans that can be
controlled as a whole. In this case, there are both media-|eve
"a=control:" attributes, which are used to specify the stream URLs,
and a session-level "a=control:" attribute which is used as the
request URL for aggregate control. If the nedia-level URL is
relative, it is resolved to absolute URLs according to Section C. 1.1
above.

If the presentation conprises only a single stream the nedia-1eve
"a=control :" attribute may be onmtted altogether. However, if the
presentation contains nore than one stream each nedia stream section
MJST contain its own "a=control" attribute.
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Exanpl e:
v=0
0=- 2890844256 2890842807 IN | P4 204.34.34.32
s=| contain
i =<nore info>
t=0 0
c=INIP4 0.0.0.0
a=control :rtsp://exanpl e. com novi e/
mevi deo 8002 RTP/ AVP 31
a=control : trackl D=1
mrFaudi o 8004 RTP/ AVP 3
a=control :trackl D=2

In this exanple, the client is required to establish a single RTSP
session to the server, and uses the URLs
rtsp://exanpl e.com nmovi e/ trackl D=1 and
rtsp://exanpl e.com nmovie/trackl D=2 to set up the video and audio
streans, respectively. The URL rtsp://exanple.conlnovie/ controls the
whol e novi e.
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Appendi x D: Mninmal RTSP inplenentation

D.1 dient

A client inplementation MUST be able to do the follow ng

*

Cenerate the follow ng requests: SETUP, TEARDOAN, and one of PLAY
(i.e., amniml playback client) or RECORD (i.e., a mnim
recording client). If RECORD is inplenmented, ANNOUNCE nust be

i mpl enented as wel | .

Include the follow ng headers in requests: CSeq, Connection
Session, Transport. If ANNOUNCE is inplenmented, the capability to
i ncl ude headers Content-Language, Content-Encodi ng, Content-
Length, and Content-Type should be as well.

Parse and understand the follow ng headers in responses: CSeq,
Connection, Session, Transport, Content-Language, Content-
Encodi ng, Content-Length, Content-Type. If RECORD is inplenented,
the Locati on header must be understood as well. RTP-conpliant

i mpl enent ati ons shoul d al so i npl enent RTP-1nfo.

Understand the class of each error code received and notify the
end-user, if one is present, of error codes in classes 4xx and
5xx. The notification requirement may be relaxed if the end-user
explicitly does not want it for one or all status codes.

Expect and respond to asynchronous requests fromthe server, such
as ANNOUNCE. This does not necessarily nmean that it should

i mpl enent t he ANNOUNCE net hod, nerely that it MJST respond
positively or negatively to any request received fromthe server.

Though not required, the follow ng are highly recomended at the tinme
of publication for practical interoperability with initia
i mpl enentati ons and/or to be a "good citizen".

*
*
*
*

| npl enent RTP/ AVP/ UDP as a valid transport.

I ncl usi on of the User-Agent header.

Under st and SDP sessi on descriptions as defined in Appendix C
Accept nmedia initialization formats (such as SDP) from standard
i nput, command |ine, or other nmeans appropriate to the operating
environnent to act as a "hel per application" for other
applications (such as web browsers).

There may be RTSP applications different fromthose initially

envi sioned by the contributors to the RTSP specification for which
the requirenents above do not nmake sense. Therefore, the
recomendati ons above serve only as guidelines instead of strict
requi renents.
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D. 1.1 Basic Pl ayback

To support on-demand pl ayback of nedia streans, the client MJST
additionally be able to do the foll ow ng:

* generate the PAUSE request;

* inplement the REDI RECT met hod, and the Locati on header

D. 1.2 Authenticati on-enabl ed

In order to access nedia presentations fromRTSP servers that require
aut hentication, the client MIST additionally be able to do the
fol | owi ng:

* recogni ze the 401 status code;

* parse and include the WNWV Aut henti cat e header;

* inmpl ement Basic Authentication and Di gest Authentication

D. 2 Server
A mniml server inplenmentation MJUST be able to do the foll ow ng:

* Impl ement the foll owi ng nethods: SETUP, TEARDOW, OPTI ONS and
ei ther PLAY (for a minimal playback server) or RECORD (for a
m ni mal recording server). |If RECORD is inplenented, ANNOUNCE
shoul d be inplenented as well.

* | nclude the foll owi ng headers in responses: Connection
Cont ent - Lengt h, Content-Type, Content-Language, Content-Encodi ng,
Transport, Public. The capability to include the Locati on header
shoul d be inplemented if the RECORD nethod is. RTP-conpliant
i mpl enent ati ons should al so i npl emrent the RTP-Info field.

* Parse and respond appropriately to the follow ng headers in
requests: Connection, Session, Transport, Require.

Though not required, the followi ng are highly recomended at the tine
of publication for practical interoperability with initia
i mpl enentati ons and/or to be a "good citizen".

| mpl ement RTP/ AVP/ UDP as a valid transport.

I ncl usi on of the Server header

| npl enent the DESCRI BE net hod.

CGenerate SDP session descriptions as defined in Appendix C

* X X X

There may be RTSP applications different fromthose initially

envi sioned by the contributors to the RTSP specification for which
the requirenments above do not make sense. Therefore, the
recomendat i ons above serve only as guidelines instead of strict
requi renents.
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D. 2.1 Basic Pl ayback

To support on-demand pl ayback of nedia streans, the server MJST
additionally be able to do the foll ow ng:

* Recogni ze the Range header, and return an error if seeking is not
support ed.
* I mpl ement the PAUSE net hod.

In addition, in order to support commonly-accepted user interface
features, the follow ng are highly recomended for on-demand nedi a
servers:

* Include and parse the Range header, with NPT units.
I npl enentati on of SMPTE units is reconmended.

* Include the length of the media presentation in the nmedia
initialization informtion.

* | nclude mappings fromdata-specific tinestanps to NPT. Wien RTP
is used, the rtptine portion of the RTP-Info field may be used to
map RTP tinestanps to NPT.

Client inplenentations may use the presence of |ength informtion
to determine if the clip is seekable, and visibly disable seeking
features for clips for which the length information is unavail abl e.
A common use of the presentation length is to inplenent a "slider
bar" which serves as both a progress indicator and a tineline
posi ti oning tool

Mappi ngs from RTP timestanps to NPT are necessary to ensure correct
positioning of the slider bar

D. 2.2 Aut henti cati on-enabl ed

In order to correctly handle client authentication, the server MJST
additionally be able to do the foll ow ng:

* CGenerate the 401 status code when authentication is required for
the resource.
Parse and include the WWV Aut henti cate header

* | npl ement Basi c Aut hentication and Di gest Authentication
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Ful | Copyright Statenent
Copyright (C The Internet Society (1998). Al Ri ghts Reserved.

Thi s docunent and translations of it may be copied and furnished to
ot hers, and derivative works that conment on or otherwi se explain it
or assist inits inplenentation may be prepared, copied, published
and distributed, in whole or in part, without restriction of any

ki nd, provided that the above copyright notice and this paragraph are
i ncluded on all such copies and derivative works. However, this
docunent itself may not be nodified in any way, such as by renoving
the copyright notice or references to the Internet Society or other
I nternet organi zati ons, except as needed for the purpose of
devel opi ng Internet standards in which case the procedures for
copyrights defined in the Internet Standards process nust be
followed, or as required to translate it into |anguages ot her than
Engl i sh.

The Iimted perm ssions granted above are perpetual and will not be
revoked by the Internet Society or its successors or assigns.

Thi s docunent and the information contained herein is provided on an
"AS | S" basis and THE | NTERNET SOCI ETY AND THE | NTERNET ENG NEERI NG
TASK FORCE DI SCLAI M5 ALL WARRANTI ES, EXPRESS OR | MPLI ED, | NCLUDI NG
BUT NOT LI M TED TO ANY WARRANTY THAT THE USE OF THE | NFORVATI ON
HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED WARRANTI ES OF
MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE
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